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*** 1st Change ***
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

AF
Application Function
AS
Application Server
ASP
Application Service Provider
BDT
Background Data Transfer
CP
Communication Pattern

DDN
Downlink Data Notification
DL
Downlink

eNB
evolved Node B

GMD
Group Message Delivery
IWK-SCEF
Interworking SCEF
JSON
JavaScript Object Notation
MIME
Multipurpose Internet Mail Extensions
MT
Mobile Terminated

MTC
Machine Type Communications
NIDD
Non-IP Data Delivery

PCRF
Policy and Charging Rule Function
PDN
Packet Data Network

PFD
Packet Flow Description

PFDF
Packet Flow Description Function
RCAF
RAN Congestion Awareness Function
REST
Representational State Transfer

SCEF
Service Capability Exposure Function
SCS
Services Capability Server

TAI
Tracking Area Identity
TLTRI
T8 Long Term Transaction Reference ID

YAML
YAML Ain't Markup Language
*** 2nd Change ***
4.4
Procedures over T8 reference point

Editor's note: it is FFS if the identifiers that are contained in the URI (i.e. ScsAsId and the resource ID such as subscriptionId, transactionId etc.) are kept in the payload body as well.

*** 9th Change ***

4.4.5.3.2
Mobile Terminated NIDD for a group of UEs
Editor’s Note:
It’s not confirmed that this procedure is part of the NIDD API.
If the SCS/AS needs to perform a downlink non-IP data delivery to a group of UEs and if both the SCS/AS and the SCEF support GroupMesageDelivery feature as defined in sublcause 5.6.4, the SCS/AS shall send an HTTP POST request message to the SCEF, identifying an existing NIDD configuration resource as parent resource. The body of the HTTP POST request message shall include the SCS/AS Identifier, the External Group Identifier, the non-IP data, Reliable Data Service Configuration.
Upon receipt of such an HTTP POST request from the SCS/AS requesting the group message delivery, the SCEF shall contact with the HSS to obtain the list of the individual member IDs (i.e. External Identifiers) that are associated with the External Group Identifier as defined in subclause 5.5.3 of 3GPP TS 23.682 [2]. When the SCEF receives the list of the individual member IDs from the HSS, the SCEF shall send the response message to the SCS/AS including the appropriate result code to indicate the acceptance of group message delivery request. 
The SCEF shall determine the EPS Bearer Context based on the NIDD configuration resource that is associated with the SCS/AS Identifier and the External Identifier. 

For each External Identifier returned from the HSS, the SCEF checks whether the SCS/AS is authorised to send NIDD requests and that the SCS/AS has not exceeded its rate control quota or rate of data submission to the SCEF EPS bearer. 

Editor´s note:
The resource model uses the Individual NIDD configuration resource that identifies a single EPS bearer context as parent of the Individual NIDD downlink data delivery that is used to describe a request for group message delivery. It is FFS how to perform group message delivery over several EPS bearers.
For each UE that passes these checks, the SCEF shall continue with the flow by executing steps 3-9 (except step 5) of the Mobile Terminated NIDD Procedure of subclause 5.13.3 of 3GPP TS 23.682 [2] without buffering the non-IP data.

After delivering the data for each UE, the SCEF shall send an HTTP POST message to SCS/AS to indicate the result of data delivery of each UE. The body of the HTTP POST request message shall include the NIDD configuration identifier, a Hop-by-Hop Acknowledgment Indication, and a Cause value for each UE.

*** 12th Change ***

4.4.6
Procedures for Device Triggering

The procedures are used by the SCS/AS to deliver the device trigger via T8 interface.
In order to create a new device trigger, the SCS/AS shall send an HTTP POST message to the SCEF. The body of the HTTP POST message shall include the External Identifier or MSISDN, SCS/AS Identity, trigger reference number, validity period, priority, Application Port ID and trigger payload.

Upon receipt of the corresponding HTTP POST message, the SCEF shall check if the SCS/AS is authorised to send a trigger request and if the SCS/AS has exceeded its quota or rate of trigger submission. The SCEF shall also resolve the External Identifier or MSISDN to IMSI and retrieve the "Routing Information" from HSS for the triggering delivery. If the authorisation check fails, or if the quota or rate of trigger submission was exceeded, or if there is no valid subscription information or if the "Routing Information" cannot be found, then the SCEF shall reject the request with an error message to the SCS/AS. Otherwise, the SCEF shall perform the device trigger procedure over Tsp as defined in 3GPP TS 29.368 [24] and T4 as defined in 3GPP TS 29.337 [25]. Upon completion of this procedure, the SCEF shall create a resource which represents the triggering transaction, addressed by a URI that contains the SCS/AS identity and an SCEF-created transaction identifier, and shall respond to the SCS/AS with a 201 Created message, including the trigger and a Location header field containing the URI for the created resource. The SCS/AS shall use the URI received in the Location header in subsequent requests to the SCEF to refer to this device triggering transaction.
In order to replace an existing device trigger, the SCS/AS shall send an HTTP PUT message to the SCEF, using the URI received in the response to the request that has created the device triggering transaction resource. The body of the HTTP PUT message shall include SCS/AS Identity, trigger reference number, validity period, priority, Application Port ID and trigger payload..

After receiving the corresponding HTTP PUT message from the SCS/AS, the SCEF shall check if the SCS/AS is authorised to replace an existing device trigger and if the SCS/AS has not exceeded its quota or rate of trigger submission. If any of these checks fail, then the SCEF shall reject the message with an error. Otherwise, the SCEF shall replace the device triggering with the SMS-SC by performing the device trigger replace procedure over Tsp as defined in 3GPP TS 29.368 [24] and T4 as defined in 3GPP TS 29.337 [25]. Upon completion of this procedure, the SCEF shall send an HTTP response to the SCS/AS to indicate trigger replace success or failure.

In order to recall an existing device trigger, the SCS/AS shall send an HTTP DELETE message to the SCEF, using the URI received in the response to the request that has created the device triggering transaction resource.
After receiving the corresponding HTTP DELETE message from the SCS/AS, the SCEF shall check if the SCS/AS is authorised to send a recall trigger request and if the SCS/AS has not exceeded its quota or rate of trigger submission. The SCEF shall also check if the device triggering transaction resource referenced by the URI exists. If any of these checks fail, then the SCEF shall reject the message with an error. Otherwise, the SCEF shall recall the device triggering with the SMS-SC by performing the device trigger replace procedure over Tsp as defined in 3GPP TS 29.368 [24] and T4 as defined in 3GPP TS 29.337 [25]. Upon completion of this procedure, the SCEF shall send an HTTP response to the SCS/AS to indicate trigger recall success or failure.
When it receives the Message Delivery Report from the SMS/SC, the SCEF shall send an HTTP POST message to the SCS/AS to report the trigger delivery result. The body of the HTTP POST message shall include the identifier if the transaction, and cause.. The SCS/AS shall respond with an HTTP 200 OK or 204 No Content response.

*** 16th Change ***

4.4.12.1
General
The procedures are used by an SCS/AS to request that the network consider setting the suggested network parameter values which can influence certain aspects of UE/network behaviour. The procedures are applicable for an individual UE or a group of UEs. 
In order to configure the suggested network parameters, the SCS/AS shall send an HTTP POST request message to the SCEF. The body of the HTTP request message shall include External Identifier(s) or MSISDN(s) or External Group Identifier, SCS/AS Identifier, and may include Maximum Latency, Maximum Response Time and Suggested Number of Downlink Packets and Group Reporting Guard Time, wherein, the External Identifier or MSISDN indicates the subscription for an individual UE and the External Group Identifier indicates for a group of UEs. The corresponding parameters are as defined in the NetworkParameterConfiguration type in Table 5.13.2.1.2-1.

In order to update an existing Network Parameter Configuration, the SCS/AS may send an HTTP PUT message to request the SCEF to replace all properties in the existing resource. The External Identifier(s) or MSISDN(s) or External Group Identifier shall remain unchanged from previous configuration. 

The SCS/AS may also use an HTTP PATCH message to request to change some properties in the existing resource.
Upon receipt of the HTTP POST/PUT/PATCH message, if the SCS/AS is authorized to perform the request, the SCEF shall check whether the Maximum Latency, Maximum Response Time and/or Suggested Number of Downlink Packets in the HTTP request body are within the range defined by operator policies, if one or more of these parameters are not within the range, the SCEF shall:

· either reject the request message by sending an HTTP response to the SCS/AS with a status code set to 403 Forbidden and indicate which parameters are out of the range in the "invalidParams" attribute of the "ProblemDetails" structure; or

· modify the parameters which are not within the range by selecting different values which are in the range.

If the authorization is successful, the SCEF shall peform the Network Parameter Configuration as described in subclause 4.4.12.2 for an individual UE or in subclause 4.4.12.3 for a group of UEs.

*** 18th Change ***

5.2.1.2.5
Type: NotificationData

This type represents the parameters which shall be notify the SCS/AS for bearer level event(s). 

Table 5.2.1.2.5-1: Definition of the NotificationData data type
	Attribute name
	Data type
	Cardinality
	Description

	transactionId
	string
	1
	SCEF-allocated identifier of the corresponding transaction resource, e.g. the Individual Chargeable Party Transaction.

	transaction
	Link
	1
	Link to the transaction resource to which this notification is related.

	
	
	
	


	eventReports
	array(EventReport)
	1..N
	Contains the reported event and applicable information


*** 19th Change ***

5.2.1.3.2
Simple data types
The reused datatypes defined in OpenAPI 3.0.0 [27] listed in table 5.2.1.3.2-1 and the simple data types defined in table 5.2.1.3.2-2 apply to several T8 APIs.
Table 5.2.1.3.2-1: Reused OpenAPI data types
	Type name
	Description

	boolean
	As defined in OpenAPI 3.0.0 [27], i.e. either value "true" or value "false" as defined in IETF RFC 7159 [5].

	integer
	As defined in OpenAPI 3.0.0 [27].

	number
	As defined in OpenAPI 3.0.0 [27].

	string
	As defined in OpenAPI 3.0.0 [27].

	NOTE:
Data type names defined in OpenAPI 3.0.0 [27] do not follow the convention to start with capital letters otherwise used in this specification.


Table 5.2.1.3.2-2: Simple data types applicable to several APIs
	Type name
	Description

	Bandwidth
	integer indicating a bandwidth in bits per second.

	BdtReferenceId
	string identifying a BDT Reference ID as defined in subclause 5.3.3 of 3GPP TS 29.154 [9].

	Binary
	string with format "binary" as defined in OpenAPI Specification [27].

	Bytes
	String with format "byte" as defined in OpenAPI Specification [27], i.e, base64-encoded characters,

	DateTime
	string with format "date-time" as defined in OpenAPI [27].

	DurationSec
	Unsigned integer identifying a period of time in units of seconds. In an OpenAPI Specification [3] schema, the format shall be designated as "DurationSec"..

	DurationMin
	Unsigned integer identifying a period of time in units of minutes. In an OpenAPI Specification [3] schema, the format shall be designated as "DurationMin".

	ExternalId
	string containing a local identifier followed by "@" and a domain identifier. Both the local identifier and the domain identifier shall be encoded as strings that do not contain any "@" characters. See Clause 4.6.2 of 3GPP TS 23.682 [2] for more information.

	ExternalGroupId
	string containing a local identifier followed by "@" and a domain identifier. Both the local identifier and the domain identifier shall be encoded as strings that do not contain any "@" characters. See Clauses 4.6.2 and 4.6.3 of 3GPP TS 23.682 [2] for more information.

	Ipv4Addr
	string identifying a IPv4 address formatted in the "dotted decimal" notation as defined in IETF RFC 1166 [28]. In an OpenAPI Specification [3] schema, the format shall be designated as "Ipv4Addr".

	Ipv6Addr
	string identifying a IPv6 address formatted according to clause 4 in IETF RFC 5952 [29]. The mixed IPv4 IPv6 notation according to clause 5 of IETF RFC 5952 [29] shall not be used. In an OpenAPI Specification [3] schema, the format shall be designated as "Ipv6Addr".

	Link
	string formatted according to IETF RFC 3986 [7] identifying a referenced resource.

	Mcc
	String encoding a Mobile Country Code part of the PLMN, comprising 3 digits, as defined in 3GPP TS 38.413 [11]. In an OpenAPI Specification [3] schema, the format shall be designated as "Mcc".

	Mnc
	String encoding a Mobile Network Code part of the PLMN, comprising 2 or 3 digits, as defined in 3GPP TS 38.413 [11]. In an OpenAPI Specification [3] schema, the format shall be designated as "Mnc".

	Msisdn
	string formatted according to subclause 3.3 of 3GPP TS 23.003 [14] that describes an MSISDN.

	Port
	Unsigned integer with valid values between 0 and 65535.

	ResourceId
	string chosen by the SCEF to serve as identifier in a resource URI.

	ScsAsId
	string that identifies an SCS/AS.

	
	

	
	

	Uri
	string providing an URI formatted according to IETF RFC 3986 [7]. In an OpenAPI Specification [3] schema, the format shall be designated as "Uri".

	Volume
	Unsigned integer identifying a volume in units of bytes.


*** 20th Change ***

5.2.6
Error handling
Table 5.2.6-1 lists response bodies that are applicable to all APIs and as responses for all requests in the present specification unless otherwise specified.

Table 5.2.6-1: Response bodies supported for responses to all requests.
	Response body
	Data type
	Cardinality
	Response

codes
	Remarks
	Applied Methods

	
	ProblemDetails
	0..1
	400 Bad Request
	Incorrect parameters were passed in the request.

More information may be provided in the "detail" attribute of the "ProblemDetails" structure. 

(NOTE 2)
	GET, POST PUT, PATCH, DELETE

	
	ProblemDetails
	0..1
	401 Unauthorized
	The SCS/AS is not authorized as described in IETF RFC 7235 [21].

More information may be provided in the "detail" attribute of the "ProblemDetails" structure. 
	GET, POST, PUT, PATCH, DELETE

	
	ProblemDetails
	0..1
	403 Forbidden
	This represents the case when the SCEF is able to understand the request but unable to fulfil the request due to errors (e.g. the requested parameters are out of range). 

More information may be provided in the "detail" attribute and/or the "invalidParams" attribute of the "ProblemDetails" structure.

(NOTE 3)
	GET, POST,  PUT, PATCH, DELETE

	
	ProblemDetails
	0..1
	404 Not Found
	The resource URI was incorrect, for instance because of a wrong "scsAsId" field.

More information may be provided in the "detail" attribute of the "ProblemDetails" structure. 

(NOTE 2)
	GET, PUT, PATCH, DELETE

	
	ProblemDetails
	0..1
	409 Conflict
	The operation is not allowed given the current status of the resource.
This response shall be used when the creation of a resource with an SCS/AS identifier is requested and a resource with the same such identifiers already exists and has not been deleted; or the change cannot be made due to conflict with current state of the resource.

More information may be provided in the "detail" attribute of the "ProblemDetails" structure.
	POST, PUT, PATCH

	
	ProblemDetails
	0..1
	412 Precondition Failed
	Can be used according to IETF RFC 7232 [18]. 

Also used for the supported feature mechanism as described in subclause 5.2.7.

More information may be provided in the "detail" attribute of the "ProblemDetails" structure.
	GET, POST, PUT, PATCH, DELETE

	NOTE 1:
In addition to the above response codes, the SCEF can also send other valid HTTP response codes, if applicable. The list of all valid HTTP response codes can be found in HTTP Status Code Registry at IANA [6].

NOTE 2:
The MIME media type that shall be used within the related Content-Type header field is "application/problem+json", as defined in IETF RFC 7807 [8].

NOTE 3:
The information about which provided parameters are out of range shall be provided in the “invalidParams” attribute of the "ProblemDetails" structure for the API of network parameter configuration.


*** 23rd Change ***

.3.3.3.2
Resource definition

Resource URI: {apiRoot}/3gpp_monitoring_event/v1/{scsAsId}/transactions/{subscriptionId}
This resource shall support the resource URI variables defined in table 5.2.3.2.2-1.

Table 5.3.3.3.2-1: Resource URI variables for resource "Individual Monitoring Event Subscription"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.

	subscriptionId
	Identifier of the subscription resource of type string. The subscriptionId corresponds to the stage 2 TLTRI.


*** 25th Change ***

5.4.3.3.2
Resource definition

Resource URI: {apiRoot}/3gpp_bdt/v1/{scsAsId}/subscriptions/{subscriptionId}
This resource shall support the resource URI variables defined in table 5.4.3.3.2-1.

Table 5.4.3.3.2-1: Resource URI variables for resource "Individual BDT Subscription"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.

	subscriptionId
	Identifier of the subscription resource of type string. The subscriptionId corresponds to the stage 2 TLTRI.


*** 25a Change ***

5.4.3.3.3.2
PUT

The PUT method allows the SCS/AS to modify an existing subscription resource completely. It is initiated by the SCS/AS and answered by the SCEF. 
This method shall support request and response data structures, and response codes, as specified in the table 5.4.3.3.3.2-1.
Table 5.4.3.3.3.2-1: Data structures supported by the PUT request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	Bdt
	1
	The SCS/AS requests to update the BDT policy subscription.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	Bdt
	1
	200 OK
	The subscription was modified successfully. 

The SCEF shall return an updated subscription in the response payload body.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


*** 27th Change ***

5.5.3.3.2
Resource definition

Resource URI: {apiRoot}/3gpp_chargeable_party/v1/{scsAsId}/transactions/{transactionId}
This resource shall support the resource URI variables defined in table 5.5.3.3.2-1.

Table 5.5.3.3.2-1: Resource URI variables for resource "Individual Chargeable Party Transaction"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.

	transactionId
	Identifier of the transaction of type string. The transactionId corresponds to the stage 2 TLTRI.


*** 33rd Change ***

5.6.3.3.2
Resource definition

Resource URI: {apiRoot}/3gpp_nidd/v1/{scsAsId}/configurations/{configurationId}
This resource shall support the resource URI variables defined in table 5.6.3.3.2-1.

Table 5.6.3.3.2-1: Resource URI variables for resource "Individual NIDD Transaction"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.

	configurationId
	Identifier of the configuration of type string. The transactionId corresponds to the stage 2 TLTRI.


*** 33a Change ***

5.7.2.1.2
Type: DeviceTriggering

This type represents device triggering request. The same structure is used in the request and response.

Table 5.7.2.1.2-1: Definition of type DeviceTriggering

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	
	
	
	
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of DeviceTriggering type
	

	triggerReferenceNumber
	integer
	1
	The reference number is allocated by the initiator of a transaction and is used in all subsequent messages related to that transaction.
	

	validityPeriod
	DurationSec
	1
	The validity time in seconds for the specific action requested.
	

	priority
	Priority
	0..1
	Identifies the priority of the device trigger.
	

	applicationPortId
	Port
	0..1
	This is used to uniquely identify the triggering application addressed in the device.
	

	triggerPayload
	Binary
	1
	The device triggering payload.
	

	notificationDestination
	Link
	0..1
	A URI indicating the notification destination for T8 notifications.
	

	requestTestNotification
	boolean
	0..1
	Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in subclause 5.2.5.4.
	Notification_websocket

	deliveryResult
	DeliveryResult
	0..1
	The delivery result shall be included in the HTTP responses that indicate the delivery status of the device triggering.
	

	NOTE:
Properties marked with a feature as defined in subclause 5.7.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


Editor´s note: It is FFS if trigger reference number is made redundant by the tltrId

*** 34th Change ***

5.7.2.1.3
Type: DeviceTriggeringDeliveryReportNotification

This type represents device triggering delivery report notification. 

Table 5.7.2.1.4-1: Definition of type DeviceTriggeringDeliveryReportNotification

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	transactionId
	string
	1
	Identifier of the related device triggering transaction resource, as defined by the "id" attribute of the "DeviceTriggering" data type. 
	

	transaction
	Link
	1
	Link to the related device triggering transaction resource to which this notification is related.
	

	
	
	
	
	

	result
	DeliveryResult
	1
	OK, unknown or diverse failures
	

	NOTE:
Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


*** 35th Change ***

5.7.3.3.2
Resource definition

Resource URI: {apiRoot}/3gpp_device_triggering/v1/{scsAsId}/transactions/{transactionId}
This resource shall support the resource URI variables defined in table 5.7.3.3.2-1.

Table 5.7.3.3.2-1: Resource URI variables for resource "Individual Device Triggering Transaction"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.

	transactionId
	Identifier of the transaction resource of type string. The transactionId corresponds to the stage 2 TLTRI.


*** 35a Change ***

5.7.3.3.3.2
PUT

A pending device triggering delivery can be replaced by the SCS/AS. To replace the pending device triggering, the SCS/AS shall use the HTTP PUT method on the “transaction” instance resource as follows:

-
the body of the message is encoded in JSON format with the data structure defined in table 5.7.2.1.2-1
The parameter“scsAsId” shall be unchanged. Meanwhile, a new “triggerReferenceNumber” shall be provided. And other provided parameters in this request shall replace the parameters provided in previous request.
The possible response messages from the SCEF, depending on whether the PUT request is successful or unsuccessful, are shown in Table 5.7.3.3.3.2-1.
Table 5.7.3.3.3.2-1: Data structures supported by the PUT request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	DeviceTriggering
	1
	Parameters to replace a device triggering with the SCEF.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	DeviceTriggering
	1
	200 OK
	The device triggering was modified successfully. 

The SCEF shall return an updated data structure of type "DeviceTriggering" with the “DeliveryResult” field in the response payload body.

	NOTE:
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


*** 40th Change ***

5.8.2.2.5.2
Resource definition

Resource URI: {apiRoot}/3gpp_group_message_delivery_mb2/v1/{scsAsId}/tmgi_allocation/{tmgi}/delivery_via_mbms/{transactionId}

This resource shall support the resource URI variables defined in table 5.8.2.2.5.2-1.

Table 5.8.2.2.5.2-1: Resource URI variables for resource "Individual GMD via MBMS by MB2"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.

	transactionId
	transactionId selected by the SCEF. The transactionId corresponds to the stage 2 TLTRI.


*** 45th Change ***

5.8.3.2.3.2
Resource definition

Resource URI: {apiRoot}/3gpp_device_triggering_xmb/v1/{scsAsId}/services/{serviceId}/transactions/{transactionId}

This resource shall support the resource URI variables defined in table 5.8.3.2.3.2-1.

Table 5.8.3.2.3.2-1: Resource URI variables for resource "Individual GMD via MBMS by xMB"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.

	transactionId
	transactionId selected by the SCEF. The transactionId corresponds to the stage 2 TLTRI.


*** 46th Change ***

Table 5.9.2.1.2-1: Definition of type NetworkStatusReportingSubscription

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	
	
	
	
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of NetworkStatusReportingSubscription type.
	

	notificationDestination
	Link
	0..1
	A URI indicating the notification destination where T8 notification requests shall be delivered
	

	requestTestNotification
	boolean
	0..1
	Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in subclause 5.2.5.4.
	Notification_websocket

	locationArea
	LocationArea
	1
	Identifies a location area. It can be either a list of cell IDs, or a list of Tracking Areas, or civic addresses, or a geographic area, or a combination of any of the above.
	

	timeDuration
	DateTme
	0..1
	Identifies the time for which a continuous reporting is requested. Shall not be provided for one time reporting case.
	

	thresholdValues
	array(CongestionValue)
	0..N
	Identifies a list of congestion level(s) with exact value that the SCS/AS requests to be informed of when reached.
(NOTE 2)
	

	thresholdTypes
	array(CongestionType)
	0..N
	Identifies a list of congestion level(s) with abstracted value that the SCS/AS requests to be informed of when reached.
(NOTE 2)
	

	NOTE 1:
Properties marked with a feature as defined in subclause 5.9.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2:
thresholdValue and thresholdType shall be mutually exclusive.


*** 47th Change ***

5.9.2.2.2
Type: NetworkStatusReportingNotification

This data type represents a network status reporting notification which is sent from the SCEF to the SCS/AS. 
Table 5.9.2.2.2-1: Definition of type NetworkStatusReportingNotification

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	subscriptionId
	string
	1
	Identifier of the related network status reporting subscription, as defined by the “id” attribute of the “NetworkStatusReportingSubscription” data type.
	

	subscription
	Link
	1
	Link to the network status reporting subscription resource to which this notification is related.
	

	
	
	
	

	

	nsiValue
	CongestionValue
	0..1
	Network Status Indicator based on exact value for congestion status received from RCAF(s). 

(NOTE 2)
	

	nsiType
	CongestionType
	0..1
	Network Status Indicator based on abstracted value for congestion status.
(NOTE 2)
	

	NOTE 1:
Properties marked with a feature as defined in subclause 5.9.4 are applicable as described in subclause 5.2.7. If no features are indicated, the related property applies for all the features.

NOTE 2:
nsiValue and nsiType shall be mutually exclusive.



*** 48th Change ***

5.9.3.3.2
Resource definition

Resource URI: {apiRoot}/3gpp_network_status_reporting/v1/{scsAsId}/subscriptions/{subscriptionId}
This resource shall support the resource URI variables defined in table 5.9.3.3.2-1.

Table 5.9.3.3.2-1: Resource URI variables for resource "Individual Network Status Reporting Subscription"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.

	subscriptionId
	Identifier of the subscription resource of type string. The subscriptionId corresponds to the stage 2 TLTRI.


*** 48a Change ***

5.10.3.3.2
Resource definition

Resource URI: {apiRoot}/3gpp_cp_parameter_provisioning/v1/{scsAsId}/subscriptions/{subscriptionId}
This resource shall support the resource URI variables defined in table 5.10.3.3.2-1.

Table 5.10.3.3.2-1: Resource URI variables for resource "Individual CP Provisioning Subscription"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.

	subscriptionId
	Identifier of the subscription resource of type string. The subscriptionId corresponds to the stage 2 TLTRI.


*** 48b Change ***

5.11.3.3.2
Resource definition

Resource URI: {apiRoot}/3gpp_pfd_management/v1/{scsAsId}/transactions/{transactionId}
This resource shall support the resource URI variables defined in table 5.11.3.3.2-1.

Table 5.11.3.3.2-1: Resource URI variables for resource "Individual PFD Management Transaction"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.

	transactionId
	Identifier of the transaction of type string. The transactionId corresponds to the stage 2 TLTRI.


*** 53rd Change ***

5.14.3.3.2
Resource definition
Resource URI: {apiRoot}/3gpp_as_session_with_qos /v1/{scsAsId}/subscriptions/{subscriptionId}
This resource shall support the resource URI variables defined in table 5.14.3.3.2-1.
Table 5.14.3.2.2-1: Resource URI variables for resource "Individual AS Session with Required QoS"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.

	subscriptionId
	Identifier of the subscription resource of type string. The subscriptionId corresponds to the stage 2 TLTRI


*** 54th Change ***

A.2
Data Types applicable to several APIs

openapi: 3.0.0

info:

  title: TS 29.122 Common Data Types

  version: "v1"

externalDocs:

  description: Documentation

  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.122/'

components:

  schemas:

    SponsorInformation:

      type: object

      properties:

        sponsorId:

          type: string

          description: It indicates Sponsor ID.

        aspId:

          type: string

          description: It indicates Application Service Provider ID.

      required:

        - sponsorId

        - aspId

    UsageThreshold:

      type: object

      properties:

        duration:

          $ref: '#/components/schemas/DurationSec'

        totalVolume:

          $ref: '#/components/schemas/Volume'

        downlinkVolume:

          $ref: '#/components/schemas/Volume'

        uplinkVolume:

          $ref: '#/components/schemas/Volume'

    TimeWindow:

      type: object

      properties:

        StartTime:

          $ref: '#/components/schemas/DateTime'

        StopTime:

          $ref: '#/components/schemas/DateTime'

      required:

        - StartTime

        - StopTime

    Acknowledgement:

      type: object

      properties:

        details:

          type: string

          description: A human-readable explanation specific to this successful acknowledgement

      required:

        - details

    NotificationData:

      type: object

      properties:

        transactionId:

          type: string

          description: SCEF-allocated identifier of the corresponding transaction resource, e.g. the Individual Chargeable Party Transaction.

        transaction:

          $ref: '#/components/schemas/Link'



        eventReports:

          type: array

          items:

            $ref: '#/components/schemas/EventReport'

          minItems: 1

          description: Contains the reported event and applicable information

      required:

        - transactionId

        - transaction

        - eventReports

    EventReport:

      type: object

      properties:

        event:

          $ref: '#/components/schemas/Event'

        accumulatedUsage:

          $ref: '#/components/schemas/AccumulatedUsage'

        flowId:

          type: integer

          description: Identifies the IP flows that were sent during event subscription

      required:

        - event

    AccumulatedUsage:

      type: object

      properties:

        duration:

          $ref: '#/components/schemas/DurationSec'

        totalVolume:

          $ref: '#/components/schemas/Volume'

        downlinkVolume:

          $ref: '#/components/schemas/Volume'

        uplinkVolume:

          $ref: '#/components/schemas/Volume'

    FlowInfo:

      type: object

      properties:

        flowId:

          type: integer

          description: Indicates the IP flow(s).

        flowDescription:

          type: string

          description: Indicates the packet filters of the IP flow(s). Refer to subclause 5.3.8 of 3GPP TS 29.214 [10] for encoding. It shall contain UL and/or DL IP flow description.

      required:

        - flowId

    TestNotification:

      type: object

      properties:

        subscription:

          $ref: '#/components/schemas/Link'

      required:

        - subscription

    WebsockNotifConfig:

      type: object

      properties:

        websocketUri:

          $ref: '#/components/schemas/Link'

        requestWebsocketUri:

          type: boolean

          description: Set by the SCS/AS to indicate that the Websocket delivery is requested.

    LocationArea:

      type: object

      properties:

        cellId:

          type: array

          items:

            type: string

          minItems: 0

          description: Indicates a Cell Global Identification of the user which identifies the cell the UE is registered.

        enodeBId:

          type: array

          items:

            type: string

          minItems: 0

          description: Indicates an eNodeB in which the UE is currently located.

        routingAreaId:

          type: array

          items:

            type: string

          minItems: 0

          description: Identifies an Routing Area Identity of the user where the UE is located.

        trackingAreaId:

          type: array

          items:

            type: string

          minItems: 0

          description: Identifies a Tracking Area Identity of the user where the UE is located.

        geographicArea:

          type: array

          items:

            $ref: 'TS29572_Nlmf_Location.yaml#/components/schemas/GeographicArea'

          minItems: 0

          description: Identifies a geographic area of the user where the UE is located.

        civicAddress:

          type: array

          items:

            $ref: 'TS29572_Nlmf_Location.yaml#/components/schemas/CivicAddress'

          minItems: 0

          description: Identifies a civic address of the user where the UE is located.

    ProblemDetails:

      type: object

      properties:

        type:

          $ref: '#/components/schemas/Uri'

        title:

          type: string

          description: A short, human-readable summary of the problem type. It should not change from occurrence to occurrence of the problem. 

        status:

          type: integer

          description: The HTTP status code for this occurrence of the problem.

        detail:

          type: string

          description: A human-readable explanation specific to this occurrence of the problem. This IE should be present and provide application-related error information, if available.

        instance:

          $ref: '#/components/schemas/Uri'

        invalidParams:

          type: array

          items:

            $ref: '#/components/schemas/InvalidParam'

          minItems: 0

          description: Description of invalid parameters, for a request rejected due to invalid parameters.

    InvalidParam:

      type: object

      properties:

        param:

          type: string

          description: Attribute's name encoded as a JSON Pointer, or header's name.

        reason:

          type: string

          description: A human-readable reason, e.g. "must be a positive integer".

      required:

        - param

    PlmnId:

      type: object

      properties:

        mcc:

          $ref: '#/components/schemas/Mcc'

        mnc:

          $ref: '#/components/schemas/Mnc'

      required:

        - mcc

        - mnc

    Bandwidth:

      type: integer

      description: integer indicating a bandwidth in bits per second.

    BdtReferenceId:

      type: string

      description: string identifying a BDT Reference ID as defined in subclause 5.3.3 of 3GPP TS 29.154 [9].

    Binary:

      type: string

      description: string with format "binary" as defined in OpenAPI Specification [27].

    Bytes:

      type: string

      description: String with format "byte" as defined in OpenAPI Specification [27], i.e, base64-encoded characters,

    DateTime:

      type: string

      description: string with format "date-time" as defined in OpenAPI [27].

    DurationSec:

      type: integer

      description: Unsigned integer identifying a period of time in units of seconds. In an OpenAPI Specification [3] schema, the format shall be designated as "DurationSec".

      format: DurationSec

    DurationMin:

      type: integer

      description: Unsigned integer identifying a period of time in units of minutes. In an OpenAPI Specification [3] schema, the format shall be designated as "DurationMin".

      format: DurationMin

    ExternalId:

      type: string

      description: string containing a local identifier followed by "@" and a domain identifier. Both the local identifier and the domain identifier shall be encoded as strings that do not contain any "@" characters. See Clause 4.6.2 of 3GPP TS 23.682 [2] for more information.

    ExternalGroupId:

      type: string

      description: string containing a local identifier followed by "@" and a domain identifier. Both the local identifier and the domain identifier shall be encoded as strings that do not contain any "@" characters. See Clauses 4.6.2 and 4.6.3 of 3GPP TS 23.682 [2] for more information.

    Ipv4Addr:

      type: string

      description: string identifying a IPv4 address formatted in the "dotted decimal" notation as defined in IETF RFC 1166 [28]. In an OpenAPI Specification [3] schema, the format shall be designated as "Ipv4Addr".

      format: Ipv4Addr

    Ipv6Addr:

      type: string

      description: string identifying a IPv6 address formatted according to clause 4 in IETF RFC 5952 [29]. The mixed IPv4 IPv6 notation according to clause 5 of IETF RFC 5952 [29] shall not be used. In an OpenAPI Specification [3] schema, the format shall be designated as "Ipv6Addr".

      format: Ipv6Addr

    Link:

      type: string

      description: string formatted according to IETF RFC 3986 [7] identifying a referenced resource.

    Mcc:

      type: string

      description: String encoding a Mobile Country Code part of the PLMN, comprising 3 digits, as defined in 3GPP TS 38.413 [11]. In an OpenAPI Specification [3] schema, the format shall be designated as "Mcc".

       format: Mcc

   Mnc:

      type: string

      description: String encoding a Mobile Network Code part of the PLMN, comprising 2 or 3 digits, as defined in 3GPP TS 38.413 [11]. In an OpenAPI Specification [3] schema, the format shall be designated as "Mnc".

      format: Mnc

    Msisdn:

      type: string

      description: string formatted according to subclause 3.3 of 3GPP TS 23.003 [14] that describes an MSISDN.

    Port:

      type: integer

      description: Unsigned integer with valid values between 0 and 65535.

    ResourceId:

      type: string

      description: string chosen by the SCEF to serve as identifier in a resource URI.

    ScsAsId:

      type: string

      description: string that identifies an SCS/AS.







    Uri:

      type: string

      description: string providing an URI formatted according to IETF RFC 3986 [7]. In an OpenAPI Specification [3] schema, the format shall be designated as "Uri".

      format: Uri

    Volume:

      type: integer

      description: Unsigned integer identifying a volume in units of bytes.

    Event:

      anyOf:

      - type: string

        enum:

          - SESSION_TERMINATION

          - LOSS_OF_BEARER 

          - RECOVERY_OF_BEARER

          - RELEASE_OF_BEARER

          - USAGE_REPORT

      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - SESSION_TERMINATION: Indicates that Rx session is terminated.

        - LOSS_OF_BEARER : Indicates a loss of a bearer.

        - RECOVERY_OF_BEARER: Indicates a recovery of a bearer.

        - RELEASE_OF_BEARER: Indicates a release of a bearer.

        - USAGE_REPORT: Indicates the usage report event.

#

# HTTP responses
#

  responses:

    '400':

      description: Bad request

      content:

        application/json:

          schema:

            $ref: '#/components/schemas/ProblemDetails'

    '401':

      description: Unauthorized

      content:

        application/json:

          schema:

            $ref: '#/components/schemas/ProblemDetails'

    '403':

      description: Forbidden

      content:

        application/json:

          schema:

            $ref: '#/components/schemas/ProblemDetails'

    '404':

      description: Not Found

      content:

        application/json:

          schema:

            $ref: '#/components/schemas/ProblemDetails'

    '409':

      description: Conflict

      content:

        application/json:

          schema:

            $ref: '#/components/schemas/ProblemDetails'

    '412':

      description: Precondition Failed
      content:

        application/json:

          schema:

            $ref: '#/components/schemas/ProblemDetails'

*** 59th Change ***

A.7
DeviceTriggering API

openapi: 3.0.0

info:

  title: 3gpp_device_triggering
  version: "v1"

externalDocs:

  description: Documentation

  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.122/'

servers:

  - url: https://{apiRoot}/3gpp_device_triggering/v1

    variables:

      apiRoot:

        default: https://demohost.com

        description: apiRoot as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excluding the https:// part.

paths:

Editor's note: TBC.
components:

  schemas: 
    DeviceTriggering:

      type: object

      properties:



        self:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        triggerReferenceNumber:

          type: integer

          description: The reference number is allocated by the initiator of a transaction and is used in all subsequent messages related to that transaction.

        validityPeriod:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'

        priority:

          $ref: '#/components/schemas/Priority'

        applicationPortId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Port'

        triggerPayload:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Binary'

        notificationDestination:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        requestTestNotification:

          type: boolean

          description: Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.

        websockNotifConfig:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/WebsockNotifConfig'

        deliveryResult:

          $ref: '#/components/schemas/DeliveryResult'

      required:

        - triggerReferenceNumber

        - validityPeriod

        - triggerPayload

    DeviceTriggeringDeliveryReportNotification:

      type: object

      properties:

        transactionId:

          type: string

          description: Identifier of the related device triggering transaction resource, as defined by the "id" attribute of the "DeviceTriggering" data type. 

        transaction:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'



        result:

          $ref: '#/components/schemas/DeliveryResult'

      required:

        - transactionId

        - transaction

        - result

    DeliveryResult:

      anyOf:

      - type: string

        enum:

          - SUCCESS

          - UNKNOWN

          - FAILURE

          - TRIGGERED

          - EXPIRED

          - UNCONFIRMED

          - REPLACED

          - TERMINATE

      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - SUCCESS: This value indicates that the device action request was successfully completed.

        - UNKNOWN: This value indicates any unspecified errors.

        - FAILURE: This value indicates that this trigger encountered a delivery error and is deemed permanently undeliverable.

        - TRIGGERED: This value indicates that device triggering request is accepted by the SCEF.

        - EXPIRED: This value indicates that the validity period expired before the trigger could be delivered.

        - UNCONFIRMED: This value indicates that the delivery of the device action request is not confirmed.

        - REPLACED: This value indicates that the device triggering replace request is accepted by the SCEF.

        - TERMINATE: This value indicates that the delivery of the device action request is terminated by the SCS/AS.

    Priority:

      anyOf:

      - type: string

        enum:

          - NO_PRIORITY

          - PRIORITY

      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - NO_PRIORITY: This value indicates that the device trigger has no priority.

        - PRIORITY: This value indicates that the device trigger has priority.

*** 62nd Change ***

A.9
ReportingNetworkStatus API

openapi: 3.0.0

info:

  title: 3gpp_network_status_reporting
  version: "v1"

externalDocs:

  description: Documentation

  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.122/'

servers:

  - url: https://{apiRoot}/3gpp_network_status_reporting/v1

    variables:

      apiRoot:

        default: https://demohost.com

        description: apiRoot as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excluding the https:// part.

paths:

Editor's note: TBC.
components:

  schemas: 
    NetworkStatusReportingSubscription:

      type: object

      properties:



        self:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        notificationDestination:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        requestTestNotification:

          type: boolean

          description: Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.

        websockNotifConfig:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/WebsockNotifConfig'

        locationArea:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/LocationArea'

        timeDuration:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'

        thresholdValues:

          type: array

          items:

            $ref: '#/components/schemas/CongestionValue'

          minItems: 0

          description: Identifies a list of congestion level(s) with exact value that the SCS/AS requests to be informed of when reached.

        thresholdTypes:

          type: array

          items:

            $ref: '#/components/schemas/CongestionType'

          minItems: 0

          description: Identifies a list of congestion level(s) with abstracted value that the SCS/AS requests to be informed of when reached.

      required:

        - locationArea

    NetworkStatusReportingNotification:

      type: object

      properties:

        subscriptionId:

          type: string

          description: Identifier of the related network status reporting subscription, as defined by the “id” attribute of the “NetworkStatusReportingSubscription” data type.

        subscription:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'



        nsiValue:

          $ref: '#/components/schemas/CongestionValue'

        nsiType:

          $ref: '#/components/schemas/CongestionType'

      required:

        - subscriptionId

        - subscription

    CongestionValue:

      type: integer

      description: Unsigned integer with valid values between 0 and 31. The value 0 indicates that there is no congestion. The value 1 is the lowest congestion level and value 31 is the highest congestion level.

    CongestionType:

      anyOf:

      - type: string

        enum:

          - HIGH

          - MEDIUM

          - LOW

      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - HIGH: The congestion status is high.

        - MEDIUM: The congestion status is medium.

        - LOW: The congestion status is low.
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