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*** 1st Change ***

5.2.7
Feature negotiation












The procedures in subclause 6.6.2 of 3GPP TS 29.500 [x] shall be applicable for the APIs defined in the present specification.

The supported features are negotiated seperately for each API. For each of the APIs defined in the present specification, the applicable list of features is contained in the related API definition.
*** 2nd Change ***
5.2.8.2
Reused HTTP custom headers

Table 5.2.8.2-1: Reused HTTP custom headers

	Name
	Reference
	Description

	
	
	

	
	
	

	
	
	


*** 3rd Change: MonitoringEvent API ***

5.3.2.1.1
Introduction

This clause defines data structures to be used in resource representations, including subscription resources.
Table 5.3.2.1.1-1 specifies data types re-used by the MonitoringEvent API from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the MonitoringEvent API. 
Table 5.3.2.1.1-1: MonitoringEvent API re-used Data Types
	Data type
	Reference
	Comments

	GeographicArea
	3GPP TS 29.572 [42]
	Identifies the geographical information of the user(s).

	CivicAddress
	3GPP TS 29.572 [42]
	Identifies the geographical information of the user(s).

	SupportedFeatures
	3GPP TS 29.571 [y]
	Used to negotiate the applicability of the optional features defined in table 5.3.4-1.


*** 4th Change ***

5.3.2.1.2
Type: MonitoringEventSubscription

This type represents a subscription to monitoring an event. The same structure is used in the subscription request and subscription response.

Table 5.3.2.1.2-1: Definition of type MonitoringEventSubscription

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 3)

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses.
	

	supportedFeatures
	SupportedFeatures
	1
	Used to negotiate the supported optional features of the API as described in subclause 5.2.7.
	

	externalId
	ExternalId
	0..1
	Identifies a user as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	(NOTE 5)

	msisdn
	Msisdn
	0..1
	Identifies the MS internal PSTN/ISDN number allocated for a UE.
(NOTE 1)
	(NOTE 5)

	externalGroupId
	ExternalGroupId
	0..1
	Identifies a user group as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	

	notificationDestination
	Link
	1
	An URI of a notification destination that T8 message shall be delivered to.
	

	requestTestNotification
	boolean
	0..1
	Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in subclause 5.2.5.4.
	Notification_websocket

	monitoringType
	MonitoringType
	1
	Enumeration of monitoring type. Refer to clause 5.3.2.4.3.
	

	maximumNumberOfReports
	integer
	0..1
	Identifies the maximum number of event reports to be generated by the HSS, MME/SGSN as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].

(NOTE 2)
	

	monitorExpireTime
	DateTime
	0..1
	Identifies the absolute time at which the related monitoring event request is considered to expire, as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].
(NOTE 2)
	

	groupReporGuardTime
	DurationSec
	0..1
	Identifies the time for which the SCEF can aggregate the monitoring event reports detected by the UEs in a group and report them together to the SCEF/SCS/AS, as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].
	

	maximumDetectionTime
	DurationSec
	0..1
	If "monitoring-Type" is "LOSS_OF_CONNECTIVITY", this parameter may be included to identify the maximum period of time after which the UE is considered to be unreachable.
	Loss_of_connectivity_notification

	reachabilityType
	ReachabilityType
	0..1
	If "monitoring-Type" is "UE_REACHABILITY", this parameter shall be included to identify whether the request is for "Reachability for SMS" or "Reachability for Data", or both.
	Ue-reachability_notification

	maximumLatency
	DurationSec
	0..1
	If "monitoring-Type" is "UE_REACHABILITY", this parameter may be included to identify the maximum delay acceptable for downlink data transfers.
	Ue-reachability_notification

	maximumResponseTime
	DurationSec
	0..1
	If "monitoring-Type" is "UE_REACHABILITY", this parameter may be included to identify the length of time for which the UE stays reachable to allow the SCS/AS to reliably deliver the required downlink data.
	Ue-reachability_notification

	suggestedNumberOfDlPackets
	integer
	0..1
	If "monitoringType" is "UE_REACHABILITY", this parameter may be included to identify the number of packets that the serving gateway shall buffer in case that the UE is not reachable.
	Ue-reachability-notification

	idleStatusIndication
	boolean
	0..1
	If "monitoringType" is set to "UE_REACHABILITY" or "AVAILABILITY_AFTER_DDN_FAILURE", this parameter may be included to indicate the notification of when a UE, for which PSM is enabled, transitions into idle mode.
-
"true": indicate enabling of notification
-
"false": indicate no need to notify
Default: "false".
	Ue-reachability_notification,

Availability_after_DDN_failure_notification

	locationType
	LocationType
	0..1
	If "monitoringType" is "LOCATION_REPORTING" or "NUMBER_OF_UES_IN_AN_AREA", this parameter shall be included to identify whether the request is for Current Location or Last known Location. 
(NOTE 4)
	Location_notification, Number_of_UEs_in_an_area_notification

	accuracy
	Accuracy
	0..1
	If "monitoring-Type" is "LOCATION_REPORTING", this parameter may be included to identify the desired level of accuracy of the requested location information, as described in subclause 4.9.2 of 3GPP TS 23.682 [2].
	Location_notification

	minimumReportInterval
	DurationSec
	0..1
	If "monitoring-Type" is "LOCATION_REPORTING", this parameter may be included to identify a minimum time interval between Location Reporting notifications.
	Location_notification

	associationType
	AssociationType
	0..1
	If "monitoring-Type" is "CHANGE_OF_IMSI_IMEI_ASSOCIATION", this parameter shall be included to identify whether the change of IMSI-IMEI or IMSI-IMEISV association shall be detected.
	Change_of_IMSI_IMEI_association_notification

	plmnIndication
	boolean
	0..1
	If "monitoring-Type" is "ROAMING_STATUS", this parameter may be included to indicate the notification of UE's Serving PLMN ID.

-
"true": The value shall be used to indicate enabling of notification;
-
"false": The value shall be used to indicate disabling of notification.
Default: "false".
	Roaming_status_notification

	locationArea
	LocationArea
	0..1
	If "monitoring-Type" is "NUMBER_OF_UES_IN_AN_AREA", this parameter shall be included to indicate the area within which the SCS/AS requests the number of UEs.
	Number_of_UEs_in_an_area_notification

	monitoringEventReport
	MonitoringEventReport
	0..1
	Identifies a monitoring event report which is sent from the SCEF to the SCS/AS.
	

	NOTE 1:
One of the properties “externalId”, “msisdn” or “externalGroupId” shall be included.

NOTE 2:
Inclusion of either "maximumNumberOfReports" (with a value higher than one) or "monitorExpireTime" makes the Monitoring Request a Continuous Monitoring Request, where the SCEF sends Notifications until either the maximum number of reports or the monitoring duration indicated by the property “monitorExpireTime” is exceeded. Absence of both "maximumNumberOfReports" (with a value higher than one) and "monitorExpireTime" makes the Monitoring Request a One-time Monitoring Request.
NOTE 3:
Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 4:
In this release, for feature "Number_of_UEs_in_an_area_notification", locationType shall be set to "LAST_KNOWN_LOCATION".

NOTE 5:
The property does not apply for the feature “Number_of_UEs_in_an_area_notification”.


*** 5th Change ***

5.3.4
Used Features

The table below defines the features applicable to the MonitoringEvent API. Those features are negotiated as described in subclause 5.2.7.
Table 5.3.4-1: Features used by MonitoringEvent API

	Feature Number
	Feature
	
	Description

	1
	Loss_of_connectivity_notification
	
	The SCS/AS is notified when the 3GPP network detects that the UE is no longer reachable for signalling or user plane communication

	2
	Ue-reachability_notification
	
	The SCS/AS is notified when the UE becomes reachable for sending either SMS or downlink data to the UE

	3
	Location_notification
	
	The SCS/AS is notified of the current location or the last known location of the UE

	4
	Change_of_IMSI_IMEI_association_notification
	
	The SCS/AS is notified when the association of an ME (IMEI(SV)) that uses a specific subscription (IMSI) is changed

	5
	Roaming_status_notification
	
	The SCS/AS is notified when the UE’s roaming status changes

	6
	Communication_failure_notification
	
	The SCS/AS is notified of communication failure events

	7
	Availability_after_DDN_failure_notification
	
	The SCS/AS is notified when the UE has become available after a DDN failure

	8
	Number_of_UEs_in_an_area_notification
	
	The SCS/AS is notified the number of UEs present in a given geographic area

	9
	Notification_websocket
	
	The delivery of notifications over Websocket is supported according to subclause 5.2.5.4. This feature requires that the Notification_test_event featute is also supported.

	10
	Notification_test_event
	
	The testing of notification connection is supported according to subclause 5.2.5.3.

	Feature:
A short name that can be used to refer to the bit and to the feature, e.g. "Notification".


Description:
A clear textual description of the feature.


*** 6th Change: ResourceManagementOfBdt API ***

5.4.2.1.1
Introduction

This clause defines data structures to be used in resource representations.
Table 5.4.2.1.1-1 specifies data types re-used by the ResourceManagementOfBdt API from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the ResourceManagementOfBdt API. 
Table 5.4.2.1.1-1: ResourceManagementOfBdt API re-used Data Types
	Data type
	Reference
	Comments

	GeographicArea
	3GPP TS 29.572 [42]
	Identifies the geographical information of the user(s).

	CivicAddress
	3GPP TS 29.572 [42]
	Identifies the geographical information of the user(s).

	SupportedFeatures
	3GPP TS 29.571 [y]
	Used to negotiate the applicability of the optional features defined in table 5.4.4-1.


*** 7th Change ***

5.4.2.1.2
Type: Bdt

This type represents a BDT subscription. The same structure is used in the subscription request and subscription response.

Table 5.4.2.1.2-1: Definition of type Bdt
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of Bdt type
	

	supportedFeatures
	SupportedFeatures
	1
	Used to negotiate the supported optional features of the API as described in subclause 5.2.7.
	

	volumePerUE
	UsageThreshold
	1
	Identifies the data volume expected to be transferred per UE.
	

	numberOfUEs
	integer
	1
	Identifies the number of UEs.
	

	desiredTimeWindow
	TimeWindow
	1
	Identifies the time interval.
	

	locationArea
	LocationArea
	0..1
	Identifies the area within which the SCS/AS requests the number of UE.
	

	referenceId
	BdtReferenceId
	0..1
	Identifies a selected policy of background data transfer.
	

	transferPolicies
	array(TransferPolicy)
	0..N
	Identifies an offered transfer policy.
	

	selectedPolicy
	integer
	0..1
	Identity of the selected background data transfer policy. Shall not be present in initial message exchange, can be provided by NF service consumer in a subsequent message exchange.
	

	NOTE:
Properties marked with a feature as defined in subclause 5.4.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


*** 8th Change ***

5.4.4
Used Features

The table below defines the features applicable to the ResourceManagementOfBdt API. Those features are negotiated as described in subclause 5.2.7.
Table 5.4.4-1: Features used by ResourceManagementOfBdt API

	Feature Number
	Feature
	
	Description

	
	
	
	

	Feature:
A short name that can be used to refer to the bit and to the feature, e.g. "Notification".


Description:
A clear textual description of the feature.


*** 9th Change: ChargeableParty API ***

5.5.2.1.1
Introduction

This clause defines data structures to be used in resource representations.

Table 5.5.2.1.1-1 specifies data types re-used by the ChargeableParty API from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the ChargeableParty API. 
Table 5.5.2.1.1-1: ChargeableParty API re-used Data Types
	Data type
	Reference
	Comments

	SupportedFeatures
	3GPP TS 29.571 [y]
	Used to negotiate the applicability of the optional features defined in table 5.5.4-1.


*** 10th Change ***

5.5.2.1.2
Type: ChargeableParty

This type represents the configuration of a chargeable party. The same structure is used in the configuration request and configuration response.

Table 5.5.2.1.2-1: Definition of type ChargeableParty

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of ChargeableParty type.
	

	supportedFeatures
	SupportedFeatures
	1
	Used to negotiate the supported optional features of the API as described in subclause 5.2.7.
	

	notificaionDestination
	Link
	0..1
	Contains the URL to receive the notification of bearer level event(s) from the SCEF.
	

	requestTestNotification
	boolean
	0..1
	Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in subclause 5.2.5.4.
	Notification_websocket

	ipv4Addr
	Ipv4Addr
	0..1
	Identifies the IPv4 address.

(NOTE 2)
	

	ipv6Addr 
	Ipv6Addr
	0..1
	Identifies the IPv6 address.

(NOTE 2)
	

	flowInfo
	array(FlowInfo)
	1..N
	Describes the application flows.
	

	sponsorInformation
	SponsorInformation
	1
	Describes the sponsor information such as who is sponsoring the traffic.
	

	sponsoringEnabled
	boolean
	1
	Indicates sponsoring status.
	

	referenceId
	BdtReferenceId
	0..1
	The reference ID for a previously selected policy of background data transfer.
	

	usageThreshold
	UsageThreshold
	0..1
	Time period and/or traffic volume.
	

	NOTE 1:
Properties marked with a feature as defined in subclause 5.5.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2:
Either ipv4 or ipv6 address shall be provided.


*** 11th Change ***

5.5.4
Used Features
The table below defines the features applicable to the ChargeableParty API. Those features are negotiated as described in subclause 5.2.7.
Table 5.5.4-1: Features used by ChargeableParty API

	Feature Number
	Feature
	
	Description

	1
	Notification_websocket
	
	The delivery of notifications over Websocket is supported according to subclause 5.2.5.4. This feature requires that the Notification_test_event featute is also supported.

	2
	Notification_test_event
	
	The testing of notification connection is supported according to subclause 5.2.5.3.

	Feature:
A short name that can be used to refer to the bit and to the feature, e.g. "Notification".


Description:
A clear textual description of the feature.


*** 12th Change: NIDD API ***

5.6.2.1.1
Introduction

This clause defines data structures to be used in resource representations, including subscription resources.

Table 5.6.2.1.1-1 specifies data types re-used by the NIDD API from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the NIDD API. 
Table 5.5.2.1.1-1: NIDD API re-used Data Types
	Data type
	Reference
	Comments

	SupportedFeatures
	3GPP TS 29.571 [y]
	Used to negotiate the applicability of the optional features defined in table 5.6.4-1.


*** 13th Change ***

5.6.2.1.2
Type: NiddConfiguration

This type represents the configuration for NIDD. The same structure is used in the configuration request and configuration response.

Table 5.6.2.1.2-1: Definition of type NiddConfiguration

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses
	

	supportedFeatures
	SupportedFeatures
	1
	Used to negotiate the supported optional features of the API as described in subclause 5.2.7.
	

	externalId
	ExternalId
	0..1
	Each element uniquely identifies a user as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 2)
	

	msisdn
	Msisdn
	0..1
	Each element identifies the MS internal PSTN/ISDN number allocated for a UE.

(NOTE 2)
	

	duration
	DateTime
	0..1
	Identifies the absolute time at which the related NIDD Configuration request is considered to expire, as specified in subclause 5.13.2 of 3GPP TS 23.682 [2]. When omitted in the request, it indicates the configuration is requested to be valid forever by the SCS/AS. When omitted in the response, it indicates the configuration is set to valid forever by the SCEF.
	

	reliableDataService
	boolean
	0..1
	The reliable data service (as defined in clause 4.5.15.3 of 3GPP TS 23.682 [2]) to indicate if a reliable data service acknowledgment is enabled or not.
	

	rdsPorts
	array(RdsPort)
	0..N
	Indicates the port configuration that is used for reliable data transfer between specific applications using RDS (as defined in clause 5.2.4 and 5.2.5 of 3GPP TS 24.250 [31]).
	

	pdnEstablishmentOption
	PdnEstablishmentOptions
	0..1
	Indicate what the SCEF should do if the UE has not established the PDN connection and MT non-IP data needs to be sent. (wait for the UE to establish the PDN connection, respond with an error cause, or send a device trigger; see step 2 of the MT NIDD Procedure in clause 5.13.3 of 3GPP TS 23.682 [2])
The SCEF will use the value as the default preference from the SCS/AS when handling all MT non-IP packets associated with the NIDD connection.
	

	notificationDestination
	Link
	1
	An URI of a notification destination that T8 message shall be delivered to.
	

	requestTestNotification
	boolean
	0..1
	Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in subclause 5.2.5.4.
	Notification_websocket

	maximumPacketSize
	integer
	0..1
	The Maximum Packet Size is the maximum NIDD packet size that was transferred to the UE by the SCEF in the PCO, see clause 4.5.14.1 of 3GPP TS 23.682 [2]. If no maximum packet size was provided to the UE by the SCEF, the SCEF sends a default configured max packet size to SCS/AS.
Unit: bit.
	

	niddDownlinkDataTransfers
	array(NiddDownlinkDataTransfer)
	0..N
	The downlink data deliveries that needed to be executed by the SCEF.
Their SCS/AS identifier and TLTRID (if present) shall be equal to the ones in the NIDD configuration.
The cardinality of the property shall be 0..1 in the request and 0..N in the response (i.e. response may contain multiple buffered MT NIDD).
	

	status
	NiddStatus
	0..1
	May be supplied by the SCEF
	

	NOTE 1:
Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2:
One of the properties “externalIds” or “msisdns” shall be included.


*** 14th Change ***

5.6.4
Used Features

The table below defines the features applicable to the NIDD API. Those features are negotiated as described in subclause 5.2.7.
Table 5.6.4-1: Features used by NIDD API

	Feature Number
	Feature
	
	Description

	1
	GroupMessageDelivery
	
	This feature indicates the support of group message delivery via MT NIDD as defined in subclause 5.5.3 of 3GPP TS 23.682 [2].

	2
	Notification_websocket
	
	The delivery of notifications over Websocket is supported according to subclause 5.2.5.4. This feature requires that the Notification_test_event featute is also supported.

	3
	Notification_test_event
	
	The testing of notification connection is supported according to subclause 5.2.5.3.

	Feature:
A short name that can be used to refer to the bit and to the feature, e.g. "Notification".


Description:
A clear textual description of the feature.


*** 15th Change: DeviceTriggering API ***

5.7.2.1.1
Introduction

This clause defines data structures to be used in resource representations, including subscription resources.

Table 5.7.2.1.1-1 specifies data types re-used by the DeviceTriggering API from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the DeviceTriggering API. 
Table 5.7.2.1.1-1: DeviceTriggering API re-used Data Types
	Data type
	Reference
	Comments

	SupportedFeatures
	3GPP TS 29.571 [y]
	Used to negotiate the applicability of the optional features defined in table 5.7.4-1.


*** 16th Change ***

5.7.2.1.2
Type: DeviceTriggering

This type represents device triggering request. The same structure is used in the request and response.

Table 5.7.2.1.2-1: Definition of type DeviceTriggering

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of DeviceTriggering type
	

	supportedFeatures
	SupportedFeatures
	1
	Used to negotiate the supported optional features of the API as described in subclause 5.2.7.
	

	triggerReferenceNumber
	integer
	1
	The reference number is allocated by the initiator of a transaction and is used in all subsequent messages related to that transaction.
	

	validityPeriod
	DurationSec
	1
	The validity time in seconds for the specific action requested.
	

	priority
	Priority
	0..1
	Identifies the priority of the device trigger.
	

	applicationPortId
	Port
	0..1
	This is used to uniquely identify the triggering application addressed in the device.
	

	triggerPayload
	Binary
	1
	The device triggering payload.
	

	notificationDestination
	Link
	0..1
	A URI indicating the notification destination for T8 notifications.
	

	requestTestNotification
	boolean
	0..1
	Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in subclause 5.2.5.4.
	Notification_websocket

	deliveryResult
	DeliveryResult
	0..1
	The delivery result shall be included in the HTTP responses that indicate the delivery status of the device triggering.
	

	NOTE:
Properties marked with a feature as defined in subclause 5.7.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


Editor´s note: It is FFS if trigger reference number is made redundant by the tltrId

*** 17th Change ***

5.7.4
Used Features

The table below defines the features applicable to the DeviceTriggering API. Those features are negotiated as described in subclause 5.2.7.
Table 5.7.4-1: Features used by DeviceTriggering API

	Feature Number
	Feature
	
	Description

	1
	Notification_websocket
	
	The delivery of notifications over Websocket is supported according to subclause 5.2.5.4. This feature requires that the Notification_test_event featute is also supported.

	2
	Notification_test_event
	
	The testing of notification connection is supported according to subclause 5.2.5.3.

	Feature:
A short name that can be used to refer to the bit and to the feature, e.g. "Notification".


Description:
A clear textual description of the feature.


*** 18th Change: GMDviaMBMSbyMB2 API ***

5.8.2.1.1.1
Introduction

This clause defines data structures to be used in resource representations.
Table 5.8.2.1.1.1-1 specifies data types re-used by the GMDviaMBMSbyMB2 API from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the GMDviaMBMSbyMB2 API. 
Table 5.8.2.1.1.1-1: GMDviaMBMSbyMB2 API re-used Data Types
	Data type
	Reference
	Comments

	GeographicArea
	3GPP TS 29.572 [42]
	Identifies the geographical information of the user(s).

	CivicAddress
	3GPP TS 29.572 [42]
	Identifies the geographical information of the user(s).

	SupportedFeatures
	3GPP TS 29.571 [y]
	Used to negotiate the applicability of the optional features defined in table 5.8.2.3-1.


*** 19th Change ***

5.8.2.1.1.2
Type: TMGIAllocation

This type represents TMGI Allocation request. The same structure is used in the request and response.

Table 5.8.2.1.1.2-1: Definition of type TMGIAllocation
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of TMGIAllocation type
	

	supportedFeatures
	SupportedFeatures
	1
	Used to negotiate the supported optional features of the API as described in subclause 5.2.7.
	

	externalGroupId
	ExternalGroupId
	0..1
	Identifies a user group as defined in subclause 4.6.2 of 3GPP TS 23.682 [2].
	

	mbmsLocArea
	MbmsLocArea
	0..1
	Restricts the distribution of the group message.
	

	tmgi
	string
	0..1
	Identifies a particular MBMS bearer service.
	

	tmgiExpiration
	DateTime
	0..1
	Identifies the absolute time at which the TMGI is considered to expire.
	

	NOTE:
Properties marked with a feature as defined in subclause 5.8.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


5.8.2.3
Used Features
The table below defines the features applicable to the GMDviaMBMSbyMB2 API. Those features are negotiated as described in subclause 5.2.7.
Table 5.8.2.3-1: Features used by GMDviaMBMSbyMB2 API

	Feature Number
	Feature
	
	Description

	1
	Notification_websocket
	
	The delivery of notifications over Websocket is supported according to subclause 5.2.5.4. This feature requires that the Notification_test_event featute is also supported.

	2
	Notification_test_event
	
	The testing of notification connection is supported according to subclause 5.2.5.3.

	Feature:
A short name that can be used to refer to the bit and to the feature, e.g. "Notification".


Description:
A clear textual description of the feature.


*** 20th Change: GMDviaMBMSbyxMB API ***

5.8.3.1.1.1
Introduction

This clause defines data structures to be used in resource representations.
Table 5.8.3.1.1.1-1 specifies data types re-used by the GMDviaMBMSbyxMB API from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the GMDviaMBMSbyxMB API. 
Table 5.8.3.1.1.1-1: GMDviaMBMSbyxMB API re-used Data Types
	Data type
	Reference
	Comments

	GeographicArea
	3GPP TS 29.572 [42]
	Identifies the geographical information of the user(s).

	CivicAddress
	3GPP TS 29.572 [42]
	Identifies the geographical information of the user(s).

	SupportedFeatures
	3GPP TS 29.571 [y]
	Used to negotiate the applicability of the optional features defined in table 5.8.3.3-1.


*** 22nd Change ***

5.8.3.3
Used Features
The table below defines the features applicable to the GMDviaMBMSbyxMB API. Those features are negotiated as described in subclause 5.2.7.
Table 5.8.3.3-1: Features used by GMDviaMBMSbyxMB API

	Feature Number
	Feature
	
	Description

	1
	Notification_websocket
	
	The delivery of notifications over Websocket is supported according to subclause 5.2.5.4. This feature requires that the Notification_test_event featute is also supported.

	2
	Notification_test_event
	
	The testing of notification connection is supported according to subclause 5.2.5.3.

	Feature:
A short name that can be used to refer to the bit and to the feature, e.g. "Notification".


Description:
A clear textual description of the feature.


*** 23rd Change: ReportingNetworkStatus API ***

5.9.2.1.1
Introduction

This clause defines data structures to be used in resource representations.
Table 5.9.2.1.1-1 specifies data types re-used by the ReportingNetworkStatus API from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the ReportingNetworkStatus API. 
Table 5.9.2.1.1-1: ReportingNetworkStatus API re-used Data Types
	Data type
	Reference
	Comments

	GeographicArea
	3GPP TS 29.572 [42]
	Identifies the geographical information of the user(s).

	CivicAddress
	3GPP TS 29.572 [42]
	Identifies the geographical information of the user(s).

	SupportedFeatures
	3GPP TS 29.571 [y]
	Used to negotiate the applicability of the optional features defined in table 5.9.4-1.


*** 24th Change ***

5.9.2.1.2
Type: NetworkStatusReportingSubscription

This type represents the subscription of reporting the network status. The same structure is used in the subscription request and subscription response.

Table 5.9.2.1.2-1: Definition of type NetworkStatusReportingSubscription

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of NetworkStatusReportingSubscription type.
	

	supportedFeatures
	SupportedFeatures
	1
	Used to negotiate the supported optional features of the API as described in subclause 5.2.7.
	

	notificationDestination
	Link
	0..1
	A URI indicating the notification destination where T8 notification requests shall be delivered
	

	requestTestNotification
	boolean
	0..1
	Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in subclause 5.2.5.4.
	Notification_websocket

	locationArea
	LocationArea
	1
	Identifies a location area. It can be either a list of cell IDs, or a list of Tracking Areas, or civic addresses, or a geographic area, or a combination of any of the above.
	

	timeDuration
	DateTme
	0..1
	Identifies the time for which a continuous reporting is requested. Shall not be provided for one time reporting case.
	

	thresholdValues
	array(CongestionValue)
	0..N
	Identifies a list of congestion level(s) with exact value that the SCS/AS requests to be informed of when reached.
(NOTE 2)
	

	thresholdTypes
	array(CongestionType)
	0..N
	Identifies a list of congestion level(s) with abstracted value that the SCS/AS requests to be informed of when reached.
(NOTE 2)
	

	NOTE 1:
Properties marked with a feature as defined in subclause 5.9.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2:
thresholdValue and thresholdType shall be mutually exclusive.


*** 25th Change ***

5.9.4
Used Features

The table below defines the features applicable to the ReportingNetworkStatus API. Those features are negotiated as described in subclause 5.2.7.
Table 5.9.4-1: Features used by ReportingNetworkStatus API

	Feature Number
	Feature
	
	Description

	1
	Notification_websocket
	
	The delivery of notifications over Websocket is supported according to subclause 5.2.5.4. This feature requires that the Notification_test_event featute is also supported.

	2
	Notification_test_event
	
	The testing of notifications connections is supported according to subclause 5.2.5.3.

	Feature:
A short name that can be used to refer to the bit and to the feature, e.g. "Notification".


Description:
A clear textual description of the feature.


*** 26th Change: CpProvisioning API ***

5.10.2.1.1
Introduction

This clause defines data structures to be used in resource representations.

Table 5.10.2.1.1-1 specifies data types re-used by the CpProvisioning API from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the CpProvisioning API. 
Table 5.10.2.1.1-1: CpProvisioning API re-used Data Types
	Data type
	Reference
	Comments

	SupportedFeatures
	3GPP TS 29.571 [y]
	Used to negotiate the applicability of the optional features defined in table 5.10.4-1.


*** 27th Change ***

5.10.2.1.2
Type: CpInfo

This type represents the resources for communication pattern parameter provisioning. The same structure is used in the subscription request and subscription response.

Table 5.10.2.1.2-1: Definition of type CpInfo
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 2)

	supportedFeatures
	SupportedFeatures
	1
	Used to negotiate the supported optional features of the API as described in subclause 5.2.7.
	

	externalId
	ExternalId
	0..1
	Each element uniquely identifies a user as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	

	msisdn
	Msisdn
	0..1
	Each element identifies the MS internal PSTN/ISDN number allocated for a UE.
(NOTE 1)
	

	externalGroupId
	ExternalGroupId
	0..1
	Identifies a user group as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	

	cpParameterSet
	map(CpParameterSet)
	1..N
	Identifies a set of CP parameter information that may be part of this CommunicationPatternInfo structure.
	

	NOTE 1:
One of the properties “externalId”, “msisdn” or “externalGroupId” shall be included.
NOTE 2:
Properties marked with a feature as defined in subclause 5.10.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


*** 28th Change ***

5.10.4
Used Features

The table below defines the features applicable to the CpProvisioning API. Those features are negotiated as described in subclause 5.2.7.
Table 5.10.4-1: Features used by CpProvisioning API
	Feature Number
	Feature
	
	Description

	
	
	
	

	Feature:
A short name that can be used to refer to the bit and to the feature, e.g. "Notification".


Description:
A clear textual description of the feature.


*** 29th Change: PfdManagement API ***

5.11.2.1.1
Introduction

This clause defines data structures to be used in resource representations.
Table 5.11.2.1.1-1 specifies data types re-used by the PfdManagement API from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the PfdManagement API. 
Table 5.11.2.1.1-1: PfdManagement API re-used Data Types
	Data type
	Reference
	Comments

	SupportedFeatures
	3GPP TS 29.571 [y]
	Used to negotiate the applicability of the optional features defined in table 5.11.4-1.


*** 30th Change ***

5.11.2.1.2
Type: PfdManagement

This type represents a PFD management resource for a PFD management request. 

Table 5.11.2.1.2-1: Definition of type PfdManagement
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	supportedFeatures
	SupportedFeatures
	1
	Used to negotiate the supported optional features of the API as described in subclause 5.2.7.
	

	pfdDatas
	map(PfdData)
	1..N
	Each element uniquely identifies the PFDs for an external application identifier. Each element is identified in the map via an external application identifier as key.
	

	pfdReports
	map(PfdReport)
	0..N
	Supplied by the SCEF and contains the external application identifiers for which PFD(s) are not added or modified successfully. The failure reason is also included. Each element provides the related information for one or more external application identifier(s) and is identified in the map via the failure identifier as key.
	

	NOTE:
Properties marked with a feature as defined in subclause 5.11.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


*** 31st Change ***

5.11.4
Used Features

The table below defines the features applicable to the PfdManagement API. Those features are negotiated as described in subclause 5.2.7.
Table 5.11.4-1: Features used by PfdManagement API

	Feature Number
	Feature
	
	Description

	
	
	
	

	Feature:
A short name that can be used to refer to the bit and to the feature, e.g. "Notification".


Description:
A clear textual description of the feature.


*** 32nd Change: ECRControl API ***

5.12.2.1.1
Introduction
This clause defines data structures to be used in the request and response.
Table 5.12.2.1.1-1 specifies data types re-used by the ECRControl API from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the ECRControl API. 
Table 5.12.2.1.1-1: ECRControl API re-used Data Types
	Data type
	Reference
	Comments

	SupportedFeatures
	3GPP TS 29.571 [y]
	Used to negotiate the applicability of the optional features defined in table 5.12.4-1.


*** 33rd Change ***

5.12.2.1.2
Type: ECRControl

This type represents the Enhanced Coverage Restriction control request. The structure is used only for request.

Table 5.12.2.1.2-1: Definition of type ECRControl

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	supportedFeatures
	SupportedFeatures
	1
	Used to negotiate the supported optional features of the API as described in subclause 5.2.7.
	

	externalId
	ExternalId
	0..1
	Identifies a user as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 2)
	

	msisdn
	Msisdn
	0..1
	Identifies the MS internal PSTN/ISDN number allocated for a UE.
(NOTE 2)
	

	restrictedPlmnIds
	array(PlmnId)
	0..N
	Indicates a complete list (and possibly empty) of serving PLMNs where Enhanced Coverage shall be restricted. This attribute shall not be present for the query custom operation. (NOTE 3)
	

	allowedPlmnIds
	array(PlmnId)
	0..N
	Indicates a complete list (and possibly empty) of serving PLMNs where Enhanced Coverage shall be allowed. This attribute shall not be present for the query custom operation. (NOTE 3)
	

	NOTE 1:  Properties marked with a feature as defined in subclause 5.4.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
NOTE 2:
One of the properties “externalId” or “msisdn” shall be included.

NOTE 3:
“restrictedPlmnIds” and “allowedPlmnIds” shall be mutually exclusive.


*** 34th Change ***

5.12.2.1.3
Type: ECRData

This data type represents the current visited PLMN (if any) and the current settings of enhanced coverage restriction. The structure is used only for response.
Table 5.12.2.1.3-1: Definition of type ECRData

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	supportedFeatures
	SupportedFeatures
	1
	Used to negotiate the supported optional features of the API as described in subclause 5.2.7.
	

	visitedPlmnId
	PlmnId
	0..1
	Indicates the current visited PLMN.
	

	restrictedPlmnIds
	array(PlmnId)
	0..N
	Indicates a complete list (and possibly empty) of serving PLMNs where Enhanced Coverage shall be restricted.
(NOTE 2)
	

	allowedPlmnIds
	array(PlmnId)
	0..N
	Indicates a complete list (and possibly empty) of serving PLMNs where Enhanced Coverage shall be allowed.
(NOTE 2)
	

	NOTE 1:
Properties marked with a feature as defined in subclause 5.4.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2:
“restrictedPlmnIds” and “allowedPlmnIds” shall be mutually exclusive.


*** 35th Change ***

5.12.4
Used Features

The table below defines the features applicable to the ECRControl API. Those features are negotiated as described in subclause 5.2.7.
Table 5.12.4-1: Features used by ECRControl API

	Feature Number
	Feature
	
	Description

	
	
	
	

	Feature:
A short name that can be used to refer to the bit and to the feature, e.g. "Notification".


Description:
A clear textual description of the feature.


*** 36th Change: NetworkParameterConfiguration API ***

5.13.2.1.1
Introduction

This clause defines data structures to be used in resource representations, including subscription resources.

Table 5.13.2.1.1-1 specifies data types re-used by the NetworkParameterConfiguration API from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the NetworkParameterConfiguration API. 
Table 5.13.2.1.1-1: NetworkParameterConfiguration API re-used Data Types
	Data type
	Reference
	Comments

	SupportedFeatures
	3GPP TS 29.571 [y]
	Used to negotiate the applicability of the optional features defined in table 5.13.4-1.


*** 37th Change ***

5.13.2.1.2
Type: NetworkParameterConfiguration

This type represents a configuration of network parameters. The same structure is used in the subscription request and subscription response.

Table 5.13.2.1.2-1: Definition of type NetworkParameterConfiguration

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 2)

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of NetworkParameterConfiguration type
	

	supportedFeatures
	SupportedFeatures
	1
	Used to negotiate the supported optional features of the API as described in subclause 5.2.7.
	

	externalId
	ExternalId
	0..1
	Identifies a user as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	

	msisdn
	Msisdn
	0..1
	Identifies the MS internal PSTN/ISDN number allocated for a UE.
(NOTE 1)
	

	externalGroupId
	ExternalGroupId
	0..1
	Identifies a user group as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 1)
	

	maximumLatency
	DurationSec
	0..1
	This parameter may be included to identify the maximum delay acceptable for downlink data transfers.
	

	maximumResponseTime
	DurationSec
	0..1
	This parameter may be included to identify the length of time for which the UE stays reachable to allow the SCS/AS to reliably deliver the required downlink data.
	

	suggestedNumberOfDlPackets
	integer
	0..1
	This parameter may be included to identify the number of packets that the serving gateway shall buffer in case that the UE is not reachable.
	

	groupReportingGuardTime
	DurationSec
	0..1
	Identifies the time for which the SCEF can aggregate the reports detected by the UEs in a group and report them together to the SCS/AS, as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].
	

	NOTE 1:
One of the properties “externalId”, “msisdn” or “externalGroupId” shall be included.

NOTE 2:
Properties marked with a feature as defined in subclause 5.13.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


*** 38th Change ***

5.13.4
Used Features

The table below defines the features applicable to the NetworkParameterConfiguration API. Those features are negotiated as described in subclause 5.2.7.
Table 5.13.4-1: Features used by NetworkParameterConfiguration API

	Feature Number
	Feature
	
	Description

	
	
	
	

	Feature:
A short name that can be used to refer to the bit and to the feature, e.g. "Notification".


Description:
A clear textual description of the feature.


*** 39th Change: AsSessionWithQoS API ***

5.14.2.1.1
Introduction
This clause defines data structures to be used in resource representations, including subscription resources.
Table 5.14.2.1.1-1 specifies data types re-used by the AsSessionWithQoS API from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the AsSessionWithQoS API. 
Table 5.14.2.1.1-1: AsSessionWithQoS API re-used Data Types
	Data type
	Reference
	Comments

	SupportedFeatures
	3GPP TS 29.571 [y]
	Used to negotiate the applicability of the optional features defined in table 5.14.4-1.


*** 40th Change ***

5.14.2.1.2
Type: AsSessionWithQoSSubscription

This type represents an AS session request with specific QoS for the service provided by the SCS/AS to the SCEF via T8 interface. The structure is used for subscription request and subscription response.

Table 5.14.2.1.2-1: Definition of type AsSessionWithQoSSubscription

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	supportedFeatures
	SupportedFeatures
	1
	Used to negotiate the supported optional features of the API as described in subclause 5.2.7.
	

	notificationDestination
	Link
	0..1
	Contains the URL to receive the notification bearer level event(s) from the SCEF.
	

	flowInfo
	array(FlowInfo)
	1..N
	Describe the data flow which requires QoS.
	

	qosReference
	string
	0..1
	Identifies a pre-defined QoS information
	

	ueIpv4Addr
	Ipv4Addr
	0..1
	The IPv4 address of UE. 

(NOTE 2)
	

	ueIpv6Addr
	Ipv6Addr
	0..1
	The IPv6 address of UE. 

(NOTE 2)
	

	usageThreshold
	UsageThreshold
	0..1
	Time period and/or traffic volume in which the QoS is to be applied.
	

	sponsorInfo
	SponsorInformation
	0..1
	Indicates a sponsor information
	

	NOTE 1:
Properties marked with a feature as defined in subclause 5.14.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2:
The property “ueIpv4Addr” or “ueIpv6Addr” shall be included.


*** 41st Change ***

5.14.4
Used Features

The table below defines the features applicable to the AsSessionWithQoS API. Those features are negotiated as described in subclause 5.2.7.
Table 5.14.4-1: Features used by AsSessionWithQoS API

	Feature Number
	Feature
	
	Description

	
	
	
	

	Feature:
A short name that can be used to refer to the bit and to the feature, e.g. "Notification".


Description:
A clear textual description of the feature.


*** 42nd Change: MsisdnLessMoSms API ***

5.15.2.2.1
Introduction

This clause defines data structures to be used in notifications.

Table 5.15.2.1.1-1 specifies data types re-used by the MsisdnLessMoSms API from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the MsisdnLessMoSms API. 
Table 5.15.2.1.1-1: MsisdnLessMoSms API re-used Data Types
	Data type
	Reference
	Comments

	SupportedFeatures
	3GPP TS 29.571 [y]
	Used to negotiate the applicability of the optional features defined in table 5.15.4-1.


*** 43rd Change ***

5.15.2.2.2
Type: MsisdnLessMoSmsNotification

This data type represents a MSISDN-less MO SMS which is sent from the SCEF to the SCS/AS. 
Table 5.15.2.2.2-1: Definition of type MsisdnLessMoSmsNotification

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	supportedFeatures
	SupportedFeatures
	1
	Used to negotiate the supported optional features of the API as described in subclause 5.2.7.
	

	sms
	Bytes
	1
	The MSISDN-less MO SMS. containing a short message transfer protocol data unit (TPDU) which is defined in 3GPP TS 23.040 [43] and represents the user data field carried by the short message service relay sub-layer protocol modiefied.
	

	externalId
	string
	1
	External identifier has the form username@realm.
	

	ApplicationPort
	integer
	1
	Unsigned integer used to uniquely identify the triggering application addressed in the device, see subclause 9.2.3.24.4 in TS 23.040 [43] for further details.
	

	NOTE:
Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


5.15.2.2.3
Type: MsisdnLessMoSmsNotificationReply

This data type represents a reply to an MSISDN-less MO SMS notification and is sent from the SCS/AS to the SCEF. 
Table 5.15.2.2.3-1: Definition of type MsisdnLessMoSmsNotificationReply

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	supportedFeatures
	SupportedFeatures
	1
	Used to negotiate the supported optional features of the API as described in subclause 5.2.7.
	

	NOTE:
Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


*** 44th Change ***

5.15.3.3.3.1
Notification via POST
The HTTP POST method deliver a received MSISDN-less MO SMS. The SCEF shall initiate the HTTP POST request message and the SCS/AS shall respond to the message.
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.15.3.3.3.1-1 and table 5.15.3.3.3.1-2.
Table 5.15.3.3.3.1-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	


Table 5.15.3.3.3.1-2: Data structures supported by the POST request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	MsisdnLessMoSmsNotification
	1
	The MSISDN-less MO SMS.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	MsisdnLessMoSmsNotificationReply
	1
	200 OK
	The MSISDN-less MO SMS is received successfully.

	NOTE:
In addition to the above response codes, the SCS/AS can also send the HTTP response codes in table 5.2.6-1.


*** 45th Change ***

5.15.4
Used Features

The table below defines the features applicable to the MsisdnLessMoSms API. Those features are negotiated as described in subclause 5.2.7.
Table 5.15.4-1: Features used by MsisdnLessMoSms API

	Feature Number
	Feature
	
	Description

	
	
	
	

	Feature:
A short name that can be used to refer to the bit and to the feature, e.g. "Notification".


Description:
A clear textual description of the feature.


*** 46th Change ***

A.3
MonitoringEvent API

openapi: 3.0.0

info:

  title: 3gpp_monitoring_event

  version: "v1"

externalDocs:

  description: Documentation

  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.122/'

servers:

  - url: https://{apiRoot}/3gpp_monitoring_event/v1

    variables:

      apiRoot:

        default: https://demohost.com

        description: apiRoot as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excluding the https:// part.

paths:

Editor's note: TBC.
components:

  schemas: 
    MonitoringEventSubscription:

      type: object

      properties:

        tltrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TltrId'

        self:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        supportedFeatures:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

        externalId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/ExternalId'

        msisdn:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Msisdn'

        externalGroupId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/ExternalGroupId'

        notificationDestination:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        requestTestNotification:

          type: boolean

          description: Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.

        websockNotifConfig:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/WebsockNotifConfig'

        monitoringType:

          $ref: '#/components/schemas/MonitoringType'

        maximumNumberOfReports:

          type: integer

          description: Identifies the maximum number of event reports to be generated by the HSS, MME/SGSN as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].

        monitorExpireTime:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'

        groupReporGuardTime:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'

        maximumDetectionTime:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'

        reachabilityType:

          $ref: '#/components/schemas/ReachabilityType'

        maximumLatency:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'

        maximumResponseTime:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'

        suggestedNumberOfDlPackets:

          type: integer

          description: If "monitoringType" is "UE_REACHABILITY", this parameter may be included to identify the number of packets that the serving gateway shall buffer in case that the UE is not reachable.

        idleStatusIndication:

          type: boolean

          description: If "monitoringType" is set to "UE_REACHABILITY" or "AVAILABILITY_AFTER_DDN_FAILURE", this parameter may be included to indicate the notification of when a UE, for which PSM is enabled, transitions into idle mode. -
"true"  indicate enabling of notification -
"false"  indicate no need to notify Default  "false".

        locationType:

          $ref: '#/components/schemas/LocationType'

        accuracy:

          $ref: '#/components/schemas/Accuracy'

        minimumReportInterval:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'

        associationType:

          $ref: '#/components/schemas/AssociationType'

        plmnIndication:

          type: boolean

          description: If "monitoring-Type" is "ROAMING_STATUS", this parameter may be included to indicate the notification of UE's Serving PLMN ID. -
"true"  The value shall be used to indicate enabling of notification; -
"false"  The value shall be used to indicate disabling of notification.  Default  "false".

        locationArea:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/LocationArea'

        monitoringEventReport:

          $ref: '#/components/schemas/MonitoringEventReport'

      required:

        - supportedFeatures
        - notificationDestination

        - monitoringType

    MonitoringEventNotification:

      type: object

      properties:

        subscriptionId:

          type: string

          description: Identifier of the subscription to which this notification is related.

        subscription:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        tltrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TltrId'

        monitoringEventReports:

          type: array

          items:

            $ref: '#/components/schemas/MonitoringEventReport'

          minItems: 0

          description: Monitoring reports.

        cancelind:

          type: boolean

          description: Indicates whether to request to cancel the corresponding monitoring subscription. Set to false or omitted otherwise.

      required:

        - subscriptionId

        - subscription

    MonitoringEventReport:

      type: object

      properties:

        imeiChange:

          $ref: '#/components/schemas/AssociationType'

        externalIds:

          type: array

          items:

            $ref: 'TS29122_CommonData.yaml#/components/schemas/ExternalId'

          minItems: 0

          description: External identifier

        idleStatusInfo:

          $ref: '#/components/schemas/IdleStatusInfo'

        locationInfo:

          $ref: '#/components/schemas/LocationInfo'

        lossOfConnectReason:

          type: integer

          description: If "monitoring-Type" is “LOSS_OF_CONNECTIVITY”, this parameter shall be included if available to identify the reason why loss of connectivity is reported. Refer to 3GPP TS 29.336 [11] Subclause 8.4.58.

        maxUEAvailabilityTime:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'

        msisdns:

          type: array

          items:

            $ref: 'TS29122_CommonData.yaml#/components/schemas/Msisdn'

          minItems: 0

          description: Identifies the MS internal PSTN/ISDN number

        monitoringType:

          $ref: '#/components/schemas/MonitoringType'

        uePerLocationReport:

          $ref: '#/components/schemas/UePerLocationReport'

        plmnId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/PlmnId'

        reachabilityType:

          $ref: '#/components/schemas/ReachabilityType'

        roamingStatus:

          $ref: '#/components/schemas/RoamingStatus'

        failureCause:

          $ref: '#/components/schemas/FailureCause'

      required:

        - monitoringType

    IdleStatusInfo:

      type: object

      properties:

        activeTime:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'

        edrxCycleLength:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'

        suggestedNumberOfDlPackets:

          type: integer

          description: Identifies the number of packets shall be buffered in the serving gateway. It shall be present if the idle status indication is requested by the SCS/AS with "idleStatusIndication" in the "monitoringEventSubscription" sets to "true".

        idleStatusTimestamp:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'

        periodicAUTimer:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'

    UePerLocationReport:

      type: object

      properties:

        ueCount:

          type: integer

          description: Identifies the number of UEs.

        externalIds:

          type: array

          items:

            $ref: 'TS29122_CommonData.yaml#/components/schemas/ExternalId'

          minItems: 0

          description: Each element uniquely identifies a user.

        msisdns:

          type: array

          items:

            $ref: 'TS29122_CommonData.yaml#/components/schemas/Msisdn'

          minItems: 0

          description: Each element identifies the MS internal PSTN/ISDN number allocated for a UE.

      required:

        - ueCount

    LocationInfo:

      type: object

      properties:

        ageOfLocationInfo:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationMin'

        cellId:

          type: string

          description: Indicates the Cell Global Identification of the user which identifies the cell the UE is registered.

        enodeBId:

          type: string

          description: Indicates the eNodeB in which the UE is currently located.

        routingAreaId:

          type: string

          description: Identifies the Routing Area Identity of the user where the UE is located.

        trackingAreaId:

          type: string

          description: Identifies the Tracking Area Identity of the user where the UE is located.

        plmmId:

          type: string

          description: Identifies the PLMN Identity of the user where the UE is located.

        twanId:

          type: string

          description: Identifies the TWAN Identity of the user where the UE is located.

    FailureCause:

      type: object

      properties:

        bssgpCause:

          type: integer

          description: Identifies a non-transparent copy of the BSSGP cause code. Refer to 3GPP TS 29.128 [12].

        causeType:

          type: integer

          description: Identify the type of the S1AP-Cause. Refer to 3GPP TS 29.128 [12].

        gmmCause:

          type: integer

          description: Identifies a non-transparent copy of the GMM cause code. Refer to 3GPP TS 29.128 [12].

        ranapCause:

          type: integer

          description: Identifies a non-transparent copy of the RANAP cause code. Refer to 3GPP TS 29.128 [12].

        ranNasCause:

          type: string

          description: Indicates RAN and/or NAS release cause code information, TWAN release cause code information or untrusted WLAN release cause code information. Refer to 3GPP TS 29.214 [10].

        s1ApCause:

          type: integer

          description: Identifies a non-transparent copy of the S1AP cause code. Refer to 3GPP TS 29.128 [12].

        smCause:

          type: integer

          description: Identifies a non-transparent copy of the SM cause code. Refer to 3GPP TS 29.128 [12].

    MonitoringType:

      anyOf:

      - type: string

        enum:

          - LOSS_OF_CONNECTIVITY

          - UE_REACHABILITY

          - LOCATION_REPORTING

          - CHANGE_OF_IMSI_IMEI_ASSOCIATION

          - ROAMING_STATUS

          - COMMUNICATION_FAILURE

          - AVAILABILITY_AFTER_DDN_FAILURE

          - NUMBER_OF_UES_IN_AN_AREA

      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - LOSS_OF_CONNECTIVITY: The SCS/AS requests to be notified when the 3GPP network detects that the UE is no longer reachable for signalling or user plane communication

        - UE_REACHABILITY: The SCS/AS requests to be notified when the UE becomes reachable for sending either SMS or downlink data to the UE

        - LOCATION_REPORTING: The SCS/AS requests to be notified of the current location or the last known location of the UE

        - CHANGE_OF_IMSI_IMEI_ASSOCIATION: The SCS/AS requests to be notified when the association of an ME (IMEI(SV)) that uses a specific subscription (IMSI) is changed

        - ROAMING_STATUS: The SCS/AS queries the UE’s current roaming status and requests to get notified when the status changes

        - COMMUNICATION_FAILURE: The SCS/AS requests to be notified of communication failure events

        - AVAILABILITY_AFTER_DDN_FAILURE: The SCS/AS requests to be notified when the UE has become available after a DDN failure

        - NUMBER_OF_UES_IN_AN_AREA: The SCS/AS requests to be notified the number of UEs in a given geographic area 

    ReachabilityType:

      anyOf:

      - type: string

        enum:

          - SMS 

          - DATA

          - SMS_AND_DATA 

      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - SMS : The SCS/AS requests to be notified when the UE becomes reachable for sending SMS to the UE

        - DATA: The SCS/AS requests to be notified when the UE becomes reachable for sending downlink data to the UE

        - SMS_AND_DATA : The SCS/AS requests to be notified when the UE becomes reachable for sending SMS and downlink data to the UE

    LocationType:

      anyOf:

      - type: string

        enum:

          - CURRENT_LOCATION

          - LAST_KNOWN_LOCATION

      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - CURRENT_LOCATION: The SCS/AS requests to be notified for current location

        - LAST_KNOWN_LOCATION: The SCS/AS requests to be notified for last known location

    AssociationType:

      anyOf:

      - type: string

        enum:

          - IMEI

          - IMEISV

      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - IMEI: The value shall be used when the change of IMSI-IMEI association shall be detected

        - IMEISV: The value shall be used when the change of IMSI-IMEISV association shall be detected

    RoamingStatus:

      anyOf:

      - type: string

        enum:

          - ROAMING

          - NOT_ROAMING

      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - ROAMING: The value shall be used when the UE is on roaming status.

        - NOT_ROAMING: The value shall be used when the UE is not on roaming status.
    Accuracy:

      anyOf:

      - type: string

        enum:

          - CGI_ECGI

          - ENODEB

          - TA_RA

          - PLMN

          - TWAN_ID

      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - CGI_ECGI: The SCS/AS requests to be notified at cell level location accuracy.

        - ENODEB: The SCS/AS requests to be notified at eNodeB level location accuracy.

        - TA_RA: The SCS/AS requests to be notified at TA/RA level location accuracy.

        - PLMN: The SCS/AS requests to be notified at PLMN level location accuracy.

        - TWAN_ID: The SCS/AS requests to be notified at TWAN identifier level location accuracy.

*** 47th Change ***

A.4
ResourceManagementOfBdt API
openapi: 3.0.0

info:

  title: 3gpp_bdt
  version: "v1"

externalDocs:

  description: Documentation

  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.122/'

servers:

  - url: https://{apiRoot}/3gpp_bdt/v1

    variables:

      apiRoot:

        default: https://demohost.com

        description: apiRoot as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excluding the https:// part.

paths:

Editor's note: TBC.
components:

  schemas: 
    Bdt:

      type: object

      properties:

        tltrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TltrId'

        self:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        supportedFeatures:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

        volumePerUE:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/UsageThreshold'

        numberOfUEs:

          type: integer

          description: Identifies the number of UEs.

        desiredTimeWindow:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TimeWindow'

        locationArea:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/LocationArea'

        referenceId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/BdtReferenceId'

        transferPolicies:

          type: array

          items:

            $ref: '#/components/schemas/TransferPolicy'

          minItems: 0

          description: Identifies an offered transfer policy.

        selectedPolicy:

          type: integer

          description: Identity of the selected background data transfer policy. Shall not be present in initial message exchange, can be provided by NF service consumer in a subsequent message exchange.

      required:

        - supportedFeatures
        - volumePerUE

        - numberOfUEs

        - desiredTimeWindow

    BdtPatch:

      type: object

      properties:

        selectedPolicy:

          type: integer

          description: Identity of the selected background data transfer policy.

      required:

        - selectedPolicy

    TransferPolicy:

      type: object

      properties:

        bdtPolicyId:

          type: integer

          description: Identifier for the transfer policy

        maxUplinkBandwidth:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Bandwidth'

        maxDownlinkBandwidth:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Bandwidth'

        ratingGroup:

          type: integer

          description: Indicates the rating group during the time window.

        timeWindow:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TimeWindow'

      required:

        - bdtPolicyId

        - ratingGroup

        - timeWindow

*** 48th Change ***

A.5
ChargeableParty API
openapi: 3.0.0

info:

  title: 3gpp_chargeable_party
  version: "v1"

externalDocs:

  description: Documentation

  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.122/'

servers:

  - url: https://{apiRoot}/3gpp_chargeable_party/v1

    variables:

      apiRoot:

        default: https://demohost.com

        description: apiRoot as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excluding the https:// part.

paths:

Editor's note: TBC.
components:

  schemas: 
    ChargeableParty:

      type: object

      properties:

        tltrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TltrId'

        self:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        supportedFeatures:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

        notificaionDestination:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        requestTestNotification:

          type: boolean

          description: Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.

        websockNotifConfig:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/WebsockNotifConfig'

        ipv4Addr:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Ipv4Addr'

        ipv6Addr :

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Ipv6Addr'

        flowInfo:

          type: array

          items:

            $ref: 'TS29122_CommonData.yaml#/components/schemas/FlowInfo'

          minItems: 1

          description: Describes the application flows.

        sponsorInformation:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/SponsorInformation'

        sponsoringEnabled:

          type: boolean

          description: Indicates sponsoring status.

        referenceId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/BdtReferenceId'

        usageThreshold:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/UsageThreshold'

      required:

        - supportedFeatures
        - flowInfo

        - sponsorInformation

        - sponsoringEnabled
*** 49th Change ***

A.6
NIDD API

openapi: 3.0.0

info:

  title: 3gpp_nidd
  version: "v1"

externalDocs:

  description: Documentation

  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.122/'

servers:

  - url: https://{apiRoot}/3gpp_nidd/v1

    variables:

      apiRoot:

        default: https://demohost.com

        description: apiRoot as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excluding the https:// part.

paths:

Editor's note: TBC.
components:

  schemas: 
    NiddConfiguration:

      type: object

      properties:

        tltrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TltrId'

        self:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        supportedFeatures:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

        externalId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/ExternalId'

        msisdn:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Msisdn'

        duration:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'

        reliableDataService:

          type: boolean

          description: The reliable data service (as defined in clause 4.5.15.3 of 3GPP TS 23.682 [2]) to indicate if a reliable data service acknowledgment is enabled or not.

        rdsPorts:

          type: array

          items:

            $ref: '#/components/schemas/RdsPort'

          minItems: 0

          description: Indicates the port configuration that is used for reliable data transfer between specific applications using RDS (as defined in clause 5.2.4 and 5.2.5 of 3GPP TS 24.250 [31]).

        pdnEstablishmentOption:

          $ref: '#/components/schemas/PdnEstablishmentOptions'

        notificationDestination:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        requestTestNotification:

          type: boolean

          description: Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.

        websockNotifConfig:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/WebsockNotifConfig'

        maximumPacketSize:

          type: integer

          description: The Maximum Packet Size is the maximum NIDD packet size that was transferred to the UE by the SCEF in the PCO, see clause 4.5.14.1 of 3GPP TS 23.682 [2]. If no maximum packet size was provided to the UE by the SCEF, the SCEF sends a default configured max packet size to SCS/AS. Unit  bit.

        niddDownlinkDataTransfers:

          type: array

          items:

            $ref: '#/components/schemas/NiddDownlinkDataTransfer'

          minItems: 0

          description: The downlink data deliveries that needed to be executed by the SCEF. Their SCS/AS identifier and TLTRID (if present) shall be equal to the ones in the NIDD configuration. The cardinality of the property shall be 0..1 in the request and 0..N in the response (i.e. response may contain multiple buffered MT NIDD).

        status:

          $ref: '#/components/schemas/NiddStatus'

      required:

        - supportedFeatures
        - notificationDestination

    NiddDownlinkDataTransfer:

      type: object

      properties:

        ttrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TtrId'

        tltrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TltrId'

        externalId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/ExternalId'

        externalGroupId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/ExternalGroupId'

        msisdn:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Msisdn'

        self:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        data:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Binary'

        reliableDataService:

          type: boolean

          description: The reliable data service (as defined in clause 4.5.15.3 of 3GPP TS 23.682 [2]) to indicate if a reliable data service acknowledgment is enabled or not.

        rdsPort:

          $ref: '#/components/schemas/RdsPort'

        maximumLatency:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'

        priority:

          type: integer

          description: It is used to indicate the priority of the non-IP data packet relative to other non-IP data packets.

        pdnEstablishmentOption:

          $ref: '#/components/schemas/PdnEstablishmentOptions'

        deliveryStatus:

          $ref: '#/components/schemas/DeliveryStatus'

        requestedRetransmissionTime:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'

      required:

        - data

    NiddUplinkDataNotification:

      type: object

      properties:

        niddConfigurationId:

          type: string

          description: Identifier of the related NIDD configuration, as defined by the "id" attribute of the "NiddConfiguration" data type. 

        niddConfiguration:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        tltrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TltrId'

        externalId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/ExternalId'

        Msisdn:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Msisdn'

        data:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Binary'

        reliableDataService:

          type: boolean

          description: Indicates whether the reliable data service is enabled.

        rdsPort:

          $ref: '#/components/schemas/RdsPort'

      required:

        - niddConfigurationId

        - niddConfiguration

        - data

    NiddDownlinkDataDeliveryNotification:

      type: object

      properties:

        niddConfigurationId:

          type: string

          description: Identifier of the related NIDD configuration resource, as defined by the "id" attribute of the "NiddConfiguration" data type. 

        niddConfiguration:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        niddDownlinkDataTransferId:

          type: string

          description: Identifier of the related NIDD downlink data transfer resource, as defined by the "id" attribute of the "NiddDownlinkDataTransfer" data type.

        ttrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TtrId'

        tltrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TltrId'

        deliveryStatus:

          $ref: '#/components/schemas/DeliveryStatus'

        requestedRetransmissionTime:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'

      required:

        - niddConfigurationId

        - niddConfiguration

        - niddDownlinkDataTransferId

        - deliveryStatus

    NiddConfigurationStatusNotification:

      type: object

      properties:

        niddConfigurationId:

          type: string

          description: Identifier of the related NIDD configuration resource, as defined by the "id" attribute of the "NiddConfiguration" data type. 

        niddConfiguration:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        tltrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TltrId'

        externalId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/ExternalId'

        msisdn:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Msisdn'

        status:

          $ref: '#/components/schemas/NiddStatus'

      required:

        - niddConfigurationId

        - niddConfiguration

        - status

    RdsPort:

      type: object

      properties:

        portUE:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Port'

        portSCEF:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Port'

      required:

        - portUE

        - portSCEF

    PdnEstablishmentOptions:

      anyOf:

      - type: string

        enum:

          - WAIT_FOR_UE

          - INDICATE_ERROR

          - SEND_TRIGGER

      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - WAIT_FOR_UE: wait for the UE to establish the PDN connection 

        - INDICATE_ERROR: respond with an error cause

        - SEND_TRIGGER: send a device trigger

    DeliveryStatus:

      anyOf:

      - type: string

        enum:

          - SUCCESS

          - SUCCESS_NEXT_HOP_ACKNOWLEDGED

          - SUCCESS_NEXT_HOP_UNACKNOWLEDGED

          - SUCCESS_ACKNOWLEDGED

          - SUCCESS_UNACKNOWLEDGED

          - TRIGGERING

          - BUFFERING

          - BUFFERING_TEMPORARILY_NOT_REACHABLE

          - SENDING

          - STOPPED_BUT_TRIGGERING

          - FAILURE

          - FAILURE_QUOTA_EXCEEDED

          - FAILURE_RATE_EXCEEDED

          - FAILURE_DATA TOO_LARGE

          - FAILURE_TEMORARILY_NOT_REACHABLE

          - FAILURE_NEXT_HOP

          - FAILURE_TIMEOUT

      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - SUCCESS: Success but details not provided

        - SUCCESS_NEXT_HOP_ACKNOWLEDGED: Successful delivery to the next hop with acknowledgment.

        - SUCCESS_NEXT_HOP_UNACKNOWLEDGED: Successful delivery to the next hop without acknowledgment

        - SUCCESS_ACKNOWLEDGED: Reliable delivery was acknowledged by the UE

        - SUCCESS_UNACKNOWLEDGED: Reliable delivery was not acknowledged by the UE

        - TRIGGERING: The SCEF is triggering the device and buffering the data.

        - BUFFERING: The SCEF is buffering the data due to no PDN connection established.

        - BUFFERING_TEMPORARILY_NOT_REACHABLE: The SCEF has been informed that the UE is temporarily not reachable but is buffering the data

        - SENDING: The SCEF has forwarded the data, but they may be stored elsewhere

        - STOPPED_BUT_TRIGGERING: The SCEF is triggering the device but did not buffer the data. The SCS AS may resubmit the data

        - FAILURE: Delivery failure but details not provided

        - FAILURE_QUOTA_EXCEEDED: Not enough quota for the MT NIDD

        - FAILURE_RATE_EXCEEDED: MT NIDD sending rate is exceeded.

        - FAILURE_DATA TOO_LARGE: The non-IP data size is larger than "maximumPacketSize" of the NIDD configuration.

        - FAILURE_TEMORARILY_NOT_REACHABLE: The SCEF has aborted the delivery because the UE is temporarily not reachable. The SCEF may in addition indicate a requested re-submission time for the data.

        - FAILURE_NEXT_HOP

        - FAILURE_TIMEOUT

    NiddStatus:

      anyOf:

      - type: string

        enum:

          - ACTIVE

          - TERMINATED_UE_NOT_AUTHORIZED

          - TERMINATED

      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - ACTIVE: The NIDD configuration is active.

        - TERMINATED_UE_NOT_AUTHORIZED: The NIDD configuration was terminated because the UE´s authorisation was revoked.

        - TERMINATED: The NIDD configuration was terminated.
*** 50th Change ***

A.7
DeviceTriggering API

openapi: 3.0.0

info:

  title: 3gpp_device_triggering
  version: "v1"

externalDocs:

  description: Documentation

  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.122/'

servers:

  - url: https://{apiRoot}/3gpp_device_triggering/v1

    variables:

      apiRoot:

        default: https://demohost.com

        description: apiRoot as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excluding the https:// part.

paths:

Editor's note: TBC.
components:

  schemas: 
    DeviceTriggering:

      type: object

      properties:

        tltrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TltrId'

        self:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        supportedFeatures:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

        triggerReferenceNumber:

          type: integer

          description: The reference number is allocated by the initiator of a transaction and is used in all subsequent messages related to that transaction.

        validityPeriod:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'

        priority:

          $ref: '#/components/schemas/Priority'

        applicationPortId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Port'

        triggerPayload:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Binary'

        notificationDestination:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        requestTestNotification:

          type: boolean

          description: Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.

        websockNotifConfig:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/WebsockNotifConfig'

        deliveryResult:

          $ref: '#/components/schemas/DeliveryResult'

      required:

        - supportedFeatures
        - triggerReferenceNumber

        - validityPeriod

        - triggerPayload

    DeviceTriggeringDeliveryReportNotification:

      type: object

      properties:

        transactionId:

          type: string

          description: Identifier of the related device triggering transaction resource, as defined by the "id" attribute of the "DeviceTriggering" data type. 

        transaction:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        tltrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TltrId'

        result:

          $ref: '#/components/schemas/DeliveryResult'

      required:

        - transactionId

        - transaction

        - result

    DeliveryResult:

      anyOf:

      - type: string

        enum:

          - SUCCESS

          - UNKNOWN

          - FAILURE

          - TRIGGERED

          - EXPIRED

          - UNCONFIRMED

          - REPLACED

          - TERMINATE

      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - SUCCESS: This value indicates that the device action request was successfully completed.

        - UNKNOWN: This value indicates any unspecified errors.

        - FAILURE: This value indicates that this trigger encountered a delivery error and is deemed permanently undeliverable.

        - TRIGGERED: This value indicates that device triggering request is accepted by the SCEF.

        - EXPIRED: This value indicates that the validity period expired before the trigger could be delivered.

        - UNCONFIRMED: This value indicates that the delivery of the device action request is not confirmed.

        - REPLACED: This value indicates that the device triggering replace request is accepted by the SCEF.

        - TERMINATE: This value indicates that the delivery of the device action request is terminated by the SCS/AS.

    Priority:

      anyOf:

      - type: string

        enum:

          - NO_PRIORITY

          - PRIORITY

      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - NO_PRIORITY: This value indicates that the device trigger has no priority.

        - PRIORITY: This value indicates that the device trigger has priority.

*** 51st Change ***

A.8.1
GMDviaMBMSbyMB2 API
openapi: 3.0.0

info:

  title: GMDviaMBMSbyMB2
  description: API for Group Message Delivery via MBMS by MB2

  version: "v1"

externalDocs:

  description: Documentation

  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.122/'

servers:

  - url: https://{apiRoot}/3gpp_group_message_delivery_mb2/v1

    variables:

      apiRoot:

        default: https://demohost.com

        description: apiRoot as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excluding the https:// part.

paths:

Editor's note: TBC.
components:

  schemas: 
    TMGIAllocation:

      type: object

      properties:

        self:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        supportedFeatures:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

        externalGroupId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/ExternalGroupId'

        mbmsLocArea:

          $ref: '#/components/schemas/MbmsLocArea'

        tmgi:

          type: string

          description: Identifies a particular MBMS bearer service.

        tmgiExpiration:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'

      required:

        - supportedFeatures
    GMDViaMBMSByMb2:

      type: object

      properties:

        tltrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TltrId'

        self:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        notificationDestination:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        requestTestNotification:

          type: boolean

          description: Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.

        websockNotifConfig:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/WebsockNotifConfig'

        externalGroupId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/ExternalGroupId'

        mbmsLocArea:

          $ref: '#/components/schemas/MbmsLocArea'

        messageDeliveryStartTime:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'

        groupMessagePayload:

Editor's note: TBC.
        scefMessageDeliveryIPv4:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Ipv4Addr'

        scefMessageDeliveryIPv6:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Ipv6Addr'

        scefMessageDeliveryPort:

          type: integer

          description: Indicates the port number where the SCEF wants to receive the data.

    GMDByMb2Notification:

      type: object

      properties:

        transactionId:

          type: string

          description: SCEF-assigned transaction identifier of the corresponding delivery request.

        transaction:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        tltrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TltrId'

        tmgi:

          type: string

          description: Identifies the TMGI.

        deliveryTriggerStatus:

          type: boolean

          description: Indicates whether delivery of group message payload corresponding to the TMGI was successful or not

      required:

        - transactionId

        - transaction

    TMGIAllocationPatch:

      type: object

      properties:

        externalGroupId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/ExternalGroupId'

        mbmsLocArea:

          $ref: '#/components/schemas/MbmsLocArea'

    GMDViaMBMSByMb2Patch:

      type: object

      properties:

        externalGroupId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/ExternalGroupId'

        mbmsLocArea:

          $ref: '#/components/schemas/MbmsLocArea'

        messageDeliveryStartTime:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'

        groupMessagePayload:

Editor's note: TBC.
    MbmsLocArea:

      type: object

      properties:

        cellId:

          type: array

          items:

            type: string

          minItems: 0

          description: Indicates a Cell Global Identification of the user which identifies the cell the UE is registered.

        enodeBId:

          type: array

          items:

            type: string

          minItems: 0

          description: Indicates an eNodeB in which the UE is currently located.

        geographicArea:

          type: array

          items:

            $ref: 'TS29572_Nlmf_Location.yaml#/components/schemas/GeographicArea'

          minItems: 0

          description: Identifies a geographic area of the user where the UE is located.

        mbmsserviceAreaId:

          type: array

          items:

            type: string

          minItems: 0

          description: Identifies an MBMS Service Area Identity of the user where the UE is located.

        civicAddress:

          type: array

          items:

            $ref: 'TS29572_Nlmf_Location.yaml#/components/schemas/CivicAddress'

          minItems: 0

          description: Identifies a civic address of the user where the UE is located.

*** 53rd Change ***

A.9
ReportingNetworkStatus API

openapi: 3.0.0

info:

  title: 3gpp_network_status_reporting
  version: "v1"

externalDocs:

  description: Documentation

  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.122/'

servers:

  - url: https://{apiRoot}/3gpp_network_status_reporting/v1

    variables:

      apiRoot:

        default: https://demohost.com

        description: apiRoot as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excluding the https:// part.

paths:

Editor's note: TBC.
components:

  schemas: 
    NetworkStatusReportingSubscription:

      type: object

      properties:

        tltrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TltrId'

        self:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        supportedFeatures:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

        notificationDestination:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        requestTestNotification:

          type: boolean

          description: Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.

        websockNotifConfig:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/WebsockNotifConfig'

        locationArea:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/LocationArea'

        timeDuration:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'

        thresholdValues:

          type: array

          items:

            $ref: '#/components/schemas/CongestionValue'

          minItems: 0

          description: Identifies a list of congestion level(s) with exact value that the SCS/AS requests to be informed of when reached.

        thresholdTypes:

          type: array

          items:

            $ref: '#/components/schemas/CongestionType'

          minItems: 0

          description: Identifies a list of congestion level(s) with abstracted value that the SCS/AS requests to be informed of when reached.

      required:

        - supportedFeatures
        - locationArea

    NetworkStatusReportingNotification:

      type: object

      properties:

        subscriptionId:

          type: string

          description: Identifier of the related network status reporting subscription, as defined by the “id” attribute of the “NetworkStatusReportingSubscription” data type.

        subscription:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        tltrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TltrId'

        nsiValue:

          $ref: '#/components/schemas/CongestionValue'

        nsiType:

          $ref: '#/components/schemas/CongestionType'

      required:

        - subscriptionId

        - subscription

    CongestionValue:

      type: integer

      description: Unsigned integer with valid values between 0 and 31. The value 0 indicates that there is no congestion. The value 1 is the lowest congestion level and value 31 is the highest congestion level.

    CongestionType:

      anyOf:

      - type: string

        enum:

          - HIGH

          - MEDIUM

          - LOW

      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - HIGH: The congestion status is high.

        - MEDIUM: The congestion status is medium.

        - LOW: The congestion status is low.
*** 54th Change ***

 A.10
CpProvisioning API

openapi: 3.0.0

info:

  title: 3gpp_cp_parameter_provisioning
  version: "v1"

externalDocs:

  description: Documentation

  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.122/'

servers:

  - url: https://{apiRoot}/3gpp_cp_parameter_provisioning/v1

    variables:

      apiRoot:

        default: https://demohost.com

        description: apiRoot as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excluding the https:// part.

paths:

Editor's note: TBC.
components:

  schemas: 
    CpInfo:

      type: object

      properties:

        supportedFeatures:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

        externalId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/ExternalId'

        msisdn:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Msisdn'

        externalGroupId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/ExternalGroupId'

        cpParameterSet:

          type: object

          additionalProperties:

            $ref: '#/components/schemas/CpParameterSet'

          minProperties: 1

          description: Identifies a set of CP parameter information that may be part of this CommunicationPatternInfo structure.

      required:

        - supportedFeatures
        - cpParameterSet

    CpParameterSet:

      type: object

      properties:

        setId:

          type: string

          description: SCS/AS-chosen correlator provided by the SCS/AS in the request to create a resource fo CP parameter set(s). 

        self:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        validityTime:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'

        periodicCommunicationIndicator:

          $ref: '#/components/schemas/CommunicationIndicator'

        communicationDurationTime:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'

        periodicTime:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'

        scheduledCommunicationTime:

          $ref: '#/components/schemas/ScheduledCommunicationTime'

        stationaryIndication:

          $ref: '#/components/schemas/StationaryIndication'

      required:

        - setId

    ScheduledCommunicationTime:

      type: object

      properties:

        daysOfWeek:

          type: array

          items:

Editor's note: TBC.
          minItems: 0

          maxItems: 6

          description: Identifies the day(s) of the week. If absent, it indicates every day of the week.

        timeOfDayStart:

Editor's note: TBC.
        timeOfDayEnd:

Editor's note: TBC.
    CommunicationIndicator:

      anyOf:

      - type: string

        enum:

          - PERIODICALLY

          - ON_DEMAND

      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - PERIODICALLY: Identifies the UE communicates periodically

        - ON_DEMAND: Identifies the UE communicates on demand

    StationaryIndication:

      anyOf:

      - type: string

        enum:

          - STATIONARY

          - MOBILE

      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - STATIONARY: Identifies the UE is stationary

        - MOBILE: Identifies the UE is mobile
*** 55th Change ***

A.11
PfdManagement API

openapi: 3.0.0

info:

  title: 3gpp_pfd_management
  version: "v1"

externalDocs:

  description: Documentation

  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.122/'

servers:

  - url: https://{apiRoot}/3gpp_pfd_management/v1

    variables:

      apiRoot:

        default: https://demohost.com

        description: apiRoot as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excluding the https:// part.

paths:

Editor's note: TBC.
components:

  schemas: 
    PfdManagement:

      type: object

      properties:

        supportedFeatures:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

        pfdDatas:

          type: object

          additionalProperties:

            $ref: '#/components/schemas/PfdData'

          minProperties: 1

          description: Each element uniquely identifies the PFDs for an external application identifier. Each element is identified in the map via an external application identifier as key.

        pfdReports:

          type: object

          additionalProperties:

            $ref: '#/components/schemas/PfdReport'

          minProperties: 0

          description: Supplied by the SCEF and contains the external application identifiers for which PFD(s) are not added or modified successfully. The failure reason is also included. Each element provides the related information for one or more external application identifier(s) and is identified in the map via the failure identifier as key.

      required:

        - supportedFeatures
        - pfdDatas

    PfdData:

      type: object

      properties:

        externalAppId:

          type: string

          description: Each element uniquely external application identifier

        self:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        pfds:

          type: object

          additionalProperties:

            $ref: '#/components/schemas/Pfd'

          description: Contains the PFDs of the external application identifier. Each PFD is identified in the map via a key containing the PFD identifier. 

        allowedDelay:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'

      required:

        - externalAppId

        - pfds

    Pfd:

      type: object

      properties:

        pfdId:

          type: string

          description: Identifies a PDF of an application identifier.

        flowDescriptions:

          type: array

          items:

            type: string

          minItems: 0

          description: Represents a 3-tuple with protocol, server ip and server port for UL/DL application traffic.

        urls:

          type: array

          items:

            type: string

          minItems: 0

          description: Indicates a URL or a regular expression which is used to match the significant parts of the URL.

        domainNames:

          type: array

          items:

            type: string

          minItems: 0

          description: Indicates an FQDN or a regular expression as a domain name matching criteria.

      required:

        - pfdId

    PfdReport:

      type: object

      properties:

        externalAppId:

          type: array

          items:

            type: string

          minItems: 1

          description: Identifies the external application identifier(s) which PFD(s) are not added or modified successfully

        failureCode:

          $ref: '#/components/schemas/FailureCode'

        cachingTime:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'

      required:

        - externalAppId
        - failureCode

    FailureCode:

      anyOf:

      - type: string

        enum:

          - MALFUNCTION

          - RESOURCE_LIMITATION

          - SHORT_DELAY

          - SHORT_DELAY_STORED

          - OTHER_REASON

      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - MALFUNCTION: This value indicates that something functions wrongly in PFD provisioning or the PFD provisioning does not function at all.

        - RESOURCE_LIMITATION: This value indicates there is resource limitation for PFD storage.

        - SHORT_DELAY: This value indicates that the allowed delay is too short and PFD(s) are not stored.

        - SHORT_DELAY_STORED: This value indicates that the allowed delay is too short but PFD(s) are still stored.

        - OTHER_REASON: Other reason unspecified.

        - externalAppId
*** 56th Change ***

A.12
ECRControl API

openapi: 3.0.0

info:

  title: 3gpp-ecr-control
  version: "v1"

externalDocs:

  description: Documentation

  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.122/'

servers:

  - url: https://{apiRoot}/3gpp-ecr-control/v1

    variables:

      apiRoot:

        default: https://demohost.com

        description: apiRoot as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excluding the https:// part.

paths:

Editor's note: TBC.
components:

  schemas: 
    ECRControl:

      type: object

      properties:

        supportedFeatures:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

        externalId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/ExternalId'

        msisdn:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Msisdn'

        restrictedPlmnIds:

          type: array

          items:

            $ref: 'TS29122_CommonData.yaml#/components/schemas/PlmnId'

          minItems: 0

          description: Indicates a complete list (and possibly empty) of serving PLMNs where Enhanced Coverage shall be restricted. This attribute shall not be present for the query custom operation.

        allowedPlmnIds:

          type: array

          items:

            $ref: 'TS29122_CommonData.yaml#/components/schemas/PlmnId'

          minItems: 0

          description: Indicates a complete list (and possibly empty) of serving PLMNs where Enhanced Coverage shall be allowed. This attribute shall not be present for the query custom operation.

      required:

        - supportedFeatures
    ECRData:

      type: object

      properties:

        supportedFeatures:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

        visitedPlmnId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/PlmnId'

        restrictedPlmnIds:

          type: array

          items:

            $ref: 'TS29122_CommonData.yaml#/components/schemas/PlmnId'

          minItems: 0

          description: Indicates a complete list (and possibly empty) of serving PLMNs where Enhanced Coverage shall be restricted.

        allowedPlmnIds:

          type: array

          items:

            $ref: 'TS29122_CommonData.yaml#/components/schemas/PlmnId'

          minItems: 0

          description: Indicates a complete list (and possibly empty) of serving PLMNs where Enhanced Coverage shall be allowed.

      required:

        - supportedFeatures
*** 57th Change ***

A.13
NetworkParameterConfiguration API

openapi: 3.0.0

info:

  title: 3gpp_network_parameter_configuration
  version: "v1"

externalDocs:

  description: Documentation

  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.122/'

servers:

  - url: https://{apiRoot}/3gpp_network_parameter_configuration/v1

    variables:

      apiRoot:

        default: https://demohost.com

        description: apiRoot as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excluding the https:// part.

paths:

Editor's note: TBC.
components:

  schemas: 
    NetworkParameterConfiguration:

      type: object

      properties:

        tltrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TltrId'

        self:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        supportedFeatures:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

        externalId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/ExternalId'

        msisdn:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Msisdn'

        externalGroupId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/ExternalGroupId'

        maximumLatency:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'

        maximumResponseTime:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'

        suggestedNumberOfDlPackets:

          type: integer

          description: This parameter may be included to identify the number of packets that the serving gateway shall buffer in case that the UE is not reachable.

        groupReportingGuardTime:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'

      required:

        - supportedFeatures
    NetworkParameterConfigurationPatch:

      type: object

      properties:

        maximumLatency:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'

        maximumResponseTime:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'

        suggestedNumberOfDlPackets:

          type: integer

          description: This parameter may be included to identify the number of packets that the serving gateway shall buffer in case that the UE is not reachable.

        groupReportGuardTime:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'
*** 58th Change ***

A.14
AsSessionWithQoS API

openapi: 3.0.0

info:

  title: 3gpp_as_session_with_qos
  version: "v1"

externalDocs:

  description: Documentation

  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.122/'

servers:

  - url: https://{apiRoot}/3gpp_as_session_with_qos/v1

    variables:

      apiRoot:

        default: https://demohost.com

        description: apiRoot as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excluding the https:// part.

paths:

Editor's note: TBC.
components:

  schemas: 
    AsSessionWithQoSSubscription:

      type: object

      properties:

        tltrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TltrId'

        supportedFeatures:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

        notificationDestination:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        flowInfo:

          type: array

          items:

            $ref: 'TS29122_CommonData.yaml#/components/schemas/FlowInfo'

          minItems: 1

          description: Describe the data flow which requires QoS.

        qosReference:

          type: string

          description: Identifies a pre-defined QoS information

        ueIpv4Addr:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Ipv4Addr'

        ueIpv6Addr:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Ipv6Addr'

        usageThreshold:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/UsageThreshold'

        sponsorInfo:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/SponsorInformation'

      required:

        - supportedFeatures
        - flowInfo

    AsSessionWithQoSSubscriptionPatch:

      type: object

      properties:

        mediaComponents:

Editor's note: TBC.
        qosReference:

          type: string

          description: Pre-defined QoS reference 

        usageThreshold:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/UsageThreshold'

*** 59th Change ***

A.15
MsisdnLessMoSms API

openapi: 3.0.0

info:

  title: 3gpp_msisdn_less_mo_sms

  version: "v1"

externalDocs:

  description: Documentation

  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.122/'

servers:

  - url: https://{apiRoot}/3gpp_msisdn_less_mo_sms/v1

    variables:

      apiRoot:

        default: https://demohost.com

        description: apiRoot as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excluding the https:// part.

paths:

Editor's note: TBC.
components:

  schemas: 
    MsisdnLessMoSmsNotification:

      type: object

      properties:

        supportedFeatures:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

        sms:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Bytes'

        externalId:

          type: string

          description: External identifier has the form username@realm.

        ApplicationPort:

          type: integer

          description: Unsigned integer used to uniquely identify the triggering application addressed in the device, see subclause 9.2.3.24.4 in TS 23.040 [43] for further details.

      required:
        - supportedFeatures
        - sms

        - externalId

        - ApplicationPort

    MsisdnLessMoSmsNotificationReply:

      type: object

      properties:

        supportedFeatures:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

      required:

        - supportedFeatures
*** End of Changes ***
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