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Proposed changes:
*** 1st Change ***
4.2.2.x
Policy provisioning and enforcement of authorized AMBR per PDU session
The SMF may include the subscribed AMBR per PDU session with the "subsSessAmbr" attribute whitin the  SmPolicyContextData data structure as defined in subclause 4.2.2.2. The PCF shall provision the authorized session AMBR to the SMF in the response of the message by including "sessRules" attribute which contains the non-conditaioned session AMBR and optional up to four conditioned session AMBR. For non-conditaioned session AMBR, the SessionRule data structure includes the "sessAmbr" attribute with the authorized value. For conditaioned session AMBR,  the SessionRule data structure includes the "sessAmbr" attribute with the authorized value and the "refCondData" attribute with the reference to the ConditionData data stuthe an entry of the "sessRules" attribute.  The authorized session AMBR may be derived based on the operator’s policy and user subscriptions from the UDR.
Upon receving the authorized session AMBR, the SMF shall applies the corresponding procedures towards to the access network, the UE and the UPF for the enforcement of the AMBR per PDU session.

4.2.3.x
Policy provisioning and enforcement of authorized AMBR per PDU session
The PCF may modify the authorized session AMBR at any time during the lifetime of the PDU session and provision it to the SMF by invoking the procedure as defined in subclause 4.2.3.2. The PCF shall include the new authorized session AMBR within the "authSessAmbr" attribute of an entry of the "sessRules" attribute.
Upon receving the authorized session AMBR, the SMF shall applies the corresponding procedures towards to the access network, the UE and the UPF for the enforcement of the AMBR per PDU session.

4.2.4.x
Policy provisioning and enforcement of authorized AMBR per PDU session
When the SMF detectes that the subscribed session AMBR change, the SMF shall notify of the PCF by invoking the procedure as defined in subclause 4.2.4.2, include the new subscribed session AMBR within the "subsSessAmbr" attribute and "repPolicyCntlReqTriggers" with SE_AMBR_CH. Upon receiving the change of session AMBR, the PCF shall provision the authorized session AMBR to the SMF in the response of the message by including "authSessAmbr" attribute within the "authSessAmbr" attribute of an entry of the "sessRules" attribute.
Upon receving the authorized session AMBR, the SMF shall applies the corresponding procedures towards to the access network, the UE and the UPF for the enforcement of the AMBR per PDU session.

*** 2nd Change ***

5.6.2.7
Type SessionRule

Table 5.6.2.7-1: Definition of type SessionRule

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	authSessAmbr
	SessAmbr
	O
	0..1
	Authorized Session-AMBR
	

	authDefaultQos
	DefaultQosInformation
	O
	0..1
	Authorized default QoS information.
	

	sessRuleId
	string
	M
	1
	Univocally identifies the session rule within a PDU session.
	

	refUmData
	string
	O
	0..1
	A reference to UsageMonitoringData policy decision type. It is the umId described in subclause 5.6.2.12.
	

	refCondData
	string
	O
	0..1
	A reference to the condition data. It is the condId described in subclause 5.6.2.9.
	


*** 3rd Change ***

5.6.2.3
Type SmPolicyContextData
Table 5.6.2.3-1: Definition of type SmPolicyContextData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	
	1
	Subscription Permanent Identifier
	

	pduSessionId
	PduSessionId
	
	1
	PDU session Id
	

	dnn
	Dnn
	
	1
	The DNN of the PDU session.
	

	smPoliciesUpdateNotificationUrl
	Uri
	
	1
	Identifies the recipient of SM policies update notifications sent by the PCF.
	

	accessType
	AccessType
	
	0..1
	The Access Type where the served UE is camping.
	

	ratType
	RatType
	
	0..1
	The RAT Type where the served UE is camping.
	

	servingNetwork
	NetworkId
	
	0..1
	The serving network where the served UE is camping.
	

	userLocationInformation
	UserLocationInformation
	
	0..1
	The location of the served UE is camping.
	

	ueTimeZone
	TimeZone
	
	0..1
	The time zone where the served UE is camping.
	

	pei
	Pei
	
	0..1
	The Permanent Equipment Identifier of the served UE.
	

	ipv4Address
	Ipv4Addr
	
	0..1
	The IPv4 Address of the served UE.
	

	ipv6AddressPrefix
	Ipv6Prefix
	
	0..1
	The Ipv6 Address Prefix of the served UE.
	

	chargingInformation
	ChargingInformation
	
	0..1
	The charging information of the PDU session.
	

	subsSessAmbr
	SessAmbr
	
	0..1
	Subscribed Session-AMBR.
	

	subscribedDefaultQosInformation
	DefaultQosInformation
	
	0..1
	Subscribed Default QoS Information.
	

	online
	boolean
	O
	1
	If it is included and set to true, the online charging is applied to the PDU session.
	

	offline
	boolean
	O
	1
	If it is included and set to true, the offline charging is applied to the PDU session.
	

	supportedFeatures
	SupportedFeatures
	C
	0..1
	Indicates the list of Supported features used as described in subclause 5.8.

This parameter shall be supplied by the NF service consumer in the POST request that request the creation of an individual SM policy resource and by the PCF in the related response, respectively.
	


Editor's note:
The indication of the presence of the attributes is FFS.
*** End of Changes ***
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