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*** 0th Change ***
4.2
Service Operations


*** 1st Change ***

4.2.2
Npcf_AMPolicyControl_Create Service Operation

4.2.2.1
General

Figure 4.2.2.1-1 illustrates the creation of a policy association.
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Figure 4.2.2.1-1: Creation of a policy association
When a UE registers and a UE context is being established, the AMF can obtain Service Area Restrictions, RFSP index, and GPSI from the UDM during the update location procedure and shall decide based on local policies whether to request policies from the PCF.

To request policies from the PCF, the NF service consumer (e.g. AMF) shall send an HTTP POST request with: "{apiRoot}/npcf-am-policy-control/v1/policies/" as Resource URI and the PolicyAssociationRequest data structure as request body that shall include:

-
Notification URI encoded as "notificationUri" attribute,

and that shall include when available:

-
SUPI encoded as "supi" attribute;

NOTE 1:
The SUPI is always available except for some emergency sessions where the PEI is available.

-
GPSI encoded as "gpsi" attribute;

-
Access type encoded as "accessType" attribute;

-
Permanent Equipment Identifier (PEI) encoded as "pei" attribute;

-
User Location Information encoded as "userLoc" attribute;

-
UE Time Zone encoded as "timeZone" attribute;

-
Serving PLMN Identifier encoded as "servingPlmn" attribute;

-
RAT type encoded as "ratType" attribute;

-
Service Area Restrictions (see subclause 4.2.2.3.1) as obtained from the UDM encoded as "servAreaRes" attribute;

-
RFSP index (see subclause 4.2.2.3.2) as obtained from the UDM encoded as "rfsp" attribute;

-
a list of PSIs denoting fragments of UE Policy stored in the UE, as obtained from the UE encoded as "psis" attribute;

-
V-PCF ID (if the consumer is AMF, when receiving the PCF ID from old AMF during inter-AMF mobility); encoded as "vPcfId" attribute
-
H-PCF ID (if the consumer is V-PCF, when receiving the H-PCF ID from AMF) encoded as "hPcfId" attribute; and
-
Internal Group Identifier encoded as "groupId" attribute.

Upon the reception of the HTTP POST request, the PCF shall assign a policy association ID, shall determine the applicable policy (taking into consideration and possibly modifying possibly received Service Area Restrictions and/or RFSP index) and shall send a HTTP "201 Created" response with the PolicyAssociation data type as body including:

-
the assigned policy association ID encoded as "polAssoId" attribute;

NOTE 2:
The assigned policy association ID is thus associated with the SUPI (or PEI in case of emergency PDU Session without SUPI).

-
optionally UE policy (see subclause 4.2.2.2) encoded as "uePolicy" attribute, i.e.:

a)
UE Access Network discovery and selection policies; and/or

b)
UE Route Selection Policies (URSP); and/or,

-
optionally AMF Access and Mobility Policy (see subclause 4.2.2.3), i.e.:

a)
Service Area Restrictions encoded as "servAreaRes" attribute; and/or

b)
RAT Frequency Selection Priority (RFSP) Index encoded as "rfsp" attribute; and

-
optionally one or several of the following Policy Control Request Trigger(s) encoded as "triggers" attribute (see subclause 4.2.3.2):

a)
Location change (tracking area); and

b)
Change of UE presence in PRA.

Editor's note:
It is ffs is additional parameters to further qualify event triggers, e.g. a tracking area or PRA description, are required.


*** 2nd Change ***
4.2.2.3.2
RFSP Index

The RFSP Index is an index referring to a UE information used locally by the Access Network in order to apply specific radio resource management strategies. It shall be encoded using the RfspIndex data type defined in 3GPP TS 29.571 [11].

*** 3rd Change ***

5.3.2.3.1
POST

This method shall support the URI query parameters specified in table 5.3.2.3.1-1.

Table 5.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 5.3.2.3.1-2 and the response data structures and response codes specified in table 5.3.2.3.1-3.

Table 5.3.2.3.1-2: Data structures supported by the POST Request Body on this resource

	Data type
	P
	Cardinality
	Description

	PolicyAssociationRequest
	M
	1
	Input parameters for the creation of a policy association.


Table 5.3.2.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	PolicyAssociation
	M
	1
	201 Created
	Policy association was created and policies are being provided.


*** 4th Change ***

5.6.1
General

This subclause specifies the application data model supported by the API.

Table 5.6.1-1 specifies the data types defined for the Npcf_AMPolicyControl service based interface protocol.

Table 5.6.1-1: Npcf_AMPolicyControl specific Data Types

	Data type
	Section defined
	Description
	Applicability

	PolicyAssociation
	5.6.2.2
	Description of a policy association that is returned by the PCF when a policy Association is created, updated, or read.
	

	PolicyAssociationRequest
	5.6.2.3
	Information that NF service consumer provides when requesting the creation of a policy association.
	

	PolicyAssociationUpdateRequest
	5.6.2.4
	Information that NF service consumer provides when requesting the update of a policy association.
	

	PolicyUpdate
	5.6.2.5
	Updated policies that the PCF provides in a notification or in the reply to an Update Request.
	

	RequestTrigger
	5.6.3.3
	Enumeration of possible Request Triggers.
	

	TerminationNotification
	5.6.2.6
	Request to terminate a policy Association that the PCF provides in a notification.
	


Table 5.6.1-2 specifies data types re-used by the Npcf_AMPolicyControl service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_AMPolicyControl service based interface. 

Table 5.6.1-2: Npcf_AMPolicyControl re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	AccessType
	3GPP TS 29.571 [11]
	
	

	Gpsi
	3GPP TS 29.571 [11]
	Generic Public Subscription Identifier
	

	GroupId
	3GPP TS 29.571 [11]
	
	

	NetworkId
	3GPP TS 29.571 [11]
	
	

	Pei
	3GPP TS 29.571 [11]
	Permanent Equipment Identifier
	

	Uri
	3GPP TS 29.571 [11]
	
	

	UserLocation
	3GPP TS 29.571 [11]
	
	

	RatType
	3GPP TS 29.571 [11]
	
	

	RfspIndex
	3GPP TS 29.571 [11]
	
	

	Supi
	3GPP TS 29.571 [11]
	Subscription Permanent Identifier
	

	SupportedFeatures
	3GPP TS 29.571 [11]
	Used to negotiate the applicability of the optional features defined in table 5.8-1.
	

	TimeZone
	3GPP TS 29.571 [11]
	
	


*** 5th Change ***

5.6.2.2
Type PolicyAssociation

Table 5.6.2.2-1: Definition of type PolicyAssociation

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	request
	PolicyAssociationRequest
	O
	0..1
	
	

	polAssoId
	PolAssoId
	M
	1
	Policy Association ID assigned by the PCF
	

	uePolicy
	FFF
	O
	0..1
	The UE policy as determined by the PCF.
	

	triggers
	array(RequestTrigger)
	O
	0..N
	Request Triggers that the PCF subscribes. Only values "LOC_CH" and "PRA_CH" are permitted.
	

	servAreaRes
	FFS
	O
	0..1
	Service Area Restriction as part of the AMF Access and Mobility Policy as determined by the PCF
	

	rfsp
	RfspIndex
	O
	0..1
	RFSP Index as part of the AMF Access and Mobility Policy as determined by the PCF.
	

	suppFeat
	SupportedFeatures
	M
	1
	Indicates the negotiated supported features.
	


*** 6th Change ***

5.6.2.3
Type PolicyAssociationRequest

Table 5.6.2.3-1: Definition of type PolicyAssociationRequest

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	notificationUri
	Uri
	M
	1
	Identifies the recipient of Notifications sent by the PCF.
	

	supi
	Supi
	C
	0..1
	Subscription Permanent Identifier. Shall be provided when available.
	

	gpsi
	Gpsi
	C
	0..1
	Generic Public Subscription Identifier. Shall be provided when available.
	

	accessType
	AccessType
	C
	0..1
	The Access Type where the served UE is camping. Shall be provided when available.
	

	pei
	Pei
	C
	0..1
	The Permanent Equipment Identifier of the served UE. Shall be provided when available.
	

	userLoc
	UserLocation
	C
	0..1
	The location of the served UE. Shall be provided when available.
	

	timeZone
	TimeZone
	C
	0..1
	The time zone where the served UE is camping. Shall be provided when available.
	

	servingPlmn
	NetworkId
	C
	0..1
	The serving PLMN where the served UE is camping. Shall be provided when available.
	

	ratType
	RatType
	C
	0..1
	The RAT Type where the served UE is camping. Shall be provided when available.
	

	groupId
	GroupId
	C
	0..1
	Internal Group Identifier of the served UE. Shall be provided when available.
	

	vPcfId
	string
	C
	0..1
	V-PCF Identifier. Shall be provided when available.
	

	hPcfId
	string
	C
	0..1
	H-PCF Identifier. Shall be provided when available.
	

	servAreaRes
	ServiceAreaRestriction
	C
	0..1
	Service Area Restriction as part of the AMF Access and Mobility Policy. Shall be provided when available.
	

	rfsp
	RfspIndex
	C
	0..1
	RFSP Index as part of the AMF Access and Mobility Policy. Shall be provided when available.
	

	psis
	array(FFS)
	C
	0..N
	A list of PSIs denoting fragments of UE Policy stored in the UE, as obtained from the UE. Shall be provided when available.
	

	
	
	
	
	
	

	suppFeat
	SupportedFeatures
	M
	1
	Indicates the features supported by the service consumer.
	


Editor's note:
The type for PSI is FFS and needs to be alligned with CT1.


*** 7th Change ***

5.6.2.4
Type PolicyAssociationUpdateRequest

Table 5.6.2.4-1: Definition of type PolicyAssociationUpdateRequest

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	polAssoId
	PolAssoId
	M
	1
	Policy Association ID assigned by the PCF.
	

	triggers
	array(RequestTrigger)
	O
	0..N
	Request Triggers that the NF service consumer observes.
	

	servAreaRes
	FFS
	C
	0..1
	Service Area Restriction as part of the AMF Access and Mobility Policy. Shall be provided for trigger "SERV_AREA_CH".
	

	rfsp
	RfspIndex
	C
	0..1
	RFSP Index as part of the AMF Access and Mobility Policy. Shall be provided for trigger "RFSP_CH".
	


*** 8th Change ***

5.6.2.5
Type PolicyUpdate

Table 5.6.2.5-1: Definition of type PolicyUpdate

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	polAssoId
	PolAssoId
	M
	1
	Policy Association ID assigned by the PCF.
	

	uePolicy
	FFF
	O
	0..1
	The UE policy as determined by the PCF.
	

	triggers
	array(RequestTrigger)
	O
	0..N
	Request Triggers that the PCF subscribes. Only values "LOC_CH" and "PRA_CH" are permitted.
	

	servAreaRes
	FFS
	O
	0..1
	Service Area Restriction as part of the AMF Access and Mobility Policy as determined by the PCF.
	

	rfsp
	RfspIndex
	O
	0..1
	RFSP Index as part of the AMF Access and Mobility Policy as determined by the PCF.
	


Editor's note:
The included data types need to allow that only updated parts of policies are provided.

*** End of Changes ***
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