Page 1



3GPP TSG-CT WG3 Meeting #97
C3-183393
Osaka, Japan, 21 May - 25 May 2018
	5PCR-Form-v0.3 

	PSEUDO  CR

	
	

	(

	Spec. number:
	29.513
	Current version:
	0.5.0
	(



	Title:                     
(

	BDT procedure

	
	

	Source:            
    (

	ZTE

	
	

	Work item code:  
(

	5GS_Ph1-CT
	

	
	

	Reason for           (
   

change:

	

	
	

	Summary of 
change:                (

	Introduce the BDT procedure


	
	

	Consequences    (
  
if not agreed:
	

	
	

	Other specs         (

	

	affected(if any):
	

	
	 

	
	

	Other comments (

	


Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
5.5.y
Negotiation for future background data transfer procedure
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Figure 5.5.y-1: Negotiation for future background data transfer procedure

1.
The AF invokes the Nnef_BDTPNegotiation_Create service operation to get background data transfer policies. The AF request shall contain an ASP identifier, the volume of data to be transferred per UE, the expected amount of UEs, the desired time window and optionally, network area information (e.g. list of TAs/RAs).
NOTE 1:
A 3rd party application server is typically not able to provide any specific network area information and if so, the AF request is for a whole operator network.
2.
Upon receipt of a Background Data Transfer request from the AF indicating a transfer policy request, the NEF invokes the Npcf_BDTPolicyControl_Create service operation with the (H-)PCF by sending an HTTP POST request to the resource URI "{apiRoot}/npcf_bdtpolicycontrol/v1/bdtpolicies". The request operation includes ASP Identifer, Volume per UE, Number of UEs, Desired time window , and may include Network Area Information.
NOTE 2:
The NEF may contact any PCF in the operator network.

3.
The (H-)PCF may invoke the Nudr_DataRepository_Query service operation, as described in 3GPP TS 29.504 [xx] and 3GPP TS 29.519 [yy], to request from the UDR all stored transfer policies.
NOTE 3:
In case only one PCF is deployed in the network, transfer policies can be locally stored in the PCF and the interaction with the UDR is not required.
4.
The (H-)PCF determines one or more transfer policies based on the information received from the NEF and other available information (e.g. network policy, existing transfer policies, load status estimation for the desired time window).

5.
The (H-)PCF sends a "201 Created" response to the Npcf_BDTPolicyControl_Create service operation with the acceptable one or more transfer policies and a Background Data Transfer Reference ID for each transfer policy, as described in subclause 4.2.2 of 3GPP TS 29.554 [zz].

6.
The NEF forwards the received transfer policies to the AF by invoking a Nnef_BDTPNegotiation_Create response to the AF. If the NEF received only one background transfer policy from the PCF, steps 7-10 are not executed and the flow proceeds to step 11. Otherwise, the flow proceeds to step 7.
7.
The AF invokes the Nnef_BDTPNegotiation_Update service operation to provide the NEF with the selected background data transfer policy.
8.
The NEF invokes the Npcf_BDTPolicyControl_Update service operation by sending an HTTP PATCH request to the  resource URI "{apiRoot}/npcf_bdtpolicycontrol/v1/bdtpolicies/{bdtPolicyId}" to provide the (H-)-PCF with the selected background data transfer policy and the associated Background Data Transfer Reference ID.

9.
The (H-)PCF sends the acknowledge message to the NEF.

10.
The NEF sends the acknowledge message to the AF.

11.
If the (H-)PCF decides to locally store the transfer policy, it invokes the Nudr_DataRepository_Update service operation, as described in 3GPP TS 29.504 [xx] and 3GPP TS 29.519 [yy], to store the new transfer policy together with the associated reference ID and the corresponding network area information in the UDR.
*** 2nd Change ***
5.2.2.2.2.1
AF Session Establishment
This procedure is performed when the AF/NEF requests to create an AF application session context for the requested service.

NOTE:
The NEF acts as an AF to support the network exposure functionality.
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Figure 5.2.2.2.2.1-1 AF Session Establishment triggers PCF-initiated PDU Session Modification procedure

1.
When the AF receives an internal or external trigger to set-up a new AF session, the AF invokes the Npcf_PolicyAuthorization_Create service operation to the PCF including the AF Identifier, the IP address of the UE, the identification of the application session context, the SUPI if available, the DNN if available, Media information, bandwidth requirements, sponsored data connectivity if applicable, flow description, AF application identifier, Flow status, Priority indicator, emergency indicator, Application service provider, resource allocation outcome, etc.

2.
The PCF stores the Service Information received in step 1.
3.
If the PCF does not have the subscription data for the SUPI and DNN, the PCF invokes the Nudr_DataRepository_Query service operation to the UDR including the PCF identifier, the SUPI and the requested subscription data. Additionally, if the AF provided a Background Data Transfer Reference ID in step 1(a) and the corresponding transfer policy is not locally stored in the PCF, the PCF shall retrieve it from the UDR by invoking the Nudr_DataRepository_Query service operation, described in subclause 5.5.y.

The UDR responds to the PCF with the subscription data and/or the Background Data Transfer policies.

4.
The PCF identifies the affected established PDU Session (s) using the information previously received from the SMF and the Service Information received from the AF.
5.
The PCF responds to the Npcf_PolicyAuthorization_Create service operation including the result (success/failure).
6.
The AF may invoke the Npcf_PolicyAuthorization_Subscribe service operation to subscribe to events in the PCF. The request includes the information indicating the AF application session context and the events that subscribes. It also includes a Notification URI to indicate to the PCF where to send the notification of the subscribed events, and a Notification Correlation ID to correlate notifications with this subscription.
7.
The PCF acknowledges the subscription from the AF. If the request is accepted the PCF returns the Subscription Correlation ID indicating the requested subscription is created.

8.
The PCF interacts with SMF according to Figure 5.2.2.2-1.
*** 3rd Change ***

5.2.2.2.2.2
AF Session Modification
This procedure is performed when the AF/NEF requests to update an AF application session context for the requested service.

NOTE:
The NEF acts as an AF to support the network exposure functionality.
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Figure 5.2.2.2.2.2-1 AF Session Modification triggers PCF-initiated PDU Session Modification procedure

1.
When the AF receives an internal or external trigger to modify an existing AF session, the AF invokes the Npcf_PolicyAuthorization_Update service operation to the PCF including the modified service information.
2.
The PCF stores the received Service Information.
3.
If PCF does not have the subscription data for the SUPI and DNN corresponding to the application session context to update, the PCF sends the Nudr_DataRepository_Query service operation to the UDR including the PCF identifier, the SUPI and the requested subscription data. Additionally, if the AF provided a Background Data Transfer Reference ID in step 1(a) and the corresponding transfer policy is not locally stored in the PCF, the PCF shall retrieve it from the UDR by invoking the Nudr_DataRepository_Query service operation, described in subclause 5.5.y.

The UDR responds to the PCF with the subscription data and/or the Background Data Transfer policies.

4.
The PCF identifies the affected existing PDU Session(s) using the information previously received from the SMF and the Service Information received from the AF.
5.
The PCF responds to the Npcf_PolicyAuthorization_Update service operation including the result (success/failure)..
6.
The AF may decide to (un)subscribe to events for the active AF application session context in relation to the corresponding PDU session by invoking the Npcf_PolicyAuthorization_(Un)Subscribe service operation. The Npcf_PolicyAuthorization_Subscribe service operation includes the information indicating the AF application session context and the events that subscribes. It may also includes a Notification URI to indicate to the PCF where to send the notification of the subscribed events, and a Notification Correlation ID to correlate notifications with this subscription, if the AF has not sent to the PCF. The Npcf_PolicyAuthorization_Unsubscribe service operation includes the Subscription Correlation ID.

7.
The PCF responses to the AF.
8.
The PCF interacts with SMF according to Figure 5.2.2.2-1.
*** End of Changes ***
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