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*** 1st Change ***
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*** 2nd Change ***
13.1
General
Interworking with the IP Multimedia Core Network Subsystem (IMS) puts specific requirements on the SMF.

The SMF shall use the following mechanisms to support the interworking with the IMS:

-
the P-CSCF discovery;
-
N7 interface for the policy and charging control of QoS flows for IMS media flows; and
-
the P-CSCF restoration.
These mechanisms are however not restricted only to the interworking with the IMS and may be used for other services that could benefit from these mechanisms.
If the PDU Session is used for IMS (identified by DNN), the SMF shall not modify the fields Type of Service (IPv4) and Traffic Class (IPv6).

NOTE:
The P-CSCF can support paging policy differentiation for different traffic or service types over NG-RAN by marking the fields Type of Service (IPv4) and Traffic Class (IPv6) (see clause L.3.2.4 of 3GPP TS 24.229 [13]).

*** 3rd Change ***
13.2.2.2
Failure of Signalling Server Address

If the SMF detects a failure: 
-
upon receiving the N4 session report from the UPF for the monitored P-CSCF address being used by the UE (as specified in 3GPP TS 23.380 [aa], subclause 5.8.3); or

-
upon receiving a P-CSCF restoration indication from the UDM or the PCF,

then the SMF shall act as specified in 3GPP TS 23.380 [aa], subclause 5.8.
*** End of Changes ***
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