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*** 1st Change ***
5.6
Data Model

5.6.1
General

This subclause specifies the application data model supported by the API.

Table 5.6.1-1 specifies the data types defined for the Npcf_PolicyAuthorization service based interface protocol.

Table 5.6.1-1: Npcf_PolicyAuthorization specific Data Types

	Data type
	Section defined
	Description
	Applicability

	AfEvent
	5.6.3.7
	Represents an event to notify to the AF.
	

	AfEventNotification
	5.6.2.11
	Represents the notification of an event.
	

	AfEventSubscription
	5.6.2.10
	Represents the subscription to events.
	

	AfNotifMethod
	5.6.3.8
	Represents the notification methods that can be subscribed for an event.
	

	AppSessionContext
	5.6.2.2
	Represents an Individual Application Session Context resource.
	

	AppSessionContextReqData
	5.6.2.3
	Represents the Individual Application Session Context resource data received in an HTTP POST request message.
	

	AppSessionContextRespData
	5.6.2.4
	Represents the Individual Application Session Context resource data produced by the server and returned in an HTTP response message.
	

	AppSessionContextUpdateData (FFS)
	5.6.2.5
	Describes the modifications to an Individual Application Session Context resource.
	

	EventsNotification
	5.6.2.9
	Describes the notification about the events occurred within an Individual Application Session Context resource.
	

	EventsSubscReqData
	5.6.2.6
	Identifies the events the application subscribes to within an Individual Application Session Context resource.
	

	FlowDescription
	5.6.3.2
	Defines a packet filter for an IP flow.
	

	MediaComponent
	5.6.2.7
	Contains service information for a media component of an AF session.
	

	MediaSubComponent
	5.6.2.8
	Contains the requested bitrate and filters for the set of IP flows identified by their common flow identifier.
	

	QosNotifType
	5.6.3.9
	Indicates type of notification for QoS Notification Control.
	

	RequiredAccessInfo
	5.6.3.x1
	Indicates the access network information required for an AF session.
	NetLoc

	ServAuthInfo
	5.6.3.5
	Indicates the result of the Policy Authorization service request from the AF.
	

	TerminationCause
	5.6.3.10
	Indicates the cause for requesting the deletion of the Individual Application Session Context resource.
	

	TerminationInfo
	5.6.2.12
	Includes information related to the termination of the Individual Application Session Context resource. 
	


Table 5.6.1-2 specifies data types re-used by the Npcf_PolicyAuthorization service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_PolicyAuthorization service based interface.

Table 5.6.1-2: Npcf_PolicyAuthorization re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	BdtReferenceId
	3GPP TS 29.122 [15]
	Identifies transfer policies.
	

	BitRate
	3GPP TS 29.571 [12]
	Specifies bitrate in kbits per second.
	

	DateTime
	3GPP TS 29.571 [12]
	Time
	NetLoc

	Dnn
	3GPP TS 29.571 [12]
	
	

	FlowStatus
	3GPP TS 29.512 [8]
	
	

	Ipv4Addr
	3GPP TS 29.571 [12]
	
	

	Ipv6Addr
	3GPP TS 29.571 [12]
	
	

	PlmnId
	3GPP TS 29.571 [12]
	PLMN mobile country code and mobile network code.
	NetLoc

	Supi
	3GPP TS 29.571 [12]
	
	

	SupportedFeatures
	3GPP TS 29.571 [12]
	Used to negotiate the applicability of the optional features defined in table 5.8-1.
	

	TimeZone
	3GPP TS 29.571 [12]
	Time Zone.
	NetLoc

	UserLocation
	3GPP TS 29.571 [12]
	User Location
	NetLoc


Editor's note:
A parameter of the SupportedFeatures type needs to be added to a suitable resource.

Editor's note:
It is FFS the complete set of data types (defined for the API and re-used by the API) to be supported.

Editor's note:
The "FlowStatus" data type needs to be defined in 3GPP TS 29.512.

*** 2nd Change ***

5.6.2.2
Type AppSessionContext

Table 5.6.2.2-1: Definition of type AppSessionContext

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	ascReqData
	AppSessionContextReqData
	C
	0..1
	Identifies the service requirements of an Individual Application Session Context.

It shall be present in HTTP POST request messages and may be included in the HTTP response messages.
	

	ascRespData
	AppSessionContextRespData
	C
	0..1
	Describes the authorization data of an Individual Application Session Context created by the PCF.

It may be present in the HTTP response messages.
	

	EvsNotif
	EventsNotification
	O
	0..1
	Describes information related to the notification of events.
	


*** 3rd Change ***

5.6.2.6
Type EventsSubscReqData

Table 5.6.2.6-1: Definition of type EventsSubscReqData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	evSubsc
	array(AfEventSubscription)
	M
	1..N
	Subscribed Events
	

	notifUri
	Link
	O
	0..1
	Notification URI
	

	reqAni
	ReguiredAccessInfo
	C
	0..1
	Represents the required access network information. It shall be present when the event ANI_REPORT is subscribed.
	NetLoc


Editor's note:
It is FFS the complete set of attributes and data types to be supported by the EventsSubscReqData data type.

*** 4th Change ***

5.6.2.9
Type EventsNotification

Table 5.6.2.9-1: Definition of type EventsNotification

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	evSubsUri
	Link
	M
	1
	The Events Subscription URI. Identifies the Events Subscription sub-resource that triggered the notification.
	

	evNotif
	array(AfEventNotification)
	M
	1..N
	Notifications about individual events.
	

	netLocAccSupp
	NetLocAccSupp
	O
	0..1
	Indication of whether the access network supports access network information reporting. When omitted, the access network supports access network information reporting.
	NetLoc

	plmnCcNc
	PlmnId
	O
	0..1
	Serving PLMN mobile country code and mobile netwok code.
	NetLoc

	ueLoc
	UserLocation
	O
	0..1
	E-UTRA, NR , or non-3GPP access user location information.
	NetLoc

	ueLocTime
	DateTime
	O
	0..1
	The time user location information was last known. 
	NetLoc

	ueTimeZone
	TimeZone
	O
	0..1
	UE time zone.
	NetLoc


Editor's note:
It is FFS the complete set of attributes and data types to be supported by the EventsNotification data type.

*** 5th Change ***

5.6.3
Simple data types and enumerations


5.6.3.1
Introduction

This subclause defines simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.

5.6.3.2
Simple data types

The simple data types defined in table 5.6.3.2-1 shall be supported.

Table 5.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description
	Applicability

	AfAppId
	string
	Contains an AF application identifier.
	

	AspId
	string
	Contains an identity of an application service provider.
	Sponsored Connectivity

	CodecData
	string
	Contains codec related information
	

	FlowDescription
	string
	Defines a packet filter for an IP flow.
	

	NetLocAccSupp
	boolean
	Indication of whether the access network supports access network information reporting.
	NetLoc

	SponId
	string
	Contains an identity of a sponsor.
	Sponsored Connectivity


Editor's note:
Encoding of CodecData and FlowDescription is FFS.

*** 6th Change ***

5.6.3.7
Type AfEvent

The enumeration "AfEvent" represents the traffic events the PCF can notify to AF.

Table 5.6.3.7-1: Enumeration AfEvent

	Enumeration value
	Description
	Applicability

	ANI_REPORT
	Access Network Report requested.
	NetLoc

	FAILED_RESOURCES_ALLOCATION
	One or more of the SDFs of an Individual Application Session Context are deactivated at the SMF.
	

	QOS_NOTIF_CONTROL
	The GBR QoS targets of a SDF are not fulfilled or are fulfilled again.
	

	
	
	


Editor's note:
It is FFS the complete set of attributes and data types to be supported by the AfEvent data type.

*** 8th Change ***

5.6.3.x1
Type RequiredAccessInfo
The enumeration "RequiredAccessInfo" represents the access network information required for the "Individual Application Session Context" resource.

Table 5.6.3.10-1: Enumeration RequiredAccessInfo
	Enumeration value
	Description
	Applicability

	USER_LOCATION
	Indicates that the user location information shall be reported.
	

	MS_TIME_ZONE
	Indicates that the user timezone shall be reported.
	


*** 9th Change ***

5.8
Feature negotiation

The optional features in table 5.8-1 are defined for the Npcf_PolicyAuthorization API. They shall be negotiated using the extensibility mechanism defined in subclause 6.6 of 3GPP TS 29.500 [5].

Table 5.8-1: Supported Features

	Feature number
	Feature Name
	Description

	0
	Sponsored Connectivity
	Indicates support of sponsored data connectivity. If the PCF supports this feature, the AF may provide sponsored data connectivity to the SUPI.

	X1
	NetLoc
	Indicates the support of access network information reporting.


*** End of Changes ***
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