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Proposed changes:
*** 1st Change ***
4.2.6.7
Provisioning and enforcement of conditioned PCC rule
The SMF shall be able to perform PCC rule request as instructed by the PCRF. To do so, the PCRF shall provide the "authPolicyConReqTrigger" with the value RE_TIMEOUT if the policy control reques trigger is not previously set and in addtition the "revalidationTime" with the time set by the PCF within the "sessionRule" attribute. This shall cause the SMF to trigger a PCF interaction to request PCC rules from the PCF for an established PDU session. The SMF shall stop the timer once the SMF triggers an RE_TIMEOUT notification. The SMF should send the PCC rule request during a preconfigured period before the indicated revalidation time.

NOTE 1:
The PCF is expected to be prepared to provide a new policy, as desired for the revalidation time, during a preconfigured period before the revalidation time.The preconfigured periods in the SMF and PCF need to be aligned.
PCF shall be able to provide a new value for the revalidation timeout by including "revalidationTime" within a session rule. The PCF may provide the "revalidationTime" attribute together with the policy control request trigger "RE_TIMEOUT" or in a subsequent PCC rule provisioning.
PCF shall be able to stop the revalidation timer by disabling the "RE_TIMEOUT" policy contro request trigger.
NOTE 2:
By disabling the RE_TIMEOUT the revalidation time value previously provided to the SMF is not applicable anymore.

The PCF may also control at what time the status of a PCC rule changes. In order to do so, the PCF shall within the "conds" attribute the PCC rule refers to include the activation time within the "activationTime" attribute and/or deactivation time within the "deactivationTime" attribute. When the PCEF receives the PCC rule, the PCEF shall performs as follows:
1)
If "activationTime" attribute is specified only and has not yet occurred, then the SMF shall set the PCC rule inactive and make it active at that time. If  time specified in the "activationTime" attribute has passed, then the SMF shall immediately set the PCC rule active.

2)
If "deactivationTime" attribute is specified only and has not yet occurred, then the SMF shall set the PCC rule active and make it inactive at that time. If  the time specified in the "deactivationTime" has passed, then the SMF shall immediately set the PCC rule inactive.

3)
If both "activationTime" attribute and "deactivationTime" attribute are specified, and the time specified in the "activationTime" occurs before the time specified in the "deactivationTime" attribute, and also when the PCC rule is provided before or at the time specified in the "deactivationTime", the PCEF shall handle the rule as defined in 1) and then as defined in 2).
4)
If both "activationTime"attribute and "deactivationTime" attribute are specified, and the time specified in the "deactivationTime" attribute occurs before the time specified in the "activationTime", and also when the PCC rule is provided before or at the time specified in the "activationTime" attribute, the SMF shall handle the rule as defined in 2) and then as defined in 1).
5)
If both the "activationTime" attribute and the "deactivationTime" attribute are specified but time has already occurred for both, and the time specified in the "activationTime" occurs before the time specified in the "deactivationTime" attribute, then the SMF shall immediately set the PCC rule inactive.
6)
If both the "activationTime" attribute and the "deactivationTime" attribute are specified but time has passed for both, and the time specified in "deactivationTime" attribute occurs before the  "activationTime" attribute, then the SMF shall immediately set the PCC rule active.
PCC Rule Activation or Deactivation will not generate any HTTP POST message with "ruleReport" since PCF is already aware of the state of the rules.

The UE timezone information, if available, may be used by the PCF to derive the values of "activationTime" attribute and the "deactivationTime" attribute.
If the PCC rule(s) which refers to the "conds" attribute including the "activationTime" attribute are bound to a QoS flow that will require traffic mapping information to be sent to the UE, the SMF shall report the failure to the PCF by including the "ruleReport" attribute with the "failureCode" set the value "NO_QoS_FLOW_BOUND" for the affected PCC rule(s).

NOTE 3:
This limitation prevents dependencies on the signalling of changed traffic mapping information towards the UE.

The PCC rules which refer to the "conds" attribute including the "activationTime" attribute and the "deactivationTime" attribute shall not be applied for changes of the QoS or service data flow filter information.
*** Next Change ***

5.6.3.6
Enumeration: PolicyControlRequestTrigger
Table 5.6.3.6-1: Enumeration PolicyControlRequestTrigger
	Enumeration value
	Description
	Applicability

	PLMN_CH
	PLMN Change
	

	RES_MO_RE
	A request for resource modification has been received by the SMF.
	

	AC_TY_CH
	Access Type Change
	

	UE_IP_CH
	UE IP address change
	

	UE MAC_CH
	A new UE MAC address is detected or a used UE MAC address is inactive for a specific period
	

	AN_CH_COR
	Access Network Charging Correlation Information
	

	US_RE
	The PDU Session or the Monitoring key specific resources consumed by a UE either reached the threshold or needs to be reported for other reasons.
	

	APP_STA
	The start of application traffic has been detected.
	

	APP_STO
	The stop of application traffic has been detected.
	

	AN_INFO
	Access Network Information report
	

	CM_SES_FAIL
	Credit management session failure
	

	PS_DA_OFF
	The SMF reports when the 3GPP PS Data Off status changes
	

	DEF_QOS_CH
	Default QoS Change
	

	SE_AMBR_CH
	Session AMBR Change
	

	PCC_RMV
	The SMF reports when the PCC rule is removed
	

	QOS_STO
	The SMF notify the PCF when receiving notification from RAN that QoS targets of the QoS Flow cannot be fulfilled
	

	QOS_STA
	The SMF notify the PCF when receiving notification from RAN that QoS targets of the QoS Flow can be fulfilled again
	

	NO_CREDIT
	Out of credit
	

	PRA_CH
	Change of UE presence in Presence Reporting Area
	

	SAREA_CH
	Location Change with respect to the Serving Area
	

	SCNN_CH
	Location Change with respect to the Serving CN node
	

	ENF_PCC_RUL
	Enforced PCC rule request where the SMF is performing a PCC rules request as instructed by the PCF.
	

	RE_TIMEOUT
	Indicate the SMF generated the request because there has been a PCC revalidation timeout
	


*** Next Change ***

5.6.2.7
Type SessionRule

Table 5.6.2.7-1: Definition of type SessionRule

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	authSessAmbr
	BitRate
	O
	0..1
	Authorized Session-AMBR
	

	authDefaultQos
	DefaultQosInformation
	O
	0..1
	Authorized default QoS information.
	

	sessRuleId
	string
	M
	1
	Univocally identifies the session rule within a PDU session.
	

	revalidationTime
	DataTime
	O
	0..1
	Indicates the time before which the PCEF will have to re-request PCC rules
	

	refUmData
	string
	O
	0..1
	A reference to UsageMonitoringData policy decision type. It is the umId described in subclause 5.6.2.12.
	

	refCondData
	string
	O
	0..1
	A reference to the condition data. It is the condId described in subclause 5.6.2.9.
	


*** End of Changes ***
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