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*** 1st Change ***
4.2.2.1
General

When a UE registers and a UE context is being established, the AMF can obtain Service Area Restrictions, RFSP index, and GPSI from the UDM during the update location procedure and shall decide based on local policies whether to request policies from the PCF.

To request policies from the PCF, the AMF shall send an Npcf_AMPolicyControl_Create request that shall include:

-
Notification URI,

and that shall include when available:

-
SUPI;

NOTE 1:
The SUPI is always available except for some emergency sessions where the PEI is available.

-
GPSI;

-
Access type;

-
Permanent Equipment Identifier (PEI);

-
User Location Information;

-
UE Time Zone;

-
Serving PLMN Identifier;

-
RAT type;

-
Service Area Restriction s (see subclause 4.2.2.3.1) as obtained from the UDM;

-
RFSP index (see subclause 4.2.2.3.2) as obtained from the UDM;

-
a list of PSIs denoting fragments of UE Policy stored in the UE, as obtained from the UE;

-
V-PCF ID (if the consumer is AMF, when receiving the PCF ID from old AMF during inter-AMF mobility);

-
H-PCF ID (if the consumer is V-PCF, when receiving the H-PCF ID from AMF); 
-
Internal Group Identifier;
-
Alternate or backup IPv4 Addess(es) where to send Notifications encoded as " altNotifIpv4Addrs" attribute; and
-
Alternate or backup IPv6 Addess(es) where to send Notifications encoded as " altNotifIpv6Addrs" attribute.
Upon the reception of the Npcf_AMPolicyControl_Create request, the PCF shall assign a policy association ID, shall determine the applicable policy (taking into consideration and possibly modifying possibly received Service Area Restrictions and/or RFSP index) and shall send a Npcf_AMPolicyControl_Create reply with that applicable policy including:

-
the assigned policy association ID;

NOTE 2:
The assigned policy association ID is thus associated with the SUPI (or PEI in case of emergency PDU Session without SUPI).

-
optionally UE policy (see subclause 4.2.2.2), i.e.:

a)
UE Access Network discovery and selection policies; and/or

b)
UE Route Selection Policies (URSP); and/or,

-
optionally AMF Access and Mobility Policy (see subclause 4.2.2.3), i.e.:

a)
Service Area Restrictions; and/or

b)
RAT Frequency Selection Priority (RFSP) Index; and

-
optionally one or several of the following Policy Control Request Trigger(s) (see subclause 4.2.3.2):

a)
Location change (tracking area); and

b)
Change of UE presence in PRA.

Editor's note:
It is ffs is additional parameters to further qualify event triggers, e.g. a tracking area or PRA description, are required.

Editor's note:
This text needs to be enhanced with encoding details such as HTTP methods, resources and attribute names once they are defined.

*** 2nd Change ***

4.2.3
Npcf_AMPolicyControl_Update Service Operation

4.2.3.1
General

The AMF invokes this procedure when a policy control request trigger (see subclause 4.2.3.2) occurs. When the Service Area restriction change trigger or the RFSP index change trigger occur, the AMF shall always invoke the procedure. When the location change trigger or the change of UE presence in PRA trigger occurs, the AMF shall only invoke the procedure if the PCF has subscribed to that event trigger.

To request policies from the PCF, the NF Service Consumer (e.g. AMF) shall request the update of an AM Policy Association by providing relevant parameters about the UE context by sending an Npcf_AMPolicyControl_Update request that shall include:

-
policy association ID; and

-
at least one of the following:

1.
a new Notification URI encoded in the "notificationUri" attribute; and/or
2.
observed Policy Control Request Trigger(s) (see subclause 4.2.3.2):

a)
if a Service Area restriction change occurred, the Service Area Restrictions (see subclause 4.2.2.3.1) as obtained from the UDM; and

b)
if a RFSP index change occurred, the RFSP index (see subclause 4.2.2.3.2) as obtained from the UDM.

Upon the reception of the Npcf_AMPolicyControl_Update request, the PCF shall determine the applicable policy and shall send a Npcf_AMPolicyControl_Update reply with possible updates for that applicable policy and Policy Control Request Trigger(s) encoded as described in subclause 4.2.2.1.

Editor's note:
This text needs to be enhanced with encoding details such as HTTP methods, resources and attribute names once they are defined.

4.2.3.2
Policy Control Request Triggers

The following Policy Control Request Triggers are defined (see subclause 6.1.2.5 of 3GPP TS 23.503 [4]):

-
Location change (tracking area): the tracking area of the UE has changed;

-
Change of UE presence in PRA: the UE is entering/leaving a Presence Reporting Area;

-
Service Area Restriction change: the UDM notifies the AMF that the subscribed service area restriction information has changed; and

-
RFSP index change: the UDM notifies the AMF that the subscribed RFSP index has changed.

Editor's note:
This text needs to be enhanced with encoding details.

*** 3rd Change ***

4.2.4
Npcf_AMPolicyControl_UpdateNotify Service Operation

4.2.4.1
General

The PCF may decide to update policies or to request the termination of the policy association and shall then use an Npcf_AMPolicyControl_UpdateNotify service operation.

The following procedures using the Npcf_AMPolicyControl_UpdateNotify service operation are supported:

-
policy update notification; and

-
request for termination of the policy association.

4.2.4.2
Policy update notification

The PCF may decide to update policies and shall then send an Npcf_AMPolicyControl_UpdateNotify request to the Notification URI previously supplied by the NF service consumer that shall include:

-
policy association ID; and
-
updated policies, i.e.:

1)
UE policy (see subclause 4.2.2.2);

2)
AMF Access and Mobility Policy (see subclause 4.2.2.3); and/or

3)
one or several of the following Policy Control Request Trigger(s) (see subclause 4.2.3.2):

a)
Location change (tracking area); and

b)
Change of UE presence in PRA.

NOTE:
An alternate NF service consumer than the one that requested the generation of the subscription resource can send the request. For instance, an AMF as service consumer can change.
Upon the reception of the Npcf_AMPolicyControl_UpdateNotify request, the AMF shall for a succesfull processing enforce the received updated policy and shall send a Npcf_AMPolicyControl_UpdateNotify reply indicating the success or failure of the enforcement.
If the AMF can not handle the notification but knows by implementation specific means that another AMF can handle the notification, it shall reply with an HTTP "307 temporary redirect" error response pointing to the URI of the new AMF. If the AMF can not handle the notification but another unknown AMF could possibly handle the notification, it shall reply with an HTTP "404 Not found" error response.
If the PCF becomes aware that a new AMF is requiring notifications (e.g. via the "404 Not found" response or via Namf_Communication service AMFStatusChange Notifications, see 3GPP TS 23.502 [3], or via link level failures), and the PCF knows alternate or backup IPv4 or IPv6 Addess(es) where to send Notifications (e.g. via "altNotifIpv4Addrs" or "altNotifIpv6Addrs" attributes received when the policy association was created or via AMFStatusChange Notifications), the PCF shall exchange the authority part of the corresponding Notification URL with one of those addresses and shall use that URL in subsequent communication. If the PCF received a "404 Not found" response, the SMF should resend the failed Notfictaion to that URL.

If the PCF receives a "307 temporary redirect " response, the PCF shall use this URL as Notification URL in subsequent communication and shall resend the failed Notification to that URL.

Editor's note:
This text needs to be enhanced with encoding details such as HTTP methods, resources and attribute names once they are defined.

4.2.4.3
Request for termination of the policy association

The PCF may to request the termination of the policy association and shall then send an Npcf_AMPolicyControl_UpdateNotify request to the Notification URI previously supplied by the NF service consumer that shall include:

-
policy association ID; and

-
policy association termination request.
NOTE:
An alternate NF service consumer than the one that requested the generation of the subscription resource can send the request. For instance, an AMF as service consumer can change.
Upon the reception of the Npcf_AMPolicyControl_UpdateNotify request, the AMF shall for a succesfull processing terminate the policy association and shall send a Npcf_AMPolicyControl_UpdateNotify reply.

If the AMF can not handle the notification but knows by implementation specific means that another AMF can handle the notification, it shall reply with an HTTP "307 temporary redirect" error response pointing to the URI of the new AMF. If the AMF can not handle the notification but another unknown AMF could possibly handle the notification, it shall reply with an HTTP "404 Not found" error response.
If the PCF becomes aware that a new AMF is requiring notifications (e.g. via the "404 Not found" response or via Namf_Communication service AMFStatusChange Notifications, see 3GPP TS 23.502 [3], or via link level failures), and the PCF knows alternate or backup IPv4 or IPv6 Addess(es) where to send Notifications (e.g. via "altNotifIpv4Addrs" or "altNotifIpv6Addrs" attributes received when the policy association was created or via AMFStatusChange Notifications), the PCF shall exchange the authority part of the corresponding Notification URL with one of those addresses and shall use that URL in subsequent communication. If the PCF received a "404 Not found" response, the SMF should resend the failed Notfictaion to that URL.

If the PCF receives a "307 temporary redirect " response, the PCF shall use this URL as Notification URL in subsequent communication and shall resend the failed Notification to that URL.

Editor's note:
This text needs to be enhanced with encoding details such as HTTP methods, resources and attribute names once they are defined.

Editor's note:
It is ffs if the Npcf_AMPolicyControl_Delete Service Operation needs to be executed in consecution.

*** 4th Change ***

5.5.2.2
Operation Definition

This operation shall support the request data structures specified in table 5.5.2.2-1 and the response data structure and response codes specified in table 5.5.2.2-2.

Table 5.5.2.2-1: Data structures supported by the POST Request Body on this resource

	Data type
	P
	Cardinality
	Description

	PolicyUpdateNotification
	M
	1
	Updated policies.


Table 5.5.2.2-2: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	The policies were successfully updated.

	ResourceMoved
	O
	0..1
	307 temporary redirect
	The NF service consumer shall generate a Location header field containing a different URI and may also include this information in the request body

	ProblemDetails
	M
	1
	404 Not Found
	The NF service consumer can use this response when the notification can be sent to another host.


*** 5th Change ***

5.5.3.2
Operation Definition

This operation shall support the request data structures specified in table 5.5.3.2-1 and the response data structure and response codes specified in table 5.5.3.2-2.

Table 5.5.3.2-1: Data structures supported by the POST Request Body on this resource

	Data type
	P
	Cardinality
	Description

	TerminationNotification
	M
	1
	Request to terminate the policy association.


Table 5.5.3.2-2: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	The request for policy association termination was received.

	ResourceMoved
	O
	0..1
	307 temporary redirect
	The NF service consumer shall generate a Location header field containing a different URI and may also include this information in the request body

	ProblemDetails
	M
	1
	404 Not Found
	The NF service consumer can use this response when the notification can be sent to another host.


*** 6th Change ***

5.6.1
General

This subclause specifies the application data model supported by the API.

Table 5.6.1-1 specifies the data types defined for the Npcf_AMPolicyControl service based interface protocol.

Table 5.6.1-1: Npcf_AMPolicyControl specific Data Types

	Data type
	Section defined
	Description
	Applicability

	PolicyAssociation
	5.6.2.2
	Description of a policy association that is returned by the PCF when a policy Association is created, updated, or read.
	

	PolicyAssociationRequest
	5.6.2.3
	Information that NF service consumer provides when requesting the creation of a policy association.
	

	PolicyAssociationUpdateRequest
	5.6.2.4
	Information that NF service consumer provides when requesting the update of a policy association.
	

	PolicyUpdate
	5.6.2.5
	Updated policies that the PCF provides in a notification or in the reply to an Update Request.
	

	RequestTrigger
	5.6.3.3
	Enumeration of possible Request Triggers.
	

	TerminationNotification
	5.6.2.6
	Request to terminate a policy Association that the PCF provides in a notification.
	


Table 5.6.1-2 specifies data types re-used by the Npcf_AMPolicyControl service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_AMPolicyControl service based interface. 

Table 5.6.1-2: Npcf_AMPolicyControl re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	AccessType
	3GPP TS 29.571 [11]
	
	

	Gpsi
	3GPP TS 29.571 [11]
	Generic Public Subscription Identifier
	

	GroupId
	3GPP TS 29.571 [11]
	
	

	Ipv4Addr
	3GPP TS 29.571 [11]
	
	

	Ipv6Addr
	3GPP TS 29.571 [11]
	
	

	NetworkId
	3GPP TS 29.571 [11]
	
	

	Pei
	3GPP TS 29.571 [11]
	Permanent Equipment Identifier
	

	ProblemDetails
	3GPP TS 29.571 [11]
	
	

	ResourceMoved
	3GPP TS 29.571 [11]
	
	

	Uri
	3GPP TS 29.571 [11]
	
	

	UserLocation
	3GPP TS 29.571 [11]
	
	

	RatType
	3GPP TS 29.571 [11]
	
	

	Supi
	3GPP TS 29.571 [11]
	Subscription Permanent Identifier
	

	SupportedFeatures
	3GPP TS 29.571 [11]
	Used to negotiate the applicability of the optional features defined in table 5.8-1.
	

	TimeZone
	3GPP TS 29.571 [11]
	
	


*** 7th Change ***

5.6.2.3
Type PolicyAssociationRequest

Table 5.6.2.3-1: Definition of type PolicyAssociationRequest

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	notificationUri
	Uri
	M
	1
	Identifies the recipient of Notifications sent by the PCF.
	

	altNotifIpv4Addrs
	array(Ipv4Addr)
	O
	0..N
	Alternate or backup IPv4 Addess(es) where to send Notifications.
	

	altNotifIpv6Addrs
	array(Ipv6Addr)
	O
	0..N
	Alternate or backup IPv6 Addess(es) where to send Notifications.
	

	supi
	Supi
	C
	0..1
	Subscription Permanent Identifier. Shall be provided when available.
	

	gpsi
	Gpsi
	C
	0..1
	Generic Public Subscription Identifier. Shall be provided when available.
	

	accessType
	AccessType
	C
	0..1
	The Access Type where the served UE is camping. Shall be provided when available.
	

	pei
	Pei
	C
	0..1
	The Permanent Equipment Identifier of the served UE. Shall be provided when available.
	

	userLoc
	UserLocation
	C
	0..1
	The location of the served UE. Shall be provided when available.
	

	timeZone
	TimeZone
	C
	0..1
	The time zone where the served UE is camping. Shall be provided when available.
	

	servingPlmn
	NetworkId
	C
	0..1
	The serving PLMN where the served UE is camping. Shall be provided when available.
	

	ratType
	RatType
	C
	0..1
	The RAT Type where the served UE is camping. Shall be provided when available.
	

	groupId
	GroupId
	C
	0..1
	Internal Group Identifier of the served UE. Shall be provided when available.
	

	vPcfId
	string
	C
	0..1
	V-PCF Identifier. Shall be provided when available.
	

	hPcfId
	string
	C
	0..1
	H-PCF Identifier. Shall be provided when available.
	

	policy
	PolicyAssociationPolicy
	C
	0..1
	The policies provided by the service consumer for possible modification by the PCF. Shall be provided when available.
	

	suppFeat
	SupportedFeatures
	M
	1
	Indicates the features supported by the service consumer.
	


Editor's note:
The type string for vPcfId and hPcfId should be confirmed.

*** 8th Change ***

5.6.2.4
Type PolicyAssociationUpdateRequest

Table 5.6.2.4-1: Definition of type PolicyAssociationUpdateRequest

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	polAssoId
	PolAssoId
	M
	1
	Policy Association ID assigned by the PCF.
	

	notificationUri
	Uri
	O
	0..1
	Identifies the recipient of Notifications sent by the PCF.
	

	triggers
	array(RequestTrigger)
	O
	0..N
	Request Triggers that the NF service consumer observes.
	

	servAreaRes
	FFS
	C
	0..1
	Service Area Restriction as part of the AMF Access and Mobility Policy. Shall be provided for trigger "SERV_AREA_CH".
	

	rfsp
	FFS
	C
	0..1
	RFSP Index as part of the AMF Access and Mobility Policy. Shall be provided for trigger "RFSP_CH".
	


*** End of Changes ***
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