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1. Introduction
Stage2 has specific requirements for AMF changes that affect multiple services, typically documented in TS 23.501. The present contribution aims to summarize those requirements and to analyze how to translate them into stage 3. A related PCR against TS 29.501 is in C4-184302.
2. Summary of related stage 2 requirements:
1. The AMF serving a UE can change to another AMF within the corresponding AMF set or to a backup AMF.

2. 5G CN Peers using AMF services or offering services to the AMF need to support a related transfer of services to the new AMF.

3. AMF may provid the addess of a backup AMF within the AMF set to peers a start of a service establishment.
4. Peers can discover AMFs within an AMF set by querying NRF Nnrf_NFDiscovery service.

5. If a peer addresses a wrong AMF within the AMF set for some service-related interaction, that AMF replies with an error response and may include information about the correct AMF in that response. For an error response without correct AMF, the peer selects another AMF from the AMF set.
6. Peers can subscribe to notifications about AMF changes and will then be notified using the Namf_Communication_AMFStatusChangeNotify service operation about such changes and the new AMF (either by old AMF before a planned removal or by new AMF after a change)

7. AMFs are identified by GUAMIs. A GUAMI can point to an individual AMF or to some or all AMFs within an AMF set. If a GUAMI points to several AMFs, and the UE is served by one of those all those AMFs can immediate handle communication to that service. i.e the 5G CN peer does not need to be aware which of those AMFs is serving a UE.
3. Typical Stage 3 communication Patters to be considered

Pattern 1: AMF as service consumer: Notifications to Callback URI at AMF

E.g. Npcf_AMPolicyControl service:

When the UE registers, the AMF creates a policy association with the PCF using the  Npcf_AMPolicyControl_Create request and provides a Notification URL.

When the PCF determines that it needs to update policies, it sends an Npcf_AMPolicyControl_UpdateNotify request to that Notification URL 

The format of the Notification URL is not standardized. The callback URI shall be in the form of an absolute URI as defined in subclause 4.3 of IETF RFC 3986 excluding any query component, any fragment component and any userinfo subcomponent (see subclause 4.4.3 of TS 29.501).
The NRF is not involved in the selection of the Notification URL.
Pattern 2: AMF as service producer: Addressing resources at the AMF

E.g. Namf_EventExposure Service

When an NF service consumer, e.g. the NEF, subscribes to event, the AMF selects an URL for the related subscription resource and provides it to the NF service consumer.

The NF service consumer uses that subscription resource URL to subsequently modify or cancel the subscription.

The standardized format of the subscription resource URL contains a host part:

{apiRoot}/namf-evts/v1/subscriptions/{subscriptionId}

"apiRoot" shall be a concatenation of scheme "https://"), authority (host and optional port) as defined in IETF RFC 3986 and an optional deployment-specific string that starts with a "/" character. (From TS 23.501)

The NF service consumer will use the NRF NFDiscovery service operation to obtain the host(s) supporting the service prior to invoking the service. However, it will not use that service to address resources if the link is already known.
4. Related stage 3 proposals
For Pattern 1: AMF as service consumer: Notifications to Callback URI at AMF

1. When AMF subscribes to notifications, it may provide the address of  a backup AMF in addition to Callback URL in the subscription resource.

2. NF service producer can also use the Nnrf_NFDiscovery service to discover AMFs within AMF set,

3. An NF service producer may subscribe to GUAMI changes using the AMFStatusChange using the Namf_Communication service.
4. An NF service producer may become aware of AMF changes (at the time of the AMF change or subsequently when sending signalling to the AMF) via Namf_Communication service AMFStatusChange Notifications, via Error response from old AMF, or via link level failures (e.g. no response from the AMF).
5. When becoming aware of an AMF change, and the new AMF is not known, the NF service producer selects an AMF within the AMF set or the backup AMF if earlier received.
6. When becoming aware of an AMF change, the NF service producer exchanges host part of Notification URL with new AMF information and uses that URL in subsequent communication.
7. Each AMF within set needs to be prepared to receive notifications from NF service producer, by either handling the notification, or by replying with an HTTP 3xx redirect pointing to new AMF, or by replying with other HTTP error.

8. The NF service producer needs to be prepared to receive updates to resources of the related service from any AMF within the set.
9. If the UE moves to an AMF from a different AMF Set, or to an AMF from the same AMF set that does not support handling the notification as specified in 7, the new AMF should update peer NFs with the new callback URI for the notification.

10. To enable proposal 6, format of Notification URLs needs to be standardized to a sufficient extent to allow NF 
For Pattern 2: AMF as service producer: Addressing resources at the AMF
1. When AMF receives request to establish a service, it may provide the address of of a backup AMF in a suitable resource.

2. NF service consumer can also use the Nnrf_NFDiscovery service to discover AMFs within AMF set,

3. An NF service consumer may subscribe to GUAMI changes using the AMFStatusChange using the Namf_Communication service.
4. An NF service consumer may become aware of AMF changes (at the time of the AMF change or subsequently when sending signalling to the AMF) via Namf_Communication service AMFStatusChange Notifications, via Error response from old AMF, or via link level failures (e.g no response from the AMF).
5. When becoming aware of an AMF change, and the new AMF is not known, the NF service consumer selects an AMF within the AMF set or the backup AMF if earlier received.
6. When becoming aware of an AMF change, the NF service consumer exchanges host part of resource URLs with new AMF information and uses that URL in subsequent communication.
7. Each AMF within set needs to be prepared to receive updates for resources from the NF service producer, by either handling the updates, or by replying with an HTTP 3xx redirect pointing to new AMF, or by replying with another HTTP error.

8. For a service that includes notifications from the AMF, the NF service consumer needs to be prepared to receive for the that service from any AMF within the set
NOTE: If the UE moves to an AMF from a different AMF Set, or to an AMF from the same AMF set that does not support handling the updates as specified in 7, but mechanisms exist to transfer information related to the resource to the AMF, service specific mechanism can exist.to notify the NF service consumer about the resource at the AMF. For instance, for the Namf_EventExposure service, information and an event subscription is transferred to the new AMF in such a manner and the new AMF will then report an event-change event.
Annex: Stage 2 quotations from TS 23.501

AMF Set: An AMF Set consists of some AMFs that serve a given area and Network Slice. Multiple AMF Sets may be defined per AMF Region and Network Slice(s).
5.19.3
AMF Load Balancing
The AMF Load Balancing functionality permits UEs that are entering into an AMF Region/AMF Set to be directed to an appropriate AMF in a manner that achieves load balancing between AMFs …
5.19.4
AMF Load Re-Balancing
The AMF load re-balancing functionality permits cross-section of its subscribers that are registered on an AMF (within an AMF Set) to be moved to another AMF within the same AMF set with minimal impacts on the network and end users. AMF may request some or all of the 5G-AN node(s) to redirect a cross-section of UE(s) returning from CM-IDLE state to be redirected to another AMF within the same AMF set .
For UE(s) in CM-IDLE state, when UE subsequently returns from CM-IDLE state and the 5G-AN receives an initial NAS message with a 5G S-TMSI or GUAMI pointing to an AMF that requested for redirection, the 5G-AN should select the specific target AMF (provided by the original AMF) or a different AMF from the same AMF set and forward the initial NAS message.
For UE(s) in CONNECTED mode, similar mechanisms for AMF Management can be used to move the UE to another AMF in the same AMF set as described in clause 5.21.2, except that the old AMF deregisters itself from NRF.
5.9.4
5G Globally Unique Temporary Identifier
The Globally Unique AMF ID (GUAMI) shall be structured as:

<GUAMI> := <MCC> <MNC> <AMF Region ID> <AMF Set ID> <AMF Pointer>

where AMF Region ID identifies the region, AMF Set ID uniquely identifies the AMF Set within the AMF Region and AMF Pointer uniquely identifies the AMF within the AMF Set.
6.3.5
AMF selection
Other CP NFs selects an AMF from the AMF Set under the following circumstances:
4) When the AMF has instructed CP NF that a certain AMF identified by GUAMI(s) is unavailable and the CP NF was not notified of target AMF, and/or CP NF has detected that the AMF has failed.
…
The AMF selection functionality in the AMF or other CP NFs shall utilize the NRF to discover the AMF instance(s) unless AMF information is available by other means, e.g. locally configured on AMF or other CP NFs. The NRF provides the IP address or the FQDN of AMF instance(s) or the Endpoint Address(es) of AMF service instance(s) to the AMF or other CP NFs. …
5.21.2.2.1
AMF planned removal procedure with UDSF deployed
…
An AMF identified by GUAMI(s) shall be able to instruct other peer CP NFs, subscribed to receive such a notification, that it will be unavailable for processing transactions by including GUAMI(s) configured on this AMF. If the CP NFs register with NRF for AMF unavailable notification, then the NRF shall be able to notify the subscribed NFs to receive such a notification that AMF identified by GUAMI(s) will be unavailable for processing transactions. Upon receipt of the notification that an AMF (GUAMI(s)) is unavailable, the other CP NFs shall take the following actions:
-
CP NF should mark this AMF (identified by GUAMI(s)) as unavailable and not consider the AMF for selection for subsequent MT transactions until the CP NF learns that it is available (e.g. as part of NF discovery results or via NF status notification from NRF).
-
Mark this AMF as unavailable while not changing the status of UE(s) associated to this AMF (UE(s) previously served by the corresponding AMF still remain registered in the network), and AMF Set information.
-
For the UE(s) that were associated to the corresponding AMF, when the peer CP NF needs to initiate a transaction towards the AMF that is marked unavailable, CP NF should select another AMF from the same AMF set (as in clause 6.3.5) and forward the transaction together with the old GUAMI. The new AMF retrieves UE context from the UDSF.
…
Following actions should be performed by the newly selected AMF:

…
-
If the new AMF is aware of a different AMF serving the UE (by implementation specific means) it redirects the uplink N2 signalling of the UE to that AMF if necessary, or reject the transaction from the peer CP NFs with a cause to indicate that new AMF has been selected. The peer CP NFs resend the transaction to the new AMF.
NOTE 4:
This bullet above addresses situations where 5G-AN node selects an AMF and CP NFs select another AMF for the UE concurrently. It also addresses the situation where CP NFs select an AMF for the UE concurrently
5.21.2.2.2
AMF planned removal procedure without UDSF
An AMF shall be able to instruct other peer CP NFs, subscribed to receive such a notification, that it will be unavailable for processing transactions by including GUAMI(s) configured on this AMF and its corresponding target AMF(s). The target AMF shall update the CP NF that the old GUAMI(s) is now served by target AMF. The old AMF provides the old GUAMI value to target AMF and the target AMF can use to locate UE contexts served by the old AMF. If the CP NFs register with NRF for AMF unavailable notification, then the NRF shall be able to notify the subscribed NFs to receive such a notification (along with the corresponding target AMF(s)) that AMF identified by GUAMI(s) will be unavailable for processing transactions. Upon receipt of the notification that an AMF is unavailable, the other CP NFs shall take the following action:

-
Mark this AMF and its associated GUAMI(s) as unavailable while not changing the status of UE(s) associated to this AMF (UE(s) previously served by the corresponding AMF still remain registered in the network), and AMF Set information.
-
For the UE(s) that were associated to the corresponding AMF, when the peer CP NF needs to initiate a transaction towards the AMF that is marked unavailable and the old unavailable AMF was replaced by the target AMF, CP NF should forward the transaction together with the old GUAMI to the target AMF(s).
NOTE 4:
If the CP NF does not subscribe to receive AMF unavailable notification (either directly with the AMF or via NRF), the CP NF may attempt forwarding the transaction towards the old AMF and detect that the AMF is unavailable after certain number of attempts. When it detects unavailable, it marks the AMF and its associated GUAMI(s) as unavailable.

5.21.2.3
Procedure for AMF Auto-recovery
For deployments without UDSF, for each GUAMI the backup AMF information (in association to the GUAMI) is configured in the AMF. The AMF sends this information to 5G-AN and other CP NFs during the N2 setup procedure or the first (per NF) interaction with other CP NFs.
In the case that an AMF fails and the 5G-AN/peer CP NFs detect that the AMF has failed, or the 5G-AN/peer CP NFs receives notification from another AMF in the same AMF set that this AMF has failed, following actions are taken:
-
Peer CP NFs consider this AMF as unavailable while retaining the UE context.
-
For the UE(s) that were associated to the corresponding AMF, when the peer CP NF needs to initiate a transaction towards the AMF, if backup AMF information of the corresponding failed AMF is not available, CP NF should select another AMF from the same AMF set and forward the transaction together with the old GUAMI. If backup AMF information of the corresponding failed AMF is available, the CP NF forwards transaction to the backup AMF.
- When the 5G-AN or CP NFs need to select a different AMF from the same AMF set,

-
For deployments with UDSF, any AMF from the same AMF set can be selected.
·  For deployments without UDSF, the backup AMF is determined based on the GUAMI of the failed AMF.
Following actions should be taken by the newly selected AMF:
-
For deployments with UDSF, when there is a transaction with the UE the newly selected AMF retrieves the UE context from the UDSF using SUPI, 5G-GUTI or AMF UE NGAP ID and it processes the UE message accordingly and updates the 5G-GUTI towards the UE, if necessary.
-
For deployments without UDSF, backup AMF (the newly selected AMF), based on the failure detection of the old AMF, instructs peer CP NFs and 5G-AN that the UE contexts corresponding to the GUAMI of the failed AMF is now served by this newly selected AMF. The backup AMF shall not use old GUAMI to allocate 5G-GUTI for UE(s) that are being served by Target AMF. The backup AMF uses the GUAMI to locate the respective UE Context(s).

-
The new AMF updates the peer NFs (that subscribed to receive AMF unavailability notification from old AMF) with the new AMF information.
-
If the new AMF is aware of a different AMF serving the UE (by implementation specific means) it redirects the uplink N2 signalling to that AMF, or reject the transaction from the peer CP NFs with a cause to indicate that new AMF has been selected. The peer CP NFs may wait for the update from the new AMF and resend the transaction to the new AMF.
Annex: Stage 2 quotations from TS 23.502
5.2.7.3.2
Nnrf_NFDiscovery service operation
Service operation name: Nnrf_NFDiscovery_Request
Description: provides the IP address or FQDN of the expected NF instance(s) or the Endpoint Address(es) of NF service instance(s) to the NF service consumer.
Inputs, Required: one or more target NF service Name(s), NF type of the target NF, NF type of the NF service consumer.
If the NF service consumer intends to discover an NF service producer providing all the standardized services, it provides a wildcard NF service name.
Inputs, Optional:
-
S-NSSAI and the associated NSI ID (if available), DNN, target NF/NF service PLMN ID, NRF to be used to select NFs/services within HPLMN, Serving PLMN ID, the NF service consumer ID, AMF Set.
-
If the target NF stores Data Set(s) (e.g., UDR): SUPI, Data Set Identifier(s). (UE) IP address or (UE) IPV6 Prefix.
NOTE:
In the context of network slicing the NF service consumer ID is a required input.
-
For the "UPF_Management" service defined in clause 4.17.6: UPF Provisioning Information as defined in that clause.
The (UE) IP address or (UE) IPV6 Prefix is provided for BSF discovery: in that case the NRF looks up for a match within one of the Range(s) of (UE) IPv4 addresses or Range(s) of (UE) IPv6 prefixes provided by BSF(s) as part of the invocation of Nnrf_NFManagement_NFRegister operation. The NRF is not meant to store individual (UE) IPv4 addresses or (UE) IPv6 prefixes.
Outputs, Required: FQDN, IP address(es) or Endpoint Addresses for the target Service Name, or all the services supported by the target NF type.
FQDN, IP address(es) belong to a set of requested target NF instance(s). Endpoint Address(es) belong to a set of of requested target, NF service instance(s).
Outputs, Optional: NSI ID associated with the S-NSSAI. if the target NF stores Data Set(s) (e.g., UDR): Range(s) of SUPIs, Data Set Identifier(s) applicable for each NF (e.g. UDR) instance returned.
NOTE:
Range of SUPI(s) is limited in this release to a SUPI type of IMSI as defined in 23.003 [33].
See clause 4.17.4/4.17.5 for details on the usage of this service operation.
Table 5.2.2.1-1: List of AMF Services
	Service Name
	Service Operations
	Operation
Semantic
	Known Consumer(s)

	Namf_Communication
	…
	
	

	
	AMFStatusChangeSubscribe
	Subscribe / Notify
	SMF, PCF, NEF, SMSF, UDM

	
	AMFStatusChangeUnSubscribe
	Subscribe / Notify
	SMF, PCF, NEF, SMSF, UDM

	
	AMFStatusChangeNotify
	Subscribe / Notify
	SMF, PCF, NEF, SMSF, UDM


5.2.2.2.14
Namf_Communication_AMFStatusChangeSubscribe service operation
Service operation name: Namf_Communication_AMFStatusChangeSubscribe
Description: This service operation is used by an NF to subscribe for AMF Status Change notification.
Input, Required: GUAMI(s).
Input, Optional: None.
Output, Required: None.
Output, Optional: None.
See clause 5.21.2.2, TS 23.501 [2] for the example usage of this service operation. The GUAMI(s) is used to identify the AMF
5.2.2.2.15
Namf_Communication_AMFStatusChangeUnSubscribe service operation
Service operation name: Namf_Communication_AMFStatusChangeUnSubscribe
Description: This service operation is used by an NF to unsubscribe for AMF Status Change notification.
Input, Required: GUAMI(s).
Input, Optional: None.
Output, Required: None.
Output, Optional: None.
See clause 5.21.2.2, TS 23.501 [2] for the example usage of this service operation. The GUAMI(s) is used to identify the AMF.
5.2.2.2.16
Namf_Communication_AMFStatusChangeNotify service operation
Service operation name: Namf_Communication_AMFStatusChangeNotify
Description: Report AMF Status change (e.g. AMF unavailable) notification to subscribed NFs.
Input, Required: GUAMI(s).
Input, Optional: Target AMF(s) Name associated with the indicated GUAMI.
Output, Required: None.
Output, Optional: None.
See clause 5.21.2.2, TS 23.501 [2] for the example usage of this service operation. The GUAMI(s) is used to identify the AMF. For network deployment without UDSF case, the target AMF Name which is to serve the user of the indicated GUAMI is also included.
