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	Title:                     
(

	Mandatory Notification Destination

	
	

	Source:            
    (

	Nokia, Nokia Shanghai-Bell

	
	

	Work item code:  
(

	NAPS-CT
	

	
	

	Reason for           (
   

change:

	The received reply LS in S2-183930 on "T8 Destination Address" states that " it is acceptable from a stage 2 perspective to require that the T8 Destination Address always be passed by the SCS/AS towards the SCEF in requests that create subscriptions for notification delivery over HTTP, e.g. as part of the Event Monitoring Procedure."
However, in a number of stage 3 APIs the related "NotificationDestination" attribute is optional. But no sematics or procedures are defined for the case where the NotificationDestination" attribute is omitted.

To safe resources, it seems desirable that an SCS/AS is allowed to use the same NotificationDestination and related HTTP connection for several subscriptions.

	
	

	Summary of 
change:                (

	"NotificationDestination" attribute is made mandatory.
It is clarified that an SCS/AS can use the same NotificationDestination and related HTTP connection for several subscriptions.


	
	

	Consequences    (
  
if not agreed:
	Misallignement with SA2 guidance.
Risk of failures to deliver Notifications.

Unnecessrily high resource usage.

	
	

	Other specs         (

	

	affected(if any):
	

	
	 

	
	

	Other comments (

	


Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
5.2.5.2
Notification Delivery using a separate HTTP connection

If a delivery of notifications is required for an API, the SCS/AS shall provide a URI in the "notificationDestination" attribute defined in the data types that are passed in a request to create a resource that represents a subscription to notifications, designating where to send HTTP Notifications to the SCEF unless it is specified for that API that a preconfigured destination address is used.
The SCS/AS may provide the same "notificationDestination" for several subscriptions, and the SCEF should then use the same HTTP connection to deliver related notifications.
The SCEF shall take the role of the HTTP client on the HTTP connection for the delivery of Notifications. Subclause 5.2.2 shall also apply for this HTTP connection with the exception that an SCEF (rather than an SCS/AS) desiring to use HTTP/2 shall use the HTTP upgrade mechanism to negotiate applicable HTTP version.
*** 2nd Change ***
5.5.2.1.2
Type: ChargeableParty

This type represents the configuration of a chargeable party. The same structure is used in the configuration request and configuration response.

Table 5.5.2.1.2-1: Definition of type ChargeableParty

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of ChargeableParty type.
	

	notificationDestination
	Link
	1
	Contains the URL to receive the notification of bearer level event(s) from the SCEF.
	

	requestTestNotification
	boolean
	0..1
	Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in subclause 5.2.5.4.
	Notification_websocket

	ipv4Addr
	Ipv4Addr
	0..1
	Identifies the IPv4 address.

(NOTE 2)
	

	ipv6Addr 
	Ipv6Addr
	0..1
	Identifies the IPv6 address.

(NOTE 2)
	

	flowInfo
	array(FlowInfo)
	1..N
	Describes the application flows.
	

	sponsorInformation
	SponsorInformation
	1
	Describes the sponsor information such as who is sponsoring the traffic.
	

	sponsoringEnabled
	boolean
	1
	Indicates sponsoring status.
	

	referenceId
	BdtReferenceId
	0..1
	The reference ID for a previously selected policy of background data transfer.
	

	usageThreshold
	UsageThreshold
	0..1
	Time period and/or traffic volume.
	

	NOTE 1:
Properties marked with a feature as defined in subclause 5.5.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2:
Either ipv4 or ipv6 address shall be provided.


*** 3rd Change ***

5.7.2.1.2
Type: DeviceTriggering

This type represents device triggering request. The same structure is used in the request and response.

Table 5.7.2.1.2-1: Definition of type DeviceTriggering

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of DeviceTriggering type
	

	triggerReferenceNumber
	integer
	1
	The reference number is allocated by the initiator of a transaction and is used in all subsequent messages related to that transaction.
	

	validityPeriod
	DurationSec
	1
	The validity time in seconds for the specific action requested.
	

	priority
	Priority
	0..1
	Identifies the priority of the device trigger.
	

	applicationPortId
	Port
	0..1
	This is used to uniquely identify the triggering application addressed in the device.
	

	triggerPayload
	Binary
	1
	The device triggering payload.
	

	notificationDestination
	Link
	1
	A URI indicating the notification destination for T8 notifications.
	

	requestTestNotification
	boolean
	0..1
	Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in subclause 5.2.5.4.
	Notification_websocket

	deliveryResult
	DeliveryResult
	0..1
	The delivery result shall be included in the HTTP responses that indicate the delivery status of the device triggering.
	

	NOTE:
Properties marked with a feature as defined in subclause 5.7.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


Editor´s note: It is FFS if trigger reference number is made redundant by the tltrId

*** 4th Change ***

5.8.2.1.1.3
Type: GMDViaMBMSByMb2

This type represents the group message delivery via MBMS by MB2. 

Table 5.8.2.1.1.3-1: Definition of type GMDViaMBMSByMb2

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	tltrId
	TltrId
	0..1
	Identifies the long-term transaction that identifies the present resource. The SCS/AS may provide this parameter. The SCEF shall include that parameter if it was provided by the SCS/AS.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of GroupMessageDeliveryViaMBMS type
	

	notificationDestination
	Link
	1
	A URI indicating the notification destination where T8 notification requests shall be delivered
	

	requestTestNotification
	boolean
	0..1
	Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in subclause 5.2.5.4.
	Notification_websocket

	externalGroupId
	ExternalGroupId
	0..1
	Identifies a user group as defined in subclause 4.6.2 of 3GPP TS 23.682 [2].
	

	mbmsLocArea
	MbmsLocArea
	0..1
	Restricts the distribution of the group message.
	

	messageDeliveryStartTime
	DateTime
	0..1
	Identifies the absolute time at which the SCS/As starts to distribute the data. If absent, it indicates the message shall be sent immediately.
	

	groupMessagePayload
	FFS
	0..1
	Indicates the payload the SCS/AS intends to deliver to the UEs.
	

	scefMessageDeliveryIPv4
	Ipv4Addr
	0..1
	Indicates the Ipv4 address where the SCEF wants to receive the data.
	

	scefMessageDeliveryIPv6
	Ipv6Addr
	0..1
	Indicates the Ipv6 address where the SCEF wants to receive the data.
	

	scefMessageDeliveryPort
	integer
	0..1
	Indicates the port number where the SCEF wants to receive the data.
	

	NOTE:
Properties marked with a feature as defined in subclause 5.8.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


*** 5th Change ***

Table 5.8.3.1.1.2-1: Definition of type GMDViaMBMSByxMB

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	tltrId
	TltrId
	0..1
	Identifies the long-term transaction that identifies the present resource. The SCS/AS may provide this parameter. The SCEF shall include that parameter if it was provided by the SCS/AS.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of GroupMessageDeliveryViaMBMS type
	

	notificationDestination
	Link
	1
	A URI indicating the notification destination where T8 notification requests shall be delivered
	

	requestTestNotification
	boolean
	0..1
	Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in subclause 5.2.5.4.
	Notification_websocket

	externalGroupId
	ExternalGroupId
	0..1
	Identifies a user group as defined in subclause 4.6.2 of 3GPP TS 23.682 [2].
	

	mbmsLocArea
	MbmsLocArea
	0..1
	Restricts the distribution of the group message.
	

	messageDeliveryStartTime
	DateTime
	0..1
	Identifies the absolute time at which the SCS/As starts to distribute the data. If absent, it indicates the message shall be sent immediately.
	

	messageDeliveryStopTime
	DateTime
	0..1
	Identifies the absolute time at which the SCS/As is expected to stop distributing the data. If absent, configuration time will be used.
	

	groupMessagePayload
	FFS
	0..1
	Indicates the payload the SCS/AS intends to deliver to the UEs.
	

	scefMessageDeliveryIPv4
	Ipv4Addr
	0..1
	Indicates the Ipv4 address where the SCEF wants to receive the data.
	

	scefMessageDeliveryIPv6
	Ipv6Addr
	0..1
	Indicates the Ipv6 address where the SCEF wants to receive the data.
	

	scefMessageDeliveryPort
	integer
	0..1
	Indicates the port number where the SCEF wants to receive the data.
	

	NOTE:
Properties marked with a feature as defined in subclause 5.8.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


*** 6th Change ***

Table 5.9.2.1.2-1: Definition of type NetworkStatusReportingSubscription

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	self
	Link
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of NetworkStatusReportingSubscription type.
	

	notificationDestination
	Link
	1
	A URI indicating the notification destination where T8 notification requests shall be delivered
	

	requestTestNotification
	boolean
	0..1
	Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in subclause 5.2.5.4.
	Notification_websocket

	locationArea
	LocationArea
	1
	Identifies a location area. It can be either a list of cell IDs, or a list of Tracking Areas, or civic addresses, or a geographic area, or a combination of any of the above.
	

	timeDuration
	DateTme
	0..1
	Identifies the time for which a continuous reporting is requested. Shall not be provided for one time reporting case.
	

	thresholdValues
	array(CongestionValue)
	0..N
	Identifies a list of congestion level(s) with exact value that the SCS/AS requests to be informed of when reached.
(NOTE 2)
	

	thresholdTypes
	array(CongestionType)
	0..N
	Identifies a list of congestion level(s) with abstracted value that the SCS/AS requests to be informed of when reached.
(NOTE 2)
	

	NOTE 1:
Properties marked with a feature as defined in subclause 5.9.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2:
thresholdValue and thresholdType shall be mutually exclusive.


*** 7th Change ***

5.14.2.1.2
Type: AsSessionWithQoSSubscription

This type represents an AS session request with specific QoS for the service provided by the SCS/AS to the SCEF via T8 interface. The structure is used for subscription request and subscription response.

Table 5.14.2.1.2-1: Definition of type AsSessionWithQoSSubscription

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	notificationDestination
	Link
	1
	Contains the URL to receive the notification bearer level event(s) from the SCEF.
	

	flowInfo
	array(FlowInfo)
	1..N
	Describe the data flow which requires QoS.
	

	qosReference
	string
	0..1
	Identifies a pre-defined QoS information
	

	ueIpv4Addr
	Ipv4Addr
	0..1
	The IPv4 address of UE. 

(NOTE 2)
	

	ueIpv6Addr
	Ipv6Addr
	0..1
	The IPv6 address of UE. 

(NOTE 2)
	

	usageThreshold
	UsageThreshold
	0..1
	Time period and/or traffic volume in which the QoS is to be applied.
	

	sponsorInfo
	SponsorInformation
	0..1
	Indicates a sponsor information
	

	NOTE 1:
Properties marked with a feature as defined in subclause 5.14.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2:
The property “ueIpv4Addr” or “ueIpv6Addr” shall be included.


*** 8th Change ***

A.5
ChargeableParty API
openapi: 3.0.0

info:

  title: 3gpp_chargeable_party
  version: "v1"

externalDocs:

  description: Documentation

  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.122/'

servers:

  - url: https://{apiRoot}/3gpp_chargeable_party/v1

    variables:

      apiRoot:

        default: https://demohost.com

        description: apiRoot as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excluding the https:// part.

paths:

Editor's note: TBC.
components:

  schemas: 
    ChargeableParty:

      type: object

      properties:

        tltrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TltrId'

        self:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        notificationDestination:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        requestTestNotification:

          type: boolean

          description: Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.

        websockNotifConfig:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/WebsockNotifConfig'

        ipv4Addr:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Ipv4Addr'

        ipv6Addr :

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Ipv6Addr'

        flowInfo:

          type: array

          items:

            $ref: 'TS29122_CommonData.yaml#/components/schemas/FlowInfo'

          minItems: 1

          description: Describes the application flows.

        sponsorInformation:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/SponsorInformation'

        sponsoringEnabled:

          type: boolean

          description: Indicates sponsoring status.

        referenceId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/BdtReferenceId'

        usageThreshold:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/UsageThreshold'

      required:
        - notificationDestination
        - flowInfo

        - sponsorInformation

        - sponsoringEnabled

*** 9th Change ***

A.7
DeviceTriggering API

openapi: 3.0.0

info:

  title: 3gpp_device_triggering
  version: "v1"

externalDocs:

  description: Documentation

  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.122/'

servers:

  - url: https://{apiRoot}/3gpp_device_triggering/v1

    variables:

      apiRoot:

        default: https://demohost.com

        description: apiRoot as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excluding the https:// part.

paths:

Editor's note: TBC.
components:

  schemas: 
    DeviceTriggering:

      type: object

      properties:

        tltrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TltrId'

        self:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        triggerReferenceNumber:

          type: integer

          description: The reference number is allocated by the initiator of a transaction and is used in all subsequent messages related to that transaction.

        validityPeriod:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'

        priority:

          $ref: '#/components/schemas/Priority'

        applicationPortId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Port'

        triggerPayload:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Binary'

        notificationDestination:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        requestTestNotification:

          type: boolean

          description: Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.

        websockNotifConfig:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/WebsockNotifConfig'

        deliveryResult:

          $ref: '#/components/schemas/DeliveryResult'

      required:

        - triggerReferenceNumber

        - validityPeriod

        - triggerPayload

        - notificationDestination

    DeviceTriggeringDeliveryReportNotification:

      type: object

      properties:

        transactionId:

          type: string

          description: Identifier of the related device triggering transaction resource, as defined by the "id" attribute of the "DeviceTriggering" data type. 

        transaction:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        tltrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TltrId'

        result:

          $ref: '#/components/schemas/DeliveryResult'

      required:

        - transactionId

        - transaction

        - result

    DeliveryResult:

      anyOf:

      - type: string

        enum:

          - SUCCESS

          - UNKNOWN

          - FAILURE

          - TRIGGERED

          - EXPIRED

          - UNCONFIRMED

          - REPLACED

          - TERMINATE

      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - SUCCESS: This value indicates that the device action request was successfully completed.

        - UNKNOWN: This value indicates any unspecified errors.

        - FAILURE: This value indicates that this trigger encountered a delivery error and is deemed permanently undeliverable.

        - TRIGGERED: This value indicates that device triggering request is accepted by the SCEF.

        - EXPIRED: This value indicates that the validity period expired before the trigger could be delivered.

        - UNCONFIRMED: This value indicates that the delivery of the device action request is not confirmed.

        - REPLACED: This value indicates that the device triggering replace request is accepted by the SCEF.

        - TERMINATE: This value indicates that the delivery of the device action request is terminated by the SCS/AS.

    Priority:

      anyOf:

      - type: string

        enum:

          - NO_PRIORITY

          - PRIORITY

      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - NO_PRIORITY: This value indicates that the device trigger has no priority.

        - PRIORITY: This value indicates that the device trigger has priority.

*** 10th Change ***

A.8.1
GMDviaMBMSbyMB2 API
openapi: 3.0.0

info:

  title: GMDviaMBMSbyMB2
  description: API for Group Message Delivery via MBMS by MB2

  version: "v1"

externalDocs:

  description: Documentation

  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.122/'

servers:

  - url: https://{apiRoot}/3gpp_group_message_delivery_mb2/v1

    variables:

      apiRoot:

        default: https://demohost.com

        description: apiRoot as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excluding the https:// part.

paths:

Editor's note: TBC.
components:

  schemas: 
    TMGIAllocation:

      type: object

      properties:

        self:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        externalGroupId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/ExternalGroupId'

        mbmsLocArea:

          $ref: '#/components/schemas/MbmsLocArea'

        tmgi:

          type: string

          description: Identifies a particular MBMS bearer service.

        tmgiExpiration:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'

    GMDViaMBMSByMb2:

      type: object

      properties:

        tltrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TltrId'

        self:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        notificationDestination:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        requestTestNotification:

          type: boolean

          description: Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.

        websockNotifConfig:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/WebsockNotifConfig'

        externalGroupId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/ExternalGroupId'

        mbmsLocArea:

          $ref: '#/components/schemas/MbmsLocArea'

        messageDeliveryStartTime:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'

        groupMessagePayload:

Editor's note: TBC.
        scefMessageDeliveryIPv4:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Ipv4Addr'

        scefMessageDeliveryIPv6:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Ipv6Addr'

        scefMessageDeliveryPort:

          type: integer

          description: Indicates the port number where the SCEF wants to receive the data.

      required:

        - notificationDestination

    GMDByMb2Notification:

      type: object

      properties:

        transactionId:

          type: string

          description: SCEF-assigned transaction identifier of the corresponding delivery request.

        transaction:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        tltrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TltrId'

        tmgi:

          type: string

          description: Identifies the TMGI.

        deliveryTriggerStatus:

          type: boolean

          description: Indicates whether delivery of group message payload corresponding to the TMGI was successful or not

      required:

        - transactionId

        - transaction

    TMGIAllocationPatch:

      type: object

      properties:

        externalGroupId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/ExternalGroupId'

        mbmsLocArea:

          $ref: '#/components/schemas/MbmsLocArea'

    GMDViaMBMSByMb2Patch:

      type: object

      properties:

        externalGroupId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/ExternalGroupId'

        mbmsLocArea:

          $ref: '#/components/schemas/MbmsLocArea'

        messageDeliveryStartTime:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'

        groupMessagePayload:

Editor's note: TBC.
    MbmsLocArea:

      type: object

      properties:

        cellId:

          type: array

          items:

            type: string

          minItems: 0

          description: Indicates a Cell Global Identification of the user which identifies the cell the UE is registered.

        enodeBId:

          type: array

          items:

            type: string

          minItems: 0

          description: Indicates an eNodeB in which the UE is currently located.

        geographicArea:

          type: array

          items:

            $ref: 'TS29572_Nlmf_Location.yaml#/components/schemas/GeographicArea'

          minItems: 0

          description: Identifies a geographic area of the user where the UE is located.

        mbmsserviceAreaId:

          type: array

          items:

            type: string

          minItems: 0

          description: Identifies an MBMS Service Area Identity of the user where the UE is located.

        civicAddress:

          type: array

          items:

            $ref: 'TS29572_Nlmf_Location.yaml#/components/schemas/CivicAddress'

          minItems: 0

          description: Identifies a civic address of the user where the UE is located.

*** 11th Change ***

A.8.2
GMDviaMBMSbyxMB API
openapi: 3.0.0

info:

  title: GMDviaMBMSbyxMB

  description: API for Group Message Delivery via MBMS by xMB

  version: "v1"

externalDocs:

  description: Documentation

  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.122/'

servers:

  - url: https://{apiRoot}/3gpp_group_message_delivery_xmb/v1

    variables:

      apiRoot:

        default: https://demohost.com

        description: apiRoot as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excluding the https:// part.

paths:

Editor's note: TBC.
components:

  schemas: 
    GMDViaMBMSByxMB:

      type: object

      properties:

        scsAsId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/ScsAsId'

        tltrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TltrId'

        self:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        notificationDestination:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        requestTestNotification:

          type: boolean

          description: Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.

        websockNotifConfig:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/WebsockNotifConfig'

        externalGroupId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/ExternalGroupId'

        mbmsLocArea:

          $ref: '#/components/schemas/MbmsLocArea'

        messageDeliveryStartTime:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'

        messageDeliveryStopTime:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'

        groupMessagePayload:

Editor's note: TBC.
        scefMessageDeliveryIPv4:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Ipv4Addr'

        scefMessageDeliveryIPv6:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Ipv6Addr'

        scefMessageDeliveryPort:

          type: integer

          description: Indicates the port number where the SCEF wants to receive the data.

      required:

        - scsAsId

        - notificationDestination

    GMDNotificationByxMb:

      type: object

      properties:

        transactionId:

          type: string

          description: SCEF-assigned transaction identifier of the corresponding delivery request.

        transaction:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        tltrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TltrId'

        deliveryTriggerStatus:

          type: boolean

          description: Indicates whether delivery of group message payload was successful or not

      required:

        - transactionId

        - transaction

    GMDViaMBMSByxMBPatch:

      type: object

      properties:

        externalGroupId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/ExternalGroupId'

        mbmsLocArea:

          $ref: '#/components/schemas/MbmsLocArea'

        messageDeliveryStartTime:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'

        messageDeliveryStopTime:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'

        groupMessagePayload:

Editor's note: TBC.
    MbmsLocArea:

      type: object

      properties:

        cellId:

          type: array

          items:

            type: string

          minItems: 0

          description: Indicates a Cell Global Identification of the user which identifies the cell the UE is registered.

        enodeBId:

          type: array

          items:

            type: string

          minItems: 0

          description: Indicates an eNodeB in which the UE is currently located.

        geographicArea:

          type: array

          items:

            $ref: 'TS29572_Nlmf_Location.yaml#/components/schemas/GeographicArea'

          minItems: 0

          description: Identifies a geographic area of the user where the UE is located.

        mbmsserviceAreaId:

          type: array

          items:

            type: string

          minItems: 0

          description: Identifies an MBMS Service Area Identity of the user where the UE is located.

        civicAddress:

          type: array

          items:

            $ref: 'TS29572_Nlmf_Location.yaml#/components/schemas/CivicAddress'

          minItems: 0

          description: Identifies a civic address of the user where the UE is located.

*** 12th Change ***

A.9
ReportingNetworkStatus API

openapi: 3.0.0

info:

  title: 3gpp_network_status_reporting
  version: "v1"

externalDocs:

  description: Documentation

  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.122/'

servers:

  - url: https://{apiRoot}/3gpp_network_status_reporting/v1

    variables:

      apiRoot:

        default: https://demohost.com

        description: apiRoot as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excluding the https:// part.

paths:

Editor's note: TBC.
components:

  schemas: 
    NetworkStatusReportingSubscription:

      type: object

      properties:

        tltrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TltrId'

        self:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        notificationDestination:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        requestTestNotification:

          type: boolean

          description: Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.

        websockNotifConfig:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/WebsockNotifConfig'

        locationArea:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/LocationArea'

        timeDuration:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'

        thresholdValues:

          type: array

          items:

            $ref: '#/components/schemas/CongestionValue'

          minItems: 0

          description: Identifies a list of congestion level(s) with exact value that the SCS/AS requests to be informed of when reached.

        thresholdTypes:

          type: array

          items:

            $ref: '#/components/schemas/CongestionType'

          minItems: 0

          description: Identifies a list of congestion level(s) with abstracted value that the SCS/AS requests to be informed of when reached.

      required:

        - notificationDestination

        - locationArea

    NetworkStatusReportingNotification:

      type: object

      properties:

        subscriptionId:

          type: string

          description: Identifier of the related network status reporting subscription, as defined by the “id” attribute of the “NetworkStatusReportingSubscription” data type.

        subscription:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        tltrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TltrId'

        nsiValue:

          $ref: '#/components/schemas/CongestionValue'

        nsiType:

          $ref: '#/components/schemas/CongestionType'

      required:

        - subscriptionId

        - subscription

    CongestionValue:

      type: integer

      description: Unsigned integer with valid values between 0 and 31. The value 0 indicates that there is no congestion. The value 1 is the lowest congestion level and value 31 is the highest congestion level.

    CongestionType:

      anyOf:

      - type: string

        enum:

          - HIGH

          - MEDIUM

          - LOW

      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - HIGH: The congestion status is high.

        - MEDIUM: The congestion status is medium.

        - LOW: The congestion status is low.
*** 13th Change ***

A.14
AsSessionWithQoS API

openapi: 3.0.0

info:

  title: 3gpp_as_session_with_qos
  version: "v1"

externalDocs:

  description: Documentation

  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.122/'

servers:

  - url: https://{apiRoot}/3gpp_as_session_with_qos/v1

    variables:

      apiRoot:

        default: https://demohost.com

        description: apiRoot as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excluding the https:// part.

paths:

Editor's note: TBC.
components:

  schemas: 
    AsSessionWithQoSSubscription:

      type: object

      properties:

        tltrId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TltrId'

        notificationDestination:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Link'

        flowInfo:

          type: array

          items:

            $ref: 'TS29122_CommonData.yaml#/components/schemas/FlowInfo'

          minItems: 1

          description: Describe the data flow which requires QoS.

        qosReference:

          type: string

          description: Identifies a pre-defined QoS information

        ueIpv4Addr:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Ipv4Addr'

        ueIpv6Addr:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/Ipv6Addr'

        usageThreshold:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/UsageThreshold'

        sponsorInfo:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/SponsorInformation'

      required:

        - notificationDestination

        - flowInfo

    AsSessionWithQoSSubscriptionPatch:

      type: object

      properties:

        mediaComponents:

Editor's note: TBC.
        qosReference:

          type: string

          description: Pre-defined QoS reference 

        usageThreshold:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/UsageThreshold'

*** End of Changes ***
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