Page 1



3GPP TSG-CT WG3 Meeting #97bis
C3-184333
Sophia-Antipolis, France, 9 July - 13 July 2018                                   (revision of C3-184091)
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	29.512
	CR
	013
	rev
	1
	Current version:
	15.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Failure cases of Npcf_SMPolicyControl_UpdateNotify Service Operation

	
	

	Source to WG:
	Huawei

	Source to TSG:
	C3

	
	

	Work item code:
	5GS_Ph1-CT
	
	Date:
	2018-07-013

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-15

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
     Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	 Failure cases of Npcf_SMPolicyControl_UpdateNotify Service Operation are not defined.

	
	

	Summary of change:
	The behaviours for code 500 Internal Server Error are defined.

	
	

	Consequences if not approved:
	The SMF can’t indicate the error for the request.

	
	

	Clauses affected:
	4.2.3.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


Additional discussion(if needed):
…
Proposed changes:

*** 1st Change ***

4.2.3.2
SM Policy Association Notification request
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Figure 4.2.3.2-1: SMPolicyControl UpdateNotify Update Service Operation

1.
The PCF shall send a POST request to the NF Service Consumer (SMF) (../{smPoliciesUpdateNotifyUri}/notify). The payload body of the message shall contain an SmPolicyNotification data structure that contains the representation of the updated policies within the SmPolicyDecision data structure. Detailed procedures related to the provisioning and enforcement of the policy decisions within the SmPolicyDecision data structure are contained in subclause 4.2.6.

2.
In case of a successful update of PCC rule(s) a "200 OK" shall be returned in the response.
Editor's note:
If a body is being sent in the response and the content is FFS.
If errors occur when processing the HTTP POST request, the SMF shall apply error handling procedures as specified in subclause 5.7.
If the PCF installed, activated or modified one or more PCC rules but the validation of the PCC Rule was unsuccessful, the SMF shall reject the request and include in an HTTP "500 Internal Server Error" response message the "cause" attribute of the ProblemDetail data structure set to "PCC_RULE_EVENT" or "PCC_QOS_FLOW_EVENT". The SMF may also report the status(es) of affected PCC rule(s) as defined in subclause 4.2.3.x.
*** End of Changes ***
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