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*** 1st Change ***

3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
NSI ID: an identifier for a Network Slice instance.
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5GC
5G Core Network
5QI
5G QoS Identifier

AF
Application Function

AMF
Access and Mobility Management Function
ARP
Allocation and Retention Priority
BSF
Binding Support Function

CHF
Charging Function

LBO
Local Breakout
MBR
Maximum Bitrate
MPD
Media Presentation Description
MPS
Multimedia Priority Service
NEF
Network Exposure Function
NRF
Network Repository Function
NSI
Network Slice Instance
NWDAF
Network Data Analytics Function
PCC
Policy and Charging Control

PCF
Policy Control Function
QoS
Quality of Service
SDP
Session Description Protocol
SMF
Session Management Function
S-NSSAI
Single Network Slice Selection Assistance Information
UDR
Unified Data Repository

UPF
User Plane Function
*** 2nd Change ***

6.2
Session Binding
The Session binding is the association of the AF session information to one and only one PDU session.

When the PCF receives the service information from the AF, the PCF shall perform the session binding and shall associate the described IP and Ethernet data flows within the AF session information (and therefore the applicable PCC rules) to one existing PDU session. This association is done comparing the following parameters received from the AF with the corresponding PDU session parameters.

a)
For an IP type PDU session, the UE IPv4 address or IPv6 network prefix.

For an Ethernet type PDU session, the UE MAC address.
b)
The UE identity (of the same kind e.g. SUPI), if available.
NOTE 1:
In case the UE identity in the access network and the application level identity for the user are of different kinds, the PCF needs to maintain, or have access to, the mapping between the identities. Such mapping is outside the scope of the present document.
c)
The information about the data network (DNN, S-NSSAI and NSI) the user is accessing, if available.
Session Binding applies for PDU sessions of IP type. It may also apply to Ethernet PDU session type, and it does not apply to AF requests sent over Rx.
NOTE 2:
For the Ethernet PDU session, the PCF needs to subscribe to "UE MAC address change" to the SMF.
The PCF shall identify the PCC rules affected by the AF session information, including new PCC rules to be installed and existing PCC rules to be modified or removed.
If the PCF is not capable of executing the Session binding, the PCF shall reject the AF request.
*** 3rd Change ***

8.4.2
Binding Support Function (BSF)
The BSF has the following characteristics:
a)
The BSF has information about the user identity, the DNN, the UE (IP or Ethernet) address(es), the DN information (e.g. S-NSSAI and NSI ID) and the selected PCF address for a certain PDU session. This information is stored internally in the BSF. Optionally, the BSF can store the binding information in the UDR as structured data by invoking the Nudr_DataRepository_Update service operation, as defined in 3GPP TS 29.519 [12].
b)
For the storage of binding information, the PCF utilizes the Nbsf_management service of the BSF to register, update or remove the binding information from the BSF. The PCF ensures that the binding information is updated each time an IP address is allocated or released for the PDU Session or, for Ethernet PDU Sessions, each time the PCF is notified that a MAC address is taken into use or no more used in the PDU Session.
c)
For the retrieval of binding information, any NF, such as NEF or AF, that needs to discover the selected PCF for the tuple (UE address, DNN, SUPI, GPSI, S-NSSAI, NSI ID) (or for a subset of this tuple) uses the Nbsf_Management_Discovery service operation as defined in 3GPP TS 29.521 [22].
d)
The BSF is able to proxy or redirect Rx requests based on the IP address of a UE. For any AF using Rx, such as P-CSCF, the BSF determines the selected PCF address according to the information carried by the incoming Rx requests.
e)
The BSF may be deployed standalone or may be collocated with other network functions such as the PCF, UDR, NRF, and SMF.

NOTE:
Collocation allows combined implementation.
f)
The NF may discover the BSF via NRF by invoking the Nnrf_NFDiscovery service operation or based on local configuration. In case of via NRF the BSF registers the NF profile in NRF. The Range(s) of UE IPv4 addresses, Range(s) of UE IPv6 prefixes supported by the BSF may be provided to NRF.
*** End of Changes ***

