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*** 1st Change ***

4.1.4.4.2
Traffic control data definition

Traffic control data defines how traffic data flows associated with a rule are treated (e.g. blocked, redirected). The traffic control data encoding table is defined in subclause 5.6.2.10.

Traffic control data may include:

-
Traffic Control Data ID;

-
Traffic Routing Location;

-
Flow Action;

-
Redirect Information;

-
Mute Notification;

-
Traffic Steering Policy ID UL; and

-
Traffic Steering Policy ID DL.

*** Next Change ***

4.2.6.2.6.2
Steering the traffic to a local access of the data network
The PCF shall determine if the ongoing PDU Session is impacted by the routing of traffic to a local access to a data network as follows. 

·  If the AF request includes individual IP address/ prefix allocated or user identifier to an UE, the PCF shall store the received traffic routing information and shall perform the session binding as defined in subclause 6.2 of 3GPP TS 29.513 [7] to determine the impacted PDU session;
· Otherwise the PCF fetches the traffic routing data information from the UDR as defined in 3GPP TS 29.519 [12] applicable for any UE or Internal Group Id if received in the SMF request.

And then the PCF authorizes the request for influencing SMF routing decisions and/or for subscription to notifications about UP path management events. For impacted PDU Session that corresponds to the AF request, the PCF shall determine the PCC rules that are generated based on the AF request as follow:
· When the request is for influencing SMF routing decisions, based on the traffic routing information, operator’s policy, etc. the PCF determines the traffic steering policy. The traffic steering policy indicates the list of suitable traffic steering policy IDs configured in SMF and if the N6 routing information associated to the application is explicitly provided by the AF, the N6 routing information. The traffic steering policy IDs are related to the mechanism enabling traffic steering to the DN. The PCF shall within the PccRule data instance(s) include the information to identify the traffic within the "flowInfos" attribute or "appId" attribute, and within the Traffic Control Data data decision which the PCC rule refers to include a list of locations which the traffic shall be routed to in the "trafficRoutingLocs" attribute. Within each TrafficRoutingLocation instance, the PCF shall include a DNAI in the "dnai" attribute to indicate the location of the application towards which the traffic routing is applied and either a traffic steering policy identifier in the "trafficSteeringPolId" attribute, or the explicit routing information in the "routeInfo" attribute.
· 
· When the request is for subscription to notifications about UP path management events, the PCF shall within the PccRule data instance(s) include the information to identify the traffic within the "flowInfos" attribute or "appId" attribute, the DNAI change report information within the "dnaiReport" attribute. Within the "dnaiReport" attribute, the PCF shall include the notification address within the "notificationUri" attributethe, the AF transaction identifier referring to the AF request within the "afTransId" attribute, and the  "earlyNotification" attribute set to true and/or "lateNotification" attribute set to true to indicate the notification on AF subscription (type of notifications). 
· If the AF request includes an indication indicating that application relocation is not possible, the PCF shall within the PccRule data instance(s) include the information to identify the traffic within the "flowInfos" attribute or "appId" attribute and the "appReloc" attribute set to true. 
The PCF shall provide the PCC rule(s) as defined in subclause 4.2.6.2.1.


If the temporal validity condition is received, the PCF shall evaluates the temporal validity condition of the AF request and informs the SMF to install or remove the corresponding PCC rules according to the evaluation result. When policies specific to the PDU Session and policies general to multiple PDU Sessions exist, the PCF gives precedence to the PDU Session specific policies over the general policies.
If the spatial validity condition is received, the PCF considers the latest known UE location to determine the PCC rules provided to the SMF. In order to do that, the PCF shall request the SMF to report the notifications about change of UE location in an area of interest (i.e. Presence Reporting Area) as defined in subclause 4.2.2.x or 4.2.3.x. The subscribed area of interest may be the same as spatial validity condition, or may be a subset of the spatial validity condition (e.g. a list of TAs) based on the latest known UE location. When the SMF detects that UE entered the area of interest subscribed by the PCF, the SMF notifies the PCF and the PCF provides to the SMF the PCC rules described above. When the SMF becomes aware that the UE left the area subscribed by the PCF, the SMF notifies the PCF and the PCF may remove or provide updated PCC rules to the SMF.

When the PCC rules are installed, the SMF may, based on local policies, take the information in the PCC rules into account to:

-
(re)select UPF(s) for PDU Sessions.

-
activate mechanisms for traffic multi-homing or enforcement of an UL Classifier (UL CL). 

-
Inform the AF of the (re)selection of the UP path (change of DNAI).
*** Next Change ***

5.6.1
General

This subclause specifies the application data model supported by the API.

The Npcf_SMPolicyControl API allows the SMF to retrieve the session management related policy from the PCF as defined in 3GPP TS 23.503 [6].
Table 5.6.1-1 specifies the data types defined for the Npcf_SMPolicyControl service based interface protocol.

Table 5.6.1-1: Npcf_SMPolicyControl specific Data Types

	Data type
	Section defined
	Description
	Applicability

	AccuUsageReport
	5.6.2.18
	
	

	ChargingData
	5.6.2.11
	Contains charging related parameters. Inherits all parameters from DecisionData.
	

	ChargingInformation
	5.6.2.17
	
	

	ConditionData
	5.6.2.9
	Contains conditions for applicability of a rule.
	

	FlowDirection
	5.6.3.3
	
	

	FlowInformation
	5.6.2.14
	Contains the flow information.
	

	FlowStatus
	FFS
	Indicates the flow status.
	

	MeteringMethod
	5.6.3.5
	Indicates the metering method.
	

	PccRule
	5.6.2.6
	Contains the PCC rule information.
	

	PolicyControlRequestTrigger
	5.6.3.6
	
	

	QosCharacteristics
	5.6.2.16
	Contains QoS characteristics for a non standard 5QI.
	

	QoSData
	5.6.2.8
	Contains the QoS parameters.
	

	RedirectAddressType
	FFS
	Indicates the redirect address type.
	

	RedirectInformation
	5.6.2.13
	Contains the redirect information.
	

	ReportingLevel
	5.6.3.4
	Indicates the reporting level.
	

	RequestedRuleData
	5.6.2.24
	Contains rule data requested by the PCF to receive information associated with PCC rules. 
	

	RequestedRuleDataType
	5.6.3.7
	Contains the type of rule data requested by the PCF. 
	

	RequestedUsageData
	5.6.2.25
	Contains usage data requested by the PCF requesting usage reports for the corresponding usage monitoring data instances. 
	

	SessionRule
	5.6.2.7
	Contains session level policy information.
	

	SmPolicyControl
	5.6.2.2
	Contains the parameters to request the SM policies and the SM policies authorized by the PCF.
	

	SmPolicyContextData
	5.6.2.3
	Contains the parameters to create individual SM policy resource.
	

	SmPolicyDecision
	5.6.2.4
	Contains the SM policies authorized by the PCF.
	

	SmPolicyNotification
	5.6.2.5
	Contains the update of the SM policies
	

	SmPolicyDeleteData
	5.6.2.15
	Contains the parameters to be sent to the PCF when the individual SM policy is deleted.
	

	SmPolicyUpdateContextData
	5.6.2.19
	
	

	TerminationNotification
	5.6.2.21
	Termination Notification
	

	TrafficControlData
	5.6.2.10
	Contains parameters determining how flows associated with a PCCRule are treated (blocked, redirected, etc). Inherits all parameters from DecisionData.
	

	TrafficRoutingLocation
	5.6.2.x
	Contains the location which the traffic shall be routed to for the AF request.
	TSC

	UsageMonitoringData
	5.6.2.12
	Contains usage monitoring related control information. Inherits all parameters from DecisionData.
	


Table 5.6.1-2 specifies data types re-used by the Npcf_SMPolicyControl service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_SMPolicyControl service based interface. 

Table 5.6.1-2: Npcf_SMPolicyControl re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	5qi
	3GPP TS 29.571 [11]
	Unsigned integer representing a 5G QoS Identifier (see subclause 5.7.2.1 of 3GPP TS 23.501 [8]), within the range 0 to 255. In an OpenAPI Specification [3] schema, the format shall be designated as "5qi".
	

	5qiPriorityLevel
	3GPP TS 29.571 [11]
	Unsigned integer indicating the 5QI Priority Level (see subclauses 5.7.3.3 and 5.7.4 of 3GPP TS 23.501 [8]), within the range 1 to 127.

Values are ordered in decreasing order of priority, i.e. with 1 as the highest priority and 127 as the lowest priority.

In an OpenAPI Specification [3] schema, the format shall be designated as "5qiPriorityLevel".
	

	AccessType
	3GPP TS 29.571 [11]
	The identification of the type of access network.
	

	AfSignallingProtocol
	FFS
	
	

	Ambr
	3GPP TS 29.571 [11]
	Session AMBR
	

	AverWindow
	3GPP TS 29.571 [11]
	Averaging Window
	

	BitRate
	3GPP TS 29.571 [11]
	String representing a bit rate that shall be formatted as follows:

pattern: "^\d+(\.\d+)? (bps|Kbps|Mbps|Gbps|Tbps)$"

Examples: 

"125 Mbps", "0.125 Gbps", "125000 Kbps"

In an OpenAPI Specification [3] schema, the format shall be designated as "BitRate".
	

	ChargingInformation
	3GPP TS 29.571 [11]
	
	

	DefaultQosInformation
	3GPP TS 29.571 [11]
	Identifies the information of the default QoS.
	

	Dnn
	3GPP TS 29.571 [11]
	The DNN the user is connected to.
	

	DurationSec
	3GPP TS 29.571 [11]
	Identifies a period of time in units of seconds.
	

	Ipv4Addr
	3GPP TS 29.571 [11] 
	The Ipv4 address allocated for the user.
	

	Ipv6Prefix
	3GPP TS 29.571 [11]
	The Ipv6 prefix allocated for the user.
	

	MaxDataBurstVol
	3GPP TS 29.571 [11]
	Maximum Data Burst Volume
	

	NetworkId
	3GPP TS 29.571 [11]
	The identification of the Network.
	

	PacketDelBudget
	3GPP TS 29.571 [11]
	Packet Delay Budget
	

	PacketErrRate
	3GPP TS 29.571 [11]
	Packet Error Rate
	

	PduSessionId
	3GPP TS 29.571 [11]
	The identification of the PDU session.
	

	Pei
	3GPP TS 29.571 [11]
	The Identification of a Permanent Equipment.
	

	RatType
	3GPP TS 29.571 [11]
	The identification of the RAT type.
	

	ResourceType(FFS)
	3GPP TS 29.571 [11]
	Indicates whether the resource type is GBR, delay critical GBR, or non-GBR.
	

	RouteInformation
	3GPP TS 29.514 [17]
	Contains the IP address and UDP port of the tunnel end point in the data network.
	TSC

	Supi
	3GPP TS 29.571 [11]
	The identification of the user (i.e. IMSI, NAI).
	

	SupportedFeatures
	3GPP TS 29.571 [11]
	Used to negotiate the applicability of the optional features defined in table 5.8-1.
	

	UeTimeZone
	3GPP TS 29.571 [11]
	
	

	Uri
	3GPP TS 29.571 [11]
	
	

	UserLocation
	3GPP TS 29.571 [11]
	
	


*** Next Change ***

5.6.2.6
Type PccRule

Table 5.6.2.6-1: Definition of type PccRule
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	flowInfos
	array(FlowInformation)
	C
	0..N
	An array of IP flow packet filter information.
	

	appId
	string
	C
	0..1
	A reference to the application detection filter configured at the UPF.
	

	pccRuleId
	string
	M
	1
	Univocally identifies the PCC rule within a PDU session.
	

	precedence
	integer
	O
	0..1
	Determines the order in which this PCC rule is applied relative to other PCC rules within the same PDU session.
	

	dnaiReport
	DnaiReport
	O
	0..1
	Contains the information about the AF subscriptions of the DNAI change.
	TSC

	appReloc
	boolean
	O
	0..1
	Indication of application relocation possibility.
	TSC

	refQosData
	array(string)
	O
	0..N
	A reference to the QoSData policy type decision type. It is the qosId described in subclause 5.6.2.8.

(NOTE)
	

	refTcData
	array(string)
	O
	0..N
	A reference to the TrafficControlData policy decision type. It is the tcId described in subclause 5.6.2.10.

(NOTE)
	

	refChgData
	array(string)
	O
	0..N
	A reference to the ChargingData policy decision type. It is the chgId described in subclause 5.6.2.11.

(NOTE)
	

	refUmData
	array(string)
	O
	0..N
	A reference to UsageMonitoringData policy decision type. It is the umId described in subclause 5.6.2.12.

(NOTE)
	

	refCondData
	string
	O
	0..1
	A reference to the condition data. It is the condId described in subclause 5.6.2.9.
	

	NOTE:
Arrays are only introduced for future compatibility. In this release of the specification the maximum number of elements in the array


*** Next Change ***

5.6.2.10
Type TrafficControlData

Table 5.6.2.10-1: Definition of type TrafficControlData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	tcId
	string
	M
	1
	Univocally identifies the traffic control policy data within a PDU session.
	

	flowAction
	FFS
	
	
	Enum determining what action to perform on traffic. Possible values are: [enable, disable, enable_uplink, enable_downlink, redirect]
	

	redirectInfo
	RedirectInformation
	C
	0..1
	It indicates whether the detected application traffic should be redirected to another controlled address
	

	muteNotif
	boolean
	O
	0..1
	Indicates whether applicat’on's start or stop notification is to be muted.
	

	trafficSteeringPolIdDl
	string
	O
	0..1
	Reference to a pre-configured traffic steering policy for downlink traffic at the SMF.
	

	trafficSteeringPolIdUl
	string
	O
	0..1
	Reference to a pre-configured traffic steering policy for uplink traffic at the SMF.
	

	trafficRoutingLocs
	array(TrafficRoutingLocation)
	O
	0..N
	A list of location which the traffic shall be routed to for the AF request.
	TSC

	
	
	
	
	
	


Editor's note: It is FFS if sub types of TrafficControlData should be created to handle redirect, traffic steering, etc.

*** Next Change ***

5.6.2.20
Type DnaiReport

Table 5.6.2.10-1: Definition of type DnaiReport

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	notificationUri
	Uri
	M
	1
	Notification address of the DNAI change.
	TSC

	afTransId
	string
	O
	0..1
	Contains the AF transaction identifier referring to the AF request.
	TSC

	earlyNotification
	boolean
	O
	0..1
	When it is included and set to true, indicates the early notification is required.
	TSC

	lateNotification
	boolean
	O
	0..1
	When it is included and set to true, indicates the late notification is required.
	TSC

	NOTE:
Either earlyNotification or lateNotification or both shall be included


*** Next Change ***

5.6.2.x
Type TrafficRoutingLocation
Table 5.6.2.x-1: Definition of type TrafficRoutingLocation
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	dnai
	Dnai
	M
	1
	Identifies the location of the application.
	TSC

	routeInfo
	RouteInformation
	C
	0..1
	Includes the traffic routing information.
	TSC

	trafficSteeringPolId
	string
	C
	0..1
	Reference to a pre-configured traffic steering policy for downlink traffic at the SMF.
	TSC

	NOTE:
Either the "routeInfo" attribute or the "trafficSteeringPolId" attribute shall be included in the "RouteToLocation" data type.


*** End of Changes ***

