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* * * 1st Change * * * *

4.2.2.2
Initial provisioning of service information

This procedure is used to set up an AF/NEF application session context for the service as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4].

NOTE 1:
The NEF acts as an AF to support the network exposure functionality.

Figure 4.2.2.2-1 illustrates an example of an initial provisioning of service information.
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Figure 4.2.2.2-1: Initial provisioning of service information
When a new AF session is being established that requires PCC, the AF shall invoke the Npcf_PolicyAuthorization_Create service operation by sending the HTTP POST request to the resource URI representing the "Application Sessions" collection resource of the PCF, as shown in figure 4.2.2.2-1, step 1.

The AF shall include in the "AppSessionContextReqData" data type in the payload body of the HTTP POST request a representation of the "Individual Application Session Context" resource to be created as described below.

Editor's note:
It is FFS whether the "AppSessionContext" data type, that comprises the whole data representation, should be used in the HTTP POST request body instead of the "AppSessionContextReqData" data type.

The AF shall provide in the body of the HTTP POST request the IP address (IPv4 or IPv6) of the UE, and the corresponding service information in the "medComponents" attribute if available. The AF shall indicate to the PCF as part of the "medComponents" attribute whether the IP flow(s) should be enabled or disabled with the "fStatus" attribute.
The AF may include the AF application identifier in the "afAppId" attribute into the body of the HTTP POST request in order to indicate the particular service that the AF session belongs to.

The AF application identifier may be provided at both "AppSessionContextReqData" data typelevel, and "MediaComponent"  data type level. When provided at both levels, the AF application identifier provided at "MediaComponent" data type level shall have precedence.
The AF application identifier at the "AppSessionContextReqData" data type level may be used to trigger the PCF to indicate to the SMF/UPF to perform the application detection based on the operator's policy as defined in 3GPP TS 29.512 [8].

The AF may include the AF charging identifier in the "afChargId" attribute for charging correlation purposes.
When the PCF receives the HTTP POST request from the AF, the PCF shall apply session binding as described in 3GPP TS 29.513 [7]. To allow the PCF to identify the PDU session for which the HTTP POST request applies, the AF shall provide in the body of the HTTP POST request either the "ueIpv4" attribute or "ueIpv6" attribute containing the IPv4 or the IPv6 address applicable to an IP flow or IP flows towards the UE. The AF may provide DNN in the "dnn" attribute, SUPI in the "supi" attribute or other information if available.
Editor's note:
It is FFS which additional information may be required from the AF for session binding in case of IP overlapping.

If the PCF fails in executing session binding, the PCF shall reject the Npcf_PolicyAuthorization_Create service operation with an HTTP response message including the corresponding status code.

If the request contains the "medComponents" attribute the PCF shall store the received service information. The PCF shall process the received service information according to the operator policy and may decide whether the request is accepted or not.The PCF may take the priority information within the "resPrio" attribute into account when making this decision.

If the service information provided in the body of the HTTP POST request is rejected, the PCF shall indicate in the HTTP response message the cause for the rejection.
To allow the PCF and SMF/UPF to perform PCC rule authorization and QoS flow binding for the described service IP flows, the AF shall supply both source and destination IP addresses and port numbers in the "fDescs" attribute within the "medSubComps" attribute, if such information is available.The AF may specifiy the ToS traffic class within the "tosTrCl" attribute for the described service IP flows together with the "fDescs" attribute.
The AF may include the "resPrio" attribute at the "AppSessionContextReqData" data type level to assign a priority to the AF Session as well as include the "resPrio" attribute at the "MediaComponent" data type level to assign a priority to the IP flow. The presence of the "resPrio" attribute in both levels does not constitute a conflict as they each represent different types of priority. The reservation priority at  the "AppSessionContextReqData" data type level provides the relative priority for an a AF session while the reservation priority at the "MediaComponent" data type level provides the relative priority for an IP flow within a session. If the "resPrio" attribute is not specified the requested priority is DEFAULT.
The PCF shall check whether the received service information requires PCC rules to be created and provisioned as specified in 3GPP TS 29.513 [7]. Provisioning of PCC rules to the SMF shall be carried out as specified at 3GPP TS 29.512 [8].

If the PCF created an "Individual Application Session Context" resource, the PCF shall send to the AF a "201 Created" response to the HTTP POST request, as shown in figure 4.2.2.2-1, step 2. The PCF shall include in the "201 Created" response:

-
a Location header field; and

-
an "AppSessionContext" data type in the payload body.

The Location header field shall contain the URI of the created individual application session context resource i.e. "{apiRoot}/npcf-policyauthorization/v1/app-sessions/{appSessionId}".

The "AppSessionContext" data type payload body shall contain the representation of the created "Individual Application Session Context" resource.The acknowledgement towards the AF should take place before or in parallel with any required PCC rule provisioning towards the SMF.

NOTE 2:
The behaviour when the AF does not receive the HTTP response message, or when it arrives after the internal timer waiting for it has expired, or when it arrives with an indication different than a success indication, are outside the scope of this specification and based on operator policy.

Editor´s Note: This text needs to be enhanced with encoding details related to subscription to events in the request and the corresponding notifications in the response once it is agreed in SA2.

Editor's note:
Description of failure cases is FFS.

* * * 2nd Change * * * *

4.2.3.2
Modification of service information

This procedure is used to modify an existing application session context as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4].

NOTE:
The NEF acts as an AF to support the network exposure functionality.
Figure 4.2.3.2-1 illustrates an example of modification of service information using HTTP PATCH method.
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Figure 4.2.3.2-1: Modification of service information using HTTP PATCH
The AF may modify the application session context information at any time (e.g. due to an AF session modification or internal AF trigger) and invoke the Npcf_PolicyAuthorization_Update service operation by sending the HTTP PATCH request message to the resource URI representing the "Individual Application Session Context" resource, as shown in figure 4.2.3.2-1, step 1, with the modifications to apply. 
The AF may include the updated service information in the "medComponents" attribute.
The AF may include at "AppSessionContextReqData" data type level an AF application identifier in the "afAppId" attribute to trigger the PCF to indicate to the SMF/UPF to perform the application detection based on the operator's policy as defined in 3GPP TS 29.512 [8].

The PCF shall process the received service information according the operator policy and may decide whether the HTTP request message is accepted or not. If the updated service information is not acceptable, the PCF shall indicate in the HTTP response message the cause for the rejection.

If the request is accepted, the PCF shall update the service information with the new information received. Due to the updated service information, the PCF may need to create, modify or delete the related PCC rules as specified in 3GPP TS 29.513 [7] and provide the updated information towards the SMF following the corresponding procedures specified in 3GPP TS 29.512 [8].

The PCF shall reply with the HTTP response message to the AF and may include the "AppSessionContext" data type payload body with the representation of the modified "Individual Application Session Context" resource. The HTTP response message towards the AF should take place before or in parallel with any required PCC rule provisioning towards the SMF.

If the PCF does not have an existing "Individual Application Session Context" resource for the application session context being modified (such as after a PCF failure), the PCF shall reject the HTTP request message with the HTTP response message with the applicable rejection cause.

Editor´s Note: This text needs to be enhanced with encoding details corresponding to the PATCH modification.
* * * 3rd Change * * * *

5.6
Data Model

5.6.1
General

This subclause specifies the application data model supported by the API.

Table 5.6.1-1 specifies the data types defined for the Npcf_PolicyAuthorization service based interface protocol.

Table 5.6.1-1: Npcf_PolicyAuthorization specific Data Types

	Data type
	Section defined
	Description
	Applicability

	AppSessionContext
	5.6.2.2
	Represents an Individual Application Session Context resource.
	

	FlowDescription
	5.6.3.2
	Defines a packet filter for an IP flow.
	

	MediaComponent
	5.6.2.x
	Contains service information for a media component of an AF session.
	

	MediaSubComponent
	5.6.2.y
	Contains the requested bitrate and filters for the set of IP flows identified by their common flow identifier.
	


Table 5.6.1-2 specifies data types re-used by the Npcf_PolicyAuthorization service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_PolicyAuthorization service based interface.

Table 5.6.1-2: Npcf_PolicyAuthorization re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	BitRate
	3GPP TS 29.571 [12]
	Specifies bitrate in kbits per second.
	

	Dnn
	3GPP TS 29.571 [12]
	
	

	FlowStatus
	3GPP TS 29.512 [8]
	
	

	Ipv4Addr
	3GPP TS 29.571 [12]
	
	

	Ipv6Addr
	3GPP TS 29.571 [12]
	
	

	Supi
	3GPP TS 29.571 [12]
	
	

	SupportedFeature
	3GPP TS 29.571 [12]
	Used to negotiate the applicability of the optional features defined in table 5.8-1.
	


Editor's note:
A parameter of the SupportedFeature type needs to be added to a suitable resource.
Editor's note:
It is FFS the complete set of data types (defined for the API and re-used by the API) to be supported.

Editor's note:
The "FlowStatus" data type needs to be defined in 3GPP TS 29.512.

* * * 4th Change * * * *

5.6.2.x
Type MediaComponent
Table 5.6.2.x-1: Definition of type MediaComponent
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	medCompN
	Integer
	M
	1
	Identifies the media component number, and it contains the ordinal number of the media component.
	

	medSubComps
	MediaSubComponent
	O
	0..N
	Contains the requested bitrate and filters for the set of IP flows identified by their common flow identifier.
	

	afAppId
	AfAppId
	O
	0..1
	Contains information that idenfies the particular service the AF session belongs to.
	

	medType
	MediaType
	O
	0..1
	Indicates the media type of the service.
	

	marBwUl
	BitRate
	O
	0..1
	Maximum requested bandwidth for the Uplink.
	

	marBwDl
	BitRate
	O
	0..1
	Maximum requested bandwidth for the Downlink.
	

	mirBwUl
	BitRate
	O
	0..1
	Minimum requested bandwidth for the Uplink.
	

	mirBwDl
	BitRate
	O
	0..1
	Minimum requested bandwidth for the Downlink.
	

	fStatus
	FlowStatus
	O
	0..1
	Indicates whether the status of the IP flows is enabled, or disabled.
	

	resPrio
	ReservPriority
	O
	0..1
	Indicates the reservation priority.
	

	codecs
	CodecData
	O
	0..2
	Indicates the codec data.
	


Editor's note:
It is FFS the definition of a common data type to model MediaComponent and MediaSubcomponent data types.
Editor's note:
It is FFS if attributes like the priority sharing indicator, pre-emption capability, pre-emption vulnerability, sharing key for the DL, sharing key for the UL, maximum supported bandwidth UL/DL and minimum desired bandwidth UL/DL are to be included in the "MediaComponent" data type if the support of IMS services and/or Mission Critical services is required in this release of Npcf_PolicyAuthorization.
All IP flows within a "MediaSubComponent" data type are permanently disabled by supplying "FlowStatus" data type with a deletion indication.

Editor's note:
It is FFS the possible values of the "FlowStatus" data type.

* * * 5th Change * * * *

5.6.2.y
Type MediaSubComponent
Table 5.6.2.y-1: Definition of type MediaSubComponent
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	fNum
	Integer
	M
	1
	Identifies the ordinal number of the IP flow.
	

	fDescs
	FlowDescription
	O
	0..2
	Contains the flow description for the Uplink and/or Downlink IP flows.
	

	fStatus
	FlowStatus
	O
	0..1
	Indicates whether the status of the IP flows is enabled or disabled.
	

	marBwUl
	BitRate
	O
	0..1
	Maximum requested bandwidth for the Uplink.
	

	marBwDl
	BitRate
	O
	0..1
	Maximum requested bandwidth for the Downlink.
	

	tosTrCl
	TosTrafficClass
	O
	0..1
	Type of Service or Traffic Class.
	


Editor's note:
It is FFS the definition of a common data type to model MediaComponent and MediaSubcomponent data types.
Editor's note:
The AF signalling protocol and flow usage attributes are to be included in the "MediaSubComponent" data type if the support of IMS services and/or Mission Critical services is required in this release of Npcf_PolicyAuthorization.
The bit rate information and flow status information provided within the "MediaSubComponent" data type takes precedence over information within "MediaComponent" data type.
All IP flows within a "MediaSubComponent" data type are permanently disabled by supplying "FlowStatus" data type with a deletion indication.
Editor's note:
The details about the values of the "FlowStatus" data type will be included when defined.

* * * 6th Change * * * *

5.6.3
Simple data types and enumerations


5.6.3.1
Introduction

This subclause defines simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.

5.6.3.2
Simple data types

The simple data types defined in table 5.6.3.2-1 shall be supported.

Table 5.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description
	Applicability

	AfAppId
	string
	Contains an AF application identifier.
	

	CodecData
	string
	Contains codec related information
	

	FlowDescription
	string
	Defines a packet filter for an IP flow.
	


Editor's note:
Encoding of CodecData and FlowDescription is FFS.

5.6.3.3
Enumeration: MediaType

The enumeration "MediaType" represents the media type of a media component.
Table 5.6.3.3-1: Enumeration MediaType
	Enumeration value
	Description
	Applicability

	AUDIO
	The type of media is audio.
	

	VIDEO
	The type of media is video.
	

	DATA
	The type of media is data.
	

	APPLICATION
	The type of media is application data.
	

	CONTROL
	The type of media is control.
	

	TEXT
	The type of media is text.
	

	MESSAGE
	The type of media is message
	

	OTHER
	Other type of media.
	


5.6.3.4
Enumeration: ReservPriority

The enumeration "ReservPriority" represents the reservation priority. The lowest priority shall be indicated with the "PRIO_1" value, the next after the lowest with the "PRIO_2" value, and so on up to the highest priority which shall be indicated with "PRIO_16".
Table 5.6.3.4-1: Enumeration ReservPriority
	Enumeration value
	Description
	Applicability

	PRIO_1
	
	

	PRIO_2
	
	

	PRIO_3
	
	

	PRIO_4
	
	

	PRIO_5
	
	

	PRIO_6
	
	

	PRIO_7
	
	

	PRIO_8
	
	

	PRIO_9
	
	

	PRIO_10
	
	

	PRIO_11
	
	

	PRIO_12
	
	

	PRIO_13
	
	

	PRIO_14
	
	

	PRIO_15
	
	

	PRIO_16
	
	


* * * End of Changes * * * *
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