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1. Introduction
<Introduction part (optional)>

2. Reason for Change
3GPP TS 29.500 has defined different aspects of HTTP/2 including headers, error handling, etc. but Response Status Codes, as part of Pseudo-Header in response, are not described. Even though some API specifications explicitly define certain Response Status Codes per interface, NFs in SBA should also prepare to receive other Response Status Code, e.g. from an intermediary.
Recommendation 1: NFs in SBA as HTTP client should support generic Response Status Codes following RFC recommendations, including support to standard headers associated to certain response status code.
There is statement of status code mapping guideline in ETSI MEC, which is reasonable to be adapted in SBA. It says:
“In general, application errors should be mapped to the most similar HTTP error status code. If no such code is applicable, one of the codes 400 (Bad request, for client errors) or 500 (Internal Server Error, for server errors) should be used. Implementations may use any valid HTTP response code as error code in the HTTP response, but shall not use any code that is not a valid HTTP response code.”
Recommendation 2: NFs in SBA as HTTP server should map application errors to most suitable valid response status codes and shall always use valid response status codes.

3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.500-v0.3.0.
* * * First Change * * * *

5.2.2.1
General

This subclause lists the HTTP standard headers that shall be supported on SBI, other HTTP standard headers defined in IETF RFCs may be supported by NF.
This subclause also lists the HTTP standard headers associated with certain response status codes that should be supported by NF, e.g. Retry-After header with status code 503.
5.2.2.2
Mandatory HTTP standard headers
The HTTP standard headers shall be supported on SBI are defined in Table 5.2.2.2-1.
Table 5.2.2.2-1: Mandatory HTTP standard headers

	Name
	Reference
	Description

	Accept
	IETF RFC 7231 [11]
	This header is used to specify response media types that are acceptable.

	Content-Length
	IETF RFC 7230 [12]
	This header is used to provide the anticipated size, as a decimal number of octets, for a potential payload body.

	Content-Type
	IETF RFC 7231 [11]
	This header is used to indicate the media type of the associated representation.

	Location
	IETF RFC 7231 [11]
	This header is used in some responses to refer to a specific resource in relation to the response.

	Retry-After
	IETF RFC 7231 [11]
	This header is used to some responses to indicate how long the user agent ought to wait before making a follow-up request


Editor's note:
It is FFS whether other headers shall be supported.
* * * Next Change * * * *

5.2.x
HTTP Response Status Code

Unless defined in the API specification, a NF in SBA as HTTP server should map application errors to the most similar HTTP response status code. If no such code is applicable, one of the codes 400 (Bad request, for client errors) or 500 (Internal Server Error, for server errors) should be used. Implementations may use any valid HTTP Response Status Code in the HTTP response, but shall not use any code that is not a valid HTTP response status code.
Besides the HTTP response status codes defined in the API specification, a NF in SBA as HTTP client should support handling 1xx, 3xx, 4xx and 5xx response status codes during service invocation, following subclause 6 of RFC 7231 [11] and subsclause 8.1.1 and 9.1.2 of RFC7540 [7],
2xx response status codes should always be defined per service operation in API specifications.

HTTP response status codes are carried in ":status" pseudo header in HTTP/2, as defined in subclause 8.1.2.4 in RFC 7540 [7].
* * * End of Changes * * * *

