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*** 1st Change ***
5.6.2
Structured data types

This subclause will specify the structured data types.

5.6.2.1
Introduction

This subclause defines the structures to be used in resource representations. 

Allowed structures are: array, object.

5.6.2.2
Type SmPolicyControl





Table 5.6.2.2-1: Definition of type SmPolicyControl
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	request
	SmPolicyControlRequest
	O
	0..1
	Includes the paramentes to request to the SM policies provided by the SMF.
	

	policy
	SmPolicyControlPolicy
	M
	1
	Includes the SM policies authorized by the PCF.
	

	
	
	
	
	
	


5.6.2.3
Type SmPolicyControlRequest

Table 5.6.2.3-1: Definition of type SmPolicyControlRequest
	Attribute name
	Data type
	Cardinality
	Description

	supi
	Supi (FFS)
	1
	Subscription Permanent Identifier

	pduSessionId
	PduSessionId (FFS)
	1
	PDU session Id

	dnn
	Dnn (FFS)
	1
	The DNN of the PDU session.

	smPoliciesUpdateNotificationUrl
	Link
	1
	Identifies the recipient of SM policies update notifications sent by the PCF.

	accessType
	AccessType
	0..1
	The Access Type where the served UE is camping.

	ratType
	RatType (FFS)
	0..1
	The RAT Type where the served UE is camping.

	servingNetwork
	NetworkId (FFS)
	0..1
	The serving network where the served UE is camping.

	userLocationInformation
	UserLocationInformation (FFS)
	0..1
	The location of the served UE is camping.

	ueTimeZone
	TimeZone (FFS)
	0..1
	The time zone where the served UE is camping.

	permanentEquipmentIdentifier
	PermanentEquipmentIdentifier (FFS)
	0..1
	The Permanent Equipment Identifier of the served UE.

	ipv4Address
	Ipv4Address (FFS)
	0..1
	The IPv4 Address of the served UE.

	ipv6AddressPrefix
	Ipv6AddressPrefix (FFS)
	0..1
	The Ipv6 Address Prefix of the served UE.

	chargingInformation
	ChargingInformation (FFS)
	0..1
	The charging information of the PDU session.

	subscribedSessionAmbr
	BitRate (FFS)
	0..1
	Subscribed Session-AMBR.

	subscribedDefaultQosInformation
	defaultQosInformation (FFS)
	0..1
	Subscribed Default QoS Information.


5.6.2.4
Type SmPolicyControlPolicy
Table 5.6.2.4-1: Definition of type SmPolicyControlPolicy

	Attribute name
	Data type
	Cardinality
	Description

	pccRules
	PccRules
	0..N
	List of PCC Rules with content as described in subclause 5.7.1.

	authorizedSessionAmbr
	BitRate (FFS)
	0..1
	Authorized Session-AMBR

	authorizedDefaultQosInformation
	defaultQosInformation (FFS)
	0..1
	Authorized default QoS information.


5.6.2.5
Type SmPolicyControlNotification
Table 5.6.2.5-1: Definition of type SmPolicyControlNotification

	Attribute name
	Data type
	Cardinality
	Description

	supi
	Supi (FFS)
	1
	Subscription Permanent Identifier

	pduSessionId
	PduSessionId
	1
	PDU session id

	sessionPolicy
	SMPolicyControlPolicy
	1
	Session management policy (see subclause 5.7).

	terminationRequest
	Boolean
	0..1
	Request to terminate the PDU session. Default is "FALSE".


5.6.2.6
Type PccRules
Table 5.6.2.6-1: Definition of type PccRules
	Attribute name
	Data type
	Cardinality
	Description

	ruleId
	string
	1
	Uniquely identifies the PCC rule, within a PDU session.

	removeFlag
	boolean
	0..1
	Indicates the PCC rule is remove.

	partialFlag
	boolean
	0..1
	Indicate to update the PCC rule partially.

	ruleActivationTime
	datatime
	0..1
	The time when the PCC rule shall be activated.

	ruleDeactivationTime
	datatime
	0..1
	The time when the PCC rule shall be deactivated.

	resourceAllocationNotification
	boolean
	0..1
	Indicates the notification is needed when the resource of the PCC rule is allocated successfully.

	chargingCorrelationIndicator
	boolean
	0..1
	Indicates the charging id of the PCC rule is required to report.

	monitoringFlag
	boolean
	0..1
	Indicates the usage of the PCC rule shall not be accumulated to the PDU session level.

	serviceId
	string
	0..1
	Indicates the identifier of the service or service component the service data flow in a PCC rule relates to.

	rateGroup
	string
	0..1
	The charging key for the PCC rule used for rating purposes.

	defaultFlowIndication
	boolean
	0..1
	Indicates the PCC rule shall be bound to the default Qos flow.

	applicationIdentifier
	string
	0..1
	A reference to the application detection filter configured at the UPF.

	flowInformation
	FlowInformtion
	0..1
	Contains the information from a single IP flow packet filter.

	flowStaus
	FlowStatus (FFS)
	0..1
	Describes whether the IP flow(s) are enabled or disabled.

	qosInformation
	QoSInformation
	0..1
	Describes the QoS information of the PCC rule.

	reflectiveQoSIndication
	boolean
	0..1
	Indicates the Reflective QoS is applicable to the service data flow.

	qoSNotificationControl
	boolean
	0..1
	Indicates a request for notification from RAN for the SDF when the QoS targets for a GBR 5QI cannot be fulfilled for a QoS flow during the lifetime of the QoS flow.

	reportingLevel
	ReportingLevel
	0..1
	Indicates the report level of the charging information.

	online
	boolean
	0..1
	Indicates the online charging is applicable to the PCC rule.

	offline
	boolean
	0..1
	Indicates the offline charging is applicable to the PCC rule.

	meteringMethod
	MeteringMethod
	0..1
	Defines what parameters shall be metered for offline charging.

	precedence
	Integer
	0..1
	determines the order, in which service data flow templates consisting of service data flow filters are applied at service data flow detection at the UPF.

	afChargingIdentifier
	AFChargingIdentifer
	0..1
	An identifier, provided from the AF, correlating the measurement for the Charging key/Service identifier values in this PCC rule with application level reports.

	flows
	Flows
	0..n
	Identifies the flow of the AF charging identifier is related to.

	monitroingKey
	Integer
	0..1
	The PCF uses the monitoring key to group services that share a common allowed usage.

	redirectInformation
	RedirectInformation
	0..1
	

	muteNotification
	boolean
	0..1
	Indicates application's start or stop notification is to be muted.

	afSignallingProtocol
	AFSignallingProtocol
	0..1
	

	sponsorInformation
	Sponsorinformation
	0..1
	Indicates the sponsor information including sponsor id and ASP id.

	requireAccessInfo
	RequiredAccessInfo
	0..1
	Indicates that access network information is required.

	sharingKeyDl
	SharingKeyDL (FFS)
	0..1
	Indicates resource sharing in downlink direction with service data flows having the same value in their PCC rule.

	sharingKeyUl
	SharingKeyUL (FFS)
	0..1
	Indicates resource sharing in uplink direction with service data flows having the same value in their PCC rule.

	trafficSteeringPolicyIdentifierDl
	string
	0..1
	Reference to a pre-configured traffic steering policy in downlink at the SMF.

	trafficSteeringPolicyIdentifierUl
	string
	0..1
	Reference to a pre-configured traffic steering policy in Uplink at the SMF.

	dataNetworkAccessIdentifier
	DataNetworkAccessIdentifier (FFS)
	0..1
	Identifier of the target Data Network Access.

	dataNetworkAccessChangReport
	DataNetworkAccessChangReport (FFS)
	0..1
	Indicates whether a notification in case of change of DNAI at addition/change/removal of the UPF is requested, as well as the destination(s) for where to provide the notification.


Editor's note:
It is FFS if the above table need to be updated for common data types.

Editor's note: The encoding of the information in the above table is FFS.
5.6.2.7
Type QoSInformation

Table 5.6.2.7-1: Definition of type QoSInformation

	Attribute name
	Data type
	P
	Cardinality
	Description

	5QI
	Integer
	M
	1
	Identifier for the authorized QoS parameters for the service data flow.

	maxRequestedBandwidthUl
	Bitrates
	O
	1
	Indicates the max bandwidth in uplink.

	maxRequestedBandwidthDl
	Bitrates
	O
	1
	Indicates the max bandwidth in downlink.

	guaranteed-BitrateUl
	Bitrates
	O
	1
	Indicates the guaranteed bandwidth in uplink.

	guaranteed-BitrateDL
	Bitrates
	O
	1
	Indicates the max guaranteed in downlink.

	allocation-RetentionPriority
	AllocationRetentionPriority (FFS)
	M
	1
	Indicates the allocation and retention priority.


5.6.2.8
Type RedirectInformation

Table 5.6.2.8-1: Definition of type RedirectInformation

	Attribute name
	Data type
	P
	Cardinality
	Description

	redirectSupport
	Boolean
	M
	1
	Indicates the redirect is enable.

	redirectAddressType
	RedirectAddressType
	O
	0..1
	Indicates the type of redirect address.

	redirectServerAddress
	string
	O
	0..1
	Indicates the address of the redirect server.


5.6.2.9
Type FlowInformation
Table 5.6.2.9-1: Definition of type FlowInformation

	Attribute name
	Data type
	P
	Cardinality
	Description

	flowDescription
	FlowDescription
	O
	0..n
	Contains the packet filters of the IP flow(s).

	packetFilterUsage
	boolean
	O
	0..1
	The packet shall be sent to the UE.

	tosTrafficClass
	string
	O
	0..1
	Contains the Ipv4 Type-of-Service and mask field or the Ipv6 Traffic-Class field and mask field.

	spi
	string
	O
	0..1
	the security parameter index of the IPSec packet.

	flowLabel
	string
	O
	0..1
	the Ipv6 flow label header field.

	flowDirection
	FlowDirection
	O
	0..1
	Indicates the direction/directions that a filter is applicable, downlink only, uplink only or both down- and uplink (bidirectional).

	sourceMacAddress
	string
	O
	0..1
	Contains the source MAC address

	destinationMacAddress
	string
	O
	0..1
	Contains the destiantion MAC address

	ethertype
	Ethertype(FFS)
	O
	0..1
	Indicates the type of Ethernet.

	vid
	string
	O
	0..2
	Contains the VID of C-TAG or S-TAG.

	pcpdei
	string
	O
	0..2
	Contains the PCP/DEI of C-TAG or S-TAG.
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