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*** 1st Change ***
5.11.2
Data model

5.11.2.1
Resource data types

5.11.2.1.1
Introduction

This clause defines data structures to be used in resource representations.

5.11.2.1.2
Type: PfdManagement
This type represents a PFD management resource for a PFD management request. The structure is used for POST and PATCH request with Parent resource URL.
Table 5.11.2.1.2-1: Definition of type PfdManagement
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	scsAsId
	ScsAsId
	1
	Identifies the SCS/AS
	

	ttrId
	TtrId
	1
	Identifies the short-term transaction that can be used to correlate a request with its response. A new TTRI shall be assigned by the SCS/AS each time its sends an HTTP request.
	

	pfdData
	PfdData
	1..N
	Each element uniquely external application identifier
	

	pfdReports
	PfdReports
	0..N
	Contains the external application idnetifiers which PFD(s) are not added or modified successfully. The failure reason are also included.
	

	NOTE:
Properties marked with a feature (as defined in subclause 5.11.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


5.11.2.1.3
Type: PfdData

This type represents an PFD request to add, update or remove PFD(s) for one external application identifier provided by the SCS/AS to the SCEF via T8 interface. 

 Table 5.11.2.1.3-1: Definition of type PfdData

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1 )

	externalAppId

	string
	1
	Each element uniquely external application identifier
	

	self
	Link
	0..1
	Link to the resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of PfdData type
	

	pfds
	Pfds
	0..N
	Contains the PFDs of the external application identifier 
	

	allowedDelay
	datatime
	0..1
	Indicates that the list of PFDs in this request should be deployed within the time interval indicated by the Allowed Delay
	

	NOTE 1:
Properties marked with a feature (as defined in subclause 5.3.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2:   Either "pfds" or "allowedDelay" shall be included.


5.11.2.1.4
Type: Pfds

This data type represents a PFD for an external Application Identifier. 
Table 5.11.2.1.4-1: Definition of type Pfds
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1 )

	pfdId
	string
	1
	Identifies a PDF of an application identifier.
	

	flowDescriptions
	string
	0..1
	Represents a 3-tuple with protocol, server ip and server port for UL/DL application traffic. (NOTE 2)
	

	urls
	string
	0..1
	Indicates a URL or a regular expression which is used to match the significant parts of the URL. (NOTE 2)
	

	domainNames
	string
	0..1
	Indicates an FQDN or a regular expression as a domain name matching criteria. (NOTE 2)
	

	NOTE 1:
Properties marked with a feature (as defined in subclause 5.3.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2: 
One of the properties “flowDescriptions”, “urls” or “domainNames” shall be included.


5.11.2.1.5
Type: PfdManagementPatch

This type represents an PFD request to updatePFD(s) for an existing external application identifier provided by the SCS/AS to the SCEF via T8 interface. The structure is used for PATCH request with child resource URL.

 Table 5.11.2.1.5-1: Definition of type PfdManagementPatch

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1 )

	ttrId
	TtrId
	1
	Identifies the short-term transaction that can be used to correlate a request with its response. A new TTRI shall be assigned by the SCS/AS each time its sends an HTTP request.
	

	pfds
	Pfds
	0..N
	Contains the PFDs of the external application identifier 
	

	allowedDelay
	datatime
	0..1
	Indicates that the list of PFDs in this request should be deployed within the time interval indicated by the Allowed Delay
	

	NOTE 1:
Properties marked with a feature (as defined in subclause 5.3.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2:   Either "pfds" or "allowedDelay" shall be included.


5.11.2.1.6
Type: PfdReports
This type represents a PFD report to indicate the exernal application identifier(s) which PFD(s) are not added or modified successfully and corresponding failure reason. 

 Table 5.11.2.1.5-1: Definition of type PfdReports
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1 )

	externalAppId
	string
	1..N
	Identifies the the exernal application identifier(s) which PFD(s) are not added or modified successfully
	

	pfds
	Pfds
	0..N
	Contains the PFDs of the external application identifier 
	

	allowedDelay
	datatime
	0..1
	Indicates that the list of PFDs in this request should be deployed within the time interval indicated by the Allowed Delay
	

	NOTE 1:
Properties marked with a feature (as defined in subclause 5.3.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2: 
Either "pfds" or "allowedDelay" shall be included.


5.11.2.2
Referenced structured data types

5.11.2.3
Referenced simple data types and enumerations
5.11.3
Resource structure

5.11.3.1
General
All resource URIs of this API should have the following root:

{apiRoot}/3gpp_t8_pfd management/v1/

"ApiRoot" is set as described in subclause 5.2.4. "ApiName" shall be set to "3gpp_t8_pfd_management" and "apiVersion" shall be set to "v1" for the version defined in the present document. All resource URIs in the subclauses below are defined relative to the above root URI.
The following resources and HTTP methods are supported for this API:

Table 5.11.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method
	Meaning

	PFD Management Transactions
	3gpp_t8_pfd_managment /v1/{scsAsId}/transactions/
	GET
	Read all PFDs for a given SCS/AS

	
	
	POST
	Create PFDs for a given SCS/AS and one or more external Application Identifier(s)

	
	
	PATCH
	Add, modify and/or remove the PFDs for a given SCS/AS and one or more external Application Identifier(s)

	Individual PFD Management Transactions
	3gpp_t8_pfd_management /v1/{scsAsId}/transactions/{externalappid} 
	PATCH
	Add and/or modify PFDs for a given SCS/AS and an external Application Identifier

	
	
	GET
	Read PFDs for a given SCS/AS and an external Application Identifier

	
	
	DELETE
	Delete PFDs for a given SCS/AS and an external Application Identifier


5.11.3.2
Resource: PFD Management Transactions
5.11.3.2.1
Introduction
This resource allows an SCS/AS to read all PFDs for a given SCS/AS or create PFDs for a given SCS/AS and an external Application Identifer.

5.11.3.2.2
Resource definition

Resource URI: {apiRoot}/3gpp_t8_pfd_management/v1/{scsAsId}/transactions/
This resource shall support the resource URI variables defined in table 5.11.3.2.2-1.

Table 5.11.3.2.2-1: Resource URI variables for resource "Network Parameter Configuration"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.


5.11.3.2.3
Resource methods

5.11.3.2.3.1
GET
The GET method allows to read all active PFDs for a given SCS/AS. It is initiated by the SCS/AS and answered by the SCEF. 
This method shall support the request and response data structures, and response codes, as specified in the table 5.11.3.2.3.1-1.
Table 5.11.3.2.3.1-1: Data structures supported by the GET request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	PfdData
	1..N
	200 OK
	The PFDs for the SCS/AS in the request URI are returned.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.11.3.2.3.2
PUT

This HTTP method is not supported for the resource.
5.11.3.2.3.3
POST
The POST method creates new PFDs resource(s) for a given SCS/AS and one ore more external Application Identifier provided by the SCS/AS. It is initiated by the SCS/AS and answered by the SCEF. The SCS/AS shall provide the external Application Identifier in the message body and the SCEF shall construct the URI of the created resource using that URI.
This method shall support the request and response data structures, and response codes, as specified in the table 5.11.3.2.3.3-1.
Table 5.11.3.2.3.3-1: Data structures supported by the POST request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	PfdManagment
	1
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	PfdManagement
	1
	201 Created
	The PFDs resource was created successfully. 

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.11.3.2.3.4
PATCH
The PATCH method adds, modifies or reomvesthe existing PFDs resource for a given SCS/AS and one or more external Application Identifier provided by the SCS/AS. It is initiated by the SCS/AS and answered by the SCEF. 
This method shall support the request and response data structures, and response codes, as specified in the table 5.11.3.2.3.4-1.
Table 5.11.3.2.3.34-1: Data structures supported by the PATCH request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	PfdManagment
	1
	Includes the parameters for a new external application identifier provided by the SCS/AS.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	PfdManagement
	0
	FFS
	The PFDs resources was created, modified and/or removed for one or more external application identifier successfully. 

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.11.3.2.3.5
DELETE
This HTTP method is not supported for the resource.
5.11.3.3
Resource: Individual PFD Management Transactions
5.11.3.3.1
Introduction
This resource allows an SCS/AS to update or remove the PFDs for a given SCS/AS and an external Application Identifier at the SCEF.  
5.11.3.3.2
Resource definition

Resource URI: {apiRoot}/3gpp_t8_pfd_management/v1/{scsAsId}/transactions/{externalappid}
This resource shall support the resource URI variables defined in table 5.11.3.3.2-1.

Table 5.11.3.3.2-1: Resource URI variables for resource "Individual PFD Management Transaction"
	Name
	Definition

	apiRoot
	See clause 5.2.4.

	scsAsId
	Identifier of the SCS/AS of type ScsAsId.

	externalappid
	External Application Identifier of type externalAppId.


5.11.3.3.3
Resource methods

5.11.3.3.3.1
GET
The GET method allows to read all PFDs for a given SCS/AS indentified by an external Application Identifier. It is initiated by the SCS/AS and answered by the SCEF. 
This method shall support request and response data structures, and response codes, as specified in the table 5.11.3.3.3.1-1.
Table 5.11.3.3.3.1-1: Data structures supported by the GET request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	PfdData
	1
	200 OK
	The PFDs for the SCS/AS and external Application Identifier in the request URI are returned.



	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.11.3.3.3.2
PUT
This HTTP method is not supported for the resource.
5.11.3.3.3.3
PATCH

The PATCH method modifies the PFDs for a given SCS/AS and an existing external Application Identifier provided by the SCS/AS. It is initiated by the SCS/AS and answered by the SCEF. 
This method shall support the request and response data structures, and response codes, as specified in the table 5.11.3.3.3.3-1.
Table 5.11.3.3.3.3-1: URI query parameters supported by the PATCH method on this resource 
	Request body
	Data type
	Cardinality
	Remarks

	
	PfdManagementPatch
	1
	Partial update of PFD(s) for an existing external application identifier.

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	PfdManagement
	1
	200
	The PFDs were updated successfully. 

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.11.3.3.3.4
POST
This HTTP method is not supported for the resource.
5.11.3.3.3.5
DELETE

The DELETE method deletes the PFDs for a given SCS/AS and an external Application Identifier. It is initiated by the SCS/AS and answered by the SCEF. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.11.3.3.3.5-1..
Table 5.11.3.3.3.5-1: Data structures supported by the DELETE request/response by the resource

	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	Data type
	Cardinality
	Response

codes
	Remarks

	
	none
	
	204 No Content
	The PFDs were removed successfully.

	NOTE: 
In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.


5.11.4
Used Features

The table below defines the features applicable to the PfdManagement API. Those features are negotiated as described in subclause 5.2.7.
Table 5.11.4-1: Features used by PfdManagement API

	Feature
	M/O
	Description

	
	
	

	Feature:
A short name that can be used to refer to the bit and to the feature, e.g. "Notification".

M/O:
Defines if the implementation of the feature is mandatory ("M") or optional ("O") in this 3GPP Release. 

Description:
A clear textual description of the feature.
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