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*** 2st Change ***

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5GC
5G Core Network
5QI
5G QoS Indicator
AF
Application Function

AMBR
Aggregate Maximum Bit Rate

AMF
Access and Mobility Management Function

AN
Access Network
APN
Access Point Name

ARP
Allocation and Retention Priority
BSON
Binary JSON
CBOR
Concise Binary Object Representation
CDDL
Concise Data Definition Language
DEI
Drop Eligability Indicator
DHCP
Dynamic Host Configuration Protocol
DN
Data Network

DNAI
Data Network Access Identifier
DNN
Data Network Name

DTLS
Datagram Transport Layer Security

EPC
Evolved Packet Core

GBR
Guaranteed Bit Rate
HATEOAS
Hypermedia As The Engine Of Application State
HTTP
Hypertext Transfer Protocol

IDL
Interface Definition Language
JSON
JavaScript Object Notation
MAC
Media Access Control
MBR
Maximum Bit Rate

MPS
Multimedia Priority Service
NBIFOM
Network Based IP Flow Mobility
NEF
Network Exposure Function

NSSAI
Network Slice Selection Assistance Information
NWDA
Network Data Analytics
OCS
Online Charging System
PCC
Policy and Charging Control
PCF
Policy Control Function
PCP 
Priority Code Point
PFDF
Packet Flow Description Function
QFI
QoS Flow Identity
QoS
Quality of Service

REST
Representational State Transfer
RFSP
RAT Frequency Selection Priority
RPC
Remote procedure call
RQI
Reflective QoS Indicator
SCTP
Stream Control Transmission Protocol
SDF
Service Data Flow

SMF
Session Management Function

SUPI
Subscriber Permanent Identifier

TCP
Transmission Control Protocol

TLS
Transport Layer Security

UDM
Unified Data Management
UDP
User Datagram Protocol
UDR
Unified Data Repository

UPF
User Plane Function
URSP
UE Route Selection Policy
VID
VLAN Identifier
VLAN
Virtual Local Area Network
*** 3st Change ***
5.7
Session Management Policy Rules
5.7.x
Packet Filter Set
5.7.x.1
General
Packet Filter Set is used in the QoS rules or SDF template to identify a QoS flow. The Packet Filter Set may contain packet filters for the DL direction, the UL direction or packet filters that are applicable to both directions.  
There are two types of Packet Filter Sets (i.e. IP Packet Filter and Ethernet Packet Filter) corresponding to those PDU session types. 

5.7.x.2
IP Packet Filter Set

For IP PDU session type, the Packet Filter Set shall support packet filtering based on at least any combination of:

-
Source/destination IP address or IPv6 prefix.

-
Source / destination port number.
-
Protocol ID of the protocol above IP/Next header type.

-
Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask.
-
Flow Label (IPv6).
-
Security parameter index 
NOTE 1:
A value left unspecified in a filter matches any value of the corresponding information in a packet.
NOTE 2:
An IP address or Prefix may be combined with a prefix mask.
NOTE 3:
Port numbers may be specified as port ranges.
5.7.x.3
Ethernet Packet Filter Set

For Ethernet PDU session type, the Packet Filter Set shall support packet filtering based on at least any combination of:

-
 Source/destination MAC address 

- 
Ethertype as defined in IEEE 802.3 [xx]
- 
Customer-VLAN tag (C-TAG) and/or Service-VLAN tag (S-TAG) VID fields as defined in IEEE 802.1Q [yy] 

- 
Customer-VLAN tag (C-TAG) and/or Service-VLAN tag (S-TAG) PCP/DEI fields as defined in IEEE 802.1Q [yy]
- 
IP Packet Filter Set, in case Ethertype indicates IPv4/IPv6 payload  
NOTE 1:
The MAC address may be specified as address ranges.
NOTE 2:
A value left unspecified in a filter matches any value of the corresponding information in a packet.
*** End of Changes ***
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