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*** 1st Change ***

5.4.4
Npcf_PolicyAuthorization service

5.4.4.1
General
The is service is to authorise an AF request and to create policies as requested by the authorised AF for a PDU session to which the AF session is bound. This service allows the NF consumer to subscribe/unsubscribe the notification of events (e.g. change of access type or RAT type, changes of the PLMN identifier).

5.4.4.2
Operations

Table 5.4.4.2-1: Operations of the Npcf_PolicyAuthorization Service

	Service operation name
	Description
	Initiated by
	Inputs, required
	Inputs, optional
	Outputs, required
	Outputs, optional

	Npcf_PolicyAuthorization_Create
	Authorizes the request from the application, and optionally communicates with Npcf_SessionPolicyControl service to determine and install the policy according to the information provided by the NF Consumer. Creates an application context in the PCF.
	NF service consumer (AF/NEF)
	
IP address of the UE, application session context identifier
	SUPI if available,

DNN if available,

Media type, Media format, bandwidth requirements,

sponsored data connectivity if applicable,

flow description, AF application identifier, AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, emergency indicator, Application service provider, resource allocation outcome
	Success or Failure
	none

	Npcf_PolicyAuthorization_Update
	Provides updated application level information and communicates with Npcf_SessionPolicyControl service to determine and install the policy according to the information provided by the NF Consumer. Updates an application context in the PCF.
	NF service consumer (AF/NEF)
	
application session context identifier
	Media type, Media format, bandwidth requirements, sponsored data connectivity if applicable, flow description, AF application identifier, AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, Application service provider, resource allocation outcome
	Success or Failure
	none

	Npcf_PolicyAuthorization_Delete
	Provides means for the NF Consumer to delete the context of application level session information.
	NF service consumer (AF/NEF)
	application session context identifier
	none
	none
	none

	Npcf_PolicyAuthorization_Notify
	Provided by the PCF to notify NF consumers of the subscribed events, such as signalling path status of AF session, access type and RAT type, PLMN identifier, access network information, i.e. User Location Information and/or UE Time Zone, usage report, resource allocation outcome.
	PCF
	event to notify (signalling path status of AF session, access type and RAT type, PLMN identifier, access network information, i.e. User Location Information and/or UE Time Zone, usage report, resource allocation outcome)
	none
	The event information for the subscribed event type and event object
	none

	Npcf_PolicyAuthorization_Subscribe
	Provided by the PCF to enable NF consumers to explicitly subscribe the notification of events, such as change of access type or RAT type, changes of the PLMN identifier.
	NF service consumer (AF/NEF)
	List of events (including the event type and event object) as specified in Npcf_PolicyAuthorization_Notify service operation, 

 application session context identifier,
Notification URI (NOTE)
	none
	Success or Failure
	none

	Npcf_PolicyAuthorization_Unsubscribe
	Provided by the PCF to enable NF consumers to explicitly unsubscribe the notification of events as specified for Npcf_PolicyAuthorization_Subscribe operation.
	NF service consumer (AF/NEF)
	
List of events (including the event type and event object) as specified in Npcf_PolicyAuthorization_Notify service operation, 

application session context identifier
	none
	Success or Failure
	none

	NOTE:
A Notification URI where to send Notifications is required because support of notification with two HTTP client-server pairs, as specified in subclause 5.5.1.1.9.2, has been selected. This is a stage 3 matter not reflected in stage 2.




Editor's note:
It is FFS whether identification of the application session context is a required input to the Npcf_PolicyAuthorization_Notify operation. This parameter is not yet included in stage 2.

Editor's note:
It is FFS whether the application session context identifier can be a required output rather than a required input for the Npcf_PolicyAuthorization_Create operation and thus be assigned by the PCF. This could enable a resource creation via HTTP POST.
*** End of Changes ***
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