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Introduction

The 5G System architecture shall leverage service-based interactions between control plane network functions, as shown in the following Figure, it includes the interfaces Namf, Nsmf, Nnef, Npcf, Nudm, Naf, Nnrf, Nausf exhibited by AMF, SMF, NEF, PCF, UDM, AF, NRF, AUSF respectively. The protocol over these interfaces should be decided firstly before we start other implementation work. This contribution analyses some possible solutions and aims at selecting an appropriate protocol for the service-based architecture interfaces.
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Figure: 5G System Service-based architecture

For the review of the possible candidates we should agree on a minimum set of criterias which should be described for the protocols in addition to the requiremets for the interfaces.
Protocol and selection criteria
When analysing the protocol candidates we need to know the details of the requirements for the reference point. In addition we should clarify impotant creterias the which should be checked and compared to make final decision on the protocol.
Criterias under consideration
· Stage 2 requirements on SBA:

· Service discovery and selection
The network function (NF) within the core network may expose its capability as service via its service based interface, which can be re-used by other CN NFs. The NF service discovery enables the CN NF to discover a specific target NF instance which provides the expected NF service(s).The NF service discovery is implemented via the NF discovery. The NF discovery enables the service requester NF to discover the service provider NF instance and access the NF service provided by the service provider NF.
· Service authorization

NF service authorization ensures the service requester NF is authorized to access the NF service provided by the service provider NF, according to e.g. the policy of NF, the policy from the serving operator, the inter-operator agreement.

Service authorization information is one of the components in the profile of the NF. It includes the NF type (s) which is allowed to interconnect with this NF and the corresponding NF service (s) which can be accessed by those NF type(s).
· Service authorization

Need more stage 2 description.
· Interworking with E-UTRAN connected to EPC
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The interworking with E-UTRAN connected to EPC shall be supported, the protocol selection should consider this scenario. For example, Diameter is used for Gx interface currently, if another protocol is selected for N7, the PCF + needs support two protocols.
· Possible selection criterias (none exhaustive list):
· Whether one protocol can be applicable for all the service-based interfaces under CT3 responsibility .

· Transport protocol (e.g. TCP, UDP, SCTP etc.) supported for the candicate protocol described (Head offline blocking)

· Codec protocol and serialization protocol (e.g. JSON, XML, Protocolbuf)
· Versatility (language independent, platform independent)
· Scalability, expansibility
· Existing use cases, implementation specifics.

· Accessibility

· Performance 

· Maintenance

· Advantages and Disadvantages
Candidate protocols (none exhaustive list)
Diameter:

Diameter manipulates request/response message in the user level over TCP/SCTP, session state should always be maintained at both peers to make sure the reliability of delivery for each protocol layer. It encompasses the performances of security and reliability for the message transmission between network entities, and the experienced usage is attractive for vendors to make a choice.
The primary disadvantage of Diameter-based layered protocol is that it increases overhead and latency to the processing of message, reducing user-perceived performance. It is costly to maintain the performance of highweight Diameter-based interface and the expansibility is too limited by reusing or creating AVPs over the relevant interface. The protocol applied to IT are more applicable for this service-based architecture, however, Diameter is more applicable to CT than IT. 
GTP
GTP (GPRS Tunnel Protocol) is a tunnel protocol transferred over UDP/IP, used in 3GPP packet core network for session management on control plane and user plane. 
RESTful
REST (Representational State Transfer) is a architectural style for distributed hypermedia systems and provides interoperability between computer systems. REST-style web services allow requesting systems to access and operate textual web resources using a uniform and predefined set of stateless operations. Using HTTP, operations available include those predefined by the HTTP verbs GET, POST, PUT, DELETE and so on. In REST web services, requests made to a resource identified by its URI will give a response that may be in JSON, XML, Protocolbuf, plain text or other defined formats. Clients and intermediaries using REST can cache responses, the advantage is that they have the potential to partially or completely obviate some interations, improving efficiency, scalability characteristics by reducing the average latency of a series of interactions. The overall system provides uniform interface, which makes the architecture simplified and the visibility of interactions improved.
The REST interface is developed to be a general specification for IT field service based architecture, most implementors utilize Restful HTTP for its versatility (e.g. language independent, platform independent), scalability and easy to be implemented. High efficiency of data exchanging can be easily achieved without awareness of message contents. The REST web APIs are usually opened on the Internet or for public networks and rely on well-esatblished and extensive developer tools.
Websocket
Websocket is computer communication protocol, enabling a full-duplex and bidrectional communication channel on top of a single TCP connection. Long connection can be achieved once the channel is established, the application server/client can deliver or notify real-time datas/updates on demand to the client/server, allowing the real time synchronization and lower overheads between a browser and a web server. This is made possible by providing a standardized way for the server to send content to the browser without being solicited by the client, and allowing for messages to be passed back and forth while keeping the connection open. 
However, it has the disadvantage that browser must be fully HTML5 compliant.
Conclusion
It is proposed to analyse each protocol candidate for SBA and compare them based on the above criterias.
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