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*** 1st Change ***

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.203: "Policy and charging control architecture".
[3]
3GPP TS 29.213: "Policy and Charging Control signalling flows and QoS parameter mapping".
[4]
IETF RFC 4005: "Diameter Network Access Server Application".

[5]
IETF RFC 4006: "Diameter Credit Control Application".
[6]
3GPP TS 29.229: "Cx and Dx interfaces based on Diameter protocol; Protocol details".
[7]
IETF RFC 3588: "Diameter Base Protocol".
[8]
3GPP TS 23.401: "GPRS enhancements for E-UTRAN access".
[9]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".
[10]
3GPP TS 29.215: "Policy and Charging Control (PCC) over S9 reference point; Stage 3".
[11]
3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".
[12]
3GPP TS 29.274: "3GPP Evolved Packet System. Evolved GPRS Tunnelling Protocol for EPS (GTPv2)".
[13]
ITU-T Recommendation E.212: "The international identification plan for mobile terminals and mobile users".
[14]
3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points".
[15]
IETF RFC 7683:"Diameter Overload Indication Conveyance".
[16]
IETF draft-ietf-dime-drmp-07: "Diameter Routing Message Priority".

Editor's note:
The above document cannot be formally referenced until it is published as an RFC.

[xx]
IETF draft-ietf-dime-load-03: "Diameter Load Information Conveyance".
Editor's note:
The above document cannot be formally referenced until it is published as an RFC. 
*** 2nd Change ***

4.1
Overview

The Np reference point is located between the RCAF and the PCRF for the non-roaming scenario, between the RCAF and the H-PCRF for the home-routed scenario and between the RCAF and the V-PCRF for the visited access scenario. The Np reference point is used for:

-
Reporting the RUCI from the RCAF to the PCRF;
-
Provisioning the Reporting Restriction from the PCRF to the RCAF;
-
The User Equipment (UE) mobility between RCAFs;
-
The removal of the UE context in the RCAF.
The stage 2 level requirements for the Np reference point are defined in 3GPP TS 23.203 [2].

Signalling flows related to Np interface are specified in 3GPP TS 29.213 [3].
Refer to Annex G of 3GPP TS 29.213 [3] for Diameter overload control procedures over the Np interface.

Refer to Annex J of 3GPP TS 29.213 [3] for Diameter message priority mechanism procedures over the Np interface.
Refer to Annex X of 3GPP TS 29.213 [3] for Diameter load control procedures over the Np interface.

*** 3rd Change ***

5.4.1
General
Table 5.4.1.1 lists the Diameter AVPs re-used by the Np reference point from other existing Diameter Applications, reference to their respective specifications, short description of their usage within the Np reference point and which supported features the AVP is applicable to. AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table 5.4.1.1, but they are re-used for the Np reference point. Unless otherwise stated, re-used AVPs shall maintain their 'M', 'P' and 'V' flag settings. Where RADIUS VSAs are re-used, unless otherwise stated, they shall be translated to Diameter AVPs as described in RFC 4005 [4] with the exception that the 'M' flag shall be set and the 'P' flag may be set.

Table 5.4.1.1: Np re-used Diameter AVPs
	Attribute Name
	Reference
	Description
	Applicability
(NOTE)

	Called-Station-Id
	IETF RFC 4005 [4]
	The address the user is connected to (i.e. the PDN identifier). 
	

	DRMP
	IETF draft-ietf-dime-drmp [16]
	Allows Diameter endpoints to indicate the relative priority of Diameter transactions.
	

	Load
	IETF draft-ietf-dime-load [xx]
	The AVP used to convey load information between Diameter nodes.

This AVP and all AVPs within this grouped AVP shall have the 'M' bit cleared.
	

	OC-OLR
	IETF RFC 7683 [15]
	Contains the necessary information to convey an overload report.
	

	OC-Supported-Features
	IETF RFC 7683 [15]
	Defines the support for the Diameter overload indication conveyence by the sending node.
	

	PCRF-Address
	TS 29.215 [10]
	The identity, which indicates the destination PCRF.
	

	Subscription-Id
	IETF RFC 4006 [5]
	The identification of the subscription (i.e. IMSI)
	

	Supported-Features
	TS 29.229 [6]
	If present, this AVP informs the destination host about the features that the origin host requires to successfully complete this command exchange
	

	3GPP-User-Location-Info
	TS 29.061 [11], clause 16.4.7.2.
	Indicates details of where the UE is currently located. Only SAI (Geographic Location Type set to 1) or ECGI (Geographic Location Type set to 129) is included in this information.
	

	NOTE:
AVPs marked with a supported feature are applicable as described in subclause 5.4.2.


*** 4th Change ***

5.6.2
Non-Aggregated-RUCI-Report-Answer (NRA) command

The NRA command, indicated by the Command-Code field set to 8388720 and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the RCAF as part of the Non-aggregated RUCI report procedure.

Message Format:

<NR-Answer> ::=  < Diameter Header: 8388720, PXY >

                 < Session-Id >

                 [ DRMP ]
                 { Vendor-Specific-Application-Id }
                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm }

                 [ Result-Code ]

                 [ Experimental-Result ]

                 [ Error-Message ]

                 [ Error-Reporting-Host ]

                *[ Failed-AVP ]
                 [ OC-Supported-Features ]

                 [ OC-OLR ]
                 [ Reporting-Restriction ]
                 [ Conditional-Restriction ]
                 [ RUCI-Action ]
                *[ Congestion-Level-Definition ]
                 [ PCRF-Address ]
                 [ Origin-State-Id ]

                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]

                *[ Proxy-Info ]
                *[ Supported-Features ]
                *[ Load ]

                *[ AVP ]
*** 5th change ***

5.6.4
Aggregated-RUCI-Report-Answer (ARA) command

The ARA command, indicated by the Command-Code field set to 8388721 and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the RCAF as part of the Aggregated RUCI report procedure.

Message Format:

<AR-Answer> ::=  < Diameter Header: 8388721, PXY >

                 < Session-Id >

                 [ DRMP ]
                 { Vendor-Specific-Application-Id }
                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm }

                 [ Result-Code ]

                 [ Experimental-Result ]

                 [ Error-Message ]

                 [ Error-Reporting-Host ]

                *[ Failed-AVP ]

                 [ Origin-State-Id ]
                 [ OC-Supported-Features ]

                 [ OC-OLR ]
                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]

                *[ Proxy-Info ]
                *[ Supported-Features ]
                *[ Load ]
                *[ AVP ]
*** End of Changes ***

