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*** 1st Change ***

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.203: "Policy and charging control architecture".
[3]
3GPP TS 29.213: "Policy and Charging Control signalling flows and QoS parameter mapping".
[4]
IETF RFC 4005: "Diameter Network Access Server Application".

[5]
IETF RFC 4006: "Diameter Credit Control Application".
[6]
3GPP TS 29.229: "Cx and Dx interfaces based on Diameter protocol; Protocol details".
[7]
IETF RFC 6733: "Diameter Base Protocol".
[8]
3GPP TS 23.401: "GPRS enhancements for E-UTRAN access".
[9]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".
[10]
3GPP TS 29.215: "Policy and Charging Control (PCC) over S9 reference point; Stage 3".
[11]
3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".
[12]
3GPP TS 29.274: "3GPP Evolved Packet System. Evolved GPRS Tunnelling Protocol for EPS (GTPv2)".
[13]
ITU-T Recommendation E.212: "The international identification plan for mobile terminals and mobile users".
[14]
3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points".
[15]
IETF RFC 7683:"Diameter Overload Indication Conveyance".
[16]
IETF draft-ietf-dime-drmp-07: "Diameter Routing Message Priority".

Editor's note:
The above document cannot be formally referenced until it is published as an RFC.

*** 2nd Change ***

4.1
Overview

The Np reference point is located between the RCAF and the PCRF for the non-roaming scenario, between the RCAF and the H-PCRF for the home-routed scenario and between the RCAF and the V-PCRF for the visited access scenario. The Np reference point is used for:

-
Reporting the RUCI from the RCAF to the PCRF;
-
Provisioning the Reporting Restriction from the PCRF to the RCAF;
-
The User Equipment (UE) mobility between RCAFs;
-
The removal of the UE context in the RCAF.
The stage 2 level requirements for the Np reference point are defined in 3GPP TS 23.203 [2].

Signalling flows related to Np interface are specified in 3GPP TS 29.213 [3].
Refer to Annex G of 3GPP TS 29.213 [3] for Diameter overload control procedures over the Np interface.

Refer to Annex J of 3GPP TS 29.213 [3] for Diameter message priority mechanism procedures over the Np interface.
Refer to Annex Y of 3GPP TS 29.213 [3] for Diameter base protocol specification update over the Np interface.
*** 3rd Change ***

5.2
Initialization, maintenance and termination of connection and session
The initialization and maintenance of the connection between the RCAF and PCRF are defined by the underlying protocol. Establishment and maintenance of connections between Diameter nodes are described in IETF RFC 6733 [7].
After establishing the transport connection, the RCAF and the PCRF shall advertise the support of the Np specific Application by including the value of the application identifier in the Auth-Application-Id AVP and the value of the 3GPP (10415) in the Vendor-Id AVP of the Vendor-Specific-Application-Id AVP contained in the Capabilities‑Exchange-Request and Capabilities-Exchange-Answer commands. The Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands are specified in the Diameter Base Protocol (IETF RFC 6733 [7]).
The Np Diameter session shall be terminated after each request and answer pair interaction.
In order to indicate that the session state is not to be maintained, the Diameter client and server shall include the Auth-Session-State AVP with the value set to NO_STATE_MAINTAINED (1), in the request and in the answer messages (see IETF RFC 6733 [7]).
*** 4th Change ***

5.3.1
General
Table 5.3.1.1 describes the Diameter AVPs defined for the Np reference point, their AVP Code values, types, possible flag values, whether or not the AVP may be encrypted and which supported features the AVP is applicable to. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

Table 5.3.1.1: Np specific Diameter AVPs 

	
	
	
	
	AVP Flag rules (NOTE 1)
	
	

	Attribute Name
	AVP Code
	Clause defined
	Value Type (NOTE 2)
	Must
	May
	Should not
	Must not
	May Encr.
	Applicability
(NOTE 3)

	Aggregated-Congestion-Info
	4000
	5.3.2
	Grouped
	V, M
	P
	
	
	Y
	

	Aggregated-RUCI-Report
	4001
	5.3.3
	Grouped
	V, M
	P
	
	
	Y
	

	Congestion-Level-Definition
	4002
	5.3.4
	Grouped
	V
	P
	
	M
	Y
	ReportRestriction

	Congestion-Level-Range
	4003
	5.3.5
	Unsigned32
	V
	P
	
	M
	Y
	ReportRestriction

	Congestion-Level-Set-Id
	4004
	5.3.6
	Unsigned32
	V
	P
	
	M
	Y
	ReportRestriction

	Congestion-Level-Value
	4005
	5.3.7
	Unsigned32
	V, M
	P
	
	
	Y
	

	Congestion-Location-Id
	4006
	5.3.8
	Grouped
	V
	P
	
	M
	Y
	ReportRestriction

	Conditional-Restriction
	4007
	5.3.9
	Unsigned32
	V
	P
	
	M
	Y
	ReportRestriction

	eNodeB-Id
	4008
	5.3.10
	OctetString
	V, M
	P
	
	
	Y
	

	IMSI-List
	4009
	5.3.11
	OctetString
	V, M
	P
	
	
	Y
	

	RCAF-Id
	4010
	5.3.12
	DiameterIdentity
	V, M
	P
	
	
	Y
	

	Reporting-Restriction
	4011
	5.3.13
	Unsigned32
	V
	P
	
	M
	Y
	ReportRestriction

	RUCI-Action
	4012
	5.3.14
	Unsigned32
	V
	P
	
	M
	Y
	ReportRestriction

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 6733 [7].

NOTE 2:
The value types are defined in IETF RFC 6733 [7].
NOTE 3:
AVPs marked with a supported feature (e.g. "ReportRestriction") are applicable as described in clause 5.4.2. 


*** 5th Change ***

5.5
Np specific Experimental-Result-Code AVP values
5.5.1
General
This clause defines result code values that shall be supported by Diameter implementations that conform to this specification.
5.5.2
Success
Result Codes that fall into the Success category are used to inform a peer that a request has been successfully completed. The Result-Code AVP values defined in Diameter BASE IETF RFC 6733 [7] are applied.
5.5.3
Permanent Failures
Errors that fall into the Permanent Failures category shall be used to inform the peer that the request has failed. The Result-Code AVP values defined in Diameter Base Protocol IETF RFC 6733 [7] are applied. As an addition the following Result-Code AVP value defined in IETF RFC 4006 [5] is applicable:
DIAMETER_USER_UNKNOWN (5030):

This error shall be used by the PCRF to indicate to the RCAF that the end user specified in the request is unknown to the PCRF, or it shall be used by the RCAF to indicate to the PCRF that the end user specified in the request is unknown to the RCAF. This result code does not apply for aggregated RUCI report.

5.5.4
Transient Failures

Errors that fall within the Transient Failures category are used to inform a peer that the request could not be satisfied at the time it was received, but may be able to satisfy the request in the future.

The Result-Code AVP values defined in Diameter Base IETF RFC 6733 [7] are applicable. As an addition the following Experimental-Result-Code value defined in 3GPP TS 29.212 [14] is applicable:
DIAMETER_PENDING_TRANSACTION (4144):

This error shall be used when a node receives an incoming request for a specific user id and PDN ID while it has an ongoing transaction for the same user id and PDN ID and cannot handle the request as described in clause 4.4.5.
*** End of Changes ***

