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Abstract of the contribution:
This document gives an overview how emergency calls are established and the caller location is determined and transmitted using the architecture as foreseen by ETSI M/493.
1. References
ETSI ES 203 178 V1.1.1 (2015-02): "Functional architecture to support European requirements on emergency caller location determination and transport"
Draft DES/NTECH-00025 V0.0.22 (2016-10): "Protocol specifications for emergency service caller location determination and transport"
M/493: "Standardisation Mandate to the European Standards Organisations (ESO) in support of the location enhanced emergency call service".
2. Abbreviations
ANP	Access Network Provider
ECSP	Emergency Call Serice Provider
ESRF	Emergency Service Routing Function
ESRP	Emergency Service Routeing Proxy
LS	Location Server
VSP	Voice Service Provider
3. Definitions
Access Network Provider (ANP): service provider that provides physical and IP connectivity to a user equipment (UE) via a fixed or mobile access
Emergency Call Service Provider (ECSP): service provider that acts as a mediator between the voice service providers and the public safety answering point service providers
Location-by-Value (LbV): using location information in the form of a location object (LO), such as a PIDF-LO.
Location-by-Reference (LbR): representing location information indirectly using a location URI.
Location Reference (LR): identifies a location server and provides sufficient information to allow the location server to provide the location value for the UE
	EXAMPLE:	https://ls.example.com:49152/uri/w3g61nf5n66p0
PSAP Service Provider (PSP): service provider that provides connectivity to Public Safety Answering Points (PSAPs) and directs emergency calls from the ECSP to the PSAP
Voice Service Provider (VSP): specific type of application service provider that provides voice related services and optionally text and video-related services, on IP
4. High Level Functional Architecture
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Figure 1: High Level Functional Architecture
5. Procedure


Figure 2: Call routeing and location provisioning procedure when ANP provides location reference
1. The UE sends a Call Setup Request to the VSP Call Control. The VSP Call Control recognizes it as an attempt to make an emergency call.
The VSP Call Control uses the source IP address of the Call Setup Request to query the LS Discovery functional entity.
The LS Discovery functional entity provides the LS URI or the ANP domain name that corresponds to the provided IP address.
NOTE:	The VSP Call Control may have this information in a local cache, in which case Step 2 and 3 are not executed.
The VSP Call Control uses the source IP address and port of the Call Setup Request to query the Location Server for the caller's location.
The Location Server provides a location reference and an ESRF URI if routeing information was requested.
The VSP inserts the received location reference in the Call Setup Request and forwards to the received ESRF URI, if any, or to a URI associated to the ECSP determined by local policy.
The ESRF requests location information by sending the location reference and optionally the IP address and port of the calling user to the LS Proxy.
The LS Proxy forwards the location request by sending the received location reference and optionally the IP address and port of the calling user to the Location Server.
The Location Server responds by sending the location value to the LS Proxy.
The LS Proxy forwards the location value to the requesting ESRF.
The ESRF determines the PSAP address to which to direct the emergency call. As part of the determination the ESRF either queries a route server or uses a locally determined PSAP address using configuration information.
The ESRF forwards the Call Setup Request to the ESRP in the PSAP Service Provider's domain, via zero one or more intermediate entities, using standard routeing procedures.
If the PSAP address does not uniquely identifies a PSAP, the ESRP determines the correct PSAP identifier (e.g. by applying load balancing).
The ESRP forwards the Call Setup Request to the identified PSAP via zero one or more intermediate functional entities, using standard routeing procedures. Together with the Call Setup Request the ESRP pushes the location value via the ij or ii interface (depending of the access technology of the PSAP, IP or PSTN) to the PSAP.
6. IMS considerations
Interface ie between the VSP and the ECSP
In the case where the VSP and ECSP are both IMS but are run by different operators then Inter-IMS Network to Network Interface protocol, as specified in ETSI TS 129 165, applies. The interface Ici of TS 129 165 conforms to the interface ie. The non-roaming II-NNI traversal scenario (originating home network  – terminating home network) applies to the interface ie. 
In the case where the VSP and the ECSP are both IMS and are run by the same operator the interface ie becomes an internal interface and ETSI TS 124 229 applies, as specified for the interface at the Mw reference point. If the VSP has deployed a SIP-based IP network and the ECSP is a different operator with IMS or vice versa, the VSP shall appear to the ECSP as if it were an IBCF complying with the requirements identified in 3GPP TS 24.229, subclause 4.1 for this functional entity. When processing an emergency call, IBCF implementations are expected to be transparent to unrecognised information unless specific exceptions exist.
Interface ih between the ESRF and the ESRP
If the PSAP Service Provider is a public operator, this interface will be:

· Mi/Mg for PSTN/ISDN PSAPs (as described in ETSI TS 124 229);
· Mm/Mx for SIP/IMS-enabled PSAPs (as described in ETSI TS 124 229).

Interface ij between the ESRP and an IP based PSAP
IMS covers the case in which IP-PSAP is a user equipment (UE).
In this case the interface ij corresponds to the Gm reference point for IMS-based access domain (as described in ETSI TS 124 229), with the exception that an emergency call will be an incoming call.
Annex: M/493 Scope
This annex contains clause 3 "Scope of the Mandate" of the European Commission mandate M/493 "Standardisation Mandate to the European Standards Organisations (ESO) in Support of the Location Enhanced Emergency Call Service".
"The determination and transport of caller location information for VoIP needs to be fully standardised including a single functional model, the necessary interfaces and protocols. The location information should be provided as a pure enhancement to the basic emergency call service. It should not interfere in any way with the quality or operation of the basic emergency call service. Because a PSAP continues to be connected by means of a fixed network, e.g. ISDN access line, it should be able to continue to behave in its traditional manner. The enhancement, i.e. location data provision, is expected to be determined by the originating telephony or electronic communications service provider, capable of originating voice calls through a number or numbers in national telephone numbering plans, and be provided at call setup to the PSAP as soon as the call reaches the authority handling the emergency calls. It may be delivered by means of traditional or new methods. If an IP-based solution for the provision of the location information is developed, the correlation between voice and data and timely provision at call setup time must be achieved, and special consideration should be given to data protection and privacy/security issues. In addition, the provision of caller location information should be implemented in a way that ensures that access for disabled end-users to emergency services is equivalent to that enjoyed by other end-users. 
The process for the determination of the location of fixed and more importantly nomadic VoIP users in case of an emergency is required. This is particularly needed when the originating VoIP service provider is an enterprise separate from lower layer service providers as well as one or several contributing infrastructure operators. The information exchanges between the service providers and network operators involved needs to be standardized. This should include also IP-biased VoIP providers, including also Skype out.
Experience shows that network operators tend to migrate from present implementations to a new and complex technology like NGN in a long-lasting and conservatively phased approach. A solution relying on a completely standardised and fully functional NGN being implemented by all parties involved is at present and in the near future of no use because it is not realistic to assume that this will be the case in the foreseeable future. A practical solution for today's pre-NGN IP‑based networks is required, ensuring to the utmost extent possible forward compatibility with the future all-NGN technical environment.
The European Standardisation Organisations are invited to prepare a coherent and complete set of specifications or standards containing the architecture, the interfaces and the protocols in support of the requirements set by article 26 of the amended Directive 2002/22/EC concerning the determination, transport and delivery of caller location information. This work shall not be focused on NGN but shall address current implementations for all types of voice calls (fixed, mobile, static and nomadic VoIP) in EU countries. The standards should allow for the determination of the location information in the form of a geographical coordinate or a civic address as precisely as possible.
The specifications or standards should not expect from the PSAPs to apply any network access technologies other than those in use today on fixed network access lines, e.g. ISDN Basic/Primary Rate Interfaces and/or a broadband IP access, e.g. by xDSL. Furthermore, it must be pointed out that the obligations under the Universal Service Directive, such as unfettered bi-directional speech communication in real-time, fast call setup and provision of the caller's E.164 number, must not be hampered. 
The mandated specifications or standards should not impact on the continued operation of the current emergency call service. The measures taken to provide the location information should not significantly delay the establishment of the emergency call. The measures should include a compatibility mechanism allowing future enhancements. Finally, the location information should be carried from all types of originating networks and providers, e.g. fixed, mobile, VoIP, NGN, in a uniform manner that allows the reception at a single homogenous interface at the PSAP.
The mandated specifications and standards should ensure that the determination and transport of caller information for emergency calls cannot be used to obtain location information for other purposes without the consent of the user or subscriber."
NOTE:	"Skype" is a trade mark.
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