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* * * First Change * * * *
4
Signalling Flows over Gx, Gxx, Rx, Sd, Sy, Np, Nt, St and S9
4.0
General

There are three distinct network scenarios for an IP-CAN Session:

Case 1. No Gateway Control Session is required, no Gateway Control Establishment occurs at all (e.g. 3GPP Access where GTP-based S5/S8 are employed, and Non-3GPP access where GTP-based S2a or GTP-based S2b is employed).

Case 2. A Gateway Control Session is required. There are two subcases:

2a)
The BBERF assigns a Care of Address (CoA) to the UE and establishes a Gateway Control Session prior to any IP-CAN session establishment that will apply for all IP-CAN sessions using that CoA.

2b) At IP-CAN session establishment a Gateway Control Session is required before the PCEF announces the IP-CAN Session to the PCRF. At BBERF change and pre-registration the Gateway Control Session shall match an IP-CAN session that the PCEF has already announced. Each IP-CAN session is handled in a separate Gateway Control Session.


The PCRF shall select whether case 2a or case 2b applies based on the information received in the Gateway Control Session Establishment. For a user identified with a Subscription-Id AVP, when the PDN identifier included as part of the Called-Station-Id AVP is received, case 2b applies. If not received, case 2a applies.

The following considerations shall be taken into account when interpreting the signalling flows:
-
V-PCRF is included to also cover the roaming scenarios.
-
H-PCRF will act as a PCRF for non-roaming Ues.
-
The steps numbered as “number+letter” (e.g. “3a”) will be executed, for the roaming case, instead of steps numbered as “number” (e.g. “3”), as indicated in the explanatory text below the signalling flows.
-
Emergency services are handled locally in the serving network, therefore the S9 reference point does not apply.

NOTE: For the Visited Access case, the operator can by roaming agreement decide not to use S9 reference point.

The procedure to detect that the Gx session or a Gateway Control Session is restricted to Emergency Services is described in 3GPP TS 29.212 [9].
-
Subscription-related information is not relevant for the policy control of Emergency Sessions; therefore Sp reference point does not apply in that case.
-
With the UDC-based architecture as defined in 3GPP TS 23.203 [2] and 3GPP TS 23.335 [25], SPR, whenever mentioned in the present specification, refers to UDR. The Ud interface as defined in 3GPP TS 29.335 [26] is the interface between the PCRF and the UDR.
-
When monitoring event reporting via PCRF applies as defined in 3GPP TS 23.682 [38], the SCEF is acting as an AF. In this case, only the flows where the AF is located in the home network apply. Support of this functionality is detailed in 3GPP TS 29.214 [10], Annex D.

-
If the PCEF/BBERF/TDF needs to send an IP-CAN session/ Gateway Control Session/ TDF session modification request towards a PCRF which is known to have restarted since the IP-CAN session/ Gateway Control Session/ TDF session establishment, the PCEF/BBERF/TDF shall follow the PCRF Failure and Restoration procedure as defined in 3GPP TS 29.212 [9].
NOTE:
Only the interaction with OCS for spending limits 
vailabil over Sy interface is introduced in this document.
* * * Second Change * * * *
Annex B (normative):
Signalling Flows for IMS

The signalling flows in clause 4 are also applicable for IMS. This Annex adds flows that show interactions with SIP/SDP signalling of the IMS.
B.0
General

The following is applicable for Emergency Services and PSAP call back request:

-
The P-CSCF includes an Emergency indication when service information is sent over Rx and when required by the IMS deployment, the P-CSCF may also indicate that it requires EPC-level user information as defined in 3GPP TS 29.214 [10].

-
The PCRF only allows Emergency Sessions that are bound to an IP-CAN session established to an Emergency APN.
- 
Upon request from the P-CSCF, the PCRF provides the P-CSCF with EPC-level user information corresponding to the established IP-CAN session.
The following is not applicable for Emergency Services and PSAP call back request:

-
Pre-authorization for a UE terminated IMS session establishment with UE initiated resource reservation.

-
Subscription to notification of Signalling Path Status at IMS Registration, subscription to notification of changes of IP-CAN type at IMS Registration and Provisioning of SIP Signalling flow information at IMS Registration procedures.
* * * Third Change * * * *
B.2.1
Provisioning of service information at Originating P-CSCF and PCRF

This clause covers the PCC procedures at the originating P-CSCF and PCRF at IMS session establishment.

In figure B.2.1.1 the P-CSCF derives the provisioning of service information to the PCRF from the SDP offer/answer exchange.
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Figure B.2.1.1: PCC Procedures for IMS Session Establishment at originating P-CSCF and PCRF

1.
The P-CSCF receives the SDP parameters defined by the originator within an SDP offer in SIP signalling.

2.
The P-CSCF identifies the connection information needed (IP address of the down link IP flow(s), port numbers to be used etc…).

3.
The P-CSCF forwards the SDP offer in SIP signalling.

4.
The P-CSCF gets the negotiated SDP parameters from the terminating side through SIP signalling interaction.

5.
The P-CSCF identifies the connection information needed (IP address of the up-link media IP flow(s), port numbers to be used etc…).

6.
The P-CSCF forwards the derived session information to the PCRF by sending a Diameter AAR over a new Rx Diameter session.

7.
The PCRF stores the received session information, and performs session binding.

8.
The PCRF replies to the P-CSCF with a Diameter AAA.

9.
Upon reception of the acknowledgement from the PCRF, the SDP parameters are passed to the UE in SIP signalling.

10.
The PCRF executes interactions according to figure 4.3.1.1.1 . This step implies provisioning of PCC/QoS rules and is executed in parallel with steps 8 and 9.
11.
If the P-CSCF requested access network information in step 6, the PCRF forwards the access network information received in step 10 in a Diameter RAR.

12.
If step 11 occurs, the P-CSCF acknowledges the receipt of Diameter RAR.

13.
If step 11 occurs, the P-CSCF forwards the access network information as the network provided location information when a suitable SIP message is received.
Optionally, the provisioning of service information may be derived already from the SDP offer to enable that a possible rejection of the service information by the PCRF is obtained by the P-CSCF in time to reject the service with appropriate SIP signalling, to allow the P-CSCF to request network provided location information for inclusion in the SDP offer, to support authentication of roaming users in deployments with no IMS-level roaming interfaces or to support PSAP callback functionality for anonymous IMS emergency sessions. This is described in figure B.2.1.2.
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Figure B.2.1.2: PCC Procedures for IMS Session Establishment at originating P-CSCF and PCRF, provisioning of service information derived from SDP offer and answer
1.
The P-CSCF receives the first SDP offer for a new SIP dialogue within a SIP INVITE request.

2.
The P-CSCF extracts service information from the SDP offer (IP address of the down link IP flow(s), port numbers to be used etc…).

3.
The P-CSCF forwards the derived service information to the PCRF by sending a Diameter AAR over a new Rx Diameter session. It indicates that only an authorization check of the service information is requested.

4.
The PCRF checks and authorizes the service information, performs session binding, but does not provision PCC/QoS rules at this stage.

5.
The PCRF replies to the P-CSCF with a Diameter AAA.

6.
If the P-CSCF did not request access network information in step 3, or if the P-CSCF requested access network information but does not require the access network information for inclusion in the SDP offer, or the P-CSCF requested EPC-level user information in step 3the P-CSCF forwards the SDP offer in SIP signalling.
7.
If the P-CSCF requested access network information in step 3, the PCRF executes interactions according to Figure 4.3.1.1.1. This step implies provisioning of PCC/QoS rules.

8.
If the P-CSCF requested access network information in step 3, the PCRF forwards the access network information received in step 7 in a Diameter RAR.

9.
If step 8 occurs, the P-CSCF acknowledges the receipt of Diameter RAR.

10a.
If step 8 occurs, and if the P-CSCF requires the access network information for inclusion in the SDP offer, the P-CSCF forwards the SDP offer and adds the access network information as the network provided location information to the corresponding SIP message.

10b.
If step 8 occurs, and if the P-CSCF does not require the access network information for inclusion in the SDP offer, the P-CSCF forwards the access network information as the network provided location information in a suitable SIP message. This step normally occurs only after step 17.
11.
The P-CSCF receives the negotiated SDP parameters from the terminating side within a SDP answer in SIP signalling.

12.
The P-CSCF extracts service information from the SDP answer (IP address of the up-link media IP flow(s), port numbers to be used etc…).

13.
The P-CSCF forwards the derived service information to the PCRF by sending a Diameter AAR over the existing Rx Diameter session. Access network information is not requested if done in step 7.
14.
The PCRF stores the received session information.

15.
The PCRF replies to the P-CSCF with a Diameter AAA.

16.
The PCRF authorizes the session information. The PCRF executes interactions according to Figure 4.3.1.1.1. This step implies provisioning of PCC/QoS rules and authorized QoS.

17.
Upon successful authorization of the session, the SDP parameters are passed to the UE in SIP signalling. This step is executed in parallel with step 16.

* * * End of Changes * * * *
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