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*** 1st Change ***

4.4.2
Traffic Steering Policy Provisioning over St 
When the PCRF determines the traffic steering control information needed for the IP-CAN session; the PCRF shall send an HTTP POST message to the TSSF to create a new session resource. The PCRF shall provide the representation of the session resource within the body of the HTTP POST. Within the body of the HTTP POST, the PCRF shall provide the St Session ID, the UE IPv4 address and/or UE IPv6 prefix, PDN information and one or more sets of traffic steering control information to the TSSF.
The PCRF may modify or remove traffic steering control information at any time (e.g. due to subscription change or network status change) by sending either an HTTP PUT or HTTP PATCH message to the TSSF including the St session ID within the request URL. When using an HTTP PUT to modify the session resource, the PCRF shall provide the entire state of the session resource within the body of the HTTP PUT. In this case, the TSSF shall replace the existing session information associated with this resource with the information provided in the body of the HTTP PUT. When using an HTTP PATCH to modify the session resource, the PCRF shall provide the modifications within the body of the HTTP PATCH as defined in subclause 5.3.3.3.  In this case, the TSSF shall update the existing session resource based on the content of the body of the HTTP PATCH.
In order to remove all of the traffic steering control information associated with an IP-CAN session when the IP-CAN session is terminated, the PCRF shall send to the TSSF an HTTP DELETE message including the St Session ID within the request URL.

Once the PCRF has requested the creation of a session resource, the PCRF may request the state of the session at any time by sending an HTTP GET request to the TSSF including the Session ID within the request URL. Upon receipt of an HTTP GET from the PCRF, the TSSF shall provide the session representation within the body of the response. Based on the received information, the PCRF may decide whether re-installation, modification, removal of the traffic steering control information or any other action applies.
*** 2nd Changes ***

5.4.3.1
General

Table 5.4.3.1.1 describes the JSON fields used within the body of the HTTP messages representing the session information. The table includes the information about the name of the field, the type of the fields and the applicability of the JSON field.
Table 5.4.3.1.1: St Specific JSON fields
	
	
	
	
	Applicability (NOTE 3)

	Field Name
	Subclause defined
	JSON Value Type (NOTE 1)
	JCR Type (NOTE 2)
	

	session-id
	5.4.3.2
	string
	string
	

	ue-ipv4
	5.4.3.3
	string
	ipv4
	

	ue-ipv6-prefix
	5.4.3.4
	string
	Ipv6
	

	tsrules
	5.4.3.5
	object
	object
	

	ts-rule-name
	5.4.3.6
	string
	string
	

	Precedence
	5.4.3.7
	number
	number:
0..4294967295
	

	tdf-application-identifier
	5.4.3.8
	string
	string
	

	flow-information
	5.4.3.9
	array
	array
	

	flow-description
	5.4.3.10
	string
	string
	

	tos-traffic-class 
	5.4.3.11
	string
	/^[0-9A-Fa-f]{4}$/
(NOTE 4)
	

	security-parameter-index
	5.4.3.12
	string
	/^[0-9A-Fa-f]{8}$/
(NOTE 4)
	

	flow-label

	5.4.3.13
	string
	/^[0-9A-Fa-f]{6}$/
(NOTE 4)
	

	flow-direction
	5.4.3.14
	string
	"BIDIRECTIONAL"
 "UPLINK"
"DOWNLINK"
(NOTE 5)
	

	ts-policy-identifier-dl
	5.4.3.15
	string
	string
	

	ts-policy-identifier-ul
	5.4.3.16
	string
	string
	

	predefined-tsrules
	5.4.3.17
	object
	object
	

	predefined-group-of-tsrules
	5.4.3.18
	object
	object
	

	ts-rule-base-name
	5.4.3.19
	string
	string
	

	called-station-id
	5.4.3.xx
	string
	string
	

	NOTE 1:
The basic JSON value types are defined in IETF RFC 7159 [15].
NOTE 2:   The JCR types are defined in IETF draft-newton-json-content-rules [16].
NOTE 3:
Fields marked with a supported feature are applicable as described in subclause 5.3.6.
NOTE 4:   The regular expression for a string type.
NOTE 5:   The quoted strings for a string type. 


*** 3rd Changes ***

5.4.3.xx
called-station-id
The called-station-id field is of type string, and contains the address the user is connected to (i.e. the PDN identifier). 
*** 4th Changes ***

5.3.3.2
POST /stapplication/sessions

The establishment of a session shall be performed by the PCRF by using the POST method as follows:

-
the request URI formatted as defined in subclause 5.3.2 with the "path" part set to: /stapplication/sessions.

-
the Content-Type header field set to "application/json"
-
the body of the message encoded in JSON format as defined in Annex B.1, including the "session-id" field allocated by the PCRF.

The PCRF sets the URI based on the pre-configuration at the PCRF. 
If the PCRF supports the Notification feature, it shall follow the procedures defined in subclause 5.3.6.1 to advertise support of the feature. In addition, the PCRF shall include the 3gpp-Notification-Base-URL header as defined in subclause 5.3.7.4.
Upon receipt of the HTTP POST, the TSSF shall respond to the PCRF indicating whether the creation of the resource was successful or not using one of the HTTP status codes as defined in subclause 5.3.5. If the resource creation is successful, the TSSF shall respond with an HTTP 201 (Created) status code, including a Location header field containing the URI for the created session resource based on the St Session ID as defined in subclause 5.3.4. If the creation of the session resource was not successful, the TSSF shall indicate the reason using an appropriate HTTP status code for the St interface as defined in subclause 5.3.5 and optionally additional information in the body of the response as defined in Annex B.2.
If both the PCRF and TSSF support the Notification feature, the TSSF shall remember the value of the 3gpp-Notification-Base-URL for the lifetime of the corresponding St session and shall initiate a TCP connection towards the PCRF (if it is not already established) based on the hostname and optional port elements of the 3gpp-Notification-Base-URL.

Below is an example of an HTTP POST and a corresponding successful response:

POST /stapplication/sessions HTTP/1.1

Host: tssfserver.example.com

3gpp-Notification-Base-URL: http://pcrfserver.example.com:8080/stapplication/notification
3gpp-Optional-Features: Notification
Content-Type: application/json

Content-Length: …

{

  "session-id": "pcrf.example.com;378388838383;123232",

  "ue-ipv4": "10.0.0.2",
.. "called-station-id": "internet",
  "tsrules": {

     "ts-rule-3": {

       "ts-rule-name": "ts-rule-3",

       "tdf-application-identifier": "ftp-download",

       "precedence": 1,

       "ts-policy-identifier-dl": "firewall"
     }

  }

}

Here is an example of a successful response:

HTTP/1.1 201 Created

Location: http:// tssfserver.example.com/stapplication/sessions/pcrf.example.com;378388838383;123232

Date: Mon, 23 Apr 2012 17:10:00 GMT

Server: tssf.example.com

3gpp-Accepted-Features: Notification
Content-Type: application/json

{

  "success-message": "Session was created successfully.",

}
*** 5th Changes ***

B.1
Session body schema

This subclause defines the JSON schema for the body of HTTP requests and responses providing the state of a session resource. The schema is based on IETF draft-newton-json-content-rules [16] and is defined below:

# jcr-version 0.5

# ruleset-id 3gpp.stapplication.session

; JCR based on draft v5 representing the session resource 

{

  session-id,

  ( ue-ipv4 | ue-ipv6-prefix | ( ue-ipv4 , ue-ipv6-prefix ) ),
.. called-station-id,
  ? tsrules,

  ? predefined-tsrules,

  ? predefined-group-of-tsrules

}

; Resource fields definitions

; Session ID allocated by the PCRF

session-id "session-id" : string

; The UE IPv4 address

ue-ipv4 "ue-ipv4" : ip4

; The UE IPv6 prefix

ue-ipv6-prefix "ue-ipv6-prefix" : ip6

called-station-id " called-station-id " : string
; The dynamic traffic steering rules

tsrules "tsrules" : { + tsrule }

; The traffic steering rule

tsrule /.*/ : {

  ts-rule-name,

  ? precedence,

  ( flow-information | tdf-application-identifier ),

  ( ts-policy-identifier-ul | ts-policy-identifier-dl | ( ts-policy-identifier-ul, ts-policy-identifier-dl ) )

}

; The name of the traffic steering rule in the TSSF

ts-rule-name "ts-rule-name" : string

; The precedence of the traffic steering rule. From 0 to 4294967295.

precedence "precedence" : 0..4294967295

; The flow traffic information

flow-information "flow-information" : [

  + {

      ? flow-description,

      ? tos-traffic-class,

      ? security-parameter-index,

      ? flow-label ,

      flow-direction

    }

]

; The IP filter rule for a service data flow

flow-description "flow-description" : string

 ; The ToS traffic class is encoded on two octets, and represented in hex string display.

tos-traffic-class "tos-traffic-class" : /^[0-9A-Fa-f]{4}$/

; The security parameter index is encoded on four octets, and represented in hex string display.

security-parameter-index "security-parameter-index" : /^[0-9A-Fa-f]{8}$/

; The flow label is encoded on three octets, and represented in hex string display.

flow-label "flow-label" : /^[0-9A-Fa-f]{6}$/

; The direction of the flow traffic

flow-direction "flow-direction" : ( : "BIDIRECTIONAL" | : "UPLINK" | : "DOWNLINK" )

; The detected application traffic id in the TSSF

tdf-application-identifier "tdf-application-identifier" : string

; The traffic steering policy id for uplink data

ts-policy-identifier-ul "ts-policy-identifier-ul" : string

; The traffic steering policy id for downlink data

ts-policy-identifier-dl "ts-policy-identifier-dl" : string

; The predefined traffic steering rules

predefined-tsrules "predefined-tsrules" : { + /.*/ : { ts-rule-name } }

; The predefined traffic steering group rules

predefined-group-of-tsrules " predefined-group-of-tsrules" : { + /.*/ : { ts-rule-base-name } }

 ; The name of the traffic steering group rule in the TSSF

ts-rule-base-name "ts-rule-base-name" : string
*** End of Changes ***

