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	Reason for change:
	Regarding of the PCC decision, there is the follwing description as defined in TS 23.203 subclause 6.2.1.1 and 6.1.18.2:
6.2.1.1
Input for PCC decisions

The PCEF and/or BBERF may provide the following information:

-
Subscriber Identifier;

-
The IMEI(SV) of the UE;

-
IPv4 address of the UE;

-
IPv6 network prefix assigned to the UE;

-
NBIFOM Routing Rules (when NBIFOM as specified in TS 23.161 [43] applies);

-
IP flow routing information (when IP flow mobility as specified in TS 23.261 [23] applies);

NOTE 1:
IP flow routing information and NBIFOM Routing Rules are provided only by the PCEF.

-
Change of usability of an Access (when NBIFOM as specified in TS 23.161 [43] applies);
-
IP‑CAN bearer attributes;

6.1.18.2
NBIFOM impacts on IP-CAN procedures

-
UE resource request for a multi-access IP-CAN session.

When UE-initiated NBIFOM mode applies and if a new PCC rule is created due to the request from the network (e.g. request from the AF or application detection information from the PCEF/TDF), the PCRF shall determine that the new PCC rule is bound to the default access. UE may initiate IP flow mobility request to bind the IP flow to another access later. 

Based on the above SA2 definition, the PCRF PCC rule decision shall be based on the change of the usability of an Access, which is misssing from the stage 3 specification.  Except that, when the UE_initiated NBIFOM mode is applied and the new PCC rule is created due to network request, the new PCC rule shall be bound to the default access for the NBIFOM.  The corresponding definition should be added to the TS 29.212 too. 

	
	

	Summary of change:
	 Update the PCRF behaviour on the decision of the PCC rules.

	
	

	Consequences if not approved:
	Not align with SA2 definition. The PCC rule created by the PCRF is incorrect, which results in the failure of the NBIFOM procedures.
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	Other comments:
	


*** 1st Change ***

4.4.1
PCRF
The PCRF (Policy Control and Charging Rules Function) is a functional element that encompasses policy control decision and flow based charging control functionalities. These 2 functionalities are the heritage of the release 6 logical entities PDF and CRF respectively. The PCRF provides network control regarding the service data flow detection, gating, QoS and flow based charging (except credit management) towards the PCEF. The PCRF receives session and media related information from the AF and informs AF of traffic plane events.

The PCRF shall provision PCC Rules to the PCEF via the Gx reference point. Particularities for the Gxx reference point are specified in clause 4a.4.1. Particularities for the Sd reference point are specified in clause 4b.4.1.
If IP flow mobility applies, the PCRF shall, based on IP flow mobility routing rules received from the PCEF, provide the authorized PCC/QoS rules to the applicable BBF.
If NBIFOM applies, the PCRF takes the decisions as described in subclause 4.5.25.1.1.
The PCRF PCC Rule decisions may be based on one or more of the following:

-
Information obtained from the AF via the Rx reference point, e.g. the session, media and subscriber related information.

-
Information obtained from the PCEF via the Gx reference point, e.g. IP-CAN bearer attributes, request type, subscriber related information, IP flow mobility routing rules (if IP flow mobility is supported), NBIFOM routing rule and change of usability of an access (if NBIFOM is supported) and detected application's traffic information, if the PCEF supports Application Detection and Control feature. When the UE-initiated NBIFOM mode is applied and a new PCC rule is created due to the request from the network (e.g. request from the AF or application detection information from the PCEF/TDF), the PCRF determines that the new PCC rule shall be bound to the default access for NBIFOM.
-
Information obtained from the SPR via the Sp reference point, e.g. subscriber and service related data.
-
Information obtained from the TDF via the Sd reference point, e.g. report on application's traffic detection start/stop.
NOTE 1:
The details associated with the Sp reference point are not specified in this Release. The SPR's relation to existing subscriber databases is not specified in this Release.

-
Information obtained from the BBERF via the Gxx reference point.

-
Own PCRF pre-configured information.

If the information from the PCEF contains traffic mapping information not matching any service data flow filter known to the PCRF, and the PCRF allows the UE to request enhanced QoS for services not known to the PCRF, the PCRF shall add this traffic mapping information as service data flow filters to the corresponding authorized PCC Rule. The PCRF may wildcard missing filter parameters, e.g. missing uplink TFT address and port information in case of GPRS.
The PCRF shall report events to the AF via the Rx reference point.
The PCRF shall inform the PCEF through the use of PCC rules on the treatment of each service data flow that is under PCC control, in accordance with the PCRF policy decisions.

The PCRF shall be able to select the bearer control mode that will apply for the IP-CAN session and provide it to the PCEF via the Gx reference point.

Upon subscription to loss of AF signalling bearer notifications by the AF, the PCRF shall request the PCEF to notify the PCRF of the loss of resources associated to the PCC Rules corresponding with AF Signalling IP Flows, if this has not been requested previously.
If permitted by the subscriber's profile configuration received from the SPR, the PCRF may invoke the application's traffic detection and control at the PCEF supporting Application Detection and Control feature, by providing the corresponding PCC Rules.
The PCRF may use one or more pieces of information defined in the clause as input for the selection of traffic steering policies used to control the steering of the subscriber's traffic to appropriate (S)Gi-LAN service functions.

NOTE 2:
In order to allow the PCRF to select and provision an application based traffic steering policy, the reporting of detected applications to the PCRF or any other information defined in this clause can be used.

*** End of Changes ***

