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*** 1st Change ***
4.4.1
Negotiation for future background data transfer

Based on the SCS/AS request, the SCEF shall send the Background-Data-Transfer-Request (BTR) command to the PCRF including the Transfer-Request-Type AVP with the value TRANSFER_POLICY_REQUEST(0), it shall also include the ASP identifier within the Application-Service-Provider-Identity AVP, volume of data per UE within the CC-Output-Octets AVP for downlink volume and/or the CC-Input-Octets AVP for uplink volume, or the CC-Total-Octets AVP for total volume regardless direction, expected number of UEs within the Number-Of-UEs AVP and desired time window within the Time-Window AVP.
The Time-Window AVP shall include desired start time within the Transfer-Start-Time AVP and desired end time within the Transfer-End-Time AVP. 
The SCEF may also provide network area information within Network-Area-Information-List AVP.
Once the PCRF receives the BTR command, the PCRF shall retrieve all existing transfer policies stored for any ASP from the SPR. 
When all existing transfer policies are retrieved, the PCRF shall determine one or more transfer policies based on the information received from the SCEF and other available information (e.g. network policy, congestion level (if available), load status estimation for the required time window and network area, existing transfer policies) and respond with a Background-Data-Transfer-Answer (BTA) command including the possible transfer policies within Transfer-Policy AVP (s) and a reference ID within Reference-Id AVP. 
The Transfer-Policy AVP(s) shall include the Time-Window AVP, the Rating-Group AVP, it may also include an Max-Requested-Bandwidth-DL AVP and/or an Max-Requested-Bandwidth-UL AVP. 

NOTE 1:
If only one Transfer-Policy AVP is included in the BTA command, the PCRF sends a request to the SPR to store the reference ID together with the transfer policy and corresponding network area information(if available). 
If there are more than one Transfer-Policy AVPs included in the BTA command, the PCRF waits for the transfer policy selected by the SCS/AS before communicating with the SPR.

If there is more than one transfer policy provided from the PCRF to the SCEF in the BTA command, when the SCEF receives the selected transfer policy from the SCS/AS, the SCEF shall send Background-Data-Transfer-Request (BTR) command to the PCRF including the Transfer-Request-Type AVP set to the value TRANSFER_POLICY_NOTIFICATION (1), the SCEF shall also include the reference ID in the Reference-Id AVP and the identity of the selected transfer policy within the Transfer-Policy-ID AVP.

NOTE 2:
When receiving the BTA command from the PCRF, if there is only one transfer policy included, the SCEF forwards the transfer policy to SCS/AS.
If there is more than the one transfer policy included, the SCEF forwards these transfer policies to the SCS/AS and waits for the answer including the identity of the transfer policy selected by the SCS/AS. 
The PCRF shall acknowledge the BTR command by sending Background-Data-Transfer-Answer (BTA) command. 
NOTE 3:
The PCRF sends a request to the SPR to store the reference ID together with the transfer policy and corresponding network area information (if available).
*** 2nd Change ***

5.1
Protocol support

The Diameter Base Protocol as specified in IETF RFC 3588 [3] shall apply except as modified by the defined support of the methods and the defined support of the commands and AVPs, result and error codes as specified in this specification. Unless otherwise specified, the procedures specified in IETF RFC 3588 [3] (including error handling and unrecognised information handling) shall be used unmodified. With regard to the Diameter protocol defined over the Nt interface, the PCRF acts as a Diameter server, in the sense that it is the network element that handles background data transfer request. The SCEF acts as the Diameter client, in the sense that it is the network element requesting background data transfer.
*** 3rd Change ***
5.3.1
General
Table 5.3.1.1 describes the Diameter AVPs defined for the Nt reference point, their AVP Code values, types, possible flag values, whether or not the AVP may be encrypted and which supported features the AVP is applicable to. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).
Table 5.3.1.1: Nt specific Diameter AVPs 
	
	
	
	
	AVP Flag rules (Note 1)
	Applicability 

	Attribute Name
	AVP Code
	Clause defined
	Value Type
(Note 2) 
	Must
	May
	Should not
	Must not
	

	Network-Area-Info-List
	4201
	5.3.2
	OctetString
	M,V
	P
	
	
	

	Number-Of-UEs
	4209
	5.3.10
	Unsigned32
	M,V
	P
	
	
	

	Reference-Id
	4202
	5.3.3
	OctetString
	M,V
	P
	
	
	

	Transfer-Request-Type
	4203
	5.3.4
	Unsigned32
	M,V
	P
	
	
	

	Time-Window
	4204
	5.3.5
	Grouped
	M,V
	P
	
	
	

	Transfer-End-Time
	4205
	5.3.6
	
Time
	M,V
	P
	
	
	

	Transfer-Policy
	4207
	5.3.8
	Grouped
	M,V
	P
	
	
	

	Transfer-Policy-Id
	4208
	5.3.9
	Unsigned32
	M,V
	P
	
	
	

	Transfer-Start-Time
	4206
	5.3.7
	
Time
	M,V
	P
	
	
	

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 3588 [3].

NOTE 2:
The value types are defined in IETF RFC 3588 [3].


*** 4th Change ***
5.3.4
Transfer-Request-Type AVP
The Transfer-Request-Type AVP (AVP code 4203) is of type Unsigned32, it contains the reason for sending the BT-Request message.

The following values are defined:

0 (TRANSFER_POLICY_REQUEST)

The SCEF-Transfer-Request message is sent to initiate a transfer policy request procedure.

1 (TRANSFER_POLICY_NOTIFICATION)


The SCEF-Transfer-Request message is sent to initiate a transfer policy notification procedure.
*** End of Change ***

