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*** 1st Change ***

5.6.2
CC-Request (CCR) Command

The CCR command, indicated by the Command-Code field set to 272 and the 'R' bit set in the Command Flags field, is sent by the PCEF to the PCRF in order to request PCC rules for a bearer and provision IP flow mobility routing rules. The CCR command is also sent by the PCEF to the PCRF in order to indicate bearer, PCC rule or IP flow mobility routing rule related events or the termination of the IP CAN bearer and/or session.

Message Format:

<CC-Request> ::= < Diameter Header: 272, REQ, PXY >





 < Session-Id >





 [ DRMP ]




 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { CC-Request-Type }





 { CC-Request-Number }




 [ Credit-Management-Status ]




 [ Destination-Host ]





 [ Origin-State-Id ]





*[ Subscription-Id ]





 [ OC-Supported-Features ]





*[ Supported-Features ] 





 [ TDF-Information ]





 [ Network-Request-Support ]





*[ Packet-Filter-Information ]





 [ Packet-Filter-Operation ]





 [ Bearer-Identifier ]





 [ Bearer-Operation ]





 [ Dynamic-Address-Flag ]





 [ Dynamic-Address-Flag-Extension ]





 [ PDN-Connection-Charging-ID ]





 [ Framed-IP-Address ]





 [ Framed-Ipv6-Prefix ]





 [ IP-CAN-Type ]





 [ 3GPP-RAT-Type ]





 [ AN-Trusted ]





 [ RAT-Type ]





 [ Termination-Cause ]





 [ User-Equipment-Info ]





 [ QoS-Information ] 





 [ QoS-Negotiation ]





 [ QoS-Upgrade ]





 [ Default-EPS-Bearer-QoS ] 





 [ Default-QoS-Information ]




 0*2 [ AN-GW-Address ]





 [ AN-GW-Status ]





 [ 3GPP-SGSN-MCC-MNC ]





 [ 3GPP-SGSN-Address ]





 [ 3GPP-SGSN-Ipv6-Address ]





 [ 3GPP-GGSN-Address ]





 [ 3GPP-GGSN-Ipv6-Address ]





 [ 3GPP-Selection-Mode ]





 [ RAI ]





 [ 3GPP-User-Location-Info ]





 [ Fixed-User-Location-Info ]





 [ User-Location-Info-Time ]




 [ User-CSG-Information ]




 [ TWAN-Identifier ]





 [ 3GPP-MS-TimeZone ]





*[ RAN-NAS-Release-Cause ]





 [ 3GPP-Charging-Characteristics ]





 [ Called-Station-Id ]





 [ PDN-Connection-ID ]





 [ Bearer-Usage ]





 [ Online ]





 [ Offline ]





*[ TFT-Packet-Filter-Information ]





*[ Charging-Rule-Report ] 





*[ Application-Detection-Information ]





*[ Event-Trigger ]





 [ Event-Report-Indication ]





 [ Access-Network-Charging-Address ]





*[ Access-Network-Charging-Identifier-Gx ]





*[ CoA-Information ]





*[ Usage-Monitoring-Information ]





 [ NBIFOM-Support ]





 [ NBIFOM-Mode ] 
                 [ Default-Access ]




 [ Origination-Time-Stamp ]





 [ Maximum-Wait-Time ]




 [ Access-Availability-Change-Reason ]





 [ Routing-Rule-Install ]





 [ Routing-Rule-Remove ]





 [ HeNB-Local-IP-Address ]




 [ UE-Local-IP-Address ]




 [ UDP-Source-Port ]




 [ Presence-Reporting-Area-Information ]





 [ Logical-Access-ID ]





 [ Physical-Access-ID ]




*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]
NOTE:
Multiple instances of the Subscription-Id AVP in the CCR command correspond to multiple types of identifier for the same subscriber, for example IMSI and MSISDN.
5.6.3
CC-Answer (CCA) Command

The CCA command, indicated by the Command-Code field set to 272 and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the PCEF in response to the CCR command. It is used to provision PCC rules and event triggers for the bearer/session and to provide the selected bearer control mode for the IP-CAN session. If the PCRF performs the bearer binding, PCC rules will be provisioned at bearer level. The primary and secondary CCF and/or primary and secondary OCS addresses may be included in the initial provisioning.

Message Format:
<CC-Answer> ::=  < Diameter Header: 272, PXY >





 < Session-Id >





 [ DRMP ]




 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 { CC-Request-Type }





 { CC-Request-Number }





 [ OC-Supported-Features ]





 [ OC-OLR ]





*[ Supported-Features ]





 [ Bearer-Control-Mode ]





*[ Event-Trigger ]





 [ Event-Report-Indication ]





 [ Origin-State-Id ]




*[ Redirect-Host ]





 [ Redirect-Host-Usage ]





 [ Redirect-Max-Cache-Time ]





*[ Charging-Rule-Remove ]





*[ Charging-Rule-Install ]





 [ Charging-Information ]





 [ Online ]





 [ Offline ]





*[ QoS-Information ]





 [ Revalidation-Time ] 





 [ Default-EPS-Bearer-QoS ]





 [ Default-QoS-Information ]





 [ Bearer-Usage ]





*[ Usage-Monitoring-Information ] 





*[ CSG-Information-Reporting ]





 [ User-CSG-Information ]




 [ Presence-Reporting-Area-Information ]





 [ Session-Release-Cause ]




 [ NBIFOM-Support ]





 [ NBIFOM-Mode ]
                 [ Default-Access ]




 [ RAN-Rule-Support ]





*[ Routing-Rule-Report ]



  0*4[ Conditional-Policy-Information ]




 [ Removal-Of-Access ]




 [ IP-CAN-Type ]





 [ Error-Message ]





 [ Error-Reporting-Host ]





*[ Failed-AVP ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]

*** End of Changes ***

