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3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

ADC
Application Detection and Control

AF
Application Function

AN-Gateway
Access Network Gateway

AVP
Attribute-Value Pair

BBERF
Bearer Binding and Event Reporting Function

DRMP
Diameter Routing Message Priority
H-AF
Home AF

H-PCRF
Home PCRF

HPLMN
Home PLMN

HR
Home-Routed
HRPD
High Rate Packet Data

HSGW
HRPD Serving Gateway

NBIFOM
Network-based IP flow mobility

OCS
Online charging system

OFCS
Offline charging system

PCC
Policy and Charging Control

PCEF
Policy and Charging Enforcement Function

PCRF
Policy and Charging Rule Function

RCAF
RAN Congestion Awareness Function

S-GW
Serving Gateway

TDF
Traffic Detection Function
UDC
User Data Convergence

UDR
User Data Repository
VA
Visited Access

V-AF
Visited AF

V-PCRF
Visited PCRF

VPLMN
Visited PLMN

* * * Next Change * * * *

4.1
Overview

The S9 reference point is used in roaming scenarios involving a HPLMN and a VPLMN. Two main roaming scenarios are considered: visited access (PCEF in VPLMN and AF in VPLMN or HPLMN) and home-routed access (PCEF in HPLMN and AF in the HPLMN).

Two Diameter applications are used over the S9 reference point: S9 and Rx. The purpose of the S9 Diameter application is to install PCC rules or QoS rules generated in the HPLMN into the VPLMN and transport the events that may occur in the VPLMN to the HPLMN. Additionally, the S9 Diameter application is used to install ADC rules generated in the HPLMN into the VPLMN and transport the application detection and control information from the VPLMN to the HPLMN, when the H-PCRF and the V-PCRF both support the Application Detection and Control feature. When the AF is in the VPLMN, Rx is used over the S9 reference point to exchange service session information from the V-PCRF to the H-PCRF.

The AF exchanges session information with the H-PCRF or V-PCRF as specified in 3GPP TS 29.214 [5]. The PCRF (H-PCRF and/or V-PCRF) exchanges PCC rules and QoS rules with the PCEF and BBERF respectively as specified in 3GPP TS 29.212 [3]. Additionally, the PCRF (H-PCRF and/or V-PCRF) exchanges ADC rules (for solicited application reporting) and application detection notifications with the TDF as specified in 3GPP TS 29.212 [3].
NOTE:
In case of TDF and visited access, the V-PCRF extracts ADC Rules from the received PCC Rules.
Signalling flows related to all the PCC reference points (Gx, Gxx, Rx, Sd and S9) are specified in 3GPP TS 29.213 [4].
Diameter messages over the S9 reference point shall make use of SCTP [8].
Refer to Annex G of 3GPP TS 29.213 [4] for Diameter overload control procedures over the S9 interface.

Refer to Annex X of 3GPP TS 29.213 [4] for Diameter message priority mechanism procedures for signalling of DRMP AVP over the S9 interface. 
* * * Next Change * * * *

5.5.2
CC-Request (CCR) Command

The CCR command, indicated by the Command-Code field set to 272 and the 'R' bit set in the Command Flags field, is sent by the V-PCRF to the H-PCRF in order to request PCC or QoS rules. The CCR command is also sent by the V-PCRF to the H-PCRF in order to indicate bearer or PCC/QoS rule related events.

Message Format:
<CC-Request> ::= < Diameter Header: 272, REQ, PXY >





 < Session-Id >





 [ DRMP ]




 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { CC-Request-Type }





 { CC-Request-Number }





 [ Destination-Host ]





 [ Origin-State-Id ]





*[ Subscription-Id ]

                 [ Framed-IP-Address ]

                 [ Framed-IPv6-Prefix ]





*[ Supported-Features ]




 [ OC-Supported-Features ]

                 [ QoS-Information ]

                *[ QoS-Rule-Report ]
             0*2 [ AN-GW-Address ]





 [ Network-Request-Support ]





*[ Packet-Filter-Information ]





 [ Packet-Filter-Operation ]
                *[ Subsession-Enforcement-Info ]





 [ IP-CAN-Type ]





 [ RAT-Type ]





 [ Termination-Cause ]





 [ User-Equipment-Info ]

                 [ QoS-Negotiation ]

                 [ QoS-Upgrade ]




 [ 3GPP-SGSN-MCC-MNC ]





 [ 3GPP-SGSN-Address ]





 [ 3GPP-SGSN-IPv6-Address ]





 [ RAI ]





 [ 3GPP-User-Location-Info]




 [ 3GPP-MS-TimeZone ]




 [ 3GPP2-BSID ]





*[ Event-Trigger]





 [ Multiple-BBERF-Action ]




 [ User-CSG-Information ]




                *[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]
NOTE:
Multiple instances of the Subscription-Id AVP in the CCR command correspond to multiple types of identifier for the same subscriber, for example IMSI and MSISDN.
5.5.3
CC-Answer (CCA) Command

The CCA command, indicated by the Command-Code field set to 272 and the 'R' bit cleared in the Command Flags field, is sent by the H-PCRF to the V-PCRF in response to the CCR command. It is used to provision PCC/QoS rules and event triggers for the subsession/session

Message Format:

<CC-Answer> ::=  < Diameter Header: 272, PXY >





 < Session-Id >





 [ DRMP ]




 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 { CC-Request-Type }





 { CC-Request-Number }





*[ Supported-Features]




 [ OC-Supported-Features ]





 [ OC-OLR ]

                *[ QoS-Rule-Install ]

                *[ QoS-Rule-Remove ]

                *[ QoS-Information ]





 [ Bearer-Control-Mode ]





*[ Event-Trigger ]





 [ Charging-Information ]

                *[ Subsession-Decision-Info ]




*[ CSG-Information-Reporting ]
              0*2[ AN-GW-Address ]

                 [ Origin-State-Id ]





 [ Error-Message ]





 [ Error-Reporting-Host ]





*[ Failed-AVP ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]
5.5.4
Re-Auth-Request (RAR) Command

The RAR command, indicated by the Command-Code field set to 258 and the 'R' bit set in the Command Flags field, is sent by the H-PCRF to the V-PCRF in order to provision QoS/PCC rules and event triggers for the subsession/session.

Message Format:

<RA-Request> ::= < Diameter Header: 258, REQ, PXY >





 < Session-Id >





 [ DRMP ]




 { Auth-Application-Id }




 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Destination-Host }





 { Re-Auth-Request-Type }





 [ Origin-State-Id ]





 [ OC-Supported-Features ]





*[ QoS-Rule-Install ]





*[ QoS-Rule-Remove ]





*[ QoS-Information ]





*[ Event-Trigger ]





*[ Subsession-Decision-Info ]




  0*2[ AN-GW-Address ]





 [ Session-Release-Cause ]





 [ HeNB-Local-IP-Address ]





 [ UE-Local-IP-Address ]





 [ UDP-Source-Port ]




*[ Proxy-Info ]




 [ Called-Station-Id ]




*[ Route-Record ]





*[ AVP]

5.5.5
Re-Auth-Answer (RAA) Command

The RAA command, indicated by the Command-Code field set to 258 and the 'R' bit cleared in the Command Flags field, is sent by the V-PCRF to the H-PCRF in response to the RAR command.

Message Format:

<RA-Answer> ::=  < Diameter Header: 258, PXY >





 < Session-Id >





 [ DRMP ]




 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 [ Origin-State-Id ]

                 [ Framed-IP-Address ]

                 [ Framed-IPv6-Prefix ]





 [ IP-CAN-Type ]




 [ RAT-Type ]




 [ 3GPP-SGSN-MCC-MNC ]




 [ 3GPP-SGSN-Address ]




 [ 3GPP-SGSN-IPv6-Address ]




 [ RAI ]




 [ 3GPP-User-Location-Info ]




 [ 3GPP-MS-TimeZone ]




 [ 3GPP2-BSID ]




 [ OC-Supported-Features ]





 [ OC-OLR ]

                 [ QoS-Information ]

                *[ QoS-Rule-Report ]

              0*2[ AN-GW-Address ]
                *[ Subsession-Enforcement-Info ]




 [ User-CSG-Information ]




 [ Error-Message ]





 [ Error-Reporting-Host ]





*[ Failed-AVP ]





*[ Proxy-Info ]




*[ AVP ]
5.5.7
Trigger-Establishment-Request (TER) Command

The TER command, indicated by the Command-Code field set to 8388656 and the 'R' bit set in the Command Flags field, is sent by the H-PCRF to the V-PCRF in order to trigger the S9 Session Establishment. It is also sent by the H-PCRF to the V-DRA in order to remove the DRA binding information created during the S9 Session Establishment Trigger procedure.

Message Format:

<TE-Request> ::= < Diameter Header: 8388656, REQ, PXY >





 < Session-Id >





 [ DRMP ]




 { Auth-Application-Id }




 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Destination-Host }





 [ Auth-Session-State ]





 [ Origin-State-Id ]




 [ Subscription-Id ]





 [ OC-Supported-Features ]





 [ Called-Station-Id ]




 [ UE-Local-IP-Address ]





 [ HeNB-Local-IP-Address ]




[DRA-Binding ]





 [ UDP-Source-Port ] 




*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]
5.5.8
Trigger-Establishment-Answer (TEA) Command

The TEA command, indicated by the Command-Code field set to 8388656 and the 'R' bit cleared in the Command Flags field, is sent by the V-PCRF to the H-PCRF in response to the TER command.

Message Format:

<TE-Answer> ::=  < Diameter Header: 8388656, PXY >





 < Session-Id >





 [ DRMP ]




 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 [ Origin-State-Id ]





[ DRA-Deployment ]





 [ OC-Supported-Features ]





 [ OC-OLR ]





 [ Error-Message ]





 [ Error-Reporting-Host ]





*[ Failed-AVP ]





*[ Proxy-Info ]




*[ AVP ]
* * * Next Change * * * *

A.3.1
S9a Reference Point

The S9a reference point is located between the PCRF in the PLMN and BPCF in the Fixed Broadband Access Network (BPCF) for the non-roaming case and between the the PCRF in the VPLMN (V-PCRF) and the BPCF in the Fixed Broadband Access Network (BPCF) for the roaming case. The S9a reference point enables transfer of dynamic QoS control policies from the (V-)PCRF to the BPCF for the purpose of allocation of QoS resources in the Fixed Broadband Access Network.
Two Diameter applications are used over the S9a reference point: S9a and S9a*. The purpose of the S9a Diameter application is to transfer QoS rules from the (V-)PCRF to the BPCF in the EPC-Routed scenario. The purpose of the S9a* Diameter application is to transfer PCC rules from the (V-)PCRF to the BPCF in the NSWO scenario.
Refer to Annex G of 3GPP TS 29.213 [4] for Diameter overload control procedures over the S9a interface.

Refer to Annex X of 3GPP TS 29.213 [4] for Diameter message priority mechanism procedures for signalling of DRMP AVP over the S9a interface. 
* * * Next Change * * * *

A.7.4.1
General

Table A.7.4.1.1 lists the Diameter AVPs re-used by the S9a reference point from other reference points (e.g. Gx, Gxx, S9 reference points) and other existing Diameter Applications, reference to their respective specifications, short description of their usage within the S9a reference point, the applicability of the AVPs to a specific access, and which supported features the AVP is applicable to. When reused from S9 reference point, the specific clause in the present specification is referred. Other AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table A.7.4.1.1, but they are re-used for the S9a reference point. Unless otherwise stated, re-used AVPs shall maintain their 'M', 'P' and 'V' flag settings. Where RADIUS VSAs are re-used, unless otherwise stated, they shall be translated to Diameter AVPs as described in IETF RFC 4005 [25] with the exception that the ‘M’ flag shall be set and the ‘P’ flag may be set.

Table A.7.4.1.1: S9a re-used Diameter AVPs
	Attribute Name
	Reference
	Description
	Acc. type
	Applicability

Note 1 

	Called-Station-Id
	IETF RFC 4005 [25]
	The address the user is connected to in the 3GPP network (i.e. the PDN identifier). For EPS the APN. When used to contain the APN, the APN is composed of the APN Network Identifier only, or the APN Network Identifier and the APN Operator Identifier as specified in TS 23.003 [9], clause 9.1.
	Non-3GPP-EPS

3GPP-EPS
	PC

	CC-Request-Number
	IETF RFC 4006 [19]
	The number of the request for mapping requests and answers
	Non-3GPP-EPS

3GPP-EPS
	PC

	CC-Request-Type
	IETF RFC 4006 [19]
	The type of the request (initial, update, termination)
	Non-3GPP-EPS

3GPP-EPS
	PC

	DRMP
	IETF  draft-ietf-dime-drmp-01  [xx]
	Allows Diameter endpoints to indicate the relative priority of Diameter transactions.
	Non-3GPP-EPS

3GPP-EPS
	PC

	Event-Report-Indication
	TS 29.212 [3]
	When sent from the PCRF to the BPCF, it is used to report an event coming from the PCEF or BBERF and the relevant info to the BPCF.
The following values for the included Event-Trigger are applicable: UE_LOCAL_IP_ADDRESS_CHANGE (43), H(E)NB_LOCAL_IP_ADDRESS_CHANGE (44).
The following AVPs which are included in Event-Report-Indication are applicable to S9a interface:

UE-Local-IP-Address, HeNB-Local-IP-Address and UDP-Source-Port.
BPCF does not subscribe the notification of following event trigger values: UE_LOCAL_IP_ADDRESS_CHANGE, H(E)NB_LOCAL_IP_ADDRESS_CHANGE.
	Non-3GPP-EPS

3GPP-EPS
(NOTE x)
	PC

	OC-OLR
	IETF draft-ietf-dime-ovli-02 [24]
	Contains the necessary information to convey an overload report.
	Non-3GPP-EPS

3GPP-EPS 
	PC

	OC-Supported-Features
	IETF draft-ietf-dime-02 [24]
	Defines the support for the Diameter overload indication conveyence by the sending node.
	Non-3GPP-EPS

3GPP-EPS
	PC

	QoS-Information
	TS 29.212 [3]
	Defines the QoS information that can be accepted by the BPCF. 
	Non-3GPP-EPS
	PC

	QoS-Rule-Install
	TS 29.212 [3]
	It is used to activate, install or modify QoS rules as instructed from the PCRF to the BPCF. Only QoS-Rule-Definition, QoS-Rule-Name, QoS-Rule-Base-Name , 3GPP-GGSN-Address, 3GPP-GGSN-IPv6-Address, AN-GW-Address and UDP-Source-Port are applicable.
	Non-3GPP-EPS

3GPP-EPS


	PC

	QoS-Rule-Remove
	TS 29.212 [3]
	It is used to deactivate or remove QoS rules in the BPCF.
	Non-3GPP-EPS

3GPP-EPS
	PC

	QoS-Rule-Report
	TS 29.212 [3]
	It is used to report the status of the QoS Rules.
	Non-3GPP-EPS

3GPP-EPS
	PC

	Session-Release-Cause
	TS 29.212 [3]
	Indicate the reason of termination initiated by the PCRF. 
	Non-3GPP-EPS

3GPP-EPS
	PC

	Subscription-Id
	IETF RFC 4006 [19]
	The identification of the subscription (i.e. IMSI)
	Non-3GPP-EPS


	PC

	Supported-Features
	TS 29.229 [7]
	If present, this AVP informs the destination host about the features that the origin host requires to successfully complete this command exchange
	Non-3GPP-EPS

3GPP-EPS
	PC

	HeNB-Local-IP-Address
	TS 29.212 [3]
	Contains the H(e)NB local IP address
	3GPP-EPS
	PC

	UE-Local-IP-Address
	TS 29.212 [3]
	Contains the UE local IP address
	Non-3GPP-EPS
	PC

	UDP-Source-Port
	TS 29.212 [3]
	Contains the UDP source port number in the case that NA(P)T is detected for supporting interworking with Fixed Broadband access network
	Non-3GPP-EPS

3GPP-EPS
	PC

	NOTE 1:
AVPs marked with “PC” are applicable to policy control.

NOTE 2:
Event trigger value UE_LOCAL_IP_ADDRESS_CHANGE, UE-Local-IP-Address AVP and UDP-Source-Port AVP are applicable to the Non-3GPP-EPS. Event trigger value H(E)NB_LOCAL_IP_ADDRESS_CHANGE, H(e)NB-Local-IP-Address AVP and UDP-Source-Port AVP are applicable to the 3GPP-EPS.
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A.7.6.2
CC-Request (CCR) Command
The CCR command, indicated by the Command-Code field set to 272 and the 'R' bit set in the Command Flags field, is sent by the BPCF to the PCRF in order to initiate an S9a session establishment and to request QoS rules. The CCR command is also sent by the BPCF to the PCRF in order to indicate QoS rule related events.

Message Format:
<CC-Request> ::= < Diameter Header: 272, REQ, PXY >

                < Session-Id >

                [ DRMP ]
                { Auth-Application-Id }

                { Origin-Host }

                { Origin-Realm }

                { Destination-Realm }

                { CC-Request-Type }

                { CC-Request-Number }

                [ Destination-Host ]

                [ Origin-State-Id ]

                [ Subscription-Id ]

                [ Called-Station-Id ]

                [ OC-Supported-Features ]

               *[ Supported-Features ]
                [ QoS-Information ]

               *[ QoS-Rule-Report ]

                [ UE-Local-IP-Address ]

                [ HeNB-Local-IP-Address ]

                [ Termination-Cause ]
               *[ Proxy-Info ]

               *[ Route-Record ]

               *[ AVP ]
A.7.6.3
CC-Answer (CCA) Command
The CCA command, indicated by the Command-Code field set to 272 and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the BPCF in response to the CCR command. It is used to provision QoS rules for the S9a session

Message Format:

<CC-Answer> ::=  < Diameter Header: 272, PXY >

                < Session-Id >

                [ DRMP ]
                { Auth-Application-Id }

                { Origin-Host }

                { Origin-Realm }

                [ Result-Code ]

                [ Experimental-Result ]

                { CC-Request-Type }

                { CC-Request-Number }

                [ OC-Supported-Features ]

                [ OC-OLR ]

               *[ Supported-Features]
               *[ QoS-Rule-Install ]

               *[ QoS-Rule-Remove ]

                [ Event-Report-Indication ]

                [ Origin-State-Id ]

                [ Error-Message ]

                [ Error-Reporting-Host ]

               *[ Failed-AVP ]

               *[ Proxy-Info ]

               *[ Route-Record ]

               *[ AVP ]

A.7.6.4
Re-Authorization-Request (RAR) Command
The RAR command, indicated by the Command-Code field set to 258 and the 'R' bit set in the Command Flags field, is sent by the PCRF to the BPCF in order to provision QoS rules and address information for the S9a session.

Message Format:

<RA-Request> ::= < Diameter Header: 258, REQ, PXY >

                < Session-Id >

                [ DRMP ]
                { Auth-Application-Id }
                { Origin-Host }

                { Origin-Realm }

                { Destination-Realm }

                { Destination-Host }

                { Re-Auth-Request-Type }

                [ Origin-State-Id ]

                [ OC-Supported-Features ]

               *[ QoS-Rule-Install ]

               *[ QoS-Rule-Remove ]

                [ Event-Report-Indication ]

                [ Session-Release-Cause ]            
               *[ Proxy-Info ]

               *[ Route-Record ]

               *[ AVP ]

A.7.6.5
Re-Authorization-Answer (RAA) Command
The RAA command, indicated by the Command-Code field set to 258 and the 'R' bit cleared in the Command Flags field, is sent by the BPCF to the PCRF in response to the RAR command.

Message Format:

<RA-Answer> ::=  < Diameter Header: 258, PXY >

                < Session-Id >

                [ DRMP ]
                { Origin-Host }

                { Origin-Realm }

                [ Result-Code ]

                [ Experimental-Result ]

                [ Origin-State-Id ]

                [ OC-Supported-Features ]

                [ OC-OLR ]

                [ QoS-Information ]

               *[ QoS-Rule-Report ]

                [ Error-Message ]

                [ Error-Reporting-Host ]

               *[ Failed-AVP ]

               *[ Proxy-Info ]
               *[ AVP ]
A.7.6.6
Trigger-Establishment-Request (TER) Command

The TER command, indicated by the Command-Code field set to 8388656 and the 'R' bit set in the Command Flags field, is sent by the PCRF to the BPCF in order to trigger the S9a Session Establishment.

Message Format:

<TE-Request> ::= < Diameter Header: 8388656, REQ, PXY >

                < Session-Id >

                [ DRMP ]
                { Auth-Application-Id }
                { Origin-Host }

                { Origin-Realm }

                { Destination-Realm }

                { Destination-Host }

                [ Auth-Session-State ]

                [ Origin-State-Id ]
                [ OC-Supported-Features ]

                [ Subscription-Id ]

                [ Called-Station-Id ]
                [ PCRF-Address ]
                [ UE-Local-IP-Address ]

                [ HeNB-Local-IP-Address ]

                [ UDP-Source-Port ]            
               *[ Proxy-Info ]

               *[ Route-Record ]

               *[ AVP ]

A.7.6.7
Trigger-Establishment-Answer (TEA) Command

The TEA command, indicated by the Command-Code field set to 8388656 and the 'R' bit cleared in the Command Flags field, is sent by the BPCF to the PCRF in response to the TER command.

Message Format:

<TE-Answer> ::=  < Diameter Header: 8388656, PXY >

                < Session-Id >

                [ DRMP ]
                { Origin-Host }

                { Origin-Realm }

                [ Result-Code ]

                [ Experimental-Result ]

                [ Origin-State-Id ]

                [ OC-Supported-Features ]

                [ OC-OLR ]

                [ Error-Message ]

                [ Error-Reporting-Host ]

               *[ Failed-AVP ]

               *[ Proxy-Info ]
               *[ AVP ]
* * * End of Changes * * * *

