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	Diameter is selected for the Nt reference point, so Diameter Overload Indication Conveyance should be supported over Nt reference point.
Additionally, the use of the Supported-Features over the Nt reference point is not defined which needs to be included.

	
	

	Summary of 
change:                (
	1.Add the diameter overload indication conveyance related AVP and update the Nt message to include these AVPs.
2.Add the content about the use of the Supported-Features on the Nt reference point and update the Nt message to include the Supported-Features AVP .
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	Diameter Overload Indication Conveyance and the Supported-Features over the Nt reference point cannot be supported.
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*** 1st Change ***
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.203: "Policy and charging control architecture".
[3]
IETF RFC 3588: "Diameter Base Protocol".
[4]
IETF RFC 4006: "Diameter Credit Control Application".
[5]
3GPP TS 29.214: "Policy and Charging Control over Rx reference point".
[6]
3GPP TS 29.274: "3GPP Evolved Packet System. Evolved GPRS Tunnelling Protocol for EPS (GTPv2)".
[7]
IETF RFC 5719: "Updated IANA Considerations for Diameter Command Code Allocations ".
[8]
IETF RFC 2234: "Augmented BNF for syntax specifications ".
[x]
IETF RFC 7683: "Diameter Overload Indication Conveyance".
[y]
3GPP TS 29.229: "Cx and Dx interfaces based on Diameter protocol; Protocol details".
*** 2nd Change ***
5.4
Nt re-used AVPs

5.4.1
General
Table 5.4.1 lists the Diameter AVPs re-used by the Nt reference point from other existing Diameter Applications, reference to their respective specifications, short description of their usage within the Nt reference point.  Other AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table 5.4.1, but they are re-used for the Nt reference point. Unless otherwise stated, re-used AVPs shall maintain their ‘M’, ‘P’ and ‘V’ flag settings. 
Table 5.4.1: Nt re-used Diameter AVPs
	Attribute Name
	Reference
	Description
	Applicability

	Application-Service-Provider-Identity
	3GPP TS 29.214 [5]
	The identity of the application service provider that is delivering a service to an end user.
	

	CC-Output-Octets 
	IETF RFC 4006 [4]
	It contains the number of requested, octets that may be sent to involved users.
	

	CC-Input-Octets 
	IETF RFC 4006 [4]
	It contains the number of requested octets that may be received from the involved users.
	

	CC-Total- Octets
	IETF RFC 4006 [4]
	It contains the total number of requested octets regardless of the direction (sent or received).
	

	Max-Requested-Bandwidth-DL
	3GPP TS29.214 [5]
	Defines the maximum aggregated authorized bandwidth for downlink by the PCRF.


	

	Max-Requested-Bandwidth-UL
	3GPP TS29.214 [5]
	Defines the maximum aggregated authorized bandwidth for uplink by the PCRF.


	

	Rating-Group
	IETF RFC 4006 [4]
	The charging key for the aggregated traffic of all involved UEs used for rating purpose.
	

	OC-OLR
	IETF RFC 7683 [x]
	Contains the necessary information to convey an overload report.
	

	OC-Supported-Features
	IETF RFC7683 [x]
	Defines the support for the Diameter overload indication conveyence by the sending node.
	

	Supported-Features
	3GPP TS 29.229 [y]
	If present, this AVP informs the destination host about the features that the origin host requires to successfully complete this command exchange.
	


5.4.2
Use of the Supported-Features AVP on the Nt reference point
When new functionality is introduced on the Nt reference point, it should be defined as optional. If backwards incompatible changes cannot be avoided, the new functionality shall be introduced as a new feature and support advertised with the Supported-Features AVP. Unless otherwise stated, the use of the Supported-Features AVP on the Nt reference point shall be compliant to the usage of the Supported-Features AVP on the Cx reference point and consistent with the procedures for the dynamic discovery of supported features as defined in subclause 7.2 of 3GPP TS 29.229 [y].

The base functionality for the Nt reference point is the 3GPP Rel-13 standard and a feature is an extension to that functionality. If the origin host does not support any features beyond the base functionality, the Supported-Features AVP may be absent from the Nt commands. As defined in subclause 7.1.1 of 3GPP TS 29.229 [y], when extending the application by adding new AVPs for a feature, the new AVPs shall have the M bit cleared and the AVP shall not be defined mandatory in the command ABNF.

When extending the application by adding new AVPs for a feature, the new AVPs shall have the M bit cleared and the AVP shall not be defined mandatory in the command ABNF.

As defined in 3GPP TS 29.229 [y], the Supported-Features AVP is of type grouped and contains the Vendor-Id, Feature-List-ID and Feature-List AVPs. On the all reference points as specified in this specification, the Supported-Features AVP is used to identify features that have been defined by 3GPP and hence, for features defined in this document, the Vendor-Id AVP shall contain the vendor ID of 3GPP (10415). If there are multiple feature lists defined for the reference point, the Feature-List-ID AVP shall differentiate those lists from one another.
The Supported-Features AVP shall be included in every BTR and BTA command if supported by the SCEF and PCRF respectively.
*** 3rd Change ***

5.6.2
Background-Data-Transfer-Request (BTR) command
The BTR command, indicated by the Command-Code field set to xxxxxxx and the 'R' bit set in the Command Flags field, is sent by the SCEF to the PCRF as part of Negotiation for future background data transfer procedure.

Message Format:

<BT-Request> ::= <Diameter Header: xxxxxxx, REQ, PXY >

                 < Session-Id >

                 { Vendor-Specific-Application-Id }
                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm }

                 { Destination-Realm }

                 [ Destination-Host ]
[ OC-Supported-Features ]

                 [ OC-OLR ]
                 [ Application-Service-Provider-Identity ]

                 [ CC-Output-Octets ]

                 [ CC-Input-Octets ]

                 [ CC-Total-Octets ]

                 [ Number-Of-UEs ]

                 [ Time-Window ]
                 [ Network-Area-Info-List ]
                 [ Reference-Id ]
                 [ Transfer-Policy-Id ]
                *[ Proxy-Info ]

                *[ Route-Record ]
                *[ Supported-Features ]
                *[ AVP ]
*** 4th Change ***
5.6.3
Background-Data-Transfer-Answer (BTA) command
The BTA command, indicated by the Command-Code field set to xxxxxxx and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the SCEF as part of Negotiation for future background data transfer procedure.
Message Format:

<BT-Answer> ::= <Diameter Header: xxxxxxx, PXY >

                 < Session-Id >

                 { Vendor-Specific-Application-Id }
                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm}

                 [ Result-Code ]
                 [ Experimental-Result ]

                 [ Error-Message ]

                 [ Error-Reporting-Host ]

                *[ Failed-AVP ]
[ OC-Supported-Features ]

                 [ OC-OLR ]
                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]

                 [ Reference-Id ]

                *[ Transfer-Policy ]
                *[ Proxy-Info ]

                *[ Route-Record ]
                *[ Supported-Features ]
                *[ AVP ]
*** End of Changes ***
