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1st Change
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication and/or edition number or version number) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 29.210: "Charging Rule Provisioning over Gx Interface".

[3]
Void.

[4]
Void.

[5]
IETF RFC 3588: "Diameter Base Protocol".

[6]
Void.

[7]
3GPP TS 23.203: "Policy Control and Charging architecture".

[8]
3GPP TS 29.213: "Policy and charging control signalling flows and Quality of Service (QoS) parameter mapping".

[9]
IETF RFC 4006: "Diameter Credit Control Application".

[10]
3GPP TS 29.214: "Policy and Charging Control over Rx reference point".

[11]
3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".

[12]
IETF RFC 4005: "Diameter Network Access Server Application".

[13]
3GPP TS 24.008: "Mobile radio interface Layer 3 specification".

[14]
3GPP TS 29.229: "Cx and Dx interfaces based on Diameter protocol; Protocol details".

[15]
IETF RFC 3162: "Radius and Ipv6".

[16]
3GPP TS 32.295: "Telecommunication management; Charging management; Charging Data Record (CDR) transfer".

[17]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".

[18]
3GPP TS 29.060: "General Packet Radio Service (GPRS); GPRS Tunnelling Protocol (GTP) across the Gn and Gp interface".
[19]
3GPP TS 32.299: "Telecommunication management; Charging management; Diameter charging applications ".
[20]
3GPP2 X.S0011-E: "cdma2000 Wireless IP Network Standard".
[21]
3GPP TS 32.240: "Telecommunication management; Charging management; Charging architecture and principles".
[22]
3GPP TS 29.274: "3GPP Evolved Packet System. Evolved GPRS Tunnelling Protocol for EPS (GTPv2)".
[23]
3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses".
[24]
3GPP2 X.S0057-B: "E-UTRAN – eHRPD Connectivity and Interworking: Core Network Aspects".
[25]
3GPP TS 23.003: "Numbering, addressing and identification".
[26]
3GPP TS 29.272: "3GPP Evolved Packet System. Mobility Management Entity (MME) and Serving GPRS Support Node (SGSN) related interfaces based on Diameter protocol".

[27]
3GPP TS 32.422: "Telecommunication management; Subscriber and equipment trace; Trace control and configuration management".
[28]
3GPP TS 29.275: "Proxy Mobile Ipv6 (PMIPv6) based Mobility and Tunnelling Protocols; Stage 3".

[29]
3GPP TS 43.318: "Generic access to the A/Gb interface; Stage 2".
[30]
3GPP2 X.S0062-0: "PCC for cdma2000 1x and HRPD Networks ".
[31]
3GPP TS 23.228: "IP multimedia subsystem; Stage 2".
[32]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access.

[33]
3GPP TS 23.380: "IMS Restoration Procedures".
[34]
Void.
[35]
3GPP TS 23.261: "IP flow mobility and seamless Wireless Local Area Network (WLAN) offload; Stage 2".
[36]
IETF RFC 3046: "DHCP Relay Agent Information Option".
[37]
ETSI TS 283 034 v2.2.0: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Network Attachment Sub-System (NASS); e4 interface based on the DIAMETER protocol".
[38]
3GPP TS 23.335: "User Data Convergence (UDC); Technical realization and information flows; Stage 2".

[39]
3GPP TS 29.335: "User Data Convergence (UDC); User Data Repository Access Protocol over the Ud interface; Stage 3".
[40]
3GPP TS 23.216: "Single Radio Voice Call Continuity (SRVCC); Stage 2".
[41]
3GPP TS 23.107: "Quality of Service (QoS) concept and architecture".
[42]
3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet".
[43]
3GPP TS 23.007: "Restoration Procedures".
[44]
Broadband Forum TR-134: "Policy Control Framework ".
[45]
Broadband Forum TR-124 Issue 3: "Functional Requirements for Broadband Residential Gateway Devices ".
[46]
Broadband Forum TR-146: "Internet Protocol (IP) Sessions".
[47]
Broadband Forum TR-300: "Nodal Requirements for Converged Policy Management".
[48]
3GPP TS 29.273: "3GPP EPS AAA interfaces".

[49]
IETF draft-ietf-dime-ovli-02: "Diameter Overload Indication Conveyance".
Editor's note:
The above document cannot be formally referenced until it is published as an RFC.

[50]
3GPP TS 23.468: "Group Services and System Aspects; Group Communication System Enablers for LTE (GCSE LTE)".
[51]
3GPP TS 23.161: "Network-based IP flow mobility and Wireless Local Area Network (WLAN) offload; Stage 2".
[x]
IETF RFC 5719: "Updated IANA Considerations for Diameter Command Code Allocations".
[y]
IETF RFC 2234: "Augmented BNF for syntax specifications".
2nd Change

3.2
Abbreviations

For the purpose of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply:

ADC
Application Detection and Control

AF
Application Function

AMBR
Aggregate Maximum Bit Rate

BBERF
Bearer Binding and Event Reporting Function 
CCA
Credit-Control-Answer (CC-Answer)

CCR
Credit-Control-Request (CC-Request)
CSG
Closed Subscriber Group

CSG-ID
Closed Subscriber Group Identity 
DCC
Diameter Credit Control
GBR
Guaranteed Bit Rate
GCS
Group Communication Service

GCS AS
Group Communication Service Application Server

MPS
Multimedia Priority Service
NBIFOM
Network-based IP flow mobility

OCS
Online charging system

OFCS
Offline charging system

PCEF
Policy and Charging Enforcement Function

PCRF
Policy and Charging Rule Function
RAA
Re-Auth-Answer (RA-Answer)

RAB
Radio Access Bearer
RAR
Re-Auth-Request (RA-Request)

RCAF
RAN Congestion Awareness Function
RUCI
RAN User Plane Congestion Information
SUPL
Secure User Plane for Location
TCA
TS-Control-Answer
TCR
TS-Control-Request
TDF
Traffic Detection Function 
TS
Traffic Steering
TSA
TDF-Session-Answer

TSR
TDF-Session-Request

TSSF
Traffic Steering Support Function

UDC
User Data Convergence

UDR
User Data Repository
3rd Change

5c
St Diameter protocol

5c.1
St Application
The St application is defined as a vendor specific Diameter application, where the vendor is 3GPP. The vendor identifier assigned by IANA to 3GPP (http://www.iana.org/assignments/enterprise-numbers) is 10415. The Application-ID for the St Application is XXXXXXXX  and this value shall be used in the Diameter command header as well as any Application-ID AVPs (Auth-Application-Id/Vendor-Specific-Application-Id) in the command body.
Editor´s Note:
The Diameter St application identifier needs to be requested from IANA by MCC.
5c.2
Initialization, maintenance and termination of connection and session
The initialization and maintenance of the connection between each PCRF and TSSF pair is defined by the underlying protocol. Establishment and maintenance of connections between Diameter nodes is described in RFC 3588 [5].

After establishing the transport connection, the PCRF and the TSSF shall advertise the support of the St Application by including the value of the application identifier in the Auth-Application-Id AVP and the value of the 3GPP (10415) in the Vendor-Id AVP of the Vendor-Specific-Application-Id AVP contained in the Capabilities‑Exchange-Request and Capabilities-Exchange-Answer commands. The Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands are specified in the Diameter Base Protocol (RFC 3588 [5]).

The Diameter session on the St reference point shall be established at the request of the PCRF by a TSSF-Control-Request including the Request-Type AVP set to "0 (initial request)". Session modifications shall be initiated by PCRF with an TSSF-Control-Request including the Request-Type AVP set to "1 (update request)". The session termination shall be initiated by the PCRF with an Session-Termination-Request.
5c.3
St specific AVPs
5c.3.1
General

Table 5c.3.1.1 describes the Diameter AVPs defined for the St reference point, their AVP Code values, types, possible flag values, and whether or not the AVP may be encrypted. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).
Table 5c.3.1.1: St specific Diameter AVPs
	
	
	
	
	AVP Flag rules (NOTE 1)
	
	Applicability (NOTE 3)

	Attribute Name
	AVP Code
	Clause defined
	Value Type (NOTE 2)
	Must
	May
	Should not
	Must not
	May Encr.
	

	Request-Type
	xxx
	5c.3.2
	Unsigned32
	M,V
	P
	
	
	Y
	

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see RFC 3588 [5].
NOTE 2:
The value types are defined in RFC 3588 [5].
NOTE 3:
AVPs marked with a supported feature are applicable as described in clause 5c.4.2.


5c.3.2
Request-Type AVP

The Request-Type AVP (AVP code xxx) is of type Unsigned32, and contains the reason for sending a Request message.

The following values are defined:

0
(initial request)

An initial request is used to initiate a Diameter session and contains information that is relevant to initiation.

1
(update request)

An update request is used to update an existing Diameter session.
5c.4
St re-used AVPs
5c.4.1
General

Table 5c.4.1.1 lists the Diameter AVPs re-used by the St reference point from existing Diameter Applications, reference to their respective specifications, short description of their usage within the St reference point and which supported features the AVP is applicable to. Other AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table 5c.4.1.1, but they are re-used for the St reference point. Unless otherwise stated, re-used AVPs shall maintain their 'M', 'P' and 'V' flag settings. 
Table 5c.4.1.1: St re-used Diameter AVPs
	Attribute Name
	Reference
	Description
	Applicability (NOTE 1)

	ADC-Rule-Base-Name
	5b.3.4
	The ADC-Rule-Base-Name t indicates the name of a predefined group of ADC rules with rules with traffic steering policies.
	

	ADC-Rule-Definition
	5b.3.3
	The ADC-Rule-Definition AVP defines the ADC rule with traffic steering policies sent by the PCRF. 
Only the ADC-Rule-Name AVP, the TDF-Application-Identifier AVP, the Flow-Information AVP, the Precedence AVP, the Traffic-Steering-Policy-Identifier-DL AVP and the Traffic-Steering-Policy-Identifier-UL AVP within the AVP are required on the St reference point
	

	ADC-Rule-Install
	5b.3.1
	The ADC-Rule-Install AVP is used to activate, install or modify ADC rules with traffic steering policies as instructed from the PCRF.
Only the ADC-Rule-Definition AVP, the ADC-Rule-Name AVP and the ADC-Rule-Based-Name within the AVP are required on the St reference point.
	

	ADC-Rule-Name
	5b.3.5
	The ADC-Rule-Name defines a name for ADC rule with traffic steering policies. For ADC rules provided by the PCRF it uniquely identifies an ADC rule within one St session. For predefined ADC rules, it uniquely identifies an ADC rule within the TSSF.
	

	ADC-Rule-Remove
	5b.3.2
	The ADC-Rule-Remove AVP is used to deactivate or remove ADC rules with traffic steering policies as instructed from the PCRF.
	

	ADC-Rule-Report
	5b.3.6
	The ADC-Rule-Report AVP is used to report the status of the ADC rules which cannot be installed/activated. Only the the ADC-Rule-Name AVP, the ADC-Rule-Base-Name and the PCC-Rule-Status AVP within the AVP are required on the St reference point.
	

	Flow-Description
	TS 29.214 [10]
	Defines the service data flow filter parameters for a detected application, if deducible.
	

	Flow-Direction
	5.3.65
	It indicates the direction/directions that a filter for a detected application is applicable, downlink only, uplink only or both down- and uplink (bidirectional).
	

	Flow-Information
	5.3.53
	This parameter may be sent from the PCRF to the TSSF to identify a service data flow.
	

	Framed-IP-Address
	IETF RFC 4005 [12]
	The Ipv4 address allocated for the user. 
	

	Framed-Ipv6-Prefix
	IETF RFC 4005 [12]
	The Ipv6 prefix allocated for the user. The encoding of the value within this Octet String type AVP shall be as defined in IETF RFC 3162 [15], clause 2.3. The "Reserved", "Prefix-Length" and "Prefix" fields shall be included in this order.
	

	OC-OLR
	IETF draft-ietf-dime-ovli [49]
	Contains the necessary information to convey an overload report.
	

	OC-Supported-Features
	IETF draft-ietf-dime-ovli [49]
	Defines the support for the Diameter overload indication conveyence by the sending node.
	

	PCC-Rule-Status
	5.3.19
	Describes the status of one or a group of ADC rules.
	

	Precedence
	5.3.11
	Defines, if multiple ADC rules overlap, which ADC Rule shall be applied for the purpose of enforcement, reporting of application start and stop, usage monitoring, and charging.
	

	Rule-Failure-Code
	5.3.38
	Identifies the reason an ADC rule is being reported.
TSSF is used instead of PCEF, ADC rule is used instead of PCC rule, and ADC-Rule-Definition AVP is used instead of Charging-Rule-Definition AVP.
	

	Security-Parameter-Index
	5.3.51
	Defines the IPSec SPI
	

	Supported-Features
	TS 29.229 [14]
	If present, this AVP informs the destination host about the features that the origin host requires to successfully complete this command exchange.
	

	Traffic-Steering-Policy-Identifier-DL
	5.3.xx
	Pointer to a pre-configured traffic steering policy at the TSSF for DL traffic
	

	Traffic-Steering-Policy-Identifier-UL
	5.3.yy
	Pointer to a pre-configured traffic steering policy at the TSSF for UL traffic 
	

	NOTE 1:
AVPs marked with a supported feature are applicable as described in clause 5c.4.2. 


Editor's note:
 The inclusion of the Subscription-Id in the list of re-used AVPs is FFS
5c.4.2
Use of the Supported-Features AVP on the St reference point
The Supported-Features AVP is used during session establishment to inform the destination host about the required and optional features that the origin host supports. The client (i.e. the PCRF) shall, in the first request in a Diameter session, indicate the set of supported features. The server (i.e. the TSSF) shall, in the first answer within the Diameter session, indicate the set of features that it has in common with the client and that the server shall support within the same Diameter session. Any further command messages shall always be compliant with the list of supported features indicated in the Supported-Features AVPs during session establishment. Features that are not advertised as supported shall not be used to construct the command messages for that Diameter session. Unless otherwise stated, the use of the Supported-Features AVP on the St reference point shall be compliant with the requirements for dynamic discovery of supported features and associated error handling on the Cx reference point as defined in subclause 7.2.1 of 3GPP TS 29.229 [14].
The base functionality for the St reference point is the 3GPP Rel-13 standard and a feature is an extension to that functionality. If the origin host does not support any features beyond the base functionality, the Supported-Features AVP may be absent from the St commands. As defined in subclause 7.1.1 of 3GPP TS 29.229 [14], when extending the application by adding new AVPs for a feature, the new AVPs shall have the M bit cleared and the AVP shall not be defined mandatory in the command ABNF.
As defined in 3GPP TS 29.229 [14], the Supported-Features AVP is of type grouped and contains the Vendor-Id, Feature-List-ID and Feature-List AVPs. On the St reference point, the Supported-Features AVP is used to identify features that have been defined by 3GPP and hence, for features defined in this document, the Vendor-Id AVP shall contain the vendor ID of 3GPP (10415). If there are multiple feature lists defined for the St reference point, the Feature-List-ID AVP shall differentiate those lists from one another.

On receiving an initial request application message, the destination host shall act as defined in subclause 7.2.1 of 3GPP TS 29.229 [14]. The following exceptions apply to the initial TCR/TCA command pair:

-
If the TSSF supports post-Rel-13 St functionality, the TCA shall include the features supported by the TSSF within Supported-Features AVP(s) with the ‘M’ bit cleared.
NOTE: One instance of Supported-Features AVP is needed per Feature-List-ID.
-
If the TCR command does not contain any Supported-Features AVP(s), the TCA command shall not include the Supported-Features AVP. In this case, both TSSF and PCRF shall behave as specified in the Rel-13 version of this document.
Once the PCRF and TSSF have negotiated the set of supported features during session establishment, the set of common features shall be used during the lifetime of the Diameter session.
The table below defines the features applicable to the St interfaces for the feature list with a Feature-List-ID of 1.

Table 5b.4.1.1: Features of Feature-List-ID 1 used in St Protocol
	Feature bit
	Feature
	M/O
	Description

	
	
	
	

	Feature bit:
The order number of the bit within the Feature-List AVP where the least significant bit is assigned number "0".

Feature:
A short name that can be used to refer to the bit and to the feature, e.g. "EPS".

M/O:
Defines if the implementation of the feature is mandatory ("M") or optional ("O") in this 3GPP Release. 

Description:
A clear textual description of the feature.


In this release there are no supported features.

5c.5
St specific Experimental-Result-Code AVP values
5c.5.1
General

RFC 3588 [5] specifies the Experimental-Result AVP containing Vendor-ID AVP and Experimental-Result-Code AVP. The Experimental-Result-Code AVP (AVP Code 298) is of type Unsigned32 and contains a vendor-assigned value representing the result of processing a request. The Vendor-ID AVP shall be set to 3GPP (10415).

5c.5.2
Success

Result Codes that fall within the Success category are used to inform a peer that a request has been successfully completed.

The Result-Code AVP values defined in Diameter BASE RFC 3588 [5] shall be applied.

5c.5.3
Permanent Failures

Errors that fall within the Permanent Failures category shall be used to inform the peer that the request failed, and should not be attempted again.

The Result-Code AVP values defined in Diameter BASE RFC 3588 [5] are applicable. Also the following specific Gx Experimental-Result-Codes value is reused for St session: DIAMETER_ADC_RULE_EVENT (see 5.5.3).
5c.5.4
Transient Failures

Errors that fall within the transient failures category are used to inform a peer that the request could not be satisfied at the time it was received, but may be able to satisfy the request in the future.
The Result-Code AVP values defined in Diameter Base RFC 3588 [5] are applicable.
5c.6
St Messages
5c.6.1
General
St Messages shall use the Diameter Application described in clause 5c.1.

In addition to the TSSF-Control-Request/Answer commands used to establish the St session and to provision and update ADC rules, existing Diameter command codes from the Diameter base protocol RFC 3588 [5] are used.
The St application identifier shall be included in the Auth-Application-Id AVP for the reused commands. The St application identifier shall also be included in the Auth-Application-Id AVP within the Vendor-Specific-Application-Id grouped AVP contained in the TSSF-Control-Request/Answer commands.
Every command is defined by means of the ABNF syntax in IETF RFC 2234 [y], and according to the rules in IETF RFC 3588 [5].

NOTE:
Some of the AVPs included in the messages formats below are in bold to highlight that these AVPs are used by this specific protocol and do not belong to the original message definition in the Diameter Base Protocol RFC 3588 [5], or to the standard set of AVPs required in most Diameter commands.
The following Command Codes are defined for the St Diameter application, as allocated by IANA from the vendor-specific namespace defined in IETF RFC 5719 [x]:

Table 5c.6.1.1: Command-Code values for St
	Command-Name
	Abbreviation
	Code
	Section

	TS-Control-Request
	TCR
	xxxxxxx
	5c.6.2

	TS-Control-Answer
	TCA
	xxxxxxx
	5c.6.3


Editor´s Note:
The Diameter St Command Codes needs to be requested from IANA by MCC.
5c.6.2 
TS-Control-Request (TCR) Command

The TSR command, indicated by the Command-Code field set to xxxxxxx and the 'R' bit set in the Command Flags field, is sent by the PCRF to the TSSF in order to establish an St session, provision and update ADC rules. 
Message Format:

<TC-Request> ::= < Diameter Header: xxxxxx, REQ, PXY >





 < Session-Id >





 { Vendor-Specific-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }



     { Request-Type }




 [ Destination-Host ]





 [ Origin-State-Id ]




 { Request-Type }




 [ OC-Supported-Features ]




 [ Framed-IP-Address ]





 [ Framed-Ipv6-Prefix ]




*[ ADC-Rule-Install ]




*[ ADC-Rule-Remove ]




*[ Supported-Features ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]
5c.6.3
TS-Control-Answer (TCA) Command

The TCA command, indicated by the Command-Code field set to XXXXXXX and the 'R' bit cleared in the Command Flags field, is sent by the TSSF to the PCRF in response to the TC-Request command.
Message Format:
<TS-Answer> ::=  < Diameter Header: xxxxxxxx, PXY >





 < Session-Id >





 { Vendor-Specific-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]




 [ Experimental-Result ]





 [ Origin-State-Id ]




 [ OC-Supported-Features ]





 [ OC-OLR ]





*[ ADC-Rule-Report ]




*[ Supported-Features ]





 [ Error-Message ]





 [ Error-Reporting-Host ]





*[ Failed-AVP ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]

5c.6.4
Session-Termination-Request (STR) command

The STR command, indicated by the Command-Code field set to 275 and the ‘R’ bit set in the Command Flags field, is sent by the PCRF to inform the TSSF that an established St session shall be terminated.

Message Format:

<ST-Request> ::= < Diameter Header: 275, REQ, PXY >





 < Session-Id >





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Auth-Application-Id }





 { Termination-Cause }





 [ Destination-Host ]




 [ OC-Supported-Features ]





*[ Class ]





 [ Origin-State-Id ]




*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]
5c.6.5
Session-Termination-Answer (STA) command

The STA command, indicated by the Command-Code field set to 275 and the ‘R’ bit cleared in the Command Flags field, is sent by the TSSF to the PCRF in response to the STR command.

Message Format:

<ST-Answer>  ::= < Diameter Header: 275, PXY >





 < Session-Id >





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Error-Message ]





 [ Error-Reporting-Host ]




 [ OC-Supported-Features ]





 [ OC-OLR ]





 [ Failed-AVP ]




 [ Origin-State-Id ]




*[ Class ]





*[ Redirect-Host ]





 [ Redirect-Host-Usage ]





 [ Redirect-Max-Cache-Time ]





*[ Proxy-Info ]





*[ AVP ]
End of Changes
