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3.2
Abbreviations

For the purpose of the present document, the abbreviations given in TR 21.905 [1] and the following apply:

ADC
Application Detection and Control
AF
Application Function

ARA
Aggregated RUCI Report Answer
ARP
Allocation and Retention Priority

ARR
Aggregated RUCI Report Request
AVP
Attribute-Value Pair

CSG
Closed Subscriber Group

CSG ID
Closed Subscriber Group Identity
BBERF
Bearer Binding and Event Reporting Function

CoA
Care of AddressDRA
Diameter Routing Agent

GBR
Guaranteed Bitrate

GCS
Group Communication Service

GCS AS
Group Communication Service Application Server

H-AF
Home AF

H-DRA
Home DRA

H-PCRF
Home PCRF

HPLMN
Home PLMN

MBR
Maximum Bitrate

MUA
Modify UE context Answer
MUR
Modify UE context Request
MPS
Multimedia Priority Service
NRA
Non-Aggregated RUCI Report Answer
NRR
Non-Aggregated RUCI Report Request
PA
Proxy Agent

PCC
Policy and Charging Control

PCEF
Policy and Charging Enforcement Function

PCRF
Policy and Charging Rule Function

PGW
PDN-Gateway

QCI
QoS Class Identifier

RCAF
RAN Congestion Awareness Function

RUCI
RAN User Plane Congestion Information
SCEF
Service Capability Exposure Function
SDF
Service Data Flow
SLA
Spending Limit Answer
SLR
Spending Limit Request
SNA
Spending-Status Notification Answer
SNR
Spending-Status Notification Request
STA
Session Termination Answer
STR
Session Termination Request
TDF
Traffic Detection Function

UDC
User Data Convergence

UDR
User Data Repository
V-AF
Visited AF

V-DRA
Visited DRA

V-PCRF
Visited PCRF

VPLMN
Visited PLMN
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4
Signalling Flows over Gx, Gxx, Rx, Sd, Sy and S9
4.0
General

There are three distinct network scenarios for an IP-CAN Session:

Case 1. No Gateway Control Session is required, no Gateway Control Establishment occurs at all (e.g. 3GPP Access where GTP-based S5/S8 are employed, and Non-3GPP access where GTP-based S2a or GTP-based S2b is employed).

Case 2. A Gateway Control Session is required. There are two subcases:

2a)
The BBERF assigns a Care of Address (CoA) to the UE and establishes a Gateway Control Session prior to any IP-CAN session establishment that will apply for all IP-CAN sessions using that CoA.

2b) At IP-CAN session establishment a Gateway Control Session is required before the PCEF announces the IP-CAN Session to the PCRF. At BBERF change and pre-registration the Gateway Control Session shall match an IP-CAN session that the PCEF has already announced. Each IP-CAN session is handled in a separate Gateway Control Session.


The PCRF shall select whether case 2a or case 2b applies based on the information received in the Gateway Control Session Establishment. For a user identified with a Subscription-Id AVP, when the PDN identifier included as part of the Called-Station-Id AVP is received, case 2b applies. If not received, case 2a applies.

The following considerations shall be taken into account when interpreting the signalling flows:
-
V-PCRF is included to also cover the roaming scenarios.
-
H-PCRF will act as a PCRF for non-roaming Ues.
-
The steps numbered as “number+letter” (e.g. “3a”) will be executed, for the roaming case, instead of steps numbered as “number” (e.g. “3”), as indicated in the explanatory text below the signalling flows.
-
Emergency services are handled locally in the serving network, therefore the S9 reference point does not apply.

NOTE: For the Visited Access case, the operator can by roaming agreement decide not to use S9 reference point.

The procedure to detect that the Gx session or a Gateway Control Session is restricted to Emergency Services is described in 3GPP TS 29.212 [9].
-
Subscription-related information is not relevant for Emergency Sessions; therefore Sp reference point does not apply.
-
With the UDC-based architecture as defined in 3GPP TS 23.203 [2] and 3GPP TS 23.335 [25], SPR, whenever mentioned in the present specification, refers to UDR. The Ud interface as defined in 3GPP TS 29.335 [26] is the interface between the PCRF and the UDR.
-
When monitoring event reporting via PCRF applies as defined in 3GPP TS 23.682, the SCEF is acting as an AF. In this case, only the flows where the AF is located in the home network apply. Support of this functionality is detailed in 3GPP TS 29.214 [10], Annex X.
-
If the PCEF/BBERF/TDF needs to send an IP-CAN session/ Gateway Control Session/ TDF session modification request towards a PCRF which is known to have restarted since the IP-CAN session/ Gateway Control Session/ TDF session establishment, the PCEF/BBERF/TDF shall follow the PCRF Failure and Restoration procedure as defined in 3GPP TS 29.212 [9].
NOTE:
Only the interaction with OCS for spending limits 
vailabil over Sy interface is introduced in this document.
* * * End of Changes *** 
