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********************** START OF 1st CHANGE *****************************

4.5.1.6
Provisioning of Authorized QoS per APN
The Authorized QoS per APN handling only applies to case 2b in HR scenario, and case 1, case 2a and case 2b in the VA scenario.
At S9 Session/Subsession Establishment/Modification, the V-PCRF may include the APN-AMBR (if received from the BBERF for case 2b or PCEF for case 1 and case 2a in VA scenario) in the QoS-Information AVP of the Subsession-Enforcement-Info AVP, using the APN-Aggregate-Max-Bitrate-UL AVP and/or the APN-Aggregate-Max-Bitrate-DL AVP within the CCR command to the H-PCRF.
Upon receiving the subscribed APN-AMBR from the V-PCRF, the H-PCRF shall provision the authorized QoS per APN within the CCA command. The authorized QoS per APN shall be provisioned in the QoS-Information AVP of Subsession-Decision-Info AVP, using the APN-Aggregate-Max-Bitrate-UL AVP and/or the APN-Aggregate-Max-Bitrate-DL AVP. When APN-Aggregate-Max-Bitrate-UL AVP and/or the APN-Aggregate-Max-Bitrate-DL AVP are provided, the Max-Requested-Bandwidth values, and the Guaranteed-Bitrate values shall not be included.
Besides the H-PCRF may provision the authorized APN-AMBR without receiving a request from the V-PCRF, e.g. in response to an internal trigger within the H-PCRF or upon interaction with the SPR. The H-PCRF shall send a RAR command including the Subsession-Decision-Info AVP with the QoS-Information AVP for the S9 subsession within the S9.

The V-PCRF shall validate the APN-AMBR in case it is received in the CCA or RAR command. If the QoS validation fails and there is an APN-AMBR value already authorized for that IP-CAN session, the V-PCRF shall retain the existing APN-AMBR without any modification and reject the request using a CCR/RAA command respectively to the H-PCRF. The CCR/RAA shall include the Subsession-Enforcement-Info AVP for the affected S9 subsession that includes the S9 subsession identifier within the Subsession-Id AVP, the QoS-Information AVP to indicate the retained value, and the Event Trigger set to APN-AMBR_MODIFICATION_FAILURE.
If the QoS validation fails as part of the IP-CAN session establishment procedure, the V-PCRF shall derive the acceptable APN-AMBR based on operator policies and reject the request using a CCR command to the H-PCRF. The CCR shall include the Subsession-Enforcement-Info AVP for the affected S9 subsession that includes the S9 subsession identifier within the Subsession-Id AVP, the QoS-Information AVP to indicate the acceptable value, and the Event Trigger set to APN-AMBR_MODIFICATION_FAILURE. 

The H-PCRF may provide back an acceptable APN-AMBR or may reject the request. If the H-PCRF rejects the request the V-PCRF shall reject the corresponding request from the PCEF/BBERF.

Upon reception of the subsequent CCA command, if the procedure was initiated by the PCEF/BBERF and the APN-AMBR is acceptable, the V-PCRF shall provide the negotiated APN-AMBR in the response to the PCEF/BBERF.

NOTE: 
In order to avoid loops in the QoS negotiation process, it is recommended that the H-PCRF provides an APN-AMBR acceptable by the Visited Network.
**********************End of CHANGE *****************************

