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5.3.2
Subsession-Enforcement-Info

The Subsession-Enforcement-Info AVP (AVP code 2201) is of type Grouped, and it is used to set up and tear down  subsessions, provide information about the subsession, request PCC/QoS rules and report on PCC/QoS rules and related events. This information is sent from the V-PCRF to the H-PCRF. The information contained within this grouped AVP pertains only to the subsession identified by the Subsession-Id AVP.
The following AVPs are only applicable when the Subsession-Enforcement-Info AVP is provided within a CCR: Subsession-Operation AVP, Bearer-Identifier AVP, Bearer-Operation AVP, Packet-Filter-Information AVP, Packet-Filter-Operation AVP, Framed-IP-Address AVP, Framed-IPv6-Prefix AVP, Called-Station-ID AVP,  PDN-Connection-ID AVP, Bearer-Usage AVP, TFT-Packet-Filter-Information AVP, Online AVP, Offline AVP, Charging-Rule-Report  AVP, Application-Detection-Information AVP, Routing-Rule-Install AVP and Routing-Rule-Remove AVP.
The following AVPs are only applicable when the Subsession-Enforcement-Info AVP is provided within an RAA: Result-Code AVP and Experimental-Result-Code AVP. 
The other AVPs are applicable when the Subsession-Enforcement-Info AVP is provided in either a CCR or RAA.
IP-CAN-Type AVP, RAT-Type AVP, 3GPP-SGSN-MCC-MNC AVP, 3GPP-SGSN-Address AVP, 3GPP-SGSN-IPv6-Address AVP, RAI AVP, 3GPP-User-Location-Info AVP, 3GPP2-BSID AVP and User-CSG-Information AVP are only applicable when the MAPCON feature is supported as described in clause 5.4.1. 
The Result-Code AVP or Experimental-Result-Code AVP may be provided to inform the H-PCRF of possible errors when processing subsession information that was provided in a corresponding RAR command.
Subsession-Enforcement-Info ::= < AVP Header: 2201 >

               
                { Subsession-Id }

                                [ Subsession-Operation ]

                             0*2[ AN-GW-Address ]

                                [ Bearer-Identifier ]

                                [ Bearer-Operation ]

                               *[ Packet-Filter-Information ]
                                [ Packet-Filter-Operation ]
                                [ QoS-Information ]

                                [ Framed-IP-Address ]

                                [ Framed-IPv6-Prefix ]

                               *[ CoA-Information ]

                                [ Called-Station-Id ]

                                [ PDN-Connection-ID ]

                                [ Bearer-Usage ]

                               *[ TFT-Packet-Filter-Information ]

                                [ Online ]

                                [ Offline ]

                                [ Result-Code ]

                                [ Experimental-Result-Code ]

                               *[ Charging-Rule-Report ]

                               *[ QoS-Rule-Report ]







   *[ Application-Detection-Information ]








[ IP-CAN-Type ]








[ RAT-Type ]









[ 3GPP-SGSN-MCC-MNC ]









[ 3GPP-SGSN-Address ]









[ 3GPP-SGSN-IPv6-Address ]









[ RAI ]









[ 3GPP-User-Location-Info]









[ 3GPP2-BSID ]









[ User-CSG-Information ]








[ Default-EPS-Bearer-QoS ]








[ Network-Request-Support ]








[ Routing-Rule-Install ]








[ Routing-Rule-Remove ]




[ User-Location-Info-Time ]








[ Logical-Access-ID ]








[ Physical-Access-ID ]







   *[ Usage-Monitoring-Information ]








[ Multiple-BBERF-Action ]
                               *[ Event-Trigger ]








[ Access-Network-Charging-Address ]
                           

    *[ Access-Network-Charging-Identifier-Gx ]









[ Session-Linking-Indicator ]








[ HeNB-Local-IP-Address ]









[ UE-Local-IP-Address ]








[ UE-Local-IPv6-Prefix ]








[ UDP-Source-Port ]








[ AN-GW-Status ]





           *[ AVP ]
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5.4.1

Use of the Supported-Features AVP on the S9 reference point
The Supported-Features AVP is used during session establishment to inform the destination host about the required and optional features that the origin host supports. The client shall, in the first request of a Diameter session indicate the set of supported features.. The server shall, in the first answer within the Diameter session indicate the set of features that it has in common with the client and that the server shall support within the same Diameter session.  Any further command messages shall always be compliant with the list of supported features indicated in the Supported-Features AVPs during session establishment. Features that are not advertised as supported shall not be used to construct command messages for that Diameter session. Unless otherwise stated, the use of the Supported-Features AVP on the S9 reference point shall be compliant with the requirements for dynamic discovery of supported features on the Cx reference point as defined in clause 7.2.1 of 3GPP TS 29.229 [7].
The base functionality for the S9 reference point is the 3GPP Rel-8 standard and a feature is an extension to that functionality. If the origin host does not support any features beyond the base functionality, the Supported-Features AVP shall be absent from the S9 commands. As defined in clause 7.1.1 of 3GPP TS 29.229 [7], when extending the application by adding new AVPs for a feature, the new AVPs shall have the 'M' bit cleared and the AVP shall not be defined mandatory in the command ABNF. 

As defined in 3GPP TS 29.229 [7], the Supported-Features AVP is of type grouped and contains the Vendor-Id, Feature-List-ID and Feature-List AVPs. On the S9 reference point, the Supported-Features AVP is used to identify features that have been defined by 3GPP and hence, for features that are defined in this document,  the Vendor-Id AVP shall contain the vendor ID of 3GPP (10415). If there are multiple feature lists defined for the S9 reference point, the Feature-List-ID AVP shall differentiate those lists from one another. 

On receiving an initial request application message, the destination host shall act as defined in clause 7.2.1 of 3GPP TS 29.229 [7]. The following exceptions apply to the initial CCR/CCA command pair: 

-
If the V-PCRF supports post-Rel-8 S9 functionality,the CCR shall include the features supported by the V-PCRF within Supported-Features AVP(s) with the 'M' bit cleared.
NOTE 1:
One instance of Supported-Features AVP is needed per Feature-List-ID 
-
If the CCR command does not contain any Supported-Features AVP(s) and the H-PCRF supports Rel-8 S9 functionality, the CCA command shall not include the Supported-Features AVP.  In this case, both V-PCRF and H-PCRF shall behave as specified in this document.

-
If the CCR command contains the Supported-Features AVP(s), the H-PCRF shall include the Supported-Features AVP(s) in the CCA command, with the 'M' bit cleared, indicating only the features that both the V-PCRF and H-PCRF support.
NOTE 2:
The client will always declare all features that are supported according to table 5.4.1.1. When more than one feature identifying a release is supported by both V-PCRF and H-PCRF, the V-PCRF will work according to the latest common supported release. 
Once the V-PCRF and H-PCRF have negotiated the set of supported features during session establishment, the set of common features shall be used during the lifetime of the Diameter session.

The table below defines the features applicable to the S9 interfaces for the feature list with a Feature-List-ID of 1. 

Table 5.4.1.1: Features of Feature-List-ID 1 used in S9
	Feature bit
	Feature
	M/O
	Description

	0
	Rel9
	M
	This feature indicates the support of base 3GPP Rel-9 S9 functionality, including the AVPs and corresponding procedures supported by the base 3GPP Rel-8 S9 standard, but excluding those features represented by separate feature bits. AVPs introduced with this feature are marked with "Rel9" as described in clause 5.4.

	1
	Rel10
	M
	This feature indicates the support of base 3GPP Rel-10 S9 functionality, including the AVPs and corresponding procedures supported by the Rel8 and Rel9 standard, but excluding those features represented by separate feature bits. AVPs introduced with this feature are marked with "Rel10" as described in clause 5.4.

	2
	MAPCON
	O
	This feature indicates support for the feature of multi access PDN connectivity as described in clause 4.5.1.8

	3
	IFOM
	O
	This feature indicates support for the feature of IP flow mobility as described in clause 4.5.2.5

	4
	SADC
	O
	This feature indicates support for Application Detection and Control feature with solicited application reporting. This shall be set in case either "ADC" feature bit is set over the Gx interface as described in clause 5.4.1 of 3GPP TS 29.212 [3] or there is TDF supporting solicited application reporting in the network.

	5
	USADC
	O
	This feature indicates support for Application Detection and Control feature with unsolicited application reporting. This shall be set in case there is TDF supporting unsolicited application reporting in the network.

	6
	vSRVCC
	O
	This feature indicates support for the vSRVCC feature (see 3GPP TS 23.216 [13]).

	7
	EPC-routed
	O
	This feature indicates support for interworking with Fixed Broadband Access networks when the traffic is routed via the EPC network as defined in Annex A.

	8
	NSWO
	O
	This feature indicates support for interworking with Fixed Broadband Access networks when the traffic is offloaded to the Fixed Broadband access network as defined in Annex A.

	9
	NetLoc
	O
	This feature indicates the support of the Access Network Information Reporting.

	10
	TimeBasedUM
	O
	This feature indicates support for Time based Usage Monitoring Control. This shall be set in case the "TimeBasedUM" feature bit is set either over the Gx interface as described in subclause 5.4.1 of 3GPPTS 29.212 [3] or over the Sd interface as described in 5b.4.1 of 3GPP TS 29.212 [3]. If the PCEF or TDF supports this feature, the behaviour shall be as specified in corresponding subclauses of 3GPP TS 29.212[3].

	11
	PendingTransaction
	O
	This feature indicates support for the race condition handling as defined in 3GPP TS 29.213 [4]

	x
	SGW-Rest
	O
	This feature indicates the support of SGW Restoration procedures as defined in 3GPP TS 23.007 [xx].

	Feature bit: The order number of the bit within the Feature-List AVP where the least significant bit is assigned number “0”.

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "EPS".

M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O") in this 3GPP Release. 

Description: A clear textual description of the feature.
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