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*** 1st Change ***
6.3
PCRF web server

In this architecture the PCRF looks like an application server from AF point of view. One of the transport solutions, which are described in section 7.1 may be used to exchange complex information between the AF and the PCRF. The Rx related content may be presented by one of the application level languages described in section 7.2. 

PCRF and AF are connected to each other without any protocol converter.
Editor’s Note:
Description of the solution in which the PCRF is directly connected to the 3rd party web application.
6.3.X
PCRF addressing 
When DRA is deployed in the network, there is an issue for the PCEF web server to find the correct PCRF. Some potential solutions are proposed in the following subclauses.
6.3.X.1
Alternative solution1: Extend DRA to support XML-based Rx protocol
In this solution, DRA can support XML-based Rx protocol.

Exposed DRA: A DRA exposed to the 3rd party AFs. It may be a unified access point to the 3rd party AFs.

As shown in figure 6.3.X.1, DRA1 is the exposed DRA, DRA2 is located in the diameter realm UE belongs to.
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Figure 6.3.X.1: PCRF addressing procedure as DRA supporting XML-based Rx protocol

1. The 3rd Party AF sends a Rx session establishment Request based XML protocol, including the UE IP address, PDN info (if UE IP address is a private address) and the corresponding Service Info, etc.. The URI including in the establishment request points to the exposed DRA.

2. The request is received by the exposed DRA, which can understand XML-based Rx protocol and get UE IP address and PDN information (if UE IP address is a private IP address) from the request. Then the exposed DRA finds out the diameter realm that UE belongs to according to UE IP address and PDN info (if UE IP address is a private IP address). If the diameter realm is the current one, i.e. DRA2 is DRA1, then step3~4 are not needed.
3. The exposed DRA uses DRA2 address to construct a redirect URI and sends a http redirect message (e.g. http 302 redirect) to the 3rd Party AF including the redirect URI pointing to DRA2.
4. The 3rd Party AF sends Rx session establishment Request to DRA2.

5. DRA2 inquires the PCRF address that UE belongs to.

6. DRA2 uses the PCRF address gotten in step5 to construct a redirect URI and sends http redirect message (e.g. http 302 redirect)  to the 3rd Party AF.

7. The 3rd Party AF saves the redirect URI pointing to the PCRF the UE belongs to.

Then the 3rd Party AF can directly establish Rx session with the PCRF.
6.3.X.2
Alternative solution2: Extend System to support PCRF address inquiring functionality
In this solution, DRA can support to process the XML-based PCRF address inquiring message.

Exposed DRA: A DRA  exposed to the 3rd party AFs. It may be a unified access point to the 3rd party AFs.

As shown in figure 6.3.X.2, DRA1 is the exposed DRA, DRA2 is located in the diameter realm UE belongs to.
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Figure 6.3.X.2: PCRF addressing procedure as DRA supporting PCRF address inquiring functionality
1. The 3rd Party AF sends a PCRF Address Inquiring Request to the exposed DRA. The request includes UE IP address and PDN information (if UE IP address is a private IP address). 

2. The exposed DRA gets UE IP address and PDN information (if available) from the PCRF Address Inquiring Request and finds out which diameter realm the UE belongs to. If the diameter realm is the current one, i.e. DRA2 is DRA1, then step3~4 are not needed.

3. The exposed DRA uses DRA2 address to construct a redirect URI and sends a http redirect message (e.g. http 302 redirect) to the 3rd Party AF including the redirect URI pointing to DRA2.

4. The 3rd Party AF sends PCRF Address Inquiring Request to DRA2.

5. DRA2 inquires the PCRF address that UE belongs to.

6. DRA2 returns PCRF Address Inquiring Answer to the 3rd Party AF.

7. The 3rd Party AF saves the correct PCRF address for the UE.

Then the 3rd Party AF can directly establish Rx session with the PCRF.
6.3.X.3
Alternative solution3: Use OSA architecture to get PCRF address

In this solution, it can use OSA (Open Service Access) architecture to implement the PCRF addressing inquiring functionality described in alternative solution2. The detailed information of OSA architecture can refer to TS 23.198.
Exposed DRA: A DRA  exposed to the OSA Gateway.

As shown in figure 6.3.X.3, DRA1 is the exposed DRA, DRA2 is located in the diameter realm UE belongs to.
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Figure 6.3.X.3: PCRF addressing procedure as using OSA architecture
1. The 3rd Party AF sends a PCRF address Inquiring Request to the OSA gateway. The request includes UE IP address and PDN information (if UE IP address is a private IP address). 

2. The OSA gateway constructs a diameter request, which includes UE IP address and PDN information (if UE IP address is a private IP address).
· Note: The OSA Gateway can construct an error Rx request to PCRF, e.g. an error AAR. Thus, there is no any improvement for DRA to get the PCRF address.

3. The OSA gateway sends diameter request to DRA1.
4. DRA1 processes the request according to the current diameter processing procedure.
5. DRA1 can get PCRF address during diameter message processing procedure. Then DRA1 sends diameter answer to the OSA gateway, which includes PCRF address..
6. The OSA gateway constructs a PCRF Address Inquiring Answer. The answer includes PCRF address gotten in step 5.
7. The OSA gateway sends the PCRF Address Inquiring Answer to the 3rd Party AF.
6.3.X.4 Evaluation

	
	Pro
	Cons

	Solution1: Extend DRA to support XML-based Rx protocol
	Follow diameter mechanism and keep consistency
	DRA needs to support XML-based Rx protocol

	Solution2-1: Extend DRA to support PCRF address inquiring functionality
	The new type of message is independent of Rx protocol, and DRA need not support Rx protocol
	DRA needs to support a new inquiring message
The 3rd party AF needs to support a new inquiring message

	Solution2-2: Use OSA to get PCRF address
	There is no change to DRA
	It need to introduce a OSA architecture if there is not OSA architecture deployment
The 3rd party AF needs to support a new inquiring message


*** End of Changes ***
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