3GPP TSG-CT WG3 Meeting #74bis
                                                               C3-131353
Porto, Portugal, 7 - 11 October 2013
Source:
Huawei, Verizon, Alcatel-Lucent
Title:
Discussion on PCRF Addressing in PCRF web server architecture
Agenda item:
12.18
Document for:
DISCUSSION
1. Introduction
The DRA keeps status of the assigned PCRF for a certain UE and IP-CAN session across all reference points, e.g. Gx, Gxx, S9, Rx and for unsolicited application reporting, the Sd interfaces [TS 29.231]. The architecture in which the protocol converter is integrated into the XML based Rx solution hides this issue from the interworking of the 3rd party AF and the DRA. In the PCRF web server architecture with DRA deployment, there is a problem for the PCRF web server to find the correct PCRF. Thus the PCRF discovery procedure must be analysed for the case in question. Figure 1-1 illustrates the issue and some potential solutions are discussed in this paper.
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Figure1-1 PCRF addressing in XML based Rx
2. Discussion

There are two potential solutions to solve this problem.
Solution1: Extend DRA to support XML-based Rx protocol
The solution is an obvious solution to solve the problem, and Rx session procedures are similar as diameter protocol. 
Exposed DRA: a DRA exposed to the 3rd party AF. It may be a unified access point to the 3rd party AF.

As shown in Figure 2-1, DRA1 is the exposed DRA, DRA2 is located in the diameter realm UE belongs to.

The Rx session procedures are described as follows:

1) Establishment of XML-based Rx session
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Figure 2-1 Establishment of XML-based Rx session
1. The 3rd Party AF sends an Rx session establishment Request including the UE IP address and the corresponding service information, etc. The URI in the establishment request points to the exposed DRA.
2. The request is received by the exposed DRA, which can understand the XML-based Rx protocol and get UE IP address and PDN information (if UE IP address is a private IP address) from the request. The exposed DRA could find out the diameter realm that UE belongs to according to UE IP address and PDN info (if UE IP address is a private IP address). If the diameter realm is the current one, i.e. DRA2 is DRA1, then step 3 to 4 are not needed.
3. The exposed DRA constructs a redirect URI according to DRA2 address and sends http redirect answer message (e.g. http 302 redirect) to the 3rd Party AF.
4. The 3rd Party AF sends Rx session establishment Request to DRA2.

5. DRA2 inquires the PCRF address that UE belongs to.

6. DRA2 constructs a redirect URI according to the PCRF address that UE belongs to and sends http  redirect answer(e.g. http 302 redirect) to the 3rd Party AF.
7. The 3rd Party AF saves the URI pointing to the PCRF UE belongs to.

8. The 3rd Party AF sends Rx session establishment request to the correct PCRF.

9. The PCRF returns Rx session establishment response to the 3rd Party AF after appropriate process.

2) Modification of XML-based Rx session

If step7 was done by the 3rd Party AF, then the modification procedure can happen directly between the 3rd Party AF and the PCRF.  If step 7 was not done by the 3rd Party AF, the Rx session modification procedure refers to the establishment procedure, i.e. it need PCRF addressing procedure as shown in step 2 to 6 of Figure 2-1.
3) Termination of XML-based Rx session
If step7 was done by the 3rd Party AF, then the termination procedure can happen directly between the 3rd Party AF and the PCRF.  If step 7 is not done by the 3rd Party AF, Rx session termination procedure refers to the establishment procedure, i.e. it need PCRF addressing procedure as shown in step 2 to 6 of Figure 2-1.
Solution2: Extend System to support PCRF address inquiring functionality
This solution is that extending DRA to support PCRF address inquiring functionality, i.e. if a 3rd Party AF wants to establish a Rx session with a PCRF, it will firstly get PCRF address from DRA. Then the 3rd Party AF directly initiates a Rx session with the correct PCRF.
A 3rd Party AF can get the address of a PCRF that UE belongs to by the following two solutions.
· Solution2-1: Extend DRA to support PCRF address inquiring functionality
Exposed DRA: A DRA exposed to the 3rd party AF. It may be a unified access point to the 3rd party AF.

As shown in Figure 2-2, DRA1 is the exposed DRA, DRA2 is located in the diameter realm UE belongs to.
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Figure 2-2 DRA supporting PCRF address inquiring functionality
1. The 3rd Party AF sends a PCRF address Inquiring Request to the exposed DRA. The message includes UE IP address and PDN information (if UE IP address is a private IP address). 
2. The exposed DRA gets UE IP address and PDN information (if available) from the PCRF Address Inquiring Request and finds out which diameter realm UE belongs to. If the diameter realm is the current one, i.e. DRA2 is DRA1, then as shown in Figure 2-2, step 3 to 4 are not needed.
3. The exposed DRA constructs the redirect URI according to DRA2 address and sends http redirect message (e.g. http 302 redirect) to the 3rd Party AF.
4. The 3rd Party AF sends PCRF Address Inquiring Request to DRA2.

5. DRA2 finds out the PCRF address that UE belongs to.

6. DRA2  returns PCRF Address Inquiring Answer to the 3rd Party AF including the PCRF address gotten in step 5.

7. The 3rd Party AF saves the correct PCRF address for a UE.

8. The 3rd Party AF sends Rx session establishment request to the PCRF.

9. The PCRF returns Rx session establishment response to the 3rd Party AF after appropriate process.

The Rx session modification and termination procedures directly happen between the 3rd Party AF and the PCRF.
· Solution2-2: Use OSA architecture to get PCRF address
As for Solution2-1, it may be considered  to get PCRF address by OSA (Open Service Access) architecture, which is described as solution 2-2. The detailed information of OSA architecture can refer to TS 23.198. This solution may need to add a SCF (Service Capability Feature)  which can get PCRF address from DRA.
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Figure 2-3 Using OSA to get PCRF address

As shown in Figure 2-3,
1. The 3rd Party AF sends a PCRF Address Inquiring message to OSA Gateway.

2.  OSA Gateway may construct a diameter message to the DRA. The diameter message may be an error Rx message, which including UE IP address and PDN information (if UE IP address is a private address). The DRA would process the diameter message according to the current mechanism. Then OSA Gateway will get the address of a PCRF that UE belongs to during the diameter process procedure. Then OSA Gateway returns the correct PCRF address to the 3rd Party AF. 
3. The 3rd Party AF initiates a XML-based Rx session with the correct PCRF.
  The Rx session procedures directly happen between the 3rd Party AF and PCRF.
 3. Comparison
	
	Pro
	Cons

	Solution1: Extend DRA to support XML-based Rx protocol
	Follow diameter mechanism and keep consistency
	DRA needs to support XML-based Rx protocol

	Solution2-1: Extend DRA to support PCRF address inquiring functionality
	The new type of message is independent of Rx protocol, and DRA need not support Rx protocol
	DRA needs to support a new inquiring message
The 3rd party AF needs to support a new inquiring message

	Solution2-2: Use OSA to get PCRF address
	There is no change to DRA
	It need to introduce a OSA architecture if there is not OSA architecture deployment
The 3rd party AF needs to support a new inquiring message


4. Proposal

It’s proposed for CT3 to discuss the three options as discussed above and provide the recommended solution.
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