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Proposed changes:
*** 1st Change ***
7.3.x
Analysis

HTTP streaming and HTTP long polling are two most common server-push mechanisms for HTTP servers to push the update to HTTP clients (see IETF RFC 6202 [6]). These mechanisms are mainly designed for the HTTP client (such as 3GPP UE) which seldom has the capability to establish and hold two TCP connections for bidirectional transmission due to its limited capacity.  The table below summarizes their differences in the following aspects:
	
	HTTP Streaming
	HTTP Long Polling
	Two TCP Connections

	Frequency of TCP connection establishment
	Only one and persistent  TCP connection exists between the client and server simultenously, frequently opening of TCP connections can be avoided. 
	Only one and persistent TCP connection exists between the client and server simultenously, frequently opening of TCP connections can be avoided.
	Two TCP connections may exist at the same time for bidirectional transmission between the client and the server. Frequent opening/closing of TCP connections exists.

	Allocated resources
	For each client, both TCP connection and HTTP connection are kept open.
	For each client, both TCP connection and HTTP connection are kept open. Sending new polling requests requires transport capacity.
	Either TCP connection or HTTP connection can be terminated when there’s no data to transmit between the client and the server.

	Transmission latency
	Terminate the streaming response and send a request to initiate a new streaming response.
	After a long poll response to the client the server has to wait for the next long polling request. Typically the client may send a new polling request after a server response.
	Low latency due to its asynchronous transmission on two directions.

	Framing
	Several application messages can be sent within a single HTTP response.
	Each application message can be sent in a different response.
	No necessity for framing


Regarding the interaction between the AF and the PCRF (or the Protocol Converter) as the two sides of HTTP client and HTTP server, it’s reasonable to determine which solution for session management is selected based on the operator’s policy. Solution “Two TCP connections”  is applicable for the scenario of maximizing the utilization of limited TCP resources but inevitably increases the frequency of opening/closing of TCP connections over Rx. Solution “HTTP Streaming” or “HTTP Long Polling” is applicable for the scenario of reducing the connection handling burden by frequent opening/closing of the TCP connections. Both solutions may have a disadvantage in the latency area. HTTP long polling may interfere with long polling requests in case of intermediate entities. HTTP streaming may not work with intermediate entities buffering the response before forwarding.
*** End of Changes ***
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