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	Reason for change:
(
	To solve the user IP address allocated by PCEF are not unique in a APN, Domain identity of UE is needed to make session binding. There are some concerns about the roaming cases, so the following clarify how the solution supports the roaming cases and the limitation. There are three types of roaming scenarios.
1）When AF and PCEF are located in the home network, hPCRF can complete session binding by determining that the Domain identity received over the Rx interface matches the PCEF Identity received via the Gx interface, and the IP address (IPv4 or IPv6) received over the Rx interface matches the IPv4 address or IPv6 prefix received via the Gx interface. 
2) When AF and PCEF are located in the visit network, vPCRF can complete session binding by determining that the Domain identity received over the Rx interface matches the PCEF Identity received via the Gx interface, and the IP address (IPv4 or IPv6) received over the Rx interface matches the IPv4 address or IPv6 prefix received via the Gx interface. Then vPCRF can select hPCRF by subscription identity of user received from Gx interface.

3) When AF is located in home network and PCEF is located in the visit network, 

vPCRF can select hPCRF by user identity received from Gx interface. The hPCRF as well as hDRA can receive the IP address but no PCEF identity over S9 interface and IP address with domain identity over Rx interface. So the AF could not select appropriate hPCRF only by IP address if the IP addresses allocated to UEs are the same unless PCEF identity is supported over S9 interface. But the scenarios that users are allocated the same address and from the same home network are scarcity. And in GSMA IR6570 specification, it is specified that P-CSCF is located in the visit network for voice roaming.So this scenario is rarely.
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	Clarify the applicable scenarios of the domain identity for session binding. Domain identity is applicable to non-roaming scenarios and roaming cases when both AF and PCEF are located in home network or in the visit network. For the visited access with AF located in HPLMN case, session binding assisted with Domain identity is not supported in the present release because the PCEF identity is not transported over S9 reference point in the present release.

	
	

	Consequences if 
(
not approved:
	It’s unspecified whether the domain identity can be used for roaming case, and how the domain identity can be used for home routed case and visited case, incomplete specification causes undetermined implementations.
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***First Change***
5.2
Session Binding

Session binding is the association of the AF session information to an IP-CAN session.
When the PCRF accepts an AA-Request from the AF over the Rx interface with service information, the PCRF shall perform session binding and associate the described service IP flows within the AF session information (and therefore the applicable PCC rules) to an existing IP-CAN session. This association is done comparing the user IP address received via the Rx interface in either the Frame-IP-Address AVP or the Framed-IPv6-Prefix AVP with the IPv4 address or IPv6 prefix received via the Gx interface. The UE Identity if present in the Subscription-Id AVP and the PDN information if available in the Called-Station-Id AVP may also assist on this association. The Domain identity if available in the IP-Domain-Id AVP may also assist on this association, e.g. if other user identity information than the UE IP address is unavailable and the UE IP addresses is not unique for a certain APN.

NOTE 1:
The UE IP address is unique per Domain identity.

NOTE 2:
The IP-Domain-Id AVP is helpful in the following scenario: Within a PLMN, there are several separate IP address domains, with PCEF(s) that allocate IPv4 IP addresses out of the same private address range to UEs. The same IP address can thus be allocated to UEs served by PCEFs in different address domains. If one PCRF controls several PCEFs in different IP address domains, the UE IP address is thus not sufficient for the session binding.  An AF can serve UEs in different IP address domains, either by having direct IP interfaces to those domains, or by having interconnections via NATs in the user plane between PCEFs and the AF. If a NAT is used, the AF obtains the IP address allocated to the UE via application level signalling and supplies it for the session binding as Framed-IP-Address to the PCRF. The AF supplies an IP-Domain-Id value denoting the IP address domain behind the NAT in addition. The AF can derive the appropriate value from the source address (allocated by the NAT) of incoming user plane packets.

NOTE 3：When the scenario described in NOTE 2 applies and the AF is a P-CSCF it is assumed that the P-CSCF has direct IP interfaces to the different IP address domains and that no NAT is located between P-GW and P-CSCF. How a non-IMS AF obtains the UE private IP address to be provided to the PCRF is out of scope of the present release; it is unspecified how to support applications that use a protocol that does not retain the original UE's private IP address.
If the Domain identity is not used to assist association, the PCRF will determine that the UE has an IP-CAN session if the IP address (IPv4 or IPv6) received over the Rx interface matches the IPv4 address or IPv6 prefix received via one or more of the following interfaces: Gx interface and S9 interface, and if the UE identity is used to assist the association, the UE identity received over the Rx interface matches the UE identity received via one or more of the following interfaces: Gx interface and S9 interface.
If the Domain identity is used to assist association, the PCRF will determine that the UE has an IP-CAN session if the Domain identity received over the Rx interface matches the PCEF Identity received via the Gx interface, and the IP address (IPv4) received over the Rx interface matches the IPv4 address received via the Gx interface. 
For the roaming scenario, the Domain identity may be used for session binding when the AF and PCEF are located in same PLMN, i.e. for the home routed case, the Domain identity may be used by the (H-)PCRF for session binding, and for the visited case, Domain identity could be used by the V-PCRF for session binding.
NOTE 4:
In case the UE identity in the IP-CAN and the application level identity for the user are of different kinds, the PCRF needs to maintain, or have access to, the mapping between the identities. Such mapping is not subject to specification within this TS.
NOTE 5: An IPv6 address provided over Rx matches an IPv6 prefix provided over Gx or S9 if the IPv6 address belongs to the IPv6 (sub-)network prefix.
NOTE 6:
The PCRF derives the PCEF identity from the Origin-Host AVP of the CCR command received from the PCEF. In order to correlate the PCEF Identity and the domain identity received over the Rx interface, the PCRF uses configured mapping between those identities. The Domain Identity is useful for assistance in session binding if the Origin-Host of the Gx CCR command is not modified by intermediate Diameter proxies deployed between the PCEF and the PCRF.
NOTE 7: The PCEF identity is not transported over S9 reference point in the present release. So for the visited access with AF located in HPLMN case, session binding assisted with Domain identity is not supported in the present release.
As a result from the session binding function, the PCRF identifies what IP-CAN session the current AF session is related with. If the PCRF is not capable of executing the Session Binding, the PCRF shall issue an AA-Answer command to the AF with a negative response.
***End of Changes***
