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[bookmark: _Toc288135450][bookmark: _Toc311503121][bookmark: _Toc311587819]***First Change***
5.2	Session Binding
Session binding is the association of the AF session information to an IP-CAN session.
When the PCRF accepts an AA-Request from the AF over the Rx interface with service information, the PCRF shall perform session binding and associate the described service IP flows within the AF session information (and therefore the applicable PCC rules) to an existing IP-CAN session. This association is done comparing the user IP address received via the Rx interface in either the Frame-IP-Address AVP or the Framed-IPv6-Prefix AVP with the IPv4 address or IPv6 prefix received via the Gx interface. The UE Identity if present in the Subscription-Id AVP and the PDN information if available in the Called-Station-Id AVP may also assist on this association. The Domain identity if available in the IP-Domain-Id AVP may also assist on this association, e.g. if other user identity information than the UE IP address is unavailable and the UE IP addresses is not unique for a certain APN.
NOTE 1:	For IP address overlapping scenario, The UE IP address is unique per Domain identity.
NOTE 2:	The IP-Domain-Id AVP is helpful in the following scenario: Within a PLMN, there are several separate IP address domains, with PCEF(s) that allocate IPv4 IP addresses out of the same private address range to UEs. The same IP address can thus be allocated to UEs served by PCEFs in different address domains. If one PCRF controls several PCEFs in different IP address domains, the UE IP address is thus not sufficient for the session binding.  An AF can serve UEs in different IP address domains, either by having direct IP interfaces to those domains, or by having interconnections via NATs in the user plane between PCEFs and the AF. If NATs are used, the AF obtains the IP addresses allocated to the UEs via application level signalling and supplies it for the session binding as Framed-IP-Address to the PCRF. The AF supplies an IP-Domain-Id value denoting the IP address domain behind the NAT in addition. The AF can derive the appropriate value from the source address (allocated by the NAT) of incoming user plane packets.
If the Domain identity is not used to assist association, Tthe PCRF will determine that the UE has an IP-CAN session if the IP address (IPv4 or IPv6) received over the Rx interface matches the IPv4 address or IPv6 prefix received via one or more of the following interfaces: Gx interface and S9 interface, and if the UE identity is used to assist the association, the UE identity received over the Rx interface matches the UE identity received via one or more of the following interfaces: Gx interface and S9 interface.
If the Domain identity is used to assist association, the PCRF will determine that the UE has an IP-CAN session if the Domain identity received over the Rx interface matches the PCEF Identity received via the Gx interface, and the IP address (IPv4 or IPv6) received over the Rx interface matches the IPv4 address or IPv6 prefix received via the Gx interface. 
NOTE 13:	In case the UE identity in the IP-CAN and the application level identity for the user are of different kinds, the PCRF needs to maintain, or have access to, the mapping between the identities. Such mapping is not subject to specification within this TS.
NOTE 24: An IPv6 address provided over Rx matches an IPv6 prefix provided over Gx or S9 if the IPv6 address belongs to the IPv6 (sub-)network prefix.
NOTE 5:	The PCRF derives the PCEF identity from the Origin-Host AVP of the CCR command received from the PCEF. The PCRF has the mapping between the PCEF Identity received from the PCEF and the domain Identity received over the Rx interface.
As a result from the session binding function, the PCRF identifies what IP-CAN session the current AF session is related with. If the PCRF is not capable of executing the Session Binding, the PCRF shall issue an AA-Answer command to the AF with a negative response.
***Second Change***
[bookmark: _Toc335650565]7.3.2	DRA Information Storage
The DRA shall maintain PCRF routing information per IP-CAN session or per UE-NAI, depending on the operator’s configuration.
The DRA shall select the same PCRF for all the Diameter sessions established for the same UE in case 2a. 
As there's only one S9 session per UE, the V-DRA/H-DRA shall select the same V-PCRF/H-PCRF respectively for the same UE in the roaming case.
The DRA has information about the user identity (UE NAI), the UE IPv4 address and/or IPv6 prefix, the APN(if available), the PCEF identity (if available), the Domain identity (if available), and the selected PCRF address for a certain IP-CAN Session .
The PCRF routing information stored for an IP-CAN session in the DRA shall be removed after the IP-CAN session is terminated. In case of DRA change (e.g. inter-operator handover), the information about the IP-CAN session stored in the old DRA shall be removed.
The PCRF routing information stored per UE in the DRA may be removed when no more IP-CAN and gateway control sessions are active for the UE.
***Third Change***
[bookmark: _Toc335650572]7.3.7	PCRF selection by AF
If the AF has the realm identification (i.e. FQDN from a UE NAI) and is located in the H-PLMN, the AF sends the user identity in the Subscription-Id AVP and PDN information (i.e. APN) if available in the Called-Station-Id AVP in a Diameter request to the DRA which acts as a Diameter agent. 
If the AF does not have proper knowledge about the user identity and the AF is located in the HPLMN, the AF may use pre-configured information to find the DRA. 
Editor's Note: It is FFS how the AF (e.g. a third party or non-IMS application server) finds the DRA if it does not have the proper knowledge about the user identity. It is FFS whether a pre-configured destination realm will suffice in these cases.
The AF shall provide the DRA of the PCRF realm with identity parameters upon the first interaction between the AF and the PCRF realm. 
If redirect agent is used for DRA, the DRA shall use the redirecting requests procedure as specified in IETF RFC 3588 [14], and include the PCRF address (Diameter Identity) in the Redirect-Host AVP in the Diameter reply sent to the AF. 
If proxy agent is used for DRA, the DRA should use the proxy procedure as specified in IETF RFC 3588 [14]. For PA2 solution (described in clause 7.1), only AF session establishment messages shall be sent through the DRA. 
The parameters from the AF may comprise the UE IP address in either the Framed-IP-Address AVP or the Framed-IPv6-Prefix AVP, PDN information in the Called-Station-Id AVP, and user identity in the Subscription-Id AVP and domain Identity in the IP-Domain-Id AVP (3GPP TS 23.203 [2]). 
***End of Changes***

