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1. Introduction:

Since Rel-8, it is assumed that there is a single DRA serving PCRF addressing in a Diameter realm. When the DRA first receives a request for a certain IP‑CAN Session (e.g. from the PDN GW), the DRA selects a suitable PCRF for the IP‑CAN Session and stores the PCRF address, user identity (UE NAI), the APN, the UE IP address(es) for this IP‑CAN Session. Subsequently, the DRA can retrieve the selected PCRF address according to the information carried by the incoming requests from other entities (e.g. the AF or the BBERF). 
This paper discusses the practical deployment scenario in which a pair of DRA is deployed and issues of the PCRF addressing which are raised in this scenario.
2. Discussion

In most practical deployment cases, operator would like to deploy a pair of  DRA for load balance which means PCC entities shall send PCC request to a DRA randomly in these two DRAs. Once a DRA breaks down and is inactive, PCC entities shall send all PCC request to the remaining active DRA. 
In the case of pair DRAs deployment, when a IP-CAN Session is established through one DRA, this DRA should store the IP‑CAN Session information which should include user identity, the APN, the UE IP address(es) and the selected PCRF address for this IP‑CAN Session. But subsequent incoming request from other entities (e.g. the AF or the BBERF) may choose another DRA which does not store the IP‑CAN Session information. If so, this DRA could not select the corresponding PCRF which is in charge of the IP-CAN Session and the request could not be routed to the PCRF, especially when these two DRA are from deferent venders. The figure below describes the PCRF addressing problem caused by two DRAs deployment when DRA is implemented as a Diameter proxy agent. 
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When PCEF receives an external trigger (e.g. IP-CAN session establishment request for UE1) that requires the establishment of a Diameter session with a PCRF, PCEF sends A Diameter Request (e.g. a Diameter CCR to indicate establishment of an IP-CAN session for UE1) to a DRA1 by random. DRA1 stores the user information (e.g. IMSI and IP address of UE1), creates a dynamic DRA binding and assigns  PCRF1 for IP-CAN session of UE1 based on local strategy(e.g. load balance between PCRF1 and PCRF2). DRA1 sends Diameter Request to PCRF1.
In subsequent procedure, PCEF receive another IP-CAN session establishment request trigger for UE2. PCEF sends request to DRA2 by random. Then DRA2 assigns PCRF2 for UE2, stores the dynamic binding information(including  PCRF2 and user information of UE2) and sends Diameter Request to PCRF2. 
When UE1 has some specific application(e.g. VoLTE), AF receives trigger which require establish AF sesseions for UE1. If AF randomly selects  DRA2 and sends Diameter Request to DRA2, then DRA2 could not find the proper PCRF for UE1 because DRA2 has no binding information for UE1 in previous steps. This is the problem in two DRAs situratuin. For the AF session of UE2, if AF selects DRA1 then the problem will be same because DRA1 has no binding information for UE2.
To slove the problem above, the two DRAs needs to synchronize the PCC binding information during the IP-CAN session establishment period. Thus, the synchronization function and interface is to considered in this WI. The figure below describes a possible way to resolve the two DRAs problem.
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If the two DRAs can synchronize the dynamic PCC binding information during the IP-CAN establishment procedure, then the DRA shall have the PCRF information connecting to the UE and shall be able to send AF session request to the proper PCRF no matter which DRA receive the AF session.
3. Conclusion

This paper discusses the practical deployment scenario in which a pair of DRA is deployed and issues of the PCRF addressing which are raised in this scenario. 
It is proposed to create a new work items to study the practical deployment scenario. The related proposed WID is available in C3-121942.
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