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1. Overall Description:

SA3 would like to inform CT3 that SA3#68 discussed the security for the Tsp interface, cf. the attached discussion paper S3‑120650. As a result of the discussion, SA3#68 approved the attached CR to TS 23.682 in S3‑120776 and endorsed the attached draft pseudo CR to TS 29.368 in S3‑120777. 
The security work for SIMTC in Rel-11 deviates a bit from the normal 3GPP procedures as SA3 has no TS under their responsibility for SIMTC security in Rel-11. (But please note that SA3 plans to incorporate all normative security work related to MTC in a new TS under SA3 responsibility for Rel-12.) 

SA2 has agreed, in a joint meeting between SA2 and SA3 in Kyoto in May 2012, that stage 2 SIMTC security can be included in TS 23.682 and that SA3 has the responsibility for the security clauses in TS 23.682 in Rel-11, including the authority to agree related CRs.
SA3 found it difficult to include sufficient security details for the Tsp interface in TS 23.682 so that CT3 could work straight away on producing the corresponding stage 3 text in the usual manner because the security details for the Tsp interface depend, to a considerable extent, on the stage 3 decision made by CT3 to use DIAMETER as the protocol for the Tsp interface. It was found inappropriate to include any security details referring to DIAMETER in the stage 2 TS 23.682. 

On the other hand, if a pseudo CR to TS 29.368 had been submitted to CT3 directly, without any prior discussion in SA3, the likelihood for an LS from CT3 to SA3 requesting further information before approval of the pseudo CR was seen to be quite high. 

Therefore, in view of the approaching deadline for Rel-11 and the respective meeting schedules of SA3 and CT3, it was deemed useful to first discuss a draft pseudo CR to TS 29.368 in SA3 and have it endorsed by SA3. But SA3 is happy to leave the final decision on this pseudo CR to CT3 as SA3 is not a stage 3 group. 
Furthermore, SA3 noted that CT3’s TS 29.368 requests compliance to RFC 3588. CT3 is probably aware that an update of RFC 3588 is, under the working title of RFC 3588bis, close to being completed by the IETF. SA3 wonders whether CT3 has any plans to move to RFC 3588bis once the latter is published. SA3 feels that SA3 should be aligned with CT3 on which RFC to use. SA3 sees security advantages for moving to RFC 3588bis, but SA3 could live with RFC 3588 if there are strong reasons in favour of RFC 3588. More details on this question can be found in the attached discussion paper S3‑120650 that was input to SA3#68. 
2. Actions:

To CT3:
SA3 kindly asks CT3 to 
· take note that the attached draft pseudo CR to TS 29.368 has been endorsed by SA3; 

· approve the corresponding pseudo CR that will be submitted to CT3 as a contribution to CT3#70 through the normal procedures;

· respond to SA3 whether RFC 3588 is still preferred over the upcoming RFC 3588bis. If this is the case then CT3 is kindly asked to remove the Editor’s notes referring to RFC 3588bis before approving the pseudo CR to TS 29.368 endorsed by SA3.   

· Please notify SA3 in case you see the need for significant changes that may affect security. 
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