
3GPP TSG-CT WG3 Meeting #68-BIS
                                                               C3-120619
Taipei, Taiwan, 16 – 20 April 2012
Source:
Acision
Title:
Discussion paper on SMPP for Tsp (and T4) reference point
Agenda item:
11.23
Document for:
DISCUSSION
1. Introduction

CT3 is investigating options for the Tsp protocol.

This contribution proposes to consider the Short Message Peer to Peer Protocol (SMPP) as a candidate for the Tsp (as well as for the T4) reference point. This protocol is widely used in the industry on the Tsms reference point and has most of the required functionality for MTC readily available.

SMPP was developed and maintained for many years by the SMSForum in which most major messaging companies participated. The forum ceased operation in 2007 mainly because the maintained protocols had been stable for many years. There are no restrictions or cost involved with the use of this protocol. 

One of the main benefits of adopting this protocol would be fast acceptance and availability as it is well known by application developers and widely implemented on SMS-SC's and SMS routers.

A copy of version 5.0 of the protocol is attached to this contribution.

2. Overview of requirements coverage

Tsp Reference Point Requirements
-
[suitable to] connect a MTC-IWF to one or more SCSs;

( already widely used between applications (SMEs) and SMS-SCs

-
supports the following device trigger functionality:

-
reception of a device trigger request from SCS;

( data_sm operation (alt.: submit_sm)

-
report to the SCS the acceptance or non-acceptance of the device trigger request;

( data_sm_resp operation
-
report to the SCS the success or failure of a device trigger delivery; and

( MC Delivery Receipt  
-
provides congestion/load control information to SCS as part of the response to trigger requests.

( async windowing with load control through throttling of responses and/or 

( congestion management with congestion_state TLV
-
support ability for security and privacy protection for communication between the MTC-IWF and SCS; and

(~ typically deployed over VPN connections
-
support triggering with OMA Push (as proposed in stage 2)

( binary data format and dest_port TLV allows addressing OMA push function on device

-
support for small data (i.e. ~1k) 


( message_payload TLV 

-
support for high throughput


 ( SMPP interfaces in use  with many thousands of messages (triggers) per second throughput

3. Requirements that need to be addressed

-
address format

current address fields in SMPP do not cater for URI style address, 

an update of address field definition or new TLV required.


4. Conclusion

Use of SMPP on Tsp [and T4] supports most of the features required by SIMTC. As the protocol is already widely used in the industry by (MTC) applications and mature, high performance implementations are widely available while only few updates are required for MTC, selecting SMPP would facilitate rapid acceptance and implementation.

