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* * * First Change * * *
Annex X (normative):
Access specific aspects (Fixed Broadband Access Interworking with EPC)
X.4
S9a specific AVPs
Table x.4.1 describes the Diameter AVPs defined for the S9a reference point, their AVP Code values, types, possible flag values, whether or not the AVP may be encrypted and what access types (e.g. 3GPP-EPS, etc.) the AVP is applicable to. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

Table X.4.1: S9a specific Diameter AVPs 

	
	
	
	
	AVP Flag rules (NOTE 1)
	
	
	

	Attribute Name
	AVP Code
	Clause defined
	Value Type (NOTE 2)
	Must
	May
	Should not
	Must not
	May Encr.
	Acc. type
	Applicability


	Local-UE-IP-Address
	xxxx
	x.4.1
	Address
	M,V
	P
	
	
	Y
	All
	

	HeNB-Local-IP-Address
	yyyy
	x.4.2
	Address
	M,V
	P
	
	
	Y
	All
	

	UDP-Port
	zzzz
	x.4.3
	Unsigned32
	M,V
	P
	
	
	Y
	All
	

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see RFC 3588 [5].

NOTE 2:
The value types are defined in RFC 3588 [5].

NOTE 3:
The S9a specific AVPs do not apply to 3GPP-GPRS Access Type, and 




X.4.1
Local-UE-IP-Address AVP
The Local-UE-IP-Address AVP (AVP Code xxxx) is of type Address and contains the address of the local UE IP address allocated by the Non-3GPP access network for Fixed Broadband Access. 
The address type may be IPv4 or IPv6.
X.4.2
HeNB-Local-IP-Address AVP
The HeNB -UE-IP-Address AVP (AVP Code yyyy) is of type Address and contains the address of the H(e)NB local IP address for Fixed Broadband Access. 
The address type may be IPv4 or IPv6.
X.4.3
UDP-Port AVP
The UDP-Port AVP (AVP Code zzzz) is of type Unsigned32 and contains the UDP port number for the WLAN/ H(e)NB scenarioes in case of Fixed Broadband Access. 
* * * 2nd Change * * *
X.5
S9a re-used AVPs
Table X.5.1 lists the Diameter AVPs re-used by the S9a reference point from existing Diameter Applications, reference to their respective specifications, short description of their usage within the S9a reference pointand which supported features the AVP is applicable to. Other AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table X.5.1, but they are re-used for the S9a reference point. Unless otherwise stated, re-used AVPs shall maintain their 'M', 'P' and 'V' flag settings. Where 3GPP Radius VSAs are re-used, unless otherwise stated, they shall be translated to Diameter AVPs as described in IETF RFC 4005 [12] with the exception that the 'M' flag shall be set and the 'P' flag may be set.

Table X.5.1: S9a re-used Diameter AVPs
	Attribute Name
	Reference
	Description

	Called-Station-ID
	IETF RFC 4005 [12]
	The address the user is connected to (i.e. the PDN identifier). 

	CC-Request-Number
	IETF RFC 4006 [9]
	The number of the request for mapping requests and answers.

	CC-Request-Type
	IETF RFC 4006 [9]
	The type of the CC-Request. Only update and termination values are applicable.

	Framed-IP-Address
	IETF RFC 4005 [12]
	The IPv4 address allocated for the user.

	Framed-IPv6-Prefix
	IETF RFC 4005 [12]
	The IPv6 prefix allocated for the user.

The encoding of the value within this Octet String type AVP shall be as defined in IETF RFC 3162 [15], Clause 2.3. The "Reserved", "Prefix-Length" and "Prefix" fields shall be included in this order.

	IP-CAN-Type
	5.3.27
	Indicate the type of Connectivity Access Network in which the user is connected.

	QoS-Rule-Install
	5a.3.1
	To activate, install or modify QoS rules as instructed from the PCRF to the BBERF.

	QoS-Rule-Remove
	5a.3.2
	To deactivate or remove QoS rules from an Gateway Control session.

	QoS-Rule-Definition
	5a.3.3
	Defines the QoS rule for a service data flow sent by the PCRF to the BBERF.

	QoS-Rule-Name
	5a.3.4
	A name for QoS rule.

	QoS-Rule-Base-Name
	5a.3.7
	A group of QoS rules predefined at the BBERF.

	QoS-Rule-Report
	5a.3.5
	to report the status of QoS rules

	Session-Release-Cause
	5.3.44
	Indicate the reason of termination initiated by the PCRF. 

	Subscription-Id
	IETF RFC 4006 [9]
	The identification of the subscription (IMSI, MSISDN, etc)

	
	
	

	NOTE 1: 
This parameter can apply only to some of the detected applications. For other applications (e.g. P2P), this parameter may not be possible to provide.
NOTE 2:  AVPs included within this grouped AVP shall have the ‘M’ bit cleared.


* * * 3rd Change * * *
X.6
S9a Messages
X.6.1
S9a Application

S9a Messages are carried within the Diameter Application(s).

Existing Diameter command codes from the Diameter base protocol RFC 3588 [5] and the Diameter Credit Control Application RFC 4006 [9] are used with the S9a specific AVPs specified in clause X.4. The Diameter Credit Control Application AVPs and AVPs from other Diameter applications that are re-used are defined in clause X.5. Due to the definition of these commands there is no possibility to skip the Auth-Application-Id AVP and use the Vendor-Specific-Application-Id AVP instead. Therefore the S9a application identifier shall be included in the Auth-Application-Id AVP. A diameter session needs to be established for each Gateway Control session. 

NOTE:
Some of the AVPs included in the messages formats below are in bold to highlight that these AVPs are used by this specific protocol and do not belong to the original message definition in the DCC Application RFC 4006 [9] or Diameter Base Protocol RFC 3588 [5].

X.6.2
CC-Request (CCR) Command

The CCR command, indicated by the Command-Code field set to 272 and the 'R' bit set in the Command Flags field, is sent by the BBERF (BPCF) to the PCRF in order to request QoS rules. 

Message Format:

<CC-Request> ::= < Diameter Header: 272, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { CC-Request-Type }





 { CC-Request-Number }





 [ Destination-Host ]





 [ Origin-State-Id ]





*[ Subscription-Id ]





 [ Framed-IP-Address ]





 [ Framed-IPv6-Prefix ]




 [ IP-CAN-Type ]





 [ Local-UE-IP-Address ]




 [ HeNB-Local-IP-Address ]




 [ UDP-Port ]




 [ Termination-Cause ]





 [ User-Equipment-Info ]




 [ Called-Station-ID ]




*[ QoS-Rule-Report]





*[ Proxy-Info ]





*[ Route-Record ] 




*[ AVP ]

X.6.3
CC-Answer (CCA) Command

The CCA command, indicated by the Command-Code field set to 272 and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the BBERF (BPCF) in response to the CCR command. It is used to provision QoS rules for the Gateway Control session. 

Message Format:

<CC-Answer> ::=  < Diameter Header: 272, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 { CC-Request-Type }





 { CC-Request-Number }





 [ Origin-State-Id ]





*[ Redirect-Host ]





 [ Redirect-Host-Usage ]

 



 [ Redirect-Max-Cache-Time ]




*[ QoS-Rule-Remove ]





*[ QoS-Rule-Install ]





 [ Local-UE-IP-Address ]




 [ HeNB-Local-IP-Address ]




 [ UDP-Port ]




 [ Error-Message ]





 [ Error-Reporting-Host ]





*[ Failed-AVP ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]
X.6.4
Re-Auth-Request (RAR) Command

The RAR command, indicated by the Command-Code field set to 258 and the 'R' bit set in the Command Flags field, is sent by the PCRF to the BBERF (BPCF) in order to provision QoS rules using the PUSH procedure initiate the provision of unsolicited QoS rules. 
Message Format:

<RA-Request> ::= < Diameter Header: 258, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Destination-Host }





 { Re-Auth-Request-Type }




 [ Session-Release-Cause ]





 [ Origin-State-Id ]





*[ QoS-Rule-Remove ]





*[ QoS-Rule-Install ]





 [ Local-UE-IP-Address ]




 [ HeNB-Local-IP-Address ]




 [ UDP-Port ]




*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP]
X.6.5
Re-Auth-Answer (RAA) Command

The RAA command, indicated by the Command-Code field set to 258 and the 'R' bit cleared in the Command Flags field, is sent by the BBERF (BPCF) to the PCRF in response to the RAR command.

Message Format:

<RA-Answer> ::=  < Diameter Header: 258, PXY >





 
< Session-Id >





 
{ Origin-Host }





 
{ Origin-Realm }





 
[ Result-Code ]





 
[ Experimental-Result ]





 
[ Origin-State-Id ]



       *[ QoS-Rule-Report]





[ Local-UE-IP-Address ]




    [ HeNB-Local-IP-Address ]




    [ UDP-Port ]




 
[ Error-Message ]





 
[ Error-Reporting-Host ] 





   *[ Failed-AVP ]





   *[ Proxy-Info ]





   *[ AVP ]
* * * End of Changes * * *
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