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*** 1st Change ***
5.3
Sy specific AVPs 
Table 5.3.1 describes the Diameter AVPs defined for the Sy reference point, their AVP Code values, types, possible flag values, whether or not the AVP may be encrypted, and which supported features the AVP is applicable to. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

Table 5.3.1: Sy specific Diameter AVPs 

	
	
	
	
	AVP Flag rules (note 1)
	
	
	

	Attribute Name
	AVP Code
	Clause defined
	Value Type (note 2)
	Must
	May
	Should not
	Must not
	May Encr.
	
	

	Add-Policy-Counter-Monitor
	XXXX
	XXXXX
	Grouped
	M,V
	P
	
	
	Y
	
	

	Policy-Counter-Identifier
	XXXX
	XXXXX
	UTF8String
	M,V
	P
	
	
	Y
	
	

	Policy-Counter-Status
	XXXX
	XXXXX
	UTF8String
	M,V
	P
	
	
	Y
	
	

	Remove-Policy-Counter-Monitor
	XXXX
	XXXXX
	Grouped
	M,V
	P
	
	
	Y
	
	

	Spending-Limit-Report
	XXXX
	XXXXX
	Grouped
	M,V
	P
	
	
	Y
	
	

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see RFC 3588 [X].
NOTE 2:
The value types are defined in RFC 3588 [X].


5.3.x
Add-Policy-Counter-Monitor AVP

The Add-Policy-Counter-Monitor AVP (AVP code XXXX) is of type Grouped. It is sent from the PCRF to the OCS to indicate the request for monitoring and reporting of the status of all or specific policy counters. Specific counters are specified by the Policy-Counter-Identifier AVPs. If no Policy-Counter-Identifier is present, monitoring of the status of all policy counters defined at the OCS for the user is requested.

Add-Policy-Counter-Monitor ::= 
< AVP Header: XXXX >








*[ Policy-Counter-Identifier ]







*[ AVP ]
5.3.x
Policy-Counter-Identifier AVP

The Policy-Counter-Identifier AVP (AVP code XXXX) is of type UTF8String, and it uniquely identifies a policy counter that is maintained per user within the OCS.

5.3.x
Policy-Counter-Status AVP

The Policy-Counter-Status AVP (AVP code XXXX) is of type UTF8String, and identifies the policy counter status applicable for a specific policy counter and user. 
NOTE:
The valid values for the Policy-Counter-Status AVP are specific for each Policy-Conter-Identifier value.

5.3.x
Remove-Policy-Counter-Monitor AVP

The Remove-Policy-Counter-Monitor AVP (AVP code XXXX) is of type Grouped. It is sent from the PCRF to the OCS to cancel the request for monitoring and reporting of the status of specific policy counters, as specified by the Policy-Counter-Identifier AVPs. 

Remove-Policy-Counter-Monitor ::= 
< AVP Header: XXXX >








1*{ Policy-Counter-Identifier }







*[ AVP ]

5.3.x
Spending-Limit-Report AVP

The Spending-Limit-Report AVP (AVP code XXX) is of type Grouped. Its purpose is to allow the OCS to report the status of a specific policy counter.

AVP Format:

Spending-Limit-Report ::= 
< AVP Header: XXXX >








 { Policy-Counter-Identifier }







 { Policy-Counter-Status }







*[ AVP ]

5.4
Sy re-used AVPs

Table 5.4 lists the Diameter AVPs re-used by the Sy reference point from existing Diameter Applications, reference to their respective specifications, short description of their usage within the Sy reference point, the applicability of the AVPs to charging control, policy control or both, and which supported features the AVP is applicable to. Other AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table 5.4, but they are re-used for the Sy reference point. Unless otherwise stated, re-used AVPs shall maintain their 'M', 'P' and 'V' flag settings. Where 3GPP Radius VSAs are re-used, unless otherwise stated, they shall be translated to Diameter AVPs as described in RFC 4005 [X] with the exception that the 'M' flag shall be set and the 'P' flag may be set.

Table 5.4: Sy re-used Diameter AVPs

	Attribute Name
	Reference
	Description

	Called-Station-Id
	IETF RFC 4005 [X]
	The address the user is connected to.

	Subscription-Id
	IETF RFC 4006 [X]
	The identification of the subscription (IMSI, MSISDN, etc)

	
	
	

	
	
	


5.5
Sy specific Experimental-Result-Code AVP values

5.5.x
General

RFC 3588 [X] specifies the Experimental-Result AVP containing Vendor-ID AVP and Experimental-Result-Code AVP. The Experimental-Result-Code AVP (AVP Code 298) is of type Unsigned32 and contains a vendor-assigned value representing the result of processing a request. The Vendor-ID AVP shall be set to 3GPP (10415).

5.5.x
Success

Result Codes that fall within the Success category are used to inform a peer that a request has been successfully completed.

The Result-Code AVP values defined in Diameter BASE RFC 3588 [X] shall be applied.

5.5.x
Permanent Failures

Errors that fall within the Permanent Failures category shall be used to inform the peer that the request failed, and should not be attempted again.

The Result-Code AVP values defined in Diameter BASE RFC 3588 [X] are applicable. Also the following specific Sy Experimental-Result-Codes values are defined:

DIAMETER_ERROR_UNKNOWN_POLICY_COUNTER (XXXX)


This error shall be used when PCRF requests monitoring of a policy counter for which the OCS does not recognise the Policy-Counter-Identifier. The corresponding policy counter identifiers should be included in the same command.
5.5.x
Transient Failures

Errors that fall within the Transient Failures category are used to inform a peer that the request could not be satisfied at the time it was received, but may be able to satisfy the request in the future.

The Result-Code AVP values defined in Diameter Base RFC 3588 [X] are applicable. Also the following specific Sy Experimental-Result-Code value is defined for transient failures:
DIAMETER_ERROR_POLICY_COUNTER_STATUS_UNAVAILALBE (XXXX)


This error shall be used when a policy counter is defined at the OCS but its status is unavailable in the OCS.
5.6
Sy messages

5.6.x
Sy application

Sy messages are carried within the Diameter Application(s) described in clause 5.1.

Existing Diameter command codes from the Diameter base protocol RFC 3588 [X] and the NASREQ Diameter application (RFC 4005 [X]) are used with the Sy specific AVPs. A 3GPP vendor specific Sy Diameter-application id is used together with the command code to identify the Sy messages.

NOTE 1:
The notion of NAS (Network Access Server) is not used here, NASREQ is just used for protocol purposes, not for its functional meaning.

NOTE 2:
Some of the AVPs included in the messages formats below are in bold to highlight that these AVPs are used by this specific protocol and do not belong to the original Diameter Base Protocol RFC 3588 [X].

5.6.x
AA-Request (AAR) command

The AAR command, indicated by the Command-Code field set to 265 and the 'R' bit set in the Command Flags field, is sent by the PCRF to the OCS as part of the Initial or Intermediate Spending Limit Report Request procedure.

Message Format:
<AA-Request> ::= <Diameter Header: 265, REQ, PXY >

                 < Session-Id >

                 { Auth-Application-Id }

                 { Origin-Host }

                 { Origin-Realm }

                 { Destination-Realm }

                 [ Destination-Host ]

                 [ Origin-State-Id ]

                *[ Subscription-Id ]

                 [ Called-Station-Id ]

                *[ Add-Policy-Counter-Monitor ]

                *[ Remove-Policy-Counter-Monitor ]

                *[ Proxy-Info ]

                *[ Route-Record ]

                *[ AVP ]
5.6.x
AA-Answer (AAA) command

The AAA command, indicated by the Command-Code field set to 265 and the 'R' bit cleared in the Command Flags field, is sent by the OCS to the PCRF as part of the Initial or Intermediate Spending Limit Report Request procedure..

Message Format:

<AA-Answer> ::=  < Diameter Header: 265, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]
                *[ Spending-Limit-Report ]




 [ Error-Message ]





 [ Error-Reporting-Host ]





*[ Failed-AVP ]




 [ Origin-State-Id ] 
                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]




*[ Proxy-Info ]




*[ AVP ]
5.6.x
Re-Auth-Request (RAR) command

The RAR command, indicated by the Command-Code field set to 258 and the 'R' bit set in the Command Flags field, is sent by the OCS to the PCRF as part of the Spending Limit Report procedure.

Message Format:

<RA-Request> ::= < Diameter Header: 258, REQ, PXY >





 < Session-Id >





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Destination-Host }





 { Auth-Application-Id }





*[ Spending-Limit-Report ]




 [ Origin-State-Id ]

      


*[ Class ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]

5.6.x
Re-Auth-Answer (RAA) command

The RAA command, indicated by the Command-Code field set to 258 and the 'R' bit cleared in the Command Flags field, , is sent by the PCRF to the OCS as part of the Spending Limit Report procedure.

Message Format:

<RA-Answer> ::=  < Diameter Header: 258, PXY >





 < Session-Id >





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]




 [ Origin-State-Id ]




 [ Error-Message ]





 [ Error-Reporting-Host ] 




*[ Redirect-Host ]





 [ Redirect-Host-Usage ]





 [ Redirect-Max-Cache-Time ]





*[ Failed-AVP ]




*[ Proxy-Info ]





*[ AVP ]

5.6.x
Session-Termination-Request (STR) command

The STR command, indicated by the Command-Code field set to 275 and the 'R' bit set in the Command Flags field, is sent by the PCRF to the OCS as part of the Final Spending Limit Report Request procedure.

Message Format:

<ST-Request> ::= < Diameter Header: 275, REQ, PXY >





 < Session-Id >





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Auth-Application-Id }





 { Termination-Cause }





 [ Destination-Host ]




 [ Origin-State-Id ]




*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]
5.6.x
Session-Termination-Answer (STA) command

The STA command, indicated by the Command-Code field set to 275 and the 'R' bit cleared in the Command Flags field, is sent by the OCS to the PCRF as part of the Final Spending Limit Report Request procedure.

Message Format:

<ST-Answer>  ::= < Diameter Header: 275, PXY >





 < Session-Id >





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Error-Message ]





 [ Error-Reporting-Host ]



                *[ Failed-AVP ]




 [ Origin-State-Id ]




*[ Redirect-Host ]





 [ Redirect-Host-Usage ]





 [ Redirect-Max-Cache-Time ]





*[ Proxy-Info ]





*[ AVP ]
5.6.x
Abort-Session-Request (ASR) command

The ASR command, indicated by the Command-Code field set to 274 and the 'R' bit set in the Command Flags field, is sent by the OCS to inform the PCRF that spending limit reporting is no longer possible for this session.

Message Format:

<AS-Request>  ::= < Diameter Header: 274, REQ, PXY >





  < Session-Id >





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Destination-Host }





 { Auth-Application-Id }





 [ Origin-State-Id ]




*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]
5.6.x
Abort-Session-Answer (ASA) command

The ASA command, indicated by the Command-Code field set to 274 and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the OCS in response to the ASR command.
Message Format:

<AS-Answer>  ::=  < Diameter Header: 274, PXY >





  < Session-Id >





  { Origin-Host }





  { Origin-Realm }





  [ Result-Code ]

  




  [ Origin-State-Id ]




  [ Error-Message ]





  [ Error-Reporting-Host ]





 *[ Failed-AVP ]





 *[ Redirected-Host ]





  [ Redirected-Host-Usage ]





  [ Redirected-Max-Cache-Time ]





 *[ Proxy-Info ]





 *[ AVP ]
*** End of Changes ***
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