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*** First Change ***

4a.5.10
Provisioning and Policy Enforcement of Authorized QoS

4a.5.10.1
Provisioning of authorized QoS for the Default EPS Bearer
The PCRF may provision the authorized QoS for the default EPS bearer. The authorized QoS may be obtained upon interaction with the SPR.

The default EPS bearer QoS information shall be provisioned at RAR or CCA command level using the Default-EPS-Bearer-QoS AVP including the QoS-Class-Identifier AVP and the Allocation-Retention-Priority AVP. The provided QoS-Class-Identifier AVP shall include a non-GBR corresponding value. 

4a.5.10.2
Policy enforcement for authorized QoS of the Default EPS Bearer
The BBERF may receive the authorized QoS for the default bearer over Gxx interface. The BBERF enforces it which may lead to the upgrade or downgrade of the subscribed default EPS Bearer QoS. 
4a.5.10.3
Provisioning of authorized QoS per APN
The PCRF may provision the authorized QoS per APN as part of the Gateway Control and QoS rules provision procedure.  

The authorized QoS per APN may be modified at Gateway Control session establishment and also at Gateway Control session modification. The last provided value replaces the old value associated with a certain UE and APN.

The authorized QoS per APN shall be provisioned at RAR or CCA command level using the QoS-Information AVP including the APN-Aggregate-Max-Bitrate-UL AVP and/or the APN-Aggregate-Max-Bitrate- DL AVP. When APN-Aggregate-Max-Bitrate-UL AVP and/or the APN-Aggregate-Max-Bitrate- DL AVP are provided, the Max-Requested-Bandwidth values, and the Guaranteed Bitrate values shall not be included. 

NOTE: 
The QoS per APN limits the aggregate bit rate of all Non‑GBR bearers of the same APN, i.e. the GBR bearers are outside the scope of QoS per APN.

Upon receiving the subscribed AMBR per APN from the BBERF, the PCRF shall be able to provision the AMBR per APN to the PCEF for enforcement using the provisioning of authorized QoS per APN procedure specified in clause 4.5.5.7.
4a.5.10.x
Policy provisioning for authorized QoS per service data flow

The Provisioning of authorized QoS per service data flow is a part of QoS rule provisioning procedure, as described in Clause 4a.5.2.

The authorized QoS per service data flow shall be provisioned within the corresponding QoS rule by including the QoS-Information AVP within the QoS-Rule-Definition AVP in the CCA or RAR commands. This QoS-Information AVP shall not contain a Bearer-Identifier AVP.

4a.5.10.y
Policy enforcement for authorized QoS per service data flow

The BBERF shall reserve the resources necessary for the guaranteed bitrate for the QoS rule upon receipt of a QoS rule provisioning including QoS information. The BBERF shall start the needed procedures to ensure that the provisioned resources are according to the authorized values. This may imply that the BBERF needs to request the establishment of new IP CAN bearer(s) or the modification of existing IP CAN bearer(s). If the enforcement is not successful, the BBERF shall inform the PCRF as described in subclause 4a.5.5.

Upon deactivation or removal of a QoS rule, the BBERF shall free the resources reserved for that QoS rule.
*** 2nd Change ***

Annex X (normative):
Access specific aspects (EPC-based Non-3GPP)

X.1
Scope
This annex defines access specific procedures for use of Gxx between PCRF and a Non-3GPP access connected to EPC. Gx interface applies between the PCRF and the PCEF and shall follow the procedures within the main body of this specification.
An EPC-based non-3GPP access (3GPP TS 23.402 [23]), which requires Gxx for dynamic QoS control, shall include the BBERF. The allocation of a BBERF to a node within the non-3GPP IP‑CAN is out of 3GPP scope, unless otherwise specified in this Annex.

X.2
EPC-based eHRPD Access

In case of EPC-based eHRPD access the BBERF is located in the HRPD Serving Gateway (HSGW) as defined in 3GPP2 X.P0057 [24].

The HSGW of an EPC-based eHRPD access that supports a Gxa interface shall support all the Gxa procedures defined in this specification.

NOTE 1:
If the HSGW does not support the Gxa interface, the HSGW performs QoS enforcement in the HRPD access based on subscription-based QoS policies provided by the 3GPP AAA Server/Proxy during access authentication and/or static QoS policies configured in the HSGW. However, this is out of the scope of this specification.

During the pre-registration phase in case of optimised EUTRAN-to-HRPD handovers, the Serving GW and the HSGW are associated with the IP‑CAN session(s) of the UE in the PCRF. The HSGW is the non-primary BBERF.

NOTE 2:
The HSGW performs QoS mapping between the QoS parameters exchanged across Gxa interface and the cdma2000 HRPD QoS parameters used within the HRPD access. 

X.2.1
Gxa procedures

X.2.1.1
Request for QoS rules

The procedures specified in clause 4a.5.1 apply with the following additions.
At gateway control session establishment as described in clause 4a.5.1, the information about the radio access technology shall be provided. The BBERF includes also the BSID if available.  If information about the support of network-initiated QoS procedures is available, the Network-Request-Support AVP shall be provided.
When UE requests the establishment or modification of resources, the BBERF shall map the requested QoS information to the QoS-Information AVP following the guideline described in clause X.2.3.
X.2.1.2
Provisioning of QoS rules

X.2.1.2.1
QoS rule request for services not known to PCRF
When the PCRF receives a request for QoS rules while no suitable authorized PCC/QoS rules are configured in the PCRF, and if the user is not allowed to access AF session based services but is allowed to request resources for services not known to the PCRF, the procedures specified in subclause 4.5.2 apply. In addition, the PCRF may downgrade the bitrate parameters and the QCI according to operator policies when authorizing the request. 
X.2.1.3
Provisioning and Policy Enforcement of Authorized QoS

X.2.1.3.1
Provisioning of authorized QoS
When receiving a CCR with a QoS-Information AVP, the PCRF shall decide upon the requested QoS information within the CCR command. 

-
The PCRF may compare the authorized QoS derived according to Clause 6.3 of 3GPP TS 29.213 [8] with the requested QoS for the service data flow. If the requested QoS is less than the authorised QoS, the PCRF may either request to upgrade the IP CAN QoS by supplying that authorised QoS in the QoS-Information AVP within the QoS-Rule-Definition AVP to the BBERF (e.g. if the PCRF has exact knowledge of the required QoS for the corresponding service data flow), or the PCRF may only authorise the requested QoS by supplying the requested QoS in the QoS-Information AVP within the QoS-Rule-Definition AVP to the BBERF (e.g. if the PCRF only derives upper limits for the authorized QoS for the corresponding service data flow). If the requested QoS is higher than the authorised QoS, the PCRF shall downgrade the IP CAN QoS by supplying the authorised QoS in the QoS-Information AVP within the QoS-Rule-Definition AVP to the BBERF. 

The PCRF may decide to modify the authorized QoS at any time. The PCRF shall send an unsolicited authorization to the BBERF as described in 4a.5.2. If the trigger to modify the authorized QoS comes from the AF, before starting an unsolicited provisioning, the PCRF may start a timer to wait for a UE requested corresponding QoS modification. At the expiry of the timer, if no QoS rule request has previously been received by the PCRF, the PCRF should go on with the unsolicited authorization as explained above.

X.2.1.3.2
Policy enforcement for authorized QoS
The procedures as described in 4a.5.10 apply with the following additions.

Upon reception of an authorized QoS within a CCA or RAR command, the BBERF shall perform the mapping from that "Authorised QoS" information into authorised 3GPP2 QoS information according to guidelines described in Clause X.2.3. 
When the BBERF receives an unsolicited authorisation decision from the PCRF (i.e. a decision within a RAR) with updated QoS information, the BBERF shall update the stored authorised QoS. If the existing QoS of the IP-CAN bearer does not match the updated authorised QoS, the BBERF shall perform a network initiated QoS modification to adjust the QoS to the authorised level.
X.2.2 
Bearer Control Mode Selection

Bearer Control Mode selection shall take place via Gxa reference point to the HSGW.
The HSGW shall only include the Network-Request-Support AVP if it supports the network-initiated bearer setup procedure and the UE has previously indicated to the HSGW that the UE also support it. 

The PCRF derives the selected Bearer-Control-Mode AVP based on the received Network-Request-Support AVP, access network information, subscriber information and operator policy. The selected Bearer-Control-Mode AVP shall be provided to the HSGW using the QoS rule provision procedures at Gateway control session establishment. 

The BCM selection procedure may also be triggered as a consequence of a change of HSGW.
The values defined in 5.3.23 for the Bearer-Control-Mode AVP apply with the following meaning:

UE_ONLY (0)

This value is used to indicate that the UE shall request any additional resource establishment. 
RESERVED (1)

This value is not used in this Release.
UE_NW (2)

This value is used to indicate that both the UE and the BBERF may request any additional bearer establishment and add addtional traffic mapping information to an existing bearer.
X.2.3
QoS Mapping

X.2.3.1 
QCI to eHRPD QoS parameter mapping
The mapping of QCI to 3GPP2 QoS parameters follows the guidelines described 3GPP2 X.S0057 [24]. 
*** End of Change ***
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