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* * *  1st Change  * * *

3.2
Abbreviations

For the purposes of the present document, the abbreviations as defined in 3GPP TR 21.905 [6] and the following apply:

3PTY
Three Party

AAL1
ATM Adaptation Layer type 1


ACR
Anonymous Call Rejection

ANM
ANswer Message

APM
Application Transport Message
APRI
Address Presentation Restriction Indicator
ATP
Access Transport Parameter

BC
Bearer Capability

BCI
Backward Call Indicators

BGCF
Breakout Gateway Control Function

BICC
Bearer Independent Call Control

CB
Communication Barring

CCNR
Call Completion on No Reply

CDa
Call Deflection Alerting

CDi
Call Deflection Immediate

CDIV
Communication Diversion

CdPN
Called Party Number

CFB
Call Forwarding Busy

CFNR
Call Forwarding No Reply

CGB
Circuit Group Blocking

CgPN
Calling Party Number

CIC
Carrier Identification Code



CMR
Codec Mode Request



CON
Connect

CONF
Conference

COT
Continuity

CPC
Calling Party's Category

CPG
Call ProGress message



CSI
Carrier Selection Information

DAI
Dial Around Indication

DSCP
DiffServ Code Point

FAC
Facility

FQC
Frame Quality Classification

GN
Generic Number

GRS
Group Reset

GVNS
Global Virtual Network Service

H/W
Hardware

IDR
Identification Request

IEPS
International Emergency Preference Scheme

I-MGCF
Incoming MGCF

IM-MGW
IP Multimedia Media Gateway Function

INF
Information

INR
Information Request

IRS
Identification Response


ITCC
International Telecommunication Charge Card

ITU-T
International Telecommunication Union – Telecommunication Standardization Sector

MCID
Malicious Communication Identification

M3UA
MTP-L3 User Adaptation layer



MLPP
Multi-Level Precedence and Pre-emption

MONA
Media Orientation Negotiation Acceleration

MPC
Media Preconfigured Channel

MRFP
Media Resource Function Processor

MSN
Multiple Subscriber Number

MSU
Message Signalling Unit

MWI
Message Waiting Indication


NOA
Nature Of Address 

NPDI
Number Portability Database Dip Indicator
OIP
Originating Identification Presentation

OIR
Originating Identification Restriction

O-MGCF
Outgoing MGCF

PI
Progress Indicator

PIDF
Presence Information Data Format

REV
Reverse Charging

RLC
Release Complete

RSC
Reset Circuit

RTCP
RTP Control Protocol
SAM
Subsequent Address Message
SCTP
Stream Control Transmission Protocol


SGW
Signalling Gateway



SPC
Signalling Preconfigured Channel

ST
Sending Terminated

TCAP
Transaction Capabilities Application Part

TDM
Time Division Multiplex

TIP
Terminating Identification Presentation

TIR
Terminating Identification Restriction

TMR
Transmission Medium Requirement

TMU
Transmission Medium Used

TNL
Transport Network Layer

TNS
Transit Network Selection

TP
Terminal Portability

UA
User Agent
UAC
User Agent Client


URI
Uniform Resource Identifier

USI
User Service Information

UUS
User-to-User Signalling

XML
eXtensible Markup Language

* * *  2nd Change  * * *

4.1
General interworking overview

The IM CN subsystem shall interwork with BICC and ISUP based legacy CS networks, e.g. PSTN, ISDN, CS PLMNs, in order to provide the ability to support basic voice calls (see 3GPP TS 22.228 [11]), between a UE located in the IM CN subsystem and user equipment located in a CS network.

For the ability to support the delivery of basic voice calls between the IM CN subsystem and CS networks, basic protocol interworking between SIP (as specified in 3GPP TS 24.229 [9]) and BICC or ISUP (as specified in ITU-T Recommendations Q.1902.1-6 [30] and ITU-T Recommendations Q761 to Q764 [4] respectively) has to occur at a control plane level, in order that call setup, call maintenance and call release procedures can be supported. The MGCF shall provide this protocol mapping functionality within the IM CN subsystem.

User plane interworking between the IM CN subsystem and CS network bearers (e.g. 64k TDM, ATM/AAL2 circuit or IP bearer) are supported by the functions within the IM-MGW. The IM-MGW resides in the IM CN subsystem and shall provide the bearer channel interconnection. The MGCF shall provide the call control to bearer setup association.
The IM CN subsystem shall interwork, at the control and user plane, with BICC and ISUP based legacy CS networks. The support of supplementary services shall be as defined in 3GPP TS 22.228 [11]. The MGCF and IM-MGW shall support the interworking of the IM CN subsystem to an external ISUP based CS network. They may also support interworking to a BICC based CS network where no 3GPP specific extension is applied. The MGCF and the IM-MGW may also support interworking to a BICC based CS network where 3GPP specific extensions in accordance with 3GPP TS 29.205 [14] are applied.

* * *  3rd Change  * * *

7.2.3.1.2.6
Calling party number

The SIP "Privacy" header is defined within IETF RFC 3323 [40]. The SIP "P-Asserted-Identity" header is defined in IETF RFC 3325 [41].

Table 3: Mapping of SIP From/P-Asserted-Identity/Privacy headers to CLI parameters

	Has a "P-Asserted-Identity" header field (NOTE 2, NOTE 5, NOTE 6) been received?
	Has a "From" header field (NOTE 3) containing a URI that encodes an E.164 address been received (NOTE 6)?
	Calling Party Number parameter

Address signals
	Calling Party Number parameter 

 APRI
	Generic Number (additional calling party number) address signals
	Generic Number parameter APRI

	No
	No
	Network option to either include a network provided E.164 number (See table 4) or omit the Address signals.
(NOTE 4)
	Network option to set APRI to “presentation restricted” or “presentation allowed” 

(NOTE 4)
(See table 5)
As a network option the APRI “presentation restricted by network” (NOTE 7) can be used instead of the APRI “presentation restricted”
	Parameter not included


	Not applicable



	No
	Yes
	Network Option to either include a network provided E.164 number (See table 4) or omit the Address signals.
(NOTE 4)
	Network option to set APRI to “presentation restricted” or “presentation allowed” 

(NOTE 4)

(See table 5)

As a network option the APRI “presentation restricted by network” (NOTE 7) can be used instead of the APRI “presentation restricted”
	Network Option to either omit the parameter (if CgPN has been omitted) or derive from the “From” header
(NOTE 1) 
(See table 6)
	APRI = “presentation restricted” or “presentation allowed” depending on SIP Privacy header. 

(See table 6)



	Yes
	No
	Derive from 

P-Asserted-Identity

(See table 5)


	APRI = “presentation restricted” or “presentation allowed” depending on SIP Privacy header.

(See table 5)
	Not included
	Not applicable

	Yes
	Yes
	Derived from 

P-Asserted-Identity

(See table 5)
	APRI = “presentation restricted” or “presentation allowed” depending on SIP Privacy header.

(See table 5)
	Network Option to either omit the parameter or derive from the “From” header (NOTE 1)

(See table 6)
	APRI = “presentation restricted” or “presentation allowed” depending on SIP Privacy header.

(see table 6)

	NOTE 1:
This mapping effectively gives the equivalent of Special Arrangement to all SIP UAC with access to the I‑MGCF.

NOTE 2:
It is possible that the P-Asserted-Identity header field includes both a tel URI and a sip or sips URI. In this case, either the tel URI or the SIP URI with user=”phone” and a specific host portion, as selected by operator policy, may be used.
NOTE 3:
The “From” header may contain an “Anonymous User Identity”. An “Anonymous User Identity” includes information that does not point to the calling party. IETF RFC 3261 recommends that the display-name component contain "Anonymous". That the Anonymous User Identity will take the form defined in 3GPP TS 23.003 [74]. The Anonymous User Identity indicates that the calling party desired anonymity. The From header may also contain an Unavailable User Identity as defined in 3GPP TS 23.003 [74], that indicates that the calling party is unknown.
NOTE 4: 
A national option exists to set the APRI to “Address not available”.

NOTE 5: 
3GPP TS 24.229 guarantees that the received number is an E.164 number formatted as an international number, with a “+” sign as prefix. 

NOTE 6: 
The E.164 numbers considered within the present document are composed by a Country Code (CC), followed by a National Destination Code (NDC) , followed by a Subscriber Number (SN). On the IMS side, the numbers are international public telecommunication numbers (“CC”+”NDC”+”SN”) and are prefixed by a “+” sign. On the CS side, it is a network option to omit the CC.
NOTE 7: 
This is an ETSI specific value described within ETSI EN 300 356-1 [70].


Table 4: Setting of the network-provided BICC/ISUP calling party number parameter with a CLI (network option)

	BICC/ISUP CgPN Parameter field
	Value

	Screening Indicator
	"network provided"

	Number Incomplete Indicator
	"complete"

	Number Plan Indicator
	ISDN/Telephony (E.164)

	Address Presentation Restricted Indicator
	Presentation allowed/restricted
As a network option the APRI value “presentation restricted by network” (NOTE) can be used instead of the APRI value “presentation restricted”

	Nature of Address Indicator
	If next BICC/ISUP node is located in the same country set to “National (Significant) number" else set to "International number"

	Address signals
	If NOA is "national (significant) number" no country code should be included. If NOA is "international number", then the country code of the network-provided number should be included. 

	NOTE : 
This is an ETSI specific value described within ETSI EN 300 356-1 [70]


Table 5: Mapping of P-Asserted-Identity and privacy headers to the ISUP/BICC calling party number parameter

	SIP Component
	Value
	BICC/ISUP Parameter / field
	Value

	P-Asserted-Identity header field (NOTE 1)
	 E.164 number
	Calling Party Number
	

	
	Number incomplete indicator 
	 "Complete" 

	
	Numbering Plan Indicator
	"ISDN/Telephony (E.164)"

	
	Nature of Address Indicator
	If CC encoded in the URI is equal to the CC of the country where MGCF is located AND the next BICC/ISUP node is located in the same country then

set to "national (significant) number" 

else set to "international number"



	
	Address Presentation Restricted Indicator (APRI)
	Depends on priv-value in Privacy header.

	
	Screening indicator 


	Network Provided

	Addr-spec


	"CC" "NDC" "SN" from the URI


	Address signal
	if NOA is "national (significant) number" then set to

"NDC" + "SN" 

If NOA is “international number" 

Then set to "CC"+" NDC"+"SN"

	Privacy header field is not present
	
	APRI
	Presentation allowed

	Privacy header field
	priv-value
	APRI
	"Address Presentation Restricted Indicator"

	priv-value 


	"header"
	APRI 
	Presentation restricted

	
	"user"
	APRI
	Presentation restricted

	
	"none" 
	APRI
	Presentation allowed

	
	"id" 
	APRI
	Presentation restricted

	NOTE 1:
It is possible that a P-Asserted –Identity header field includes both a TEL URI and a SIP or SIPS URI. In this case, either the TEL URI or the SIP URI with user=”phone” and a specific host portion, as selected by operator policy, may be used. 


*** 4th Change ***

7.2.3.1.2.7
Generic number

Table 6: Mapping of SIP from header field to BICC/ISUP generic number (additional calling party number) parameter (network option) 

	SIP component
	Value
	BICC/ISUP parameter / field
	Value

	From header field


	name-addr or addr-spec 
	Generic Number

Number Qualifier Indicator
	"Additional Calling Party number"

	 from-spec
	( name-addr / addr-spec) 
	
	

	
	Nature of Address Indicator
	If CC encoded in the URI is equal to the CC of the country where MGCF is located AND the next BICC/ISUP node is located in the same country then

Set to "national (significant) number" 

Else set to "international number"



	
	Number incomplete indicator
	"Complete" 

	
	Numbering Plan Indicator
	"ISDN/Telephony (E.164)"

	
	APRI 
	Depends on priv-value
unless Calling party number APRI = "presentation restricted by network" (NOTE) then set GN APRI to "presentation allowed".

	
	Screening indicator 
	"user provided not verified"

	Addr-spec


	"CC" "NDC" + "SN" from the URI


	Address signal
	if NOA is "national (significant) number" then set to

"NDC" + "SN" 

If NOA is "international number" 

Then set to "CC"+” NDC”+”SN”

	Privacy header field
	priv-value
	APRI
	"Address Presentation Restricted Indicator"

	Use same APRI setting as for Calling Party Number.

	NOTE : 
This an ETSI specific value described within ETSI EN 300 356-1 [70]


*** 5th Change ***

7.2.3.1.8
Receipt of the Release Message

If the REL message is received and a final response (i.e. 200 OK (INVITE)) has already been sent, the I-MGCF shall send a BYE message. 

NOTE:
According to SIP procedures, in the case that the REL message is received and a final response (e.g. 200 OK (INVITE)) has already been sent (but no ACK request has been received) on the incoming side of the I- MGCF then the I- MGCF does not send a 487 Request terminated response and instead waits until the ACK request is received before sending a BYE message.

If the REL message is received and the final response (i.e. 200 OK (INVITE)) has not already been sent, the I- MGCF shall send a Status-Code 4xx (Client Error) or 5xx (Server Error) response. The Status code to be sent is determined by examining the Cause code value received in the REL message. Table 9 specifies the mapping of the cause code values, as defined in ITU-T Recommendation Q.850 [38], to SIP response status codes. Cause code values not appearing in the table shall have the same mapping as the appropriate class defaults according to ITU-T Recommendation Q.850 [38].

Table 9: Receipt of the Release message (REL)

	(SIP Message 
	( REL

	Status code
	Cause parameter

	404 Not Found
	Cause value No. 1 (unallocated (unassigned) number)

	500 Server Internal error
	Cause value No 2 (no route to network)

	500 Server Internal error
	Cause value No 3 (no route to destination)

	500 Server Internal error
	Cause value No. 4 (Send special information tone)

	404 Not Found
	Cause value No. 5 (Misdialled trunk prefix)

	486 Busy Here
	Cause value No. 17 (user busy)

	480 Temporarily unavailable
	Cause value No 18 (no user responding)

	480 Temporarily unavailable
	Cause value No 19 (no answer from the user)

	480 Temporarily unavailable
	Cause value No. 20 (subscriber absent)

	603 Decline
	Cause value No 21 (call rejected), Location = 000 / user (U)

	480Temporarily unavailable
	Cause value No 21 (call rejected) , Location <> 000 / user (U)

	410 Gone
	Cause value No 22 (number changed)

	433 Anonymity Disallowed.(NOTE 1)
	Cause value No. 24 (call rejected due to ACR supplementary service)

	480 Temporarily unavailable
	Cause value No 25 (Exchange routing error)

	502 Bad Gateway
	Cause value No 27 (destination out of order)

	484 Address Incomplete
	Cause value No. 28 invalid number format (address incomplete)

	500 Server Internal error
	Cause value No 29 (facility rejected)

	480 Temporarily unavailable
	Cause value No 31 (normal unspecified) (class default) (NOTE 2)

	486 Busy here if Diagnostics indicator includes the (CCBS indicator = CCBS possible)

else 480 Temporarily unavailable
	Cause value in the Class 010 (resource unavailable, Cause value No 34)

	500 Server Internal error
	Cause value in the Class 010
(resource unavailable, Cause value No’s. 38, 41, 42, 43, 44, & 47) (47 is class default)

	500 Server Internal error
	Cause value No 50 (requested facility no subscribed)

	500 Server Internal error
	Cause value No 57 (bearer capability not authorised)

	500 Server Internal error
	Cause value No 58 (bearer capability not presently)

	500 Server Internal error
	Cause value No 63 (service option not available, unspecified)
(class default)

	500 Server Internal error
	Cause value in the Class 100 (service or option not implemented, Cause value No’s. 65, 70 & 79) 79 is class default

	500 Server Internal error
	Cause value No 88 (incompatible destination)

	404 Not Found
	Cause value No 91 (invalid transit network selection)

	500 Server Internal error
	Cause value No 95 (invalid message)
(class default)

	500 Server Internal error
	Cause value No 97 (Message type non-existent or not implemented)

	500 Server Internal error
	Cause value No 99 (information element/parameter non-existent or not implemented))

	480 Temporarily unavailable
	Cause value No. 102 (recovery on timer expiry)

	500 Server Internal error
	Cause value No 110 (Message with unrecognised Parameter, discarded)

	500 Server Internal error
	Cause value No. 111 (protocol error, unspecified)
(class default)

	480 Temporarily unavailable
	Cause value No. 127 (interworking unspecified)
(class default)

	NOTE 1:
Anonymity Disallowed, draft-ietf-sip-acr-code-02 [77] refers

NOTE 2:
Class 1 and class 2 have the same default value.


A Reason header field containing the received (Q.850) Cause Value of the REL shall be added to the SIP final response or BYE request sent as a result of this clause. The mapping of the Cause Indicators parameter to the Reason header is shown in Table 9a.

Table 9a – Mapping of Cause Indicators parameter into SIP Reason header fields

	Cause indicators parameter field
	Value of parameter field
	component of SIP Reason header field
	component value

	–
	–
	protocol
	"Q.850"

	Cause Value
	"XX" (NOTE 1)
	protocol‑cause
	"cause = XX"
(NOTE 1)

	–
	–
	reason‑text    
	Should be filled with the definition text as stated in ITU-T Rec. Q.850 [38].
(NOTE 2)

	NOTE 1: 
"XX" is the Cause Value as defined in ITU-T Rec. Q.850 [38].
NOTE 2:
Due to the fact that the Cause Indicators parameter does not include the definition text as defined in Table 1/Q.850, this is based on provisioning in the I-MGCF.



As a network option, an I-MGCF may generate an Error-Info header field according to rules and procedures of IETF RFC 3261 [19]to provide media instead of the in-band media received from the PSTN.
If the I-MGCF supports the PSTN XML body as a network option and the I-MGCF interworks media encoded in any of the formats in  Table 2a (G.711, Clearmode or t38) without transcoding, the I-MGCF shall map the Access Transport Format received in the REL into PSTN XML elements as shown in Table 9aa and include this XML body in the 200 OK (INVITE).
Table 9aa : ISUP Parameters with Mapping of PSTN XML elements 

	(4xx,5xx,6xx 
	(REL

	PSTN XML 
	ISUP Parameter
	Content

	ProgressIndicator
	Access Transport Parameter
	Progress indicator

	HighLayerCompatibility
	
	High layer compatibility (Note)

	LowLayerCompatibility
	
	Low layer compatibility


*** 6th Change ***

7.2.3.1.9a
Receipt of REFER
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Figure 11a: Receipt of REFER method

Upon receipt of a REFER request at the MGCF , the default behaviour of the I-MGCF is to reject the REFER request with a 403 Forbidden response.
NOTE:
The I-MGCF may also decide for example to execute the REFER request as specified in [75] as an operator option, but such handling is outside of the scope of the present document.

*** 7th Change ***

7.2.3.1.10
Autonomous Release at I-MGCF

Table 10 shows the trigger events at the MGCF and the release initiated by the MGCF when the call is traversing from SIP to ISUP/BICC. 
A Reason header field containing the (Q.850) Cause Value of the REL message sent by the I‑MGCF shall be added to the SIP Message (BYE request or final response) sent by the SIP side of the I‑MGCF.
Editor's Note: It is FFS whether to indicate the cause value for internal error in the network to the user.
Table 10: Autonomous Release at I‑MGCF

	( SIP
	Trigger event
	REL (

	Response
	
	cause parameter

	484 Address Incomplete
	Determination that insufficient digits received.
	Not sent.

	480 Temporarily Unavailable
	Congestion at the MGCF/Call is not routable.
	Not sent.

	BYE
	ISUP/BICC procedures result in release after answer
	According to ISUP/BICC procedures.

	BYE
	SIP procedures result in release after answer.
	127 (Interworking unspecified)

	500 Server Internal error
	Call release due to the ISUP/BICC compatibility procedure (NOTE)
	According to ISUP/BICC procedures.

	484 Address Incomplete
	Call release due to expiry of T7 within the ISUP/BICC procedures
	According to ISUP/BICC procedures.

	480 Temporarily Unavailable
	Call release due to expiry of T9 within the BICC/ISUP procedures
	According to BICC/ISUP procedures.

	480 Temporarily Unavailable.
	Other BICC/ISUP procedures result in release before answer.
	According to BICC/ISUP procedures.

	NOTE:
MGCF receives unrecognized ISUP or BICC signalling information and determines that the call needs to be released based on the coding of the compatibility indicators, refer to ITU-T Recommendation Q.764 [4] and ITU-T Q.1902.4 [30].


*** 8th Change ***

7.2.3.2.5.4 Progress indicator

If the O-MGCF supports the PSTN XML body as a network option and receives it in the 180 or 183, an “ProgressIndicator” element in the XML body shall be mapped into a Progress Indicator in the ACM as shown in tables 17f and 17g.

Table 17f: Handling of the progress indicator

	(ACM
	(183

	Access transport parameter
	 PSTN XML body with Progress indicator No (Value of PI)

	Progress indicator No (Value of PI)
	Progress indicator No (Value of PI)


Table 17g: Handling of the progress indicator

	(ACM
	(180

	Access transport parameter
	 PSTN XML body with Progress indicator No (Value of PI)

	Progress indicator No (Value of PI)
	Progress indicator No (Value of PI)


*** 9th Change ***

7.4.2.1.1
INVITE to IAM interworking (SIP to ISUP/BICC calls)

In the case of SIP to ISUP/BICC calls the I-MGCF may invoke the COLP service as an operator option by setting the "Connected Line Identity Request indicator" field of the "Optional forward call indicators" parameter of the IAM to "requested".

NOTE: This implies that all outgoing calls will invoke the COLP service.

*** 10th Change ***

7.4.2.2.2
1XX to ANM or CON interworking

If the P-Asserted-Identity header field is included within a 1XX SIP response, the identity shall be stored within the O-MGCF together with information about the SIP dialogue of the 1XX SIP response and might be included within the ANM or CON message if required by the procedures described in 7.4.2.2.3. In accordance with ISUP procedures, a connected number shall not be included within the ACM message. The mapping of the of the P-Asserted-Identity and Privacy header fields is shown in tables 23 and 24. 

*** 11th Change ***

7.4.2.2.3
200 OK (INVITE) to ANM/CON interworking

Tables 23 and 24 specify the interworking required in the case when the calling party has invoked the COLP service. The tables also indicate the interworking procedures required if the calling party has invoked the COLP service and the called party has or has not invoked the COLR service. 

If no P-Asserted-Identity header field is provided within the 200 OK (INVITE) message, the stored information previously received in the last provisional 1XX response of the same SIP dialogue shall be used. 

NOTE: Due to forking, other P-Asserted-Identities might have been received in different SIP dialogues.

If the Calling Party has requested the COLP service (as indicated by the stored request status) but the 200 OK (INVITE) and previous 1XX provisional responses do not include a P-Asserted-Identity header field, the O-MGCF shall set up a network provided Connected Number with an Address not Available indication. 

If the P-Asserted-Identity is available then the Connected number has to be setup with the screening indication network provided. The mapping of the P-Asserted-Identity and Privacy (if available) is shown in table 24.

Table 23 – Connected number parameter mapping

	( ANM/CON
	( 200 OK INVITE

	Connected Number (Network Provided)
	P-Asserted-ID

	Address Presentation Restricted Indicator
	Privacy Value Field


Table 24: Mapping of P-Asserted-Identity and privacy headers to the ISUP/BICC connected number parameter

	SIP component
	Value
	BICC/ISUP parameter / field
	Value

	P-Asserted-Identity header field (NOTE 1)
	 E.164 number
	Connected Number
	

	
	Number incomplete indicator 
	 "Complete" 

	
	Numbering Plan Indicator
	"ISDN/Telephony (E.164)"

	
	Nature of Address Indicator
	If CC encoded in the URI is equal to the CC of the country where MGCF is located AND the next BICC/ISUP node is located in the same country then

set to "national (significant) number"

else set to "international number"



	
	Address Presentation Restricted Indicator (APRI)
	Depends on priv-value in Privacy header.

	
	Screening indicator 


	Network Provided

	Addr-spec


	"CC” “NDC” “SN" from the URI


	Address signal
	if NOA is “national (significant) number” then set to

“NDC” + “SN” 

If NOA is “international number” 

Then set to “CC”+” NDC”+”SN”

	Privacy header field is not present
	
	APRI
	Presentation allowed

	Privacy header field
	priv-value
	APRI
	"Address Presentation Restricted Indicator"

	priv-value 


	"header”
	APRI 
	Presentation restricted

	
	"user"
	APRI
	Presentation restricted



	
	"none" 
	APRI
	Presentation allowed

	
	"id" 
	APRI
	Presentation restricted

	NOTE 1:
It is possible that a P-Asserted –Identity header field includes both a TEL URI and a SIP or SIPS URI. In this case, either the TEL URI or the SIP URI with user=”phone” and a specific host portion, as selected by operator policy, may be used.


*** 12th Change ***

7.4.5.1
General
The ISDN Subaddress in ISUP is transported within the Access Transport Parameter. The Coding of the Subaddress parameter within the Access Transport Parameter is described within ETSI EN 300 403‑1 [96].  The isdn-Subaddress parameter carried within a tel or sip URI is defined within RFC 3966 [97].

*** 13th Change ***

7.5.3
(void)

*** 14th Change ***

7.5.9.1
Interworking at the O-MGCF

If the MGCF supports the interworking of the MCID service the O-MGCF shall map the Identification Request (IDR) and Identification response (IRS) to a SIP message in accordance with table 7.5.9.1.1 

Table 7.5.9.1.1 Mapping of the ISUP IDR and IRS to a SIP message
	ISUP Message
	SIP Message

	IDR
	INFO containing a XML mcid body with MCID XML Request schema 

	IRS
	INFO containing a XML mcid body with MCID XML Response schema


7.5.9.1.1
Interworking of the MCID XML Request schema with the ISUP MCID request indicators

If the MGCF supports the interworking of the MCID service O-MGCF shall map the codes in in the MCID request indicator and holding indicator parameter field to the following XML elements as specified in TS 24.516 [102] and in accordance with Table 7.5.9.1.1.1.

Table 7.5.9.1.1.1 Mapping of the ISUP MCID request and holding indicator to the XML element.
	
	ISUP Parameter
	XML Element

	bit
A:
	MCID request indicator
	McidRequestIndicato

	
0
	MCID not requested
	type=0

	
1
	MCID requested
	type=1

	
	
	

	bit
B:
	Holding indicator (national use)
	HoldingIndicator

	
0
	holding not requested
	type=0

	
1
	holding requested
	type=1


7.5.9.1.2
Interworking of the ISUP MCID response indicators with the MCID XML Response schema
If the MGCF supports the interworking of the MCID service the O-MGCF shall map the codes in the MCID response indicator and hold provided indicator parameter field to the following XML elements in accordance with Table 7.5.9.1.2.1

Table 7.5.9.1.2.1 Mapping of the ISUP MCID response and hold provided indicator to the XML element 
	
	ISUP Parameter
	XML Element

	bit
A:
	MCID response indicator
	McidResponseIndicator

	
0
	MCID not included
	type=0

	
1
	MCID included
	type=1

	
	
	

	bit
B:
	Hold provided indicator (national use)
	HoldingProvidedIndicator

	
0
	holding not provided
	type=0

	
1
	holding provided
	type=1


7.5.9.2
Interworking at the I-MGCF

Not applicable.

*** 15th Change ***

9.3.4
Non-call related procedures

The procedures from 3GPP TS 23.205 [27] detailed in table 37 shall be applied for the IM‑MGW handling component of the Mn interface.

Table 37: Non-call related procedures

	Procedure defined in

 3GPP TS 29.332 [15]
	Corresponding Procedure defined in 3GPP TS 23.205 [27]
	Remarks

	IM-MGW Out of service
	MGW Out of Service
	

	IM-MGW Communication Up
	MGW Communication Up
	

	IM-MGW Restoration
	MGW Restoration
	

	IM-MGW Register
	MGW Register
	

	IM-MGW Re-register
	MGW Re-register
	

	MGCF Ordered Re-register
	(G)MSC Server Ordered Re-register
	

	MGCF Restoration
	(G)MSC Server Restoration
	

	MGCF Out of Service
	(G)MSC Server Out of Service
	

	Termination Out-of-Service
	Termination Out-of-Service
	The “Termination Out-of-Service procedure” is used as call-related H.248 command as well

	Termination Restoration
	Termination Restoration
	

	Audit Value
	Audit Value
	

	Audit Capability
	Audit Capability
	

	Command Rejected
	Command Rejected
	The “Command Rejected” procedure may be used in response both to call-related and non-call-related H.248 Commands.

	IM-MGW Capability Change
	Capability Update
	

	IM-MGW Resource Congestion Handling - Activate
	MGW Resource Congestion Handling - Activate
	

	IM-MGW Resource Congestion Handling - Indication
	MGW Resource Congestion Handling - Indication
	

	Control association monitoring
	Control association monitoring
	

	Inactivity timeout activation
	Inactivity timeout activation
	

	Inactivity timeout indication
	Inactivity timeout indication
	

	Hanging termination detection
	Hanging termination detection
	

	Hanging termination detection
	Hanging termination detection
	


*** 16th Change ***

E.2.3.1.1
Interactions between H.245 or MONA and SIP/SDP

Figure E.2.3.1.1.1 shows examples of interactions between H.245 or MONA procedures and SIP/SDP for IM CN subsystem originated session. Most SIP and ISUP or BICC messages are intentionally omitted, since the SDP may be embedded in various SIP messages and since the in‑band H.245 Messages are not tightly coupled with out-of-band ISUP or BICC messages. 
Figure E.2.3.1.1.1 assumes that the IMS peer uses the SIP precondition extension to indicate that preconditions have not yet been met.
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Figure E.2.3.1.1.1: Interactions between H.245 and SIP/SDP for IM CN subsystem originated session
IMS peer indicates unmet local preconditions
Upon receipt of a SIP INVITE request containing speech and video Codecs (signal 1 in figure E.2.3.1.1.1) the Interworking Node (consisting of MGCF and IM-MGW) starts the call set-up for multimedia call at the CS side by sending an IAM requesting an UDI bearer (signal 2 in figure E.2.3.1.1.1).

If SDP local preconditions, which are not yet met, are contained in signal 1, the Interworking node should immediately send an SDP answer to allow for the IMS-side bearer set-up to progress. The Interworking node selects codecs supported by the IM-MGW and likely to be supported within the CS network and communicates the selected codecs towards the IMS side within an SDP answer message (signal 3 in figure E.2.3.1.1.1). If theses codecs are contained in the SDP offer, the Interworking Node should select the H.263 codec and may select other codec from the SDP offer in addition.

The Interworking Node shall engage in an H.223 bearer setup (step 6 in figure E.2.3.1.1.1). If the interworking Node supports MONA (Media Oriented Negotiation Acceleration), it shall first attempt a MONA Channel establishment method negotiation according to Annex K of ITU-T Recommendation H.324 [87]. If the interworking node does not support MONA, it shall use the multiplexing level negotiation procedures of Annex C of H.324 [81]. If the Interworking Node supports MONA, but the remote peer does not do so, a fallback to the multiplexing level negotiation procedures of Annex C of H.324 [81] will occur.

If both the Interworking Node and the remote CS terminal support MONA procedures, the MONA procedures as per ITU-T Recommendation H.324 Annex K [87] may be used to replace the H.245 negotiation (signals 7 – 9) as shown in figure E.2.3.1.1.1.

If MONA procedures are not used, the following applies:

-
After the completion of the H.223 bearer setup at the CS side, the Interworking Node shall send a Terminal Capability Set message describing its own capabilities (signal 7 in figure E.2.3.1.1.1). Unless the Interworking Node supports transcoding, the Interworking Node shall only send codecs that have been offered at the IM CN subsystem side (as received in signal 1 in figure E.2.3.1.1.1) within this message.

-
The Interworking Node will receive an H.245 Terminal Capability Set message describing the supported Codecs at the peer's side (signal 8 in figure E.2.3.1.1.1).

-
The codecs contained both in the sent and received terminal capability set messages may be selected at the CS side. The final decision of the selected codecs at the CS side is taken when the H.245 open logical Channels message (signal 9 in figure E.2.3.1.1.1) is sent or received. The direction of this message is determined by the H.245 master-slave determination procedure.

If the Interworking Node does not transcode, it should indicate the codecs selected within the H.245 negotiation (signal 11 in figure E.2.3.1.1.1) or within the MONA procedures and enable any media that have previously been put on hold at the IMS side after the completion of the H.245 negotiation or MONA procedures.
The interworking node should include in step  11 of figure E.2.3.1.1.1 the SDP ‘a’ attribute “3gpp_MaxRecvSDUSize” indicating the maximum SDU size of the application data that can be transmitted to the receiver without segmentation, as specified in clause 12.2.4.6 of 3GPP TS 26.114 [85].
*** 17th Change ***

E.2.3.2.1
Interactions between H.245 or MONA and SIP/SDP

Figure E.2.3.2.1.1 shows examples of interactions between H.245 or MONA procedures and SIP/SDP for IM CN subsystem originated session. Most SIP and ISUP or BICC messages are intentionally omitted, since the SDP may be embedded in various SIP messages and since the in‑band H.245 Messages are not tightly coupled with out-of-band ISUP or BICC messages. 

Figure E.2.3.2.1.1 assumes that the IMS peer does not use the SIP precondition extension.
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Figure E.2.3.2.1.1 Interactions between H.245 and SIP/SDP for IM CN subsystem originated session
IMS peer does not use SIP preconditions.

Upon receipt of a SIP INVITE request containing speech and video Codecs (signal 1 in figure E.2.3.2.1.1) the Interworking Node (consisting of MGCF and IM-MGW) starts the call set-up for multimedia call at the CS side by sending an IAM requesting an UDI bearer (signal 2 in figure E.2.3.2.1.1).

If no unmet local SDP preconditions are contained in signal 1, the Interworking node should defer sending an SDP answer until the H.245 negotiation or MONA procedures is/are completed.

The Interworking Node shall engage in an H.223 bearer setup (step 5 in figure E.2.3.2.1.1). If the interworking Node supports MONA (Media Oriented Negotiation Acceleration), it shall first attempt a MONA Channel establishment method negotiation according to Annex K of ITU-T Recommendation H.324 [87]. If the interworking node does not support MONA, it shall use the multiplexing level negotiation procedures of Annex C of H.324 [81]. If the Interworking Node supports MONA, but the remote peer does not do so, a fallback to the multiplexing level negotiation procedures of Annex C of H.324 [81] will occur.

If both the Interworking Node and the remote CS terminal support MONA procedures, the MONA procedures as per ITU-T Recommenation H.324 [81] Annex K may be used to replace the H.245 negotiation (signals 6 – 8) as shown in figure E.2.3.2.1.1.

If MONA procedures are not used, the following applies:
-
After the completion of the H.223 bearer setup at the CS side, the Interworking Node shall send a Terminal Capability Set message describing its own capabilities (signal 6 in figure E.2.3.2.1.1). Unless the Interworking Node supports transcoding, the Interworking Node shall only send codecs that have been offered at the IM CN subsystem side (as received in signal 1 in figure E.2.3.2.1.1) within this message.

-
The Interworking Node will receive an H.245 Terminal Capability Set message describing the supported Codecs at the peer's side (signal 7 in figure E.2.3.2.1.1).

-
The codecs contained both in the sent and received terminal capability set message may be selected at the CS side. The final decision of the selected codecs at the CS side is taken when the H.245 open logical Channels message (signal 8 in figure E.2.3.2.1.1) is sent or received. The direction of this message is determined by the H.245 master-slave determination procedure.

If the Interworking Node does not transcode, it shall send an SDP answer (signal 9 in figure E.2.3.2.1.1) indicating the codecs selected within the H.245 negotiation or within the MONA procedures after the completion of the H.245 negotiation or MONA procedures.
The interworking node should include in Step 9 of figure E.2.3.2.1.1 the SDP ‘a’ attribute “3gpp_MaxRecvSDUSize” indicating the maximum SDU size of the application data that can be transmitted to the receiver without segmentation, as specified in clause 12.2.4.6 of 3GPP TS 26.114 [85]. 

*** 18th Change ***

E.2.4.1.1
Normal Call setup
Figure E.2.4.1.1 shows examples of interactions between H.245 or MONA and SIP/SDP for the CS network originated session. Most SIP and ISUP or BICC messages are intentionally omitted, since the SDP may be embedded in various SIP messages and since the in‑band H.245 Messages are not tightly coupled with out-of-band ISUP or BICC messages.
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NOTE:
Messages 3 and 5 may be combined in some scenarios.
Figure E.2.4.1.1: Interactions between H.245 and SIP/SDP for CS network originated session
Upon receipt of an IAM request for a multimedia Call (signal 1 in figure E.2.4.1.1) the Interworking Node (consisting of MGCF and IM-MGW) starts the call set-up for multimedia call at the IM CN subsystem side by sending an INVITE request (signal 2 in figure E.2.4.1.1). For the INVITE request, the Interworking Node selects codecs supported by the IM-MGW and likely to be supported within the CS Network. The Interworking Node should select the H.263 codec and may select other codec in addition.
NOTE:
The SDP coding to express that either a combined voice and video call, or a voice call, or a Clearmode codec, or some other data call is desired is not defined in the present release. 

The Interworking Node shall engage in an H.223 bearer setup (step 7 in figure E.2.4.1.1). If the interworking Node supports MONA (Media Oriented Negotiation Acceleration), it shall first attempt a MONA Channel establishment method negotiation according to Annex K of ITU-T Recommendation H.324 [87]. If the interworking node does not support MONA, it shall use the multiplexing level negotiation procedures of Annex C of H.324 [81]. If the Interworking Node supports MONA, but the remote peer does not do so, a fallback to the multiplexing level negotiation procedures of Annex C of H.324 [81] will occur.

If both the Interworking Node and the remote CS terminal support MONA procedures, the MONA procedures as per ITU-T Recommenation H.324 [81] Annex K may be used to replace the H.245 negotiation (signals 8, 11 and 12) as shown in figure E.2.4.1.1. Furthermore, the SIP codec renegotiation in signals 9 and 10 is then also not applicable.

If MONA procedures are not used, the following applies:

-
After the completion of the H.223 bearer setup at the CS side the Interworking Node will receive a H.245 Terminal Capability Set message describing the supported Codecs at the peer's side (signal 8 in figure E.2.4.1.1).

-
Due to information received in a Terminal Capability Set message (signal 8 in figure E.2.4.1.1), the Interworking node may send an SDP offer at the IMS side (signal 9 in figure E.2.4.1.1), to offer additional codecs supported at the CS side but not contained in the first SDP offer (signal 2 in figure E.2.4.1.1), or to restrict the selected codecs at the IMS side to codecs which are available at the CS side.

NOTE:
It is not clear if the addition of codecs not included in previous SDP exchange has any impacts on IMS procedures, e.g. resource reservation related procedures.
-
The Interworking Node shall send a Terminal Capability Set message describing its own capabilities (signal 11 in figure E.2.4.1.1). Unless the Interworking Node supports transcoding, the Interworking node shall only send codecs that are also negotiated at the IM CN subsystem side (as received in signal 3 in figure E.2.4.1.1) within this message. The Interworking Node may defer sending the Terminal Capability Set message for some time to attempt to receive the peer's Terminal Capability set message and perform a possible IMS-side codec re-negotiation. However, to avoid blocking situations, the Interworking Node shall not defer sending the Terminal Capability Set message for an excessive period of time.

-
The codecs contained both in the sent and received Terminal Capability Set message may be selected at the CS side. The final decision of the selected codecs at the CS side is taken when the H.245 open logical Channels message (signal 12 in figure E.2.4.1.1) is sent or received. The direction of this message is determined by the H.245 master-slave determination procedure.

If the Interworking Node does not transcode, it should indicate the codecs selected within the H.245 negotiation or within MONA procedures after the completion of the H.245 negotiation (signal 13 in figure E.2.4.1.1) or MONA procedures.
The interworking node should include in Step 11 of figure E.2.4.1.1 the SDP ‘a’ attribute “3gpp_MaxRecvSDUSize” indicating the maximum SDU size of the application data that can be transmitted to the receiver without segmentation, as specified in clause 12.2.4.6 of 3GPP TS 26.114 [85].

*** End of Changes ***
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