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****** 1st Modified clause ******************************************

7.1
General

The following sub-clauses define the signalling interworking between the Bearer Independent Call Control (BICC) or ISDN User Part (ISUP) protocols and Session Initiation Protocol (SIP) with its associated Session Description Protocol (SDP) at a MGCF. The MGCF shall act as a Type A exchange (ITU-T Recommendation Q.764 [4]) for the purposes of ISUP and BICC Compatibility procedures procedures for the mapping of ISUP to and from SIP header fields and SDP. However, when handling ISUP information before encapsulating it or after it has been de-encapsulated, the MGCF can act as a Type A or Type B exchange depending on the role (e.g., gateway between operators, transit) the MGCF is performing for that particular call. The services that can be supported through the use of the signalling interworking are limited to the services that are supported by BICC or ISUP and SIP based network domains.

BICC is the call control protocol used between Nodes in a network that incorporates separate call and bearer control. The BICC/ISUP capabilities or signalling information defined for national use is outside the scope of the present document. It does not imply interworking for national-specific capabilities is not feasible.

The capabilities of SIP and SDP that are interworked with BICC or ISUP are defined in 3GPP TS 24.229 [9]

Services that are common in SIP and BICC or ISUP network domains will seamlessly interwork by using the function of the MGCF. The MGCF will originate and/or terminate services or capabilities that do not interwork seamlessly across domains according to the relevant protocol recommendation or specification.

Table 1 lists the services seamlessly interworked and therefore within the scope of the present document.
Table 1: Interworking Capabilities between BICC/ISUP and SIP profile for 3GPP

	Service

	Speech/3.1 kHz audio

	CS data Calls (optional)

	En bloc address signalling

	Overlap address signalling from the CS side towards the IMS

	Out of band transport of DTMF tones and information. (BICC only)

	Inband transport of DTMF tones and information. (BICC and ISUP)

	Direct-Dialling-In (DDI)

	Multiple Subscriber Number (MSN)

	Calling Line Identification Presentation (CLIP)

	Calling Line Identification Restriction (CLIR)

	Connected line presentation (COLP)

	Connected line restriction (COLR)

	Carrier routeing


*******End 1st Modified Clause *****************************************

****** New Clause **************************************************************

7.2.2a ISUP encapsulation (Network Option)
7.2.2a.1
General

The procedures in the subclause 7.2.2a allows the MGCF to discover whether or not its peer SIP signalling entity is capable of supporting encapsulated ISUP information within SIP messages, and to dynamically adapt to different levels of support for ISUP procedures. Subclause 7.4 describes the additional services that require the use of encapsulated ISUP. The peer SIP signalling entity (i.e. the next UA along the signalling path, which may be a B2BUA, and therefore excluding any intermediate proxies) may be another MGCF, a UE, an AS or a non-IMS SIP endpoint. Each IMS must assure that ISUP information is not shared with UEs and certain other SIP networks according to local policy. Subclause 7.2.2a.3.4 describes the MGCF’s role in maintaining ISUP security. After the initial SIP INVITE request, the MGCF will only send encapsulated ISUP to a peer SIP signalling entity that has indicated support for encapsulated ISUP within the current dialog.

Simultaneous support for forking and ISUP encapsulation at the O-MGCF is for further study in the current specification since it is unclear how the O-MGCF should interwork potentially conflicting encapsulated ISUP information received on multiple dialogs.
7.2.2a.2
ISUP timers

When performing ISUP encapsulation procedures during a SIP dialog, the following ISUP timers defined in ITU-T Rec. Q.764 may be applicable by ISUP procedures on the SIP side of the MGCF: timers T6 through T9, and timer T38. Subclause 7.2.4.1.6b describes the use of timer T6. The others are unspecified. Timers T2, T11, T33, T35 and T39 may also be applicable to peer SIP signalling entities or an MGCF co-located with an ISUP exchange.

7.2.2a.3
Sending ISUP information to a peer SIP signalling entity

7.2.2a.3.1
General

When the following conditions are satisfied, the MGCF shall send an encapsulated ISUP message in the appropriate SIP message to a peer SIP signalling entity. 

-
Either the encapsulating message is the initial SIP INVITE request, or the peer SIP signalling entity has previously indicated support for encapsulated ISUP within the associated dialog (see subclause 7.2.2a.3.2).

-
An ISUP event occurs requiring signalling to the peer SIP signalling entity. This event may be the receipt of an ISUP message for the CS domain or the PSTN, or an ISUP event internal to the MGCF. Normally the ISUP/BICC message received from the CS domain or PSTN is considered a candidate for encapsulation towards the peer SIP signalling entity unless modified or excluded from forwarding by procedures within this specification. Some ISUP messages received from the CS domain or PSTN are of local significance and are not interworked (see subclause 7.2.2a.5.2).

-
The candidate ISUP message contains ISUP information that is different from the default values defined within ISUP specifications or this specification for the associated parameters, or that has not been successfully mapped to equivalent SIP headers in the encapsulating message according to procedures in this specification.

When these conditions are satisfied, the MGCF encapsulates the ISUP message within the appropriate SIP message according to the subclauses 7.2.2a.3.2 through 7.2.2a.3.6. 

7.2.2a.3.2
Determining support for encapsulated ISUP

When constructing an initial INVITE request, the O-MGCF shall include an indication of support for encapsulated ISUP either by including an Accept header in the INVITE request that indicates support for encapsulated ISUP according to subclause 7.2.2a.3.3, or an encapsulated ISUP IAM according to subclause 7.2.2a.3.1. Until and unless the O-MGCF receives indication of support for encapsulated ISUP from its peer SIP signalling entity (by receipt of a SIP message that either includes an Accept header indicating support for encapsulated ISUP or an encapsulated ISUP message), the O-MGCF shall not encapsulate any further ISUP messages within the dialog. If the O-MGCF receives indication of support for encapsulated ISUP from its peer SIP signalling entity during a dialog, the O-MGCF shall follow the ISUP encapsulation procedures within this specification for the remainder of the dialog.

If an I-MGCF receives an initial INVITE request that includes neither an Accept header indicating support for encapsulated ISUP nor an encapsulated ISUP message, the I-MGCF shall not encapsulate any ISUP messages within the dialog. If an I-MGCF receives an initial INVITE request that includes either an Accept header indicating support for encapsulated ISUP or an encapsulated ISUP IAM, the I-MGCF shall follow the ISUP encapsulation procedures within this specification for the remainder of the dialog.

7.2.2a.3.3
ISUP MIME bodies

7.2.2a.3.3.1
General

An MGCF supporting ISUP encapsulation shall support binary MIME format according to clauses 7.2.2a.3.3.2. This document uses the term ISUP MIME to describe an ISUP attachment formatted as binary.

7.2.2a.3.3.2
Binary encoding

The MGCF shall format the ISUP MIME attachment according to RFC 3204 [21]. The values for ISUP parameters that have been successfully translated into SIP headers in the encapsulating message will be ignored by peer SIP signalling entities compliant with this specification. The Content-Type header field associated with the ISUP MIME body shall be included as follows:

Content-Type: application/ISUP; version = itu-t92+

"itu-t92+" means ISUP ’92 plus every later ISUP version. The MGCF takes no action based on the "version" parameter.

The Content-Disposition header field associated with the ISUP MIME body shall be set in one of the following two ways (see subclause 7.2.2a.3.6):

Content-Disposition: signal; handling = required


or

Content-Disposition: signal; handling = optional

When it is necessary to include the Accept header to indicate support for encapsulated ISUP, it shall include binary ISUP in the list of supported MIME bodies. An example Accept header is:

Accept: application/sdp, application/ISUP; version = itu-t92+

7.2.2a.3.4
ISUP security

If network entities in the IMS cannot be relied on to provide ISUP confidentiality and integrity, then the MGCF shall not send encapsulated ISUP or process received encapsulated ISUP according to the procedures in this specification (other than ignoring or rejecting the encapsulated ISUP).

As a network option, the MGCF may also cipher outgoing ISUP MIME attachments as S/MIME, but this is outside the scope of the present document.

7.2.2a.3.5
Determining in which SIP message to encapsulate ISUP

For basic call setup, the SIP message used to encapsulate the ISUP message is the SIP message that was first triggered to be sent from the MGCF as a result of the interworking specified within this specification. 

Subclause 7.2.2a.5 describes the handling of other ISUP messages.

7.2.2a.3.6
Determining the content disposition handling

An O-MGCF sending an initial INVITE request with an encapsulated IAM shall mark it for required handling (see subclause 7.2.2a.3.3) in the following cases:

-
If the ISUP preference indicator is set to "ISUP required all the way".

-
If the parameter compatibility parameter associated with any parameter indicates "release call" or "discard message" when pass on is not possible.

-
As a matter of local policy when a critical ISUP parameter value is not successfully mapped to a SIP header. This specification does not include any examples of this case.

Otherwise the O-MGCF shall mark the encapsulated IAM in an initial INVITE request for optional handling.

If the peer SIP signalling entity is unable to process an IAM marked for required handling it will reject the INVITE request with a failure response, allowing the O-MGCF, or perhaps a proxy on the path, to optionally retry the request to an alternate destination that may be capable of handling the ISUP information.

An MGCF encapsulating an ISUP message in a SIP INFO request (see subclause 7.2.2a.5.3) shall mark it for required handling. 

If the peer SIP signalling entity rejects an ISUP message in an INFO request by returning a failure response, the MGCF performs the alternate procedure described in this specification, if one exists, and continues the call associated with the parent dialog. The MGCF shall release the call if there is any ISUP information in the INFO request that requires call release if it cannot be processed or forwarded.

An MGCF encapsulating an ISUP message in any other SIP message shall mark it for optional handling.

7.2.2a.4
Receiving ISUP information from a peer SIP signalling entity

7.2.2a.4.1
General

The MGCF will reject a SIP request that includes ISUP MIME in an unsupported format marked for required handling with a SIP 415 (Unsupported Media Type) response.

The MGCF will reject a SIP request that includes ISUP MIME in an undecodable format marked for required handling with a SIP 493 (Undecipherable) response.

The MGCF will ignore ISUP MIME in an unsupported or undecodable format marked for optional handling in any SIP request or response.

Upon receipt of any SIP message without encapsulated ISUP while performing ISUP encapsulation procedures, the MGCF shall continue interworking according to this specification. If necessary, the MGCF shall assume default values for ISUP parameters according to this specification and the relevant ISUP specifications.
On receipt of a SIP message containing encapsulated ISUP the MGCF shall de-encapsulate the ISUP message from the SIP message body. The ISUP message then goes through a number of stages of additional processing before being sent into the CS domain or PSTN. Subclauses 7.2.2a.4.2 through 7.2.2a.4.5 specify this processing.

7.2.2a.4.2
ISUP compatibility procedures (local policy options)

An I-MGCF shall reject with a SIP 603 (Decline) response an initial SIP INVITE request that includes ISUP MIME that is in a supported and decodable format, that is marked for required handling, and that includes ISUP information that the MGCF does not support and that requires release according to ISUP procedures when unsupported.

An MGCF shall reject with a SIP 603 (Decline) response a SIP INFO request that includes ISUP MIME that is in a supported and decodable format, that is marked for required handling, and that includes ISUP information that the MGCF does not support and that requires release according to ISUP procedures when unsupported.

When an MGCF receives a SIP INFO request that includes ISUP MIME that is in a supported and decodable format, that is marked for required handling, and that includes ISUP information that the MGCF does not support, where none of the unsupported ISUP information requires release according to ISUP procedures when unsupported, the MGCF may reject the SIP INFO request with a 603 (Decline) response, invoke the ISUP procedures appropriate for the unsupported ISUP information (e.g., return an encapsulated ISUP Confusion message), or ignore the unsupported ISUP information.

The MGCF shall ignore any unsupported ISUP information it receives in an ISUP MIME marked for optional handling in any SIP request or response.

7.2.2a.4.3
Alignment of SIP headers and ISUP body contents

On receipt of a SIP message containing encapsulated ISUP, the MGCF shall use the procedures outlined in this specification for interworking from SIP information to ISUP parameters to align any parameters in the ISUP message that are in conflict with SIP header fields (e.g. due to service invocation within the SIP network). 

The default value for a ISUP parameter defined in the specification shall be used in the absence of encapsulated ISUP information. 

Where a SIP header mapping to ISUP field(s) is defined (for example the mapping of Request-URI to Called Party Number in subclause 7.2.3.1.2.1), then the SIP header should be given precedence over the encapsulated ISUP value in the alignment process unless otherwise stated. As a network option, an IMS may choose to give precedence to the encapsulated ISUP value for any other parameter for which the mapping to the corresponding SIP header is incomplete.

7.2.2a.4.4
Setting of ISUP parameters by MGCF

After following the procedures in the subclause 7.2.2a.4.3, the MGCF shall autonomously set ISUP parameters as necessary according to this specification to facilitate interworking.

7.2.2a.4.5
Passing resulting ISUP message to BICC/ISUP procedures

After following the procedures in the subclause 7.2.2a.4.4 the MGCF shall pass the ISUP information to the relevant ISUP procedures. The message (if any) which results from the application of the relevant BICC/ISUP procedures is the message which is sent on the ISUP interface.

7.2.2a.5
Exclusions and special considerations

7.2.2a.5.1
General

The ISUP messages listed in Table 1a are either not encapsulated within any SIP message or receive a special treatment with regards to ISUP encapsulation. This table applies not only to messages received on the ISUP side and interworked but also to messages generated internally.

NOTE:
This table shows only those messages within Recommendation Q.763 which are not marked "national use". Handling of messages marked "national use" (in Recommendation Q.763) is outside the scope of this specification. 

Table 1a – ISUP messages for special consideration

	ISUP message
	Reference

	Reset Circuit
	7.2.2a.5.2 (Note 1)

	Call Progress
	7.2.2a.5.3 (Note 2)

	Circuit Group Blocking
	7.2.2a.5.2

	Circuit Group Blocking Acknowledgement
	7.2.2a.5.2

	Group Reset
	7.2.2a.5.2

	Circuit Group Reset Acknowledgement
	7.2.2a.5.2

	Confusion 
	7.2.2a.5.2 or 7.2.2a.5.3 (Note 3)

	Facility reject 
	7.2.2a.5.2 or 7.2.2a.5.3 (Note 3)

	User to User information
	7.2.2a.5.3

	Forward Transfer
	7.2.2a.5.3

	Suspend
	7.2.2a.5.3

	Resume
	7.2.2a.5.3

	Blocking
	7.2.2a.5.2

	Blocking Acknowledgement
	7.2.2a.5.2

	Continuity Check Request
	7.2.2a.5.2

	Continuity
	7.2.2a.5.2

	Unblocking
	7.2.2a.5.2

	Unblocking Acknowledgement
	7.2.2a.5.2

	Circuit Group Unblocking
	7.2.2a.5.2

	Circuit Group Unblocking Acknowledgement
	7.2.2a.5.2

	Facility Accepted
	7.2.2a.5.3

	Facility Request
	7.2.2a.5.3

	User part test
	7.2.2a.5.2

	User part available
	7.2.2a.5.2

	Facility
	7.2.2a.5.3

	Network Resource management
	7.2.2a.5.3

	Identification Request
	7.2.2a.5.3

	Identification response
	7.2.2a.5.3

	Segmentation
	7.2.2a.5.4

	Loop prevention

	7.2.2a.5.3

	Application Transport
	7.2.2a.5.3

	Pre-Release information
	7.2.2a.5.3

	Release Complete
	7.2.2a.5.5

	NOTE 1:
Where the ISUP procedures would send reset circuit (RSC) to an ISUP exchange, the MGCF may send an encapsulated REL with release cause 31 (Normal, unspecified).

NOTE 2:
This is the default handling of the Call Progress message when other subclauses in the specification do not apply. The CPG may be encapsulated in a 18X response, an UPDATE request, a reINVITE request, or an INFO request. 

NOTE 3:
These messages are either locally terminated or sent transparently depending on whether they are destined for the MGCF or for another exchange.


7.2.2a.5.2
ISUP side procedures only

These messages are not encapsulated within SIP messages since they relate to procedures that are relevant only for the ISUP side of the call. Typically these messages are related to maintenance of ISUP circuits. If these ISUP messages are received encapsulated within SIP messages, the ISUP information shall be discarded.

7.2.2a.5.3
Transparent messages

For these messages, when ISUP encapsulation procedures are applicable, the MGCF shall send the ISUP message through the SIP network encapsulated in the INFO request, with the one exception described in subclauses 7.2.2a.5.4 though 7.2.2a.5.5. These ISUP messages maintain end-to-end service transparency.

If a O-MGCF has not yet received a reliable provisional or final response within the dialog when the INFO request is ready to be sent, it shall wait to receive a reliable provisional or final response before sending the INFO request.

If an I-MGCF has not yet sent a reliable provisional or final response to establish the dialog when the INFO request is ready to be sent, it should send and receive acknowledgment for a 183 (Session Progress) reliable provisional response before sending the INFO request. As an exception to the usual encapsulation of the ISUP message in an INFO request, if the ISUP message to be encapsulated by an I-MGCF requires no ISUP response and can be safely ignored by the intended recipient, the I-MGCF may alternately encapsulate the ISUP message in a 183 (Session Progress) reliable provisional response marked for optional handling.

If an I-MGCF has not yet received acknowledgment for a reliable provisional or final response within the dialog when the INFO request is ready to be sent, it shall wait for the acknowledgment before sending the INFO request.

The O-MGCF shall always include the 100rel option tag in the Supported header of the initial INVITE request when indicating support for encapsulated ISUP.

The I-MGCF shall always include the 100rel option tag in the Required header of the first 18X response to an initial INVITE request that indicates support for encapsulated ISUP and 100rel.

An O-MGCF should also be prepared to handle a transparent ISUP message received in any 18X provisional response, even though a UAS compliant to ISUP encapsulation procedures of the IM CN subsystem will only send a transparent ISUP message in at most a first 183 (Session Progress) provisional response.

7.2.2a.5.4
ISUP segmentation

The Segmentation message itself is not encapsulated within SIP. Instead the MGCF (ISUP side interface) will re-assemble the original message with its segmented part and check the Optional Forward Call Indicators or Optional Backward Call Indicators parameter.

The actions taken by the MGCF on the Optional Forward Call Indicators or Optional Backward Call Indicators depend on whether the Simple Segmentation Indicator is the only indicator to be set in the parameter.

If no other indicator is set within the Optional Forward Call Indicators or Optional Backward Call Indicators parameter, the entire parameter is discarded.

If another indicator is set within the Optional Forward Call Indicators or Optional Backward Call Indicators parameter, the MGCF shall set the Simple Segmentation Indicator to indicate that no additional information will be sent.

The MGCF shall then encapsulate the resulting message within the SIP message body.

7.2.2a.5.5
Encapsulation of RLC

If a BYE request is received containing an encapsulated REL, the 200 (OK) response to the BYE request may encapsulate the RLC generated by ISUP procedures. 

************ End New Clause **********************************

**** 2nd modified sub-clause ******************************
7.2.3.1
Incoming call interworking from SIP to ISUP at I-MGCF

7.2.3.1.1
Sending of IAM 

On reception of a SIP INVITE requesting a session, the I‑MGCF shall send an IAM message based on encapsulated IAM, if present, and the SIP‑ISUP interworking procedures within subclause 7.2.2a, this subclause, subclause 7.2.3.1.2 and associated subclauses. The allowed sessions are given in subclause 7.2.3.1.2.5.
An I-MGCF shall support both incoming INVITE requests containing SIP preconditions and 100rel extensions in the SIP Supported or Require headers, and INVITE requests not containing these extensions, unless the Note below applies.

NOTE:
If the I-MGCF is deployed in an IMS network that by local configuration serves no user requiring preconditions, the MGCF may not support incoming requests requiring preconditions. 

The I-MGCF shall interwork forked INVITE requests with different request URIs.

If the SIP precondition extension is not included in the Supported or Require header, the I-MGCF shall send an IAM immediately after the reception of the INVITE, as shown in figure 3. The I-MGCF shall set the continuity indicators to "Continuity check not required".

If a Continuity Check procedure is supported in the ISUP network and SIP precondition extension are included in the SIP Supported or Require header, the I-MGCF shall send the IAM immediately after the reception of the INVITE, as shown in figure 3. If the received SDP indicates that precondition is fulfilled the I-MGCF shall set the continuity indicators to "continuity check is not required". If the received SDP indicates that precondition is not fulfilled the I-MGCF shall set the continuity indicators to "continuity check performed on a previous circuit". The procedure in figure 3 applies when the value of the continuity indicator is either set to "continuity check required", "continuity check performed on a previous circuit" or "continuity check not required". If the continuity indicator is set to "continuity check required" the corresponding procedures at the Mn interface described in clause 9.2.2.3 also apply.
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Figure 3: Receipt of an Invite request (continuity procedure supported in the ISUP network)

If Continuity Check procedure is not supported in the ISUP network, and the SDP in the received INVITE request contains preconditions not met, the I-MGCF shall delay sending the IAM until the SIP preconditions are met and set the continuity indicators in the resulting IAM to "Continuity check not required".
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Figure 4: Receipt of an Invite request (continuity procedure not supported in the ISUP network)

The I-MGCF shall reject an INVITE request for a session only containing unsupported media types by sending a status code 488 "Not Acceptable Here". If several media streams are contained in a single INVITE request, the I-MGCF shall select one of the supported media streams, reserve the codec(s) for that media stream, and reject the other media streams and unselected codecs in the SDP answer, as detailed in RFC 3264 [36]. If supported audio media stream(s) and supported non-audio media stream(s) are contained in a single INVITE request, an audio stream should be selected.
The I-MGCF shall include a To tag in the first backward non-100 provisional response, in order to establish an early dialog as described in RFC 3261 [19].

If an MGCF discovers an emergency call it shall, depending on national requirements, map that to appropriate indication in ISUP/BICC.
***** end 2nd modified sub-clause ********************

**** 3rd Modified clause **********************
7.2.3.1.2.2
Nature of connection indicators
When the incoming INVITE request contains an encapsulated IAM, with the exception of Continuity Check Indicator (ISUP) which receives a special treatment in 7.2.3.1.1, the Nature of Connection Indicators should be generated by the I-MGCF using the Nature of Connection Indicators received in the encapsulated IAM message. When no encapsulated IAM is present in the INVITE request, the Nature of Connection Indicators shall be defaulted as follows.
bits
BA
Satellite indicator


0 1
one satellite circuit in the connection

bits
DC
Continuity check indicator 


0 0
continuity check not required) if the continuity check procedure is not supported in the succeeding network (figure 4).


0 1 
continuity check required, if a continuity check shall be carried out on the succeeding circuit. (figure 3)

1 0 
continuity check performed on a previous circuit otherwise, if the continuity check procedure is supported in the succeeding network, but shall not be carried out on the succeeding circuit otherwise. (figure 3)

bit
E
Echo control device indicator 


1
outgoing echo control device included, for speech calls, e.g., TMR is "3.1KHz audio".

0
outgoing echo control device not included, for known data calls, e.g., TMR "64 kBit/s unrestricted" or HLC 
"Facsimile Group 2/3".
*********end 3rd modified clause **************

********* 4th Modified clause *******************
7.2.3.1.2.3
Forward call indicators
When the incoming INVITE request contains an encapsulated IAM, the Forward Call Indicators parameter shall be generated by the I-MGCF using the Forward Call Indicators parameter present within the received encapsulated ISUP message.

Otherwise, the Forward Call Indicators parameter shall be generated by the I-MGCF using the following Forward Call Indicators default values.

bits
CB
End-to-end method indicator


0 0
no end-to-end method available (only link-by-link method available)

bit
D
Interworking indicator


1
interworking encountered
As a network operator option, the value D = 0 "No interworking encountered" is used if the TMR = 64 kBit/s unrestricted is used.

NOTE:
This avoids sending of a progress indicator with progress information 0 0 0 0 0 0 1 "Call is not end-to-end ISDN; further call progress information may be available in‑band ", so the call will not be released for that reason by an ISDN terminal.
bit
E
End-to-end information indicator (national use)


0
no end-to-end information available

bit
F 
ISDN user part/BICC indicator


0 
ISDN user part/BICC not used all the way
As a network operator option, the value F = 1 "ISDN user part/BICC used all the way" is used if the TMR = 64 kBit/s unrestricted is used.

NOTE: 
This avoids sending of a progress indicator with progress information 0 0 0 0 0 0 1 "Call is not end-to-end ISDN; further call progress information may be available in‑band ", so the call will not be released for that reason by an ISDN terminal.

bits
HG
ISDN user part/BICC preference indicator


0 1 
ISDN user part/BICC not required all the way

bit
I 
ISDN access indicator


0 
originating access non-ISDN
As a network operator option, the value I = 1 "originating access ISDN" is used if the TMR = 64 kBit/s unrestricted is used.

NOTE: 
This avoids sending of a progress indicator with progress information 0 0 0 0 1 1 "Originating access is non-ISDN", so the call will not be released for that reason by an ISDN terminal..

bits
KJ 
SCCP method indicator 


0 0 
no indication

***** End 4th Modified sub-clause *************************

********4A Modified clause (and related sub-clauses) ********************

7.2.3.1.2.6
Calling party number

The SIP "Privacy" header is defined within IETF RFC 3323 [40]. The SIP "P-Asserted-Identity" header is defined in IETF RFC 3325 [41].
Table 3 summarizes the cases for mapping from the SIP INVITE header fields to the BICC/ISUP CLI parameters. Table 4 provides details when the Calling Party Number parameter is given a network provided value. Table 5 provides details for Calling Party Number parameter mapping in other cases. Finally, Table 6 (see clause 7.2.3.1.2.7) provides details for mapping to Generic Number parameter when this is possible.

In the case that ISUP encapsulation is supported between peer SIP entities if the address within the Calling Party Number or Generic Number after application of the mapping in this clause and processing by BICC/ISUP procedures is the same as the respective value contained in the encapsulated ISUP, no additional interworking is needed for that parameter beyond use of ISUP encapsulation. The contrary case is treated in the same way as for the case where encapsulated ISUP is not supported between peer SIP entities.

Should any discrepancy occur in privacy settings during the alignment process the strongest privacy shall prevail.

Table 3: Mapping of SIP From/P-Asserted-Identity/Privacy headers to CLI parameters

	Has a "P-Asserted-Identity" header field (NOTE 2, NOTE 5, NOTE 6) been received?
	Has a "From" header field (NOTE 3) containing a URI that encodes an E.164 address been received (NOTE 6)?
	Calling Party Number parameter

Address signals
	Calling Party Number parameter 

 APRI
	Generic Number (additional calling party number) address signals
	Generic Number parameter APRI

	No
	No
	Network option to either include a network provided E.164 number (See table 4) or omit the Address signals.
(NOTE 4)
	Network option to set APRI to “presentation restricted” or “presentation allowed” 

(NOTE 4)
(See table 5)
As a network option the APRI “presentation restricted by the network” (NOTE 7) can be used instead of the APRI “presentation restricted”
	Parameter not included


	Not applicable



	No
	Yes
	Network Option to either include a network provided E.164 number (See table 4) or omit the Address signals.
(NOTE 4)
	Network option to set APRI to “presentation restricted” or “presentation allowed” 

(NOTE 4)

(See table 5)

As a network option the APRI “presentation restricted by the network” (NOTE 7) can be used instead of the APRI “presentation restricted”
	Network Option to either omit the parameter (if CgPN has been omitted) or derive from the “From” header
(NOTE 1) 
(See table 6)
	APRI = “presentation restricted” or “presentation allowed” depending on SIP Privacy header. 

(See table 6)



	Yes
	No
	Derive from 

P-Asserted-Identity

(See table 5)


	APRI = “presentation restricted” or “presentation allowed” depending on SIP Privacy header.

(See table 5)
	Not included
	Not applicable

	Yes
	Yes
	Derived from 

P-Asserted-Identity

(See table 5)
	APRI = “presentation restricted” or “presentation allowed” depending on SIP Privacy header.

(See table 5)
	Network Option to either omit the parameter or derive from the “From” header (NOTE 1)

(See table 6)
	APRI = “presentation restricted” or “presentation allowed” depending on SIP Privacy header.

(see table 6)

	NOTE 1:
This mapping effectively gives the equivalent of Special Arrangement to all SIP UAC with access to the I‑MGCF.

NOTE 2:
It is possible that the P-Asserted-Identity header field includes both a tel URI and a sip or sips URI. In this case, the tel URI or SIP URI with user=”phone”. The content of the host portion is out of the scope of this specification.

NOTE 3:
The “From” header may contain an “Anonymous User Identity”. An “Anonymous User Identity” includes information that does not point to the calling party. IETF RFC 3261 recommends that the display-name component contain "Anonymous". That the Anonymous User Identity will take the form defined in 3GPP TS 23.003 [74]. The Anonymous User Identity indicates that the calling party desired anonymity. The From header may also contain an Unavailable User Identity as defined in 3GPP TS 23.003 [74], that indicates that the calling party is unknown.
NOTE 4: 
A national option exists to set the APRI to “Address not available”.

NOTE 5: 
3GPP TS 24.229 guarantees that the received number is an E.164 number formatted as an international number, with a “+” sign as prefix. 

NOTE 6: 
The E.164 numbers considered within the present document are composed by a Country Code (CC), followed by a National Destination Code (NDC) , followed by a Subscriber Number (SN). On the IMS side, the numbers are international public telecommunication numbers (“CC”+”NDC”+”SN”) and are prefixed by a “+” sign. On the CS side, it is a network option to omit the CC.
NOTE 7: 
This ISUP parameter is a ETSI specific parameter described within ETSI EN 300 356-1 [70].


Table 4: Setting of the network-provided BICC/ISUP calling party number parameter with a CLI (network option)

	BICC/ISUP CgPN Parameter field
	Value

	Screening Indicator
	"network provided"

	Number Incomplete Indicator
	"complete"

	Number Plan Indicator
	ISDN/Telephony (E.164)

	Address Presentation Restricted Indicator
	Presentation allowed/restricted
As a network option the APRI “presentation restricted by the network” (NOTE) can be used instead of the APRI “presentation restricted”

	Nature of Address Indicator
	If next BICC/ISUP node is located in the same country set to “National (Significant) number" else set to "International number"

	Address signals
	If NOA is "national (significant) number" no country code should be included. If NOA is "international number", then the country code of the network-provided number should be included. 

	NOTE : 
This ISUP parameter is a ETSI specific parameter described within ETSI EN 300 356-1 [70]


Table 5: Mapping of P-Asserted-Identity and privacy headers to the ISUP/BICC calling party number parameter

	SIP Component
	Value
	BICC/ISUP Parameter / field
	Value

	P-Asserted-Identity header field (NOTE 1)
	 E.164 number
	Calling Party Number
	

	
	Number incomplete indicator 
	 "Complete" 

	
	Numbering Plan Indicator
	"ISDN/Telephony (E.164)"

	
	Nature of Address Indicator
	If CC encoded in the URI is equal to the CC of the country where MGCF is located AND the next BICC/ISUP node is located in the same country then

set to "national (significant) number" 

else set to "international number"



	
	Address Presentation Restricted Indicator (APRI)
	Depends on priv-value in Privacy header.

	
	Screening indicator 


	Network Provided

	Addr-spec


	"CC" "NDC" "SN" from the URI


	Address signal
	if NOA is "national (significant) number" then set to

"NDC" + "SN" 

If NOA is “international number" 

Then set to "CC"+" NDC"+"SN"

	Privacy header field is not present
	
	APRI
	Presentation allowed

	Privacy header field
	priv-value
	APRI
	"Address Presentation Restricted Indicator"

	priv-value 


	"header"
	APRI 
	Presentation restricted

	
	"user"
	APRI
	Presentation restricted

	
	"none" 
	APRI
	Presentation allowed

	
	"id" 
	APRI
	Presentation restricted

	NOTE 1:
It is possible that a P-Asserted –Identity header field includes both a TEL URI and a SIP or SIPS URI. In this case, the either the TEL URI or SIP URI with user=”phone” and a specific host portion, as selected by operator policy, may be used. 


7.2.3.1.2.7
Generic number

Table 6: Mapping of SIP from header field to BICC/ISUP generic number (additional calling party number) parameter (network option) 

	SIP component
	Value
	BICC/ISUP parameter / field
	Value

	From header field


	name-addr or addr-spec 
	Generic Number

Number Qualifier Indicator
	"Additional Calling Party number"

	 from-spec
	( name-addr / addr-spec) 
	
	

	
	Nature of Address Indicator
	If CC encoded in the URI is equal to the CC of the country where MGCF is located AND the next BICC/ISUP node is located in the same country then

Set to "national (significant) number" 

Else set to "international number"



	
	Number incomplete indicator
	"Complete" 

	
	Numbering Plan Indicator
	"ISDN/Telephony (E.164)"

	
	APRI 
	Depends on priv-value
unless Calling party number APRI = "presentation restricted by network"(NOTE) then set GN APRI to "presentation allowed".

	
	Screening indicator 
	"user provided not verified"

	Addr-spec


	"CC" "NDC" + "SN" from the URI


	Address signal
	if NOA is "national (significant) number" then set to

"NDC" + "SN" 

If NOA is "international number" 

Then set to "CC"+” NDC”+”SN”

	Privacy header field
	priv-value
	APRI
	"Address Presentation Restricted Indicator"

	Use same APRI setting as for Calling Party Number.

	NOTE : 
This ISUP parameter is a ETSI specific parameter described within ETSI EN 300 356-1 [70]


*******End 4A modified clause (and related sub-clauses) ***************

****** 5th modified sub-clause *********************************
7.2.3.1.2.9
Hop Counter (National option)

If the ingress INVITE request contains an encapsulated IAM with a Hop Counter parameter the I‑MGCF shall perform the normal ISUP Hop Counter procedure using the Hop Counter taken from the encapsulated IAM.

Otherwise, the I-MGCF shall perform the following interworking procedure if the Hop Counter procedure is supported in the CS network.

At the I‑MGCF the Max-Forwards SIP header shall be used to derive the Hop Counter parameter if applicable. Due to the different default values (that are based on network demands/provisions) of the SIP Max-Forwards header and the Hop Counter, a factor shall be used to adapt the Max Forwards to the Hop Counter at the I‑MGCF. For example, the following guidelines could be applied.

1)
Max-Forwards for a given message should be monotone decreasing with each successive visit to a SIP entity, regardless of intervening interworking, and similarly for Hop Counter.

2)
The initial and successively mapped values of Max-Forwards should be large enough to accommodate the maximum number of hops that may be expected of a validly routed call.

Table 7 shows the principle of the mapping:

Table 7: Max forwards -- hop counter

	Max-Forwards
	= X
	Hop Counter
	= INTEGER part of (X /Factor) =Y

	NOTE:
The Mapping of value X to Y should be done with the used (implemented) adaptation mechanism.


The Principle of adoption could be implemented on a basis of the network provision, trust domain rules and bilateral agreement.
**************** End 5th Modified sub-clause *****************************

**************** 2nd New section *************************
7.2.3.1.5a
Receipt of Suspend message (SUS) network initiated

If the I‑MGCF is the controlling exchange for the Suspend procedure, the actions taken on the ISUP side upon receipt of the Suspend message (SUS) are described in 2.4.1c/Q.764 and 10.2.1c/Q.1902.4.

When the I-MGCF is not the controlling exchange and encapsulated ISUP is supported by the far SIP UA then the SUS is encapsulated in the MIME body of an INFO request.
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Figure 9a: Receipt of SUS (network)

If encapsulated ISUP is not supported by the far SIP UA or a 415 (Unsupported Media Type) response, 488 (Not Acceptable Here) response or 493 (Undecipherable) response is received in response to the INFO request (with encapsulated ISUP SUS) then the I-MGCF shall assume controlling exchange responsibilities for the purpose of handling the network intiated Suspend message and perform the actions as described in 2.4.1c/Q.764 and 10.2.1c/Q.1902.4.

7.2.3.1.5b
Receipt of Resume message (RES) network initiated

If the I‑MGCF is the controlling exchange for the Suspend procedure (i.e., timer T6 is currently running), the actions taken on the ISUP side upon receipt of the Suspend message (SUS) are described in 2.4.2c/Q.764 and 10.2.2c/Q.1902.4.

When the I-MGCF is not the controlling exchange and encapsulated ISUP is supported by the far SIP UA then the RES is encapsulated in the MIME body of an INFO request.
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Figure 9a: Receipt of RES (network)

*************End 2nd new section ******************************

************6th modified sub-clause *****************************************
7.2.3.1.7
Coding of the REL

If the Reason header field with Q.850 Cause Value is included in the BYE or CANCEL request, then the Cause Value shall be mapped to the ISUP Cause Value field in the ISUP REL . The mapping of the Cause Indicators parameter to the Reason header is shown in Table 8a. Other information in an encapsulated REL received in a BYE request shall be passed to ISUP procedures. Table 8 shows the coding of the Cause Value in the REL if it is not available from the Reason header field or encapsulated ISUP. If not available from an encapsulated REL, the Location Field shall be set to "network beyond interworking point". 
Table 8: Coding of REL

	SIP Message (
	REL (

	Request
	cause parameter

	BYE
	Cause value No. 16 (normal clearing)

	CANCEL
	Cause value No. 31 (normal unspecified)


Table 8a – Mapping of SIP Reason header fields 
into Cause Indicators parameter 

	Component of SIP Reason header field
	Component value
	BICC/ISUP Parameter field
	Value 

	Protocol
	"Q.850"
	Cause Indicators parameter
	–

	protocol‑cause
	"cause = XX" 
(NOTE 1)
	Cause Value
	"XX" (NOTE 1)

	–
	–
	Location
	"network beyond interworking point"

	NOTE 1: 
"XX" is the Cause Value as defined in ITU-T Rec. Q.850.


Editor’s Note: The mapping of reason headers towards the ISDN may be misused due to possible user creation of the reason header since there is no screening in IMS.
***** End 6th Modified sub-clause ************************************

****** 7th Modified sub-clause  (new clause after 7.2.3.2)******************
7.2.3.2
Outgoing Call Interworking from ISUP to SIP at O-MGCF
7.2.3.2.0
General

When ISUP encapsulation is to be performed in the outgoing SIP message, ISUP message reassembly must be handled as described in subclause 7.2.2a.5.4.

***** End 7th Modified sub-clause / new clause ************************

***** 8th Modified sub-clause *****************************************************
7.2.3.2.1a
Sending of INVITE without determining the end of address signalling 
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Figure 14: Receipt of an IAM (Overlap signalling in CS an IMS network)

As a network option, the O-MGCF may send INVITE requests without determining the end of address signalling. If the O-MGCF sends an INVITE request before the end of address signalling is determined, the O-MGCF shall:

-
use the SIP precondition extension within the INVITE request; 

-
start timer Ti/w2; and

-
be prepared to process SAM as described below

-
be prepared to handle incoming SIP 404 or 484 error reponses as detailed in Clause 7.2.3.2.12.1.

NOTE:
An INVITE with incomplete address information will be rejected with a SIP 404 or 484 error response.

On receipt of a SAM from the BICC/ISUP side, the O‑MGCF shall:

· stop timer Ti/w3 (if it is running);

· send an INVITE request complying to the following:

-
The INVITE request shall use the SIP preconditions extension. 

-
The INVITE request shall include all digits received so far for this call in the Request‑URI.
-
 If an encapsulated ISUP IAM was included in the initial INVITE request, this subsequent INVITE request shall   include the same encapsulated ISUP IAM.
· restart Ti/w2;

If timer Ti/w2 has expired, the O‑MGCF shall ignore subsequent SAMs received.

****************End 8th Modified sub-clause **********************************
**************9th Modified sub-clause ******************************************
7.2.3.2.2.4
Max Forwards header

If the Hop Counter procedure is supported in the CS network, the O‑MGCF shall use the Hop Counter parameter to derive the Max-Forwards SIP header. Due to the different default values (that are based on network demands/provisions) of the SIP Max-Forwards header and the Hop Counter, an adaptation mechanism shall be used to adopt the Hop Counter to the Max Forwards at the O‑MGCF. For example, the following guidelines could be applied.

a) Max-Forwards for a given message should be monotone decreasing with each successive visit to a SIP entity, regardless of intervening interworking, and similarly for Hop Counter.

b) The initial and successively mapped values of Max-Forwards should be large enough to accommodate the maximum number of hops that may be expected of a validly routed call.

The table 17 shows the principle of the mapping:

Table 17: Hop counter-Max forwards

	Hop Counter
	= X
	Max-Forwards
	= Y = Integer part of (X * Factor)

	NOTE:
The Mapping of value X to Y should be done with the used (implemented) adaptation mechanism.


The factor used to map from Hop Counter to Max‑Forwards for a given call will depend on call origin, and will be provisioned at the O‑MGCF based on network topology, trust domain rules, and bilateral agreement.

The Principle of adaptation could be implemented on a basis of the network provision, trust domain rules and bilateral agreement.
In the case that encapsulated ISUP is to be sent from the O-MGCF, if the Hop Counter parameter is available, then the O-MGCF acting as an independent exchange shall perform the normal BICC/ISUP Hop Counter procedure as it constructs the outgoing encapsulated IAM. 

NOTE: 
The “Hop counter” parameter of the encapsulated IAM and the “Max-forwards” SIP header derived from the incoming IAM may be different values.
***** End 9th Modified sub-clause **************************************************

*******New sub-clauses ******************************************************
7.2.3.2.2.4B
Coding of encapsulated ISUP IAM parameters in outgoing INVITE request 

This subclause is used to specify coding of certain encapsulated ISUP information based on appropriate ISUP procedures. For computation of certain parameter/indicator values, the O‑MGCF is assumed to be an ISDN/PSTN exchange. 

7.2.3.2.2.4B.1
Nature of Connection Indicators

The O‑MGCF shall increment the satellite indicator in the Nature of Connection Indicators parameter.

7.2.3.2.2.4B.2
Propagation Delay Counter

The O‑MGCF should increase the Propagation Delay Counter parameter by an appropriate value based on available network configuration data that represents the delay of the IP network.

*******End new sub-clauses *****************************************
****** 10th Modified sub-clause ************************************************
7.2.3.2.4
Sending of ACM and awaiting answer indication

If the Address Complete Message (ACM) has not yet been sent, the following cases are possible trigger conditions that shall lead to the sending the address complete message (ACM):
-
the detection of end of address signalling by the expiry of Timer T i/w1 or,
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Figure 15: Sending of ACM T i/w1 elapses
-
the reception of the first 180 Ringing (an O-MGCF supporting the P-Early-Media header as a network option should initiate the sending of an awaiting answer indication only if a P-Early-Media header is not included in the 180 ringing) or,
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Figure 16: Sending of ACM (Receipt of first 180 Ringing without the authorisation of early media)
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Figure 16a: Sending of ACM (Receipt of first 180 Ringing that includes authorization of early media)
NOTE 1:
Based on local knowledge that the call is transited to a PSTN network, the O-MGCF can make a decision not to generate the awaiting answer indication when receiving the 180 Ringing message without a P-Early-Media header.
NOTE 2:
The setting of the ISUP ACM parameters is determined based on the encapsulated ISUP message, when present.

-
at an O-MGCF supporting the P-Early-Media header as a network option, once all the following sub-conditions have been met: {1} the reception of the first 183 Session Progress that includes a P-Early-Media header authorizing early media, and {2} SDP preconditions are not used, or applicable SDP preconditions have been met,
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Figure 16b: Sending of ACM (Receipt of first 183 that includes authorization of early media)

NOTE 1:
The setting of the ISUP ACM parameters is determined based on the encapsulated ISUP message, when present.

-
Ti/w 2 expires after the initial INVITE is sent.
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Figure 17: Sending of ACM (Ti/w2 elapses)

The sending of an awaiting answer indication is described in clause 9.2.3.3.
At an O-MGCF supporting the P-Early-Media header as a network option, if the O-MGCF receives a 18x response with a P-Early-Media header that changes the authorization of early media, the O-MGCF terminates the sending of the awaiting answer indication if the header authorizes early media, and initiates the sending of the awaiting answer indication if the header removes authorization of early media and if the O-MGCF has received the 180 Ringing response.
**** End 10th modified sub-clause ****************************************

****11th Modified sub-clause **********************************************
7.2.3.2.5
Coding of the ACM

When the incoming 180 (Ringing) response includes an encapsulated ISUP ACM, then the O-MGCF shall determine the appropriate ISUP parameters based on the encapsulated ISUP message.

Otherwise of the following ISDN user part parameters (described in ITU-T Recommendation Q.763 [4]) are defaulted as shown:  
7.2.3.2.5.1
Backward call indicators

bits
AB


Charge indicator Contributors



1 0

charge
bits
DC


Called party's status indicator



01
subscriber free if the 180 Ringing has been received.



00
no indication otherwise

bits
FE


Called party's category indicator



0 0

no indication

bits
HG

End-to-end method indicator



00

no end-to-end method available
bit

I

Interworking indicator



1
interworking encountered

As a network operator option, the value I = 0 "no interworking encountered" is used for TMR = 64 kBit/s unrestricted

NOTE: 
This avoids sending of a progress indicator with Progress information  0 0 0 0 0 0 1 "Call is not end-to-end ISDN; further call progress information may be available in‑band ", so the call will not be released for that reason by an ISDN terminal.

bit

J

End-to-end information indicator



0
no end-to-end information available

bit

K

ISDN user part/BICC indicator



0
ISDN user part not used all the way

As a network operator option, the value K = 1 "ISDN user part/BICC used all the way" is used for TMR = 64 kBit/s unrestricted 

NOTE: 
This avoids sending of a progress indicator with progress information 0 0 0 0 0 0 1 "Call is not end-to-end ISDN; further call progress information may be available in‑band ", so the call will not be released for that reason by an ISDN terminal.

bit

L

Holding indicator (national use) 


0
holding not requested

bit

M

ISDN access indicator

0
terminating access non-ISDN
As a network operator option, the value M = 1 "terminating access ISDN" is used for TMR = 64 kBit/s unrestricted.

NOTE: 
This avoids sending of a progress indicator with progress information 0 0 0 0 0 1 0 " Destination access is non-ISDN", so the call will not be released for that reason by an ISDN terminal.
bit

N

Echo control device indicator


1
outgoing echo control device included, for speech calls, e.g., TMR is "3.1KHz audio".

0
outgoing echo control device not included, for known data calls, e.g., TMR "64 kBit/s unrestricted" or 


HLC "Facsimile Group 2/3".

*** End 11th modified sub-clause **********************************************

****12th Modified sub-clause ****************************************************
7.2.3.2.7
Coding of the CPG

When the incoming 18x response includes an encapsulated ISUP CPG, then the O-MGCF shall determine the appropriate ISUP parameters based on the encapsulated ISUP message.

Otherwise the following ISDN user part parameters (described in ITU-T Recommendation Q.763 [4]) are defaulted as shown:
7.2.3.2.7.1
Event information

bits
G-A



Event indicator



0 0 0 0 0 0 1
alerting if 180 Ringing response received 







0 0 0 0 0 1 1
in-band information or an appropriate pattern is now available, if the received 183 Session 






Progress response and most recently received P-Early-Media header authorizes early media
**** end 12th modified sub-clause ********************************
*** 13th modified clause (and related sub-clause) *************************
7.2.3.2.9
Coding of the ANM
When the incoming 200 (OK) response to the INVITE request includes an encapsulated ISUP ANM, then the O-MGCF shall determine the appropriate ISUP parameters based on the encapsulated ISUP message. Otherwise the ANM parameters shall be set according to the following subclauses.

7.2.3.2.9.1
Backwards Call Indicators

If ISUP procedures determine Backwards Call Indicators are to be included in the ANM, then the coding of these parameters shall be as described in clause 7.2.3.2.5.1.
***** end 13th modified clause ********************
***********14th modified clause ******************************
7.2.3.2.11
Coding of the CON

When the incoming 200 (OK) response to the INVITE request includes an encapsulated ISUP CON, then the O-MGCF shall determine the appropriate ISUP parameters based on the encapsulated ISUP message. Otherwise the CON parameters shall be set according to the following subclauses.

The description of the following ISDN user part parameters can be found in ITU-T Recommendation Q.763 [4].

7.2.3.2.11.1
Backward call indicators

The Called Party's status indicator (Bit DC) of BCI parameter is set to "no indication". The other BCI indicators shall be set as described in clause 7.2.3.2.5.1.
************End 14th modified sub-clause ************************
*************15th modified sub-clause ***************************

7.2.3.2.12
Receipt of Status Codes 4xx, 5xx or 6xx 
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Figure 21: Receipt of Status codes 4xx, 5xx or 6xx

If a Reason header is included in a 4XX, 5XX, 6XX response, then the Cause Value of the Reason header shall be mapped to the ISUP Cause Value field in the ISUP REL message. The mapping of the Reason header to the Cause Indicators parameter is shown in Table 8a (see 7.2.3.1.7). Otherwise coding of the Cause parameter value in the REL message is derived from the SIP Status code received according to table 18. The Cause Parameter Values are defined in ITU-T Recommendation Q.850 [38]. 
Editor's Note: The usage of the Reason header in responses is FFS.
If an encapsulated REL is received it shall be passed to ISUP procedures without modification.
In all cases where SIP itself specify additional SIP side behaviour related to the receipt of a particular INVITE response these procedures should be followed in preference to the immediate sending of a REL message to BICC/ISUP. 

If there are no SIP side procedures associated with this response, the REL shall be sent immediately.

NOTE:
 If an optional Reason header is included in a 4XX, 5XX, 6XX, then the Cause Value of the Reason header can be mapped to the ISUP Cause Value field in the ISUP REL message. The mapping of the optional Reason header to the Cause Indicators parameter is out of the scope of the present specification.
NOTE
Depending upon the SIP side procedures applied at the O-MGCF it is possible that receipt of certain 4xx/5xx/6xx responses to an INVITE may in some cases not result in any REL message being sent to the BICC/ISUP network. For example, if a 401 Unauthorized response is received and the O-MGCF successfully initiates a new INVITE containing the correct credentials, the call will proceed.
Table 18: 4xx/5xx/6xx Received on SIP side of O-MGCF

	(REL (cause code)
	(4xx/5xx/6xx SIP Message

	127 (interworking unspecified)
	400 Bad Request

	127 (interworking unspecified)
	401 Unauthorized

	127 (interworking unspecified)
	402 Payment Required

	127 (interworking unspecified)
	403 Forbidden

	1 (Unallocated number)
	404 Not Found

	127 (interworking unspecified)
	405 Method Not Allowed

	127 (interworking unspecified)
	406 Not Acceptable

	127 (interworking unspecified)
	407 Proxy authentication required

	127 (interworking unspecified)
	408 Request Timeout

	22 (Number changed)
	410 Gone

	127 (interworking unspecified)
	413 Request Entity too long

	127 (interworking unspecified)
	414 Request-URI too long

	127 (interworking unspecified)
	415 Unsupported Media type

	127 (interworking unspecified)
	416 Unsupported URI scheme

	127 (interworking unspecified)
	420 Bad Extension

	127 (interworking unspecified)
	421 Extension required

	127 (interworking unspecified)
	423 Interval Too Brief

	24 (call rejected due to ACR supplementary service)
	433 Anonymity Disallowed.(NOTE 1)

	20 Subscriber absent
	480 Temporarily Unavailable

	127 (interworking unspecified)
	481 Call/Transaction does not exist

	127 (interworking unspecified)
	482 Loop detected

	127 (interworking unspecified)
	483 Too many hops

	28 (Invalid Number format)
	484 Address Incomplete

	127 (interworking unspecified)
	485 Ambiguous

	17 (User busy)
	486 Busy Here

	127 (Interworking unspecified) or not interworked. (NOTE 2)
	487 Request terminated

	127 (interworking unspecified)
	488 Not acceptable here

	127 (interworking unspecified)
	493 Undecipherable

	127 (interworking unspecified)
	500 Server Internal error

	127 (interworking unspecified)
	501 Not implemented

	127 (interworking unspecified)
	502 Bad Gateway

	127 (interworking unspecified)
	503 Service Unavailable

	127 (interworking unspecified)
	504 Server timeout

	127 (interworking unspecified)
	505 Version not supported

	127 (interworking unspecified)
	513 Message too large

	127 (interworking unspecified)
	580 Precondition failure

	17 (User busy)
	600 Busy Everywhere

	21 (Call rejected)
	603 Decline

	1 (unallocated number)
	604 Does not exist anywhere

	127 (interworking unspecified)
	606 Not acceptable

	NOTE 1:
Anonymity Disallowed, draft-ietf-sip-acr-code-02 [77] refers.

NOTE 2:
No interworking if the O-MGCF previously issued a CANCEL request for the INVITE.

NOTE 3:
The 4xx/5xx/6xx SIP responses that are not covered in this table are not interworked.


******* End 15th modified sub-clause ***************************************

********16th Modified sub-clause *****************************************
7.2.3 2.13
Receipt of a BYE
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Figure 22: Receipt of BYE method

If a Reason header field with Q.850 Cause Value is included in the BYE request, then the Cause Value shall be mapped to the ISUP Cause Value field in the ISUP REL. The mapping of the Reason header to the Cause Indicators parameter is shown in Table 8a (see 7.2.3.1.7).
On receipt of a BYE request containing an encapsulated REL, the O-MGCF shall send the REL to ISUP procedures. On receipt of a BYE request, and no (optional) Reason header field or encapsulated REL is included the O-MGCF sends a REL message with Cause Code value 16 (Normal Call Clearing).

**********end 16th modified sub-clause *****************************

******** 17th modified sub-clause ******************************
7.2.3.2.15
Receipt of RSC, GRS or CGB (H/W oriented)

If a RSC, GRS or CGB (H/W oriented) message is received and a final response (i.e. 200 OK (INVITE) has already been received the O-MGCF shall send a BYE method. If a final response (i.e. 200 OK (INVITE)) has not already been received the O-MGCF shall send a CANCEL method.
A Reason header field containing the (Q.850) Cause Value of the REL message sent by the O‑MGCF shall be added to the SIP message (BYE or CANCEL request) to be sent by the SIP side of the O‑IWU.
In the case ISUP encapsulation is in use the RSC, GRS or CGB ISUP messages shall not be encapsulated, however if a BYE request is sent, it shall encapsulate the REL message that would be sent towards a forward ISUP node. 

Editor's Note: It is FFS whether to indicate the cause value for internal error in the network to the user.
********* End 17th Modified sub-clause *****************************

**********18th modified sub-clause ********************************
7.4.1
Calling line identification presentation/restriction (CLIP/CLIR)

The inter working between the Calling Party Number parameter and the P-Asserted-ID header and vice versa used for the CLIP-CLIR service is defined in the clauses 7.2.3.1.2.6 and 7.2.3.2.2.6. This inter working is essentially the same as for basic call and differs only in that if the CLIR service is invoked the "Address Presentation Restriction Indicator (APRI)" (in the case of ISUP to SIP calls) or the "priv value" of the "calling" Privacy header field (in the case of SIP to ISUP calls) is set to the appropriate "restriction/privacy" value. 

In the specific case of ISUP originated calls, use of the CLIP service additionally requires the ability to determine whether the number was network provided or provided by the access signalling system. Due to the possible SIP indication of the P-Asserted-Identity the Screening indicator is set at the O-MGCF to network provided as default if this parameter is not available in encapsulated ISUP (if any).  Alternatively, if encapsulated ISUP is present the Screening Indicator shall be set according to the encapsulated ISUP . For the CLIP-CLIR service the mapping of the APRI from privacy header at the O-MGCF is described within table 16 in Clause 7.2.3.2.2.6. 

At the O-MGCF the presentation restricted indication shall be mapped to the privacy header = "id" and "header". This is described in table 5 in clause 7.2.3.1.2.6.
*******************End 18th modified sub-clause **********************************

**** 19th modified Clause (and related sub-clauses) ************************

7.4.2
Connected line presentation and restriction (COLP/COLR)

The COLP/COLR services are only to be interworked between trusted nodes - that is before passing any COLP/COLR information over the SIP-BICC/ISUP boundary the MGCF shall satisfy itself that the nodes on the BICC/ISUP side to which the information is to be passed are trusted. 

7.4.2.1
Incoming Call Interworking From SIP to BICC/ISUP At The I-MGCF

7.4.2.1.1
INVITE to IAM interworking (SIP to ISUP/BICC calls)

In the case of SIP to ISUP/BICC calls with no encapsulated ISUP the I-MGCF may invoke the COLP service as an operator option by setting the "Connected Line Identity Request indicator" parameter of the "Optional forward call indicator" of the IAM to "requested".

NOTE: This implies that all outgoing calls will invoke the COLP/COLR service.
In the case of SIP to ISUP/BICC calls with encapsulated ISUP present in the received SIP, the I-MGCF shall follow the procedures in 7.2.2a.4
7.4.2.1.2
ANM/CON to 200 OK (INVITE)

Tables 20 and 21 specify the interworking required in the case when the COLP has been requested. The table also indicates the inter workings required if the COLP service has been invoked and the called party has or has not invoked the COLR service.

Table 20 – Mapping to P-Asserted-Identity and Privacy Header Fields

	SIP Component
	Setting

	P-Asserted-Identity
	See table 21

	Privacy
	See table 22




Table 21 - Mapping of connected number parameter to SIP P-Asserted-Identity header fields

	BICC/ISUP parameter / field
	Value
	SIP component
	Value

	Connected Number 
	
	P-Asserted-Identity header field


	

	Nature of Address Indicator
	 "national (significant) number"


	Tel URI or SIP URI

(NOTE 1)
	Add CC (of the country where the MGCF is located) to Connected PN address signals to construct E.164 number in URI. Prefix number with “+”. 



	
	"international number"

 
	
	Map complete Connected address signals to construct E.164 number in URI. Prefix number with "+".

 

	Address signal
	If NOA is "national (significant) number" then the format of the address signals is: 

NDC + SN 

If NOA is "international number" 

 then the format of the address signals is: 

CC + NDC + SN
	
	

	
	
	Tel URI or SIP URI
(NOTE 1)
	CC+NDC+SN as E.164 number in URI. Prefix number with "+".

	NOTE 1: 
A tel URI or a SIP URI with “user=phone” is used according to operator policy.


Table 22: Mapping of BICC/ISUP APRIs into SIP privacy header fields

	BICC/ISUP parameter / field
	Value
	SIP component
	Value

	Connected Number


	
	Privacy header field
	priv-value

	APRI

(See to determine which APRI to use for this mapping)
	"presentation restricted"
	Priv-value
	 "id"

("id" included only if the P-Asserted-Identity header is included in the SIP INVITE)

	
	 "presentation allowed"

 
	Priv-value

 
	omit Privacy header

or Privacy header without "id" if other privacy service is needed


7.4.2.2
Outgoing Call Interworking from BICC/ISUP to SIP at O-MGCF
7.4.2.0 General

In the case that encapsulated ISUP is present, the O-MGCF shall proceed with the interworking outlined in this clause and shall in addition use the procedures for de-encapsulation outlined in clause 7.2.2a.4.
7.4.2.2.1
IAM to INVITE interworking (ISUP to SIP calls)

The O-MGCF determines that the COLP service has been requested by the calling party by parsing the "Optional Forward Call Indicators" field of the incoming IAM. If the "Connected Line Identity Request indicator" is set to "requested" then the BICC/ISUP to SIP interworking node shall ensure that any backwards "connected party" information is interworked to the appropriate parameters of the ISUP ANM or CON message sent backwards to the calling party as detailed within this clause. 

The O-MGCF has to store the status of the "Connected Line Identity Request indicator".

7.4.2.2.2
1XX to ANM or CON interworking

If the P-Asserted-Identity header field is included within a 1XX SIP response, the identity shall be stored within the O-MGCF together with information about the SIP dialogue of the 1XX SIP response and be included within the ANM or CON message. In accordance with ISUP procedures a connected number shall not be included within the ACM message. The mapping of the of the P-Asserted-Identity and Privacy header fields is shown in tables 23 and 24. 

7.4.2.2.3
200 OK (INVITE) to ANM/CON interworking

Tables 23 and 24 specify the interworking required in the case when the calling party has invoked the COLP service. The tables also indicate the interworking procedures required if the calling party has invoked the COLP service and the called party has or has not invoked the COLR service. 

If no P-Asserted-Identity header field is provided within the 200 OK (INVITE) message, the stored information previously received in last provisional 1XX response of the same SIP dialogue shall be used. 

NOTE: Due to forking, other P-Asserted-Identities may have been received in different SIP dialogues.

If the Calling Party has requested the COLP service (as indicated by the stored request status) but the 200 OK (INVITE) and previous 1XX provisional responses do not include a P-Asserted-Identity header field, the O-MGCF shall set up a network provided Connected Number with an Address not Available indication. 

If the P-Asserted-Identity is available then the Connected number has to be setup with the screening indication as network provided (if no encapsulated ISUP information is available). The mapping of the P-Asserted-Identity and Privacy (if available) is shown in table 24.

Table 23 – Connected number parameter mapping

	( ANM/CON
	( 200 OK INVITE

	Connected Number (Network Provided)
	P-Asserted-ID

	Address Presentation Restriction Indication
	Privacy Value Field


Table 24: Mapping of P-Asserted-Identity and privacy headers to the ISUP/BICC connected number parameter

	SIP component
	Value
	BICC/ISUP parameter / field
	Value

	P-Asserted-Identity header field (NOTE 1)
	 E.164 number
	Connected Number
	

	
	Number incomplete indicator 
	 "Complete" 

	
	Numbering Plan Indicator
	"ISDN/Telephony (E.164)"

	
	Nature of Address Indicator
	If CC encoded in the URI is equal to the CC of the country where MGCF is located AND the next BICC/ISUP node is located in the same country then

set to "national (significant) number"

else set to "international number"



	
	Address Presentation Restricted Indicator (APRI)
	Depends on priv-value in Privacy header.

	
	Screening indicator 


	Network Provided

	Addr-spec


	"CC” “NDC” “SN" from the URI


	Address signal
	if NOA is “national (significant) number” then set to

“NDC” + “SN” 

If NOA is “international number” 

Then set to “CC”+” NDC”+”SN”

	Privacy header field is not present
	
	APRI
	Presentation allowed

	Privacy header field
	priv-value
	APRI
	"Address Presentation Restricted Indicator"

	priv-value 


	"header”
	APRI 
	Presentation restricted

	
	"user"
	APRI
	Presentation restricted



	
	"none" 
	APRI
	Presentation allowed

	
	"id" 
	APRI
	Presentation restricted

	NOTE 1:
It is possible that a P-Asserted –Identity header field includes both a TEL URI and a SIP or SIPS URI. In this case, the TEL URI or SIP URI with user=”phone”. The contents of the host portion is out of the scope of this specification.


************** end 19th Modified clause (and related sub-clauses) ***********
*************20th modified sub-clause *************************************
7.4.6
Call Forwarding Busy (CFB)/ Call Forwarding No Reply (CFNR) / Call Forwarding Unconditional (CFU)

If no encapsulated ISUP is available the actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.732.2-4 [42] under the clause "Interactions with networks not providing any call diversion information".
In the case that encapsulated ISUP information is available Call forwarding in the PSTN requires no additional interworking beyond use of ISUP encapsulation.
*************end 20th Modified clause *************************

************21st modified clause *************************
7.4.7
Call Deflection (CD)

If no encapsulated ISUP is present the actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.732.5 [42] under the clause "Interactions with other networks". 
If encapsulated ISUP is present, no additional interworking is needed beyond the use of ISUP encapsulation.
************end 21st modified clause *********************

***********22nd modified clause *****************************
7.4.8
Explicit Call Transfer (ECT)

Full support of the service may be realized through the use of ISUP encapsulation. If ISUP encapsulation is not supported between peer SIP signalling entities for this service, then when the MGCF receives a FAC message with Generic notification indicator coded as “Call transfer active” and a CPG with Generic notification indicator coded as “Remote hold” was received previously for the current communication, the action described in table 1 applies. In all other (non ISUP encapsulation) cases the actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.732.7 [42] under the clause "Interactions with other networks".
Table 1: Mapping between ISUP and SIP for the Explicit Communication Transfer supplementary service
	ISUP message
	Mapping

	FAC with a "call transfer, active" Generic notification indicator
	As described for CPG message with a ‘remote retrieval’ Generic notification indicator in Subclause 7.4.10.2


***********end 22nd modified clause ****************

*******23rd modified clause *********************

7.4.9
Call Waiting

Full support of the service may be realized through the use of ISUP encapsulation.  If ISUP encapsulation is not supported between peer SIP signalling entities for this service, then the actions of the MGCF at the ISUP/BICC side are described in ITU-T Q.733.1 [42] under the clause "Interactions with other networks".
********end 23rd modified clause **************************

********24th modified clause *****************
7.4.10
Call Hold

The service is interworked as indicated in 3GPP TS 23.228 [12].

7.4.10.1
Session hold initiated from the IM CN subsystem side

The IMS network makes a hold request by sending an UPDATE or re-INVITE message with an "inactive" or a "sendonly" SDP attribute (refer to RFC 3264 [36]) , depending on the current state of the session. Upon receipt of the hold request from the IMS side, if an encapsulated ISUP CPG is present, the MGCF shall send the CPG message to the CS side. If no encapsulated ISUP CPG is present, the MGCF shall send a CPG message to the CS side with a ‘remote hold’ Generic notification indicator. To resume the session, the IMS side sends an UPDATE or re-INVITE message with a “recvonly” or “sendrecv” SDP attribute, depending on the current state of the session. Upon receipt of the resume request from the IMS side, if an encapsulated ISUP CPG is present, the MGCF shall send the CPG message to the CS side. If no encapsulated ISUP CPG is present the MGCF shall send a CPG message to the CS side with a ‘remove retrieval’ Generic notification indicator. However, the I-MGCF shall not send a CPG message upon reception of SDP containing “inactive” media within an initial INVITE request establishing a new SIP dialogue and upon reception of the first subsequent SDP activating those media.

The user plane interworking of the hold/resume request is described in the clause 9.2.9. 
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Figure 30a Session hold/resume initiated from the IM CN subsystem side

7.4.10.2
Session hold initiated from the CS network side

When an MGCF receives a CPG message with a ‘remote hold’ Generic notification indicator and the media on the IMS side are not “sendonly” or “inactive”, the MGCF shall forward the hold request by sending an UPDATE or re-INVITE message containing SDP with “sendonly” or “inactive” media, as described in RFC 3264 [36]. 

When an MGCF receives a CPG message with a ’remote retrieval’ Generic notification indicator and the media on the IMS side are not “sendrecv” or “recvonly”, the MGCF shall forward the resume request by sending an UPDATE or re-INVITE message containing SDP with “sendrecv” or “recvonly” media, as described in RFC 3264 [36]. 
If the MGCF receives a CPG with ‘remote hold’ or ‘remote retrieval’ before answer, it shall forward the request using an UPDATE message.  If the MGCF receives a CPG with ‘remote hold’ or ‘remote retrieval’ after answer, it should forward the request using re-INVITE but may use UPDATE.
If link aliveness information is required at the IM-MGW while the media are on hold, the O-MGCF should provide modified SDP RR and RS bandwidth modifiers specified in IETF RFC 3556 [59] within the UPDATE or re-INVITE messages holding and retrieving the media to temporarily enable RTCP while the media are on hold, as detailed in Clause 7.4 of 3GPP TS 26.236 [32]. If no link aliveness information is required at the IM-MGW, the O-MGCF should  provide the SDP RR and RS bandwidth modifiers previously used.

The interworking does not impact the user plane, unless the MGCF provides modified SDP RR and RS bandwidth modifiers within the UPDATE or re-INVITE messages. If the MGCF provides modified SDP RR and RS bandwidth modifiers to the IMS side, the MGCF shall also provide modified SDP RR and RS bandwidths to the IM-MGW, as described in the clause 9.2.10.
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Figure 30b Session hold/resume initiated from the CS network side

****************end 24th modified clause *******************************

****************25th modified clause *************************************
7.4.11
Call Completion on busy subscriber

Full support of the service may be realized through the use of ISUP encapsulation. The following ISUP messages and parameters are necessary for the CCBS service: IAM message with the CCSS and Forward call indicators parameters; and REL message with the Cause indicator parameter. If encapsulation is not supported between peer SIP signalling entities for this service, then the actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.733.3 [42] under the clause "Interactions with other networks".
***************end 25th modified clause ********************************

*************26th modified clause ************************************
7.4.12
Completion of Calls on No Reply (CCNR)

Full support of the service may be realized through the use of ISUP encapsulation. The following ISUP messages and parameters are necessary for the CCNR service: IAM message with the CCSS and Forward call indicators parameters; and ACM and CPG messages with the CCNR Possible parameter. If encapsulation is not supported between peer SIP signalling entities for this service, then the actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.733.5 [42] under the clause "Interactions with other networks".
*****************end 26th modified clause *********************

************27th modified clause ************************
7.4.13
Terminal Portability (TP)

Full support of the service may be realized through the use of ISUP encapsulation. The following ISUP messages and parameters are necessary for the TP service: SUS message with the Suspend indicators parameter; and the RES message with the Resume indicators parameter. If encapsulation is not supported between peer SIP signalling entities for this service, then the default behaviour of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.733.4 [42] under the clause "Interactions with other networks".
************ end 27th modified clause **************************

**************28th modified clause *******************************
7.4.14
Conference calling (CONF) / Three-Party Service (3PTY)
If encapsulated ISUP is not supported the default behaviour of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.734.1[42] under the clause "Interactions with other networks". In addition, the MGCF may apply the interworking from ISUP to SIP described in Table 24aa.
Alternatively (also in the case where encapsulated ISUP is supported between peer SIP entities), the MGCF may (shall - in the case of encapsulated ISUP) apply the interworking from ISUP CONF/3PTY Supplementary service to the TISPAN Simulation Conference Service as described in Clause 7.5.6. 
Table 24aa: Mapping between ISUP and SIP for the Conference Calling (CONF) and Three-Party Service (3PTY) supplementary service

	ISUP message
	Mapping

	CPG with a "Conference established" Generic notification indicator
	As described for CPG message with a ‘remote retrieval’ Generic notification indicator in Subclause 7.4.10.2

	CPG with a "Conference disconnected" Generic notification indicator
	As described for CPG message with a ‘remote ’retrieval’ Generic notification indicator in Subclause 7.4.10.2

	CPG with an "isolated" Generic notification indicator
	As described for CPG message with a ‘remote hold’ Generic notification indicator in Subclause 7.4.10.2

	CPG with a  "reattached" Generic notification indicator
	As described for CPG message with a ‘remote retrieval’ Generic notification indicator in Subclause 7.4.10.2


**********end 28th modified clause *********************

***********29th modified clause **********************
7.4.16
Closed User Group (CUG)

Full support of the service may be realized through the use of ISUP encapsulation. The following ISUP message and parameters are necessary for the CUG service: IAM message with the CUG interlock code, forward call indicators, and Optional forward call indicator parameters. If encapsulation is not supported between peer SIP signalling entities for this service, then the actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.735.1[42] under the Clause 1.5.2.4.2 "Exceptional procedures".
**********end 29th modified clause **********************

**********30th modified clause ***************************
7.4.17
Multi-Level Precedence and Pre-emption (MLPP)

Full support of the service may be realized through the use of ISUP encapsulation. The following ISUP messages and parameters are necessary for the MLPP service to supplement the SIP header information: IAM with the Precedence parameter; and ACM and CPG with the Generic notification and Optional backward call indicators parameters. If encapsulation is not supported between peer SIP signalling entities for this service, then the actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.735.3 [42] under the clause "Interactions with other networks".
**********end 30th modified clause ****************************

*********31st modified clause ****************************
7.4.18
Global Virtual Network Service (GVNS)

Full support of the service may be realized through the use of ISUP encapsulation. The following ISUP messages and parameters are necessary for the GVNS service: IAM message with the forward call indicators parameter; and the ANM and CON messages with the Backward GVNS parameters. If encapsulation is not supported between peer SIP signalling entities for this service, then the actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.735.6 [42] under the clause "Interactions with other networks".
**********end 31st modified clause *******************

***********32nd modified clause ************************
7.4.20
Reverse charging (REV)

Full support of the service may be realized through the use of ISUP encapsulation. The following ISUP messages and parameter are necessary for the REV service: IAM, ANM, CON, and FAC messages with the remote operations parameter. If encapsulation is not supported between peer SIP signalling entities for this service, then the actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.736.3 [42] under the clause "Interactions with other networks".
*************end 32nd modified clause *******************

***************33rd modified clause **********************
7.4.21
User-to-User Signalling (UUS)

Full support of the service may be realized through the use of ISUP encapsulation. The following ISUP messages and parameters are necessary for the UUS service: IAM message with the Forward call indicators parameter; IAM, ACM, CPG, ANM, and CON messages with the User to user indicators and User to user information parameters; USR and SGM messages with the user to user information parameter; and FAC, FAA, and FRJ messages with the facility indicator parameter. If encapsulation is not supported between peer SIP signalling entities for this service, then the actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.737.1[42] under the clause "Interactions with other networks".
***************end 33rd modified clause ***************************
*****Modification to Annex C*********************

Annex C (normative):
Interworking of CPC parameter
The CPC extension to tel-URI Parameter is defined in [76].
C.1
Interworking SIP to ISUP

Table C.1-1 shows the mapping of a CPC parameter received in a P-Asserted-Identity header in the initial INVITE request to the Calling party's category parameter in the ISUP IAM.

Table C.1-1: Mapping of the CPC parameter to the ISUP Calling party's category parameter

	SIP Parameters


	ISUP Parameters

	cpc received in a
P-Asserted-Identity
	Accept-Contact

'language'
	Sent Calling party's category 

	operator
	French
	operator, language French

	operator
	English
	operator, language English

	operator
	German
	operator, language German

	operator
	Russian
	operator, language Russian

	operator
	Spanish
	operator, language Spanish

	ordinary
	
	ordinary calling subscriber

	test
	
	Test call

	payphone
	
	Payphone

	cellular 
	
	mobile terminal located in the home PLMN

	cellular-roaming 
	
	mobile terminal located in a visited PLMN

	ieps
	
	IEPS call marking for preferential call set up


NOTE:
In case the cpc is absent or contains values that are not in this table and there is no encapsulated ISUP then the ISUP shall contain the default CPC value "ordinary calling subscriber". If the cpc SIP parameter is absent or contains values that are not in this table and encapsulated ISUP is present then the ISUP cpc parameter shall assume the same value as that of the cpc parameter in the encapsulated ISUP.
C.2
Interworking ISUP to SIP

Table C.2-1 shows the mapping of a Calling party's category received in a ISUP with the cpc parameter within the regarding P-Asserted-Identity.

Table C.2-1: Mapping of the ISUP Calling party's category parameter to the CPC parameter

	ISUP Parameters
	SIP Parameters



	received calling party's category 
	cpc sent in a P-Asserted-Identity
	Accept-Contact

'language'

	operator, language French
	operator
	French

	operator, language English
	operator
	English

	operator, language German
	operator
	German

	operator, language Russian
	operator
	Russian

	operator, language Spanish
	operator
	Spanish

	ordinary calling subscriber
	ordinary
	

	test call
	test
	

	payphone
	payphone
	

	mobile terminal located in the home PLMN
	cellular
	

	mobile terminal located in a visited PLMN
	cellular roaming
	

	IEPS call marking for preferential call set up
	ieps
	


************ end modification to Annex C *****************
****************END OF CR **********************************************
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