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*** 1st change ***

6
Control plane interconnection
6.1
Definition of Inter-IMS Network to Network Interconnection 

6.1.1
SIP methods and headers

6.1.1.1
General

The functional entity closest to the border of an IMS network towards an Inter-IMS Network to Network Interconnection (see reference model in Clause 5) shall provide the capabilities specified for that network element in Annex A.2 of TS 24.229 [5] with modifications as described in the following sub-clauses.

Editor’s Note:
Possible additional requirements and modifications will be discussed in the following sub-clauses.

6.1.1.2
SIP methods

3GPP TS 24.229 [5] defines the methods allowing an IBCF to interconnect to an IBCF placed in another IM CN subsystem.

6.1.1.3
SIP headers

The IBCF shall provide the capabilities to manage and modify SIP headers according to section 5.10 and Annex A of TS 24.229 [5], with modifications as described in the following sub-clauses.

6.1.1.3.1 Trust and not trust domain

In case there is a trust relationship between the two IM CN subsystems connected by II-NNI, the IBCF acting as contact point shall apply the procedures described in the section 4.4 of TS 24.229 [5], before forwarding the SIP signalling to the next IBCF.
In case there is not a trust relationship between the two IM CN subsystems connected by II-NNI, the IBCF acting as exit point shall apply the procedures described in the section 5.10.2 of TS 24.229 [5] before forwarding the SIP signalling to the IBCF acting as entry point; this one shall apply the procedures described in the section 5.10.3 of TS 24.229 [5]. 

Moreover

· the History-Info header and 

· the P-Asserted-Service header

shall be managed according to operator policy before forwarding the SIP signalling to the IBCF acting as entry point.

Editor’s Note:
Modification about the handling of these headers is FFS.

The management of the SIP headers (if present) over II-NNI in case of a presence or not of a trust relationship between the two interconnected IM subsystems is wrapped up in the following table.

Table 6.1: Management of SIP headers over II-NNI in presence or not of a trust relationship
	Item
	Header
	Trust domain
	Not trust domain

	1
	P-Asserted-ID
	As specified in 3GPP TS 24.229 [5], clause 4.4


	As specified in 3GPP TS 24.229 [5], clause 5.10



	2
	P-Access-Network-Info
	As specified in 3GPP TS 24.229 [5], clause 4.4


	As specified in 3GPP TS 24.229 [5], clause 5.10



	3
	Resource Priority
	As specified in 3GPP TS 24.229 [5], clause 4.4


	As specified in 3GPP TS 24.229 [5], clause 4.4



	4
	History-Info
	As specified in 3GPP TS 24.229 [5], clause 4.4


	To be managed according to operator policy



	5
	P-Asserted Service
	As specified in 3GPP TS 24.229 [5], clause 4.4


	To be managed according to operator policy 



	
	
	
	


6.1.1.3.2 Accept-Contact header

This header over II-NNI shall include, if already present (e.g. inserted by the UE), all supported ICSI values (coded as specified in TS 24.229 [5]), and IARI values (coded as specified in TS 24.229 [5]), for the IMS communication

services and IMS applications to be used in a g.ims.app_ref feature tag as defined in TS 24.229 [5] and

RFC 3841 [x].
6.1.1.3.3 Allow header

The Allow header shall be present in the initial INVITE and the 2xx response to the initial INVITE. 
The header value shall list the supported methods, i.e. at a minimum, INVITE, PRACK, UPDATE, ACK, CANCEL, and BYE.
6.1.1.3.4 Call-ID header

The Call-ID value shall be globally unique as described in RFC 3261 [x] section 8.1.1.4, and it should use a suitably long random value (the value used as the 'tag' for the From header of the request might even be reused) instead of appending the IP address or hostname to the Call-ID, in the way suggested by RFC 3323 [x] section 4.1 for protecting privacy. When privacy is requested by the session originator, the UA of the session originator should use a privacy protected Call-ID. 

The IBCF may generate a privacy protected Call-ID in support of the network interconnection.
6.1.1.3.5 Contact header

The IBCF shall set the SIP profile to populate the Contact header in an INVITE request, a reliable provisional response and in a 2xx response to an INVITE request, with a SIP URI. Support for any other type of URI is optional. 

This header over II-NNI shall include, if already present (e.g. inserted by the UE), all supported ICSI values (coded as specified in TS 24.229 [5]), and IARI values (coded as specified in TS 24.229 [5]), for the IMS communication

services and IMS applications to be used in a g.ims.app_ref feature tag as defined in TS 24.229 [5] and

RFC 3840 [x].
When the user is requesting privacy, the Contact header should not contain any domain names; the IP address form should be used instead. It should be noted that, in systems with multiple network interfaces, use of the (single) IP address form can reduce the overall system reliability. If multiple interfaces exist and reliability is a concern, then refraining from use of the IP address form is considered to be a reasonable trade-off.

The IBCF shall set the SIP profile to populate the Contact header in a 3xx response to an INVITE request with a valid SIP URI or tel URI.  If the new destination is a telephone number, it shall contain a tel URI with the number of the new destination, as described in section 8. Support for any other type of URI is optional.

6.1.1.3.6 From header

In support of user privacy, the IBCF restricts the allowable contents of the From header.  

When the session originator requests privacy, the IBCF shall generate a From header according to the following rules:

· The display-name may be “Anonymous”.

· The addr-spec shall contain the identifier “anonymous” for userinfo.
· The addr-spec shall contain the non-identifying hostname “anonymous.invalid”. 
6.1.1.3.7 Privacy  header

The application of the privacy option "id" shall be supported. Other privacy options may be supported based on a bilateral agreement.
6.1.1.3.8 Require header

The option tags “100rel”, “preconditions” and “timer” shall be supported in accordance with RFC 3262 [x] and RFC 4028 [x], respectively.
6.1.1.3.9 Supported header

The option tags “100rel”, “preconditions” and “timer” shall be supported in accordance with RFC 3262 [x] and RFC 4028 [x], respectively.
6.1.1.3.10 To header

In support of user privacy, the IBCF restricts the allowable contents of the From header.  

In support of user privacy, the IBCF may restrict the allowable contents of the To header. Typically, the To header indicates the dialled digits in a tel URI. This information is of end-to-end significance and might reveal information about the caller’s location, e.g. enterprise, local, long-distance, or international.

When the call originator requests privacy, the IBCF shall generate a To header according to the following rules:

· The display-name shall be absent

· If a global telephone number is used, then the userinfo part of the addr-spec shall contain a full E.164 number, including the country code.

· The host part of the addr-spec shall contain the non-identifying hostname “anonymous.invalid”..

If anonymity is not requested by the call originator and the user dialled a telephone number, then the To header should contain a tel URI with the dialled digits.
Editor’s Note:
The extension and modification of the table is FFS and will be discussed in this sub-clause.
6.1.2
SDP protocol

6.1.2.1
General

The functional entity closest to the border of an IMS network towards an Inter-IMS Network to Network Interconnection (see reference model in Clause 5) shall provide the capabilities specified for that network element in Annex A.3 of TS 24.229 [5] with modifications as described in the following sub-clauses.

Editor’s Note:
Possible additional requirements and modifications will be discussed in the following sub-clauses.
*** End of changes ***
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