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For GPRS IP-CAN, TS 23.060 also describes the mechanisms to select the bearer establishment mode.

This CR includes the applicable procedures and the required information in the Gx reference point in order to support such functionality as specified in the TSs above.
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	The following additions have been done to TS 29.212:
· Bearer Control Mode selection has been added as functionality to be provided by PCRF.

· Bearer Control Mode selection procedure has been added to PCC procedures over Gx

· Two new AVP’s are included: Bearer-Control-Mode AVP and Network-Request-Support AVP
· CCR has been modified to include these two new AVP’s. CCA has been modified to include Bearer-Control-Mode AVP.
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*** 1st change ***
4.4.1  
PCRF

The PCRF (Policy Control and Charging Rules Function) is a functional element that encompasses policy control decision and flow based charging control functionalities. These 2 functionalities are the heritage of the release 6 logical entities PDF and CRF respectively. The PCRF provides network control regarding the service data flow detection, gating, QoS and flow based charging (except credit management) towards the PCEF. The PCRF receives session and media related information from the AF and informs AF of traffic plane events.
The PCRF shall provision PCC Rules to the PCEF via the Gx reference point. 
The PCRF PCC Rule decisions may be based on one or more of the following:
-
Information obtained from the AF via the Rx reference point, e.g. the session, media and subscriber  related information.
-
Information obtained from the PCEF via the Gx reference point, e.g. IP-CAN bearer attributes, request type and subscriber related information.
-
Information obtained from the SPR  via the Sp reference point, e.g. subscriber and service related data.
-
Own PCRF pre-configured information.

The PCRF shall report events to the AF via the Rx reference point.
The PCRF shall inform the PCEF through the use of PCC rules on the treatment of each service data flow that is under PCC control, in accordance with the PCRF policy decision(s). For GPRS it shall be possible to support policy control, i.e. access control and QoS control, on a per PDP context basis for the UE initiated case.
The PCRF shall be able to select the bearer control mode that will apply for the IP-CAN session and provide it to the PCEF via the Gx reference point.
*** Next change ***
4.5.x 
Bearer Control Mode Selection

The PCEF may indicate, via the Gx reference point, a request for Bearer Control Mode (BCM) selection at IP-CAN session establishment. It will be done using the PCC rule request procedure.
The PCEF will supply, if available, the Bearer-Control-Mode AVP and the Network-Request-Support AVP in the CC-Request with a CC-Request-Type AVP set to the value “INITIAL_REQUEST”. The Network-Request-Support AVP indicates the access network support of the network requested bearer control. 
For GPRS, the GGSN shall only include the Network-Request-Support AVP if it supports this procedure and both the UE and the SGSN has previously indicated to the GGSN that they also support it. The Bearer-Control-Mode AVP shall be included if the GGSN received it from the SGSN. 
The PCRF derives the Selected Bearer-Control-Mode AVP based on the received Network-Request-Support AVP, the Bearer-Control-Mode AVP, access network information, subscriber information and operator policy. The Selected Bearer-Control-Mode AVP shall be provided to the PCEF using the PCC Rules provision procedure at IP-CAN session establishment. The PCEF should forward it to the UE. The selected value will be applicable for the whole IP-CAN session (in GPRS, it is applicable to all PDP Contexts within the activated PDP Address/APN pair).
The BCM selection procedure can also be triggered as a consequence of a change of SGSN. 
*** Next change ***
5.3
Gx specific AVPs 

Table 5.3 describes the Diameter AVPs defined for the Gx reference point, their AVP Code values, types, possible flag values and whether or not the AVP may be encrypted. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415). 

Table 5.3.1: Gx specific Diameter AVPs 

	
	AVP Flag rules (note 1)
	
	

	Attribute Name
	AVP Code
	Clause defined
	Value Type (note 2)
	Must
	May
	Should not
	Must not
	May Encr.
	Acc. type

	Access-Network-Charging-Identifier-Gx
	1022
	5.3.23
	Grouped
	M,V
	P
	
	
	Y
	All

	Authorized-QoS
	1016
	5.3.16
	Grouped
	M,V
	P
	
	
	Y
	FFS

	Bearer-Identifier
	1020
	5.3.20
	OctetString
	M,V
	P
	
	
	Y
	GPRS

	Bearer-Control-Mode
	Xxxx
	5.3.x
	Enumerated
	M,V
	P
	
	
	Y
	All

	Bearer-Operation
	1021
	5.3.21
	Enumerated
	M,V
	P
	
	
	Y
	GPRS

	Bearer-Usage
	1000
	5.3.1
	Enumerated
	M,V
	P
	
	
	Y
	FFS

	Charging-Rule-Install
	1001
	5.3.2
	Grouped
	M,V
	P
	
	
	Y
	All

	Charging-Rule-Remove
	1002
	5.3.3
	Grouped
	M,V
	P
	
	
	Y
	All

	Charging-Rule-Definition
	1003
	5.3.4
	Grouped
	M,V
	P
	
	
	Y
	All

	Charging-Rule-Base-Name
	1004
	5.3.5
	UTF8String
	M,V
	P
	
	
	Y
	All

	Charging-Rule-Name
	1005
	5.3.6
	OctetString
	M,V
	P
	
	
	Y
	All

	Charging-Rule-Report
	1018
	5.3.18
	Grouped
	M,V
	P
	
	
	Y
	All

	Event-Trigger
	1006
	5.3.7
	Enumerated
	M,V
	P
	
	
	Y
	All

	Metering-Method
	1007
	5.3.8
	Enumerated
	M,V
	P
	
	
	Y
	All

	Network-Request-Support
	Xxxx
	5.3.x
	Enumerated
	M, V
	P
	
	
	Y
	All

	Offline
	1008
	5.3.9
	Enumerated
	M,V
	P
	
	
	Y
	All

	Online
	1009
	5.3.10
	Enumerated
	M,V
	P
	
	
	Y
	All

	Precedence
	1010
	5.3.11
	Unsigned32
	M,V
	P
	
	
	Y
	All

	Reporting-Level
	1011
	5.3.12
	Enumerated
	M,V
	P
	
	
	Y
	All

	PCC-Rule-Status
	1019
	5.3.19
	Enumerated
	M,V
	P
	
	
	Y
	All

	QoS-Class
	1017
	5.3.17
	Enumerated
	M,V
	P
	
	
	Y
	All

	TFT-Filter
	1012
	5.3.13
	IPFilterRule
	M,V
	P
	
	
	Y
	GPRS

	TFT-Packet-Filter-Information
	1013
	5.3.14
	Grouped
	M,V
	P
	
	
	Y
	GPRS

	ToS-Traffic-Class
	1014
	5.3.15
	OctetString
	M,V
	P
	
	
	Y
	GPRS

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see RFC 3588 [4].

NOTE 2: 
The value types are defined in RFC 3588 [4].


*** Next change ***

5.3.x
Bearer-Control Mode AVP

The Bearer-Control-Mode AVP (AVP code xxxx) is of type of Enumerated. When sent from PCEF to PCRF, it indicates the UE preferred bearer control mode. When sent from PCRF to PCEF, it indicates the PCRF selected bearer control mode.  

The following values are defined:
UE_ONLY (0)

This value is used to indicate that the UE shall request any additional bearer establishment. 
NW_ONLY (1)

This value is used to indicate that the PCEF shall request any additional bearer establishment.
5.3.x
Network Request Support AVP

The Network-Request-Support AVP (AVP code xxxx) is of type of Enumerated and indicates the UE and network support of the network requested bearer control mode.
The following values are defined:
NETWORK_REQUEST NOT SUPPORTED (0)

This value is used to indicate that the UE and the access network do not support the bearer establishment request procedure.

NETWORK_REQUEST SUPPORTED (1)

This value is used to indicate that the UE and the access network support the bearer establishment request procedure.
*** Next change ***

5.6.2

CC-Request (CCR) Command

The CCR command, indicated by the Command-Code field set to 272 and the 'R' bit set in the Command Flags field, is sent by the PCEF to the PCRF in order to request PCC rules for a bearer. The CCR command is also sent by the PCEF to the PCRF in order to indicate bearer or PCC rule related events or the termination of the IP CAN bearer and/or session.

Message Format:

<CC-Request> ::= < Diameter Header: 272, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { CC-Request-Type }





 { CC-Request-Number }





 [ Destination-Host ]





 [ Origin-State-Id ]





*[ Subscription-Id ]




 [ Bearer-Control-Mode ]





 [ Network-Request-Support ]




 [ Bearer-Identifier ]





 [ Bearer-Operation ]





 [ Framed-IP-Address ]





 [ Framed-IPv6-Prefix ]





 [ 3GPP-RAT-Type ]





 [ Termination-Cause ]





 [ User-Equipment-Info ]





 [ 3GPP-GPRS-Negotiated-QoS-Profile ]





 [ 3GPP-SGSN-MCC-MNC ]





 [ 3GPP-SGSN-Address ]





 [ 3GPP-SGSN-IPv6-Address ]





 [ Called-Station-ID ]





 [ Bearer-Usage ]





*[ TFT-Packet-Filter-Information ]





*[ Charging-Rule-Report]





*[ Event-Trigger]





 [ Access-Network-Charging-Address ]





*[ Access-Network-Charging-Identifier-Gx ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]
5.6.3 CC-Answer (CCA) Command
The CCA command, indicated by the Command-Code field set to 272 and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the PCEF in response to the CCR command. It is used to provision PCC rules and event triggers for the bearer and to provide the selected bearer control mode for the IP-CAN session. The primary and secondary CCF and/or primary and secondary OCS addresses may be included in the initial provisioning.
Message Format:
<CC-Answer> ::=  < Diameter Header: 272, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 { CC-Request-Type }





 { CC-Request-Number }




 [ Bearer-Control-Mode ]




*[ Event-Trigger ]





 [ Origin-State-Id ]





*[ Charging-Rule-Remove ]





*[ Charging-Rule-Install ]





 [ Charging-Information ]





 [ Authorized-QoS ]





 [ Error-Message ]





 [ Error-Reporting-Host ]





*[ Failed-AVP ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]

Editor's Note: The application of the Authorized-QoS AVP for other bearers than GPRS pending to be specified.

*** End of Changes ***
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